
E-Mail-Schlüsselwort- 
Content Scanner
Micro Focus Secure Gateway umfasst den E-Mail-Content Scanner. Dieses Tool nutzt Schlüsselwort-
Suche und -Warnmeldungen, damit Unternehmen Einblick in die Mitarbeiterkommunikation erhalten. 
Der Content Scanner untersucht alle eingehenden und ausgehenden E-Mails nach Schlüsselwörtern 
und gibt Warnmeldungen aus, mit denen Sie über Betreffinhalte informiert werden, die eine potenzielle 
physische oder virtuelle Bedrohung für Ihr Unternehmen darstellen können.

Produkthighlights
Der E-Mail-Content Scanner ermöglicht Ihnen  
die Kontrolle des Inhalts von E-Mails, die Ihr  
Unternehmen sendet oder empfängt. Der Con- 
tent Scanner kann gemäß Ihren Anforderungen 
an die Verwaltung von E-Mail-Nutzungsricht
linien und zum Schutz vor bösartigen und un-
angemessenen Inhalten konfiguriert werden. 
Mit dieser Lösung können Sie potentiell ge-
fährliche Situationen, Datenverlust und Klagen 
wegen Belästigung am Arbeitsplatz vermeiden.

Funktionen und Vorteile
	 Richtlinienbasierte Inhaltsfilterung 
	 Untersuchung von E-Mail-Betreff, -Text 

und -Anhängen
	 Suche anhand von Schlüsselwörtern nach 

sensiblen Inhalten (Produkteinführung, 
Unternehmens- und Produktinformationen, 
Unternehmensstrategie) oder potenziell 
gefährlichen Begriffen wie „töten“, 
„verletzen“, „verstümmeln“, „erschießen“ 
usw. 

	 Mit Aktionslisten wird bestimmt, mit 
welcher Aktion die E-Mail weiter 
verarbeitet wird, z. B. Zulassen, Blockieren, 
unter Quarantäne stellen, Umleiten, 
Kennzeichnen, Umschreiben des Betreffs 
der Nachricht sowie Benachrichtigen 
des Administrators, des Absenders, des 
Empfängers oder anderer vordefinierter 
Adressen 

	 Erstellung, Konfiguration und Änderungen 
von Regeln über die Verwaltungskonsole 

	 Inhaltsuntersuchungen unabhängig von 
Sprache oder Region 

	 MIME-Filterung 
	 Erstellen von Adresse, Betreff, Header, 

Quelle und IP-Adress-Ausnahmen 

Secure Gateway 
Micro Focus Secure Gateway schützt die ex-
terne und interne Geschäftskommunikation von  
Tausenden von Organisationen in Behörden, 
in Bildungseinrichtungen, in der Finanzdienst
leistungsbranche und im Gesundheitswesen. 

Secure Gateway stoppt Cyberkriminelle, Spam 
und pornografische Inhalte, bevor diese Zugang 
zu Ihrem Nachrichtensystem erhalten. Secure 
Gateway verwendet neueste Technologien zur 
Erkennung von Viren, Schadprogrammen, Spam 
und verbotenen Bildern und zu deren Blockier- 
ung in Ihrem System. 

Durch Implementierung von Secure Gateway 
und Nutzung des Content Scanners für Schlüs
selwörter können Sie die Verbreitung und den  
Erhalt von verbotenen, bösartigen, gewalt
tätigen oder potenziell schädlichen Kommuni
kationsinhalten verhindern und sicherstellen, 
dass Ihre Bildungseinrichtung vor möglichen 
Problemen geschützt ist.

Datenblatt
Secure Gateway 
GroupWise

Überblick
Mit Secure Gateway und dem E-Mail-Content 
Scanner können Sie:

• � Cyberkriminelle, Spam und pornografische 
Inhalte stoppen, bevor diese Zugang zu Ihrem 
Nachrichtensystem erhalten.

• � Viren, Schadprogramme, Spam und verbotene 
Bilder erkennen und diese in Ihrem System 
blockieren.

• � Die Verbreitung und den Erhalt von verbotenen, 
bösartigen, gewalttätigen oder potenziell 
schädlichen Kommunikationsinhalten verhindern.
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Micro Focus Secure Gateway schützt die externe und 
interne Geschäftskommunikation von Tausenden von 

Organisationen in Behörden, in Bildungseinrichtungen, 
in der Finanzdienstleistungsbranche und im 

Gesundheitswesen.
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