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OU. BXRAN. Y. tFEHL. ZURARH . L2MR. 380 kKA. H2E RSk
ActiveView %I %, LLAA% Azure F /7. Azure Guest F /7. Azure ZHF1 Azure BE R NIXFEIF) Azure
WG X RIEMEAESS ActiveView B A B &M

XU ECRRABELRT . Blan, &0 LLE SN DAL & 4 75 5 pom* ILEC I RT A THE AL, this
BCAF R 48 R LR LA RF 5 DOM Sk T A T SEMLNK o B RS A DT BB 8 2 R A 30 25

P, PO P FE SN VS AL 2 B3 B SN . Bk, EFFEEATR, TR EHRRER
A BT B ActiveView.

AR BT A % 5 R 5 X ActiveView. BER] PLE SCEIN PAAL 5 PAF B NYC TSk I 4H
PIFTAE R ARG, AR I BIRT A SR AR AT B, IX e pl o H sh B & 7RI
ActiveView H1. Bt MV ARAL R B,  DRA K 55T AR U AR AH B2 (1] ActiveView HH AL
BHERR TN S

ActiveView
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ATt 1% DRA W B M LUt ZIR . T o) £ A I 2 £ ¢ DA R AT R B AN AE 2 B o U s 945
K

it o

ARSI RANEN U], 55 WA TTh Rt

Py L BB B O A R RIS 7 ) — 4L R o & AT DA X S8 BRI A CuR AR TR IR 2545 €
R B AL, T FE A i) 2 e .

R O EPATH WEBEAEF TR R ftn, DRAEBMOA X G H A
BUBR. (H2, ZAIZREERIR, sy ik siBheeie 8 o 4L Bl 52 ActiveView 56
.

M1 T A B A R BRI 0 — 387, DRIR T DA P P9 B A 0 DR e A R I S22 42
Pho XN E A R A B AT LUE L DRA FI 7 S AT IO WAESS . T Il 0 fid 1 64
WEMG, JFEE T 5ZMBREIIBIR .

Azure Active Directory & #

Azure B R N EH
RALBIE ., Bk, WERAEE Azure BER NJE LT B TA AR . 0] LR A B )R
251 5TE L Azure IR R NPT A BB B 5L

Azure Group Administration (Azure ZHE )
AL Azure ZHA Azure J 51 BEHE I 5 B A ALRR

Azure User Administration (Azure fl /& #)
PeftelEl. ok, WBR. BH. ZEHMAEE Azure P BT TR AR . F
FRIRSS BT HE Azure FH P B 3L 28 5

Azure Guest User Administration (Azure Guest F F/ & #1)

FEOLE L Azure Guest FH PR IAT A BUR - UL A 48R %S 7 51 E 1L Azure Guest F ' 1)
BhFRAE 5L,

gl
Contact Administration (BER ANEH)

AR N BRSO RN VS ERICR AP 5 KA BUR - R A (8R4 1
TEHERAR NN B B 0L
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DRA Administration (DRA & ¥)
YT E AR s B3 #E 53 . DE A 0% 9 P 352 T 76 DRA FR AT BT 8 B 55 1R 1 v
PR AT & R AR . 5 DRA & B A 6 S 1) Bh B # 52 o] DL 1] BT
A Directory and Resource Administrator -3 /4. o

gMSA B H
RALEIE. Bk, MERMERHITE RS (gMSA) JEVERT 7R AR . & mT LLR it €
FBIRZE 57 P gMSA I T A BB B 00 .

Manage and Execute Custom Tools (BEMPITEHE X TLE)

RO, EEAMPAT BE X TER AR Rk fRiRe fovE B A % X T
HA BB R 5

Manage Clone Exceptions (&3 7n [& 5] 4h 35 )
PR AL A0 A v [ 4 AR IR 7 A LR
Manage Policies and Automation Triggers (& ¥ RIS B 31L& 2%)

SRt E SCHRMS A 5 sh Akl 2 P w5 I A AR « R UE A iR S T ST A W Sk AT E
A4 TAEFURR I BY B PE 5

Manage Security Model (¥ Zz2fER)
FeflE SUE BRI (EFE ActiveView. BHEEEH M) TR ABIR. KHitmt
FRURZE B 7 St AN 4E 37 22 A A5 R (1) B H A 3 0%

Manage Virtual Attributes CEHEEIBME)

SEALAIE A E B EUE VE P R T A BUR . R A RS 191 B R 1 B B
2 A

OU Administration (OU & H)
PR E A TR T E AR . Kt L FR RS 71 515 2 Active Directory &5 14 1¥1 Bl
PR,

Public Folder Administration (AIECHETHE)

RO, Bk MRk, 5 AT EEE IR UL R A IS SRR PR « S mT DU it
F IR D0 ST B A LSO S I A B B 2 5

Replicate Files (& HI3C4F)
At Ea. MIBRAUE SO E BT T E AR . R A (L FR IR 45 57 505 SO & B
A5 75 2] MMS 1 DRA & S 1 H AL A A A/ R R 55 2% 1 D PR 2L 0

Reset Local Administrator Password (EiXEBAMEHE R O4)

SEOLE i B A B K O EE T HALE B R AR BT AR « R A tadR RS
DT E B K BB

Self Administration (BIREH)

REBEEE TR AR GRS i A BRIk
GUEEHAURVFEEA R MAEE.
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Execute Advanced Queries (FUTEHEH)

PAEPATIRAE I = R BT R AT A AR W bk A R IR S 11 TR AT e v 1) B B A
HH,

Manage Advanced Queries (B EKZEH)

e, FHAMPIT SR E TR AR . A EfeIRe 58 5 & K A
EhPRE 0L,

it
Audit All Objects (EHIFFTEXT5)

PMEFEBA M A R ENE. RIS FECE T 7 T A AR . SE A A o vr B R B 5
e e Kb A aRIRG AT H THEAN B E B S B R, UVFBh A B A
FH % Custom Tools (H®E X T H) 5 & LA BT T M.

Audit Limited Account and Resource Properties (E 11 32FRIK P % IEE M)
SEALET X B 0 S 1t AR

Audit Resources (T HYR)
RMEEZERBEEVEIT R ITARR . B eIk 751 5 TH B IR GO B 2 A B

Al
Audit Users and Groups (E 7T F P FlZH)

SRAtEA MK LS PR R I A BUR, (BB BOX g 1. R it daIR 4 1
TR TP R A ) B R AR R B

THENE R
Computer Administration ({+EHEH)

R EOT R TET R A B . St VR BIELE 2 B HBRANSC T
Bl PAR R4S . R tdRiR S 11 DTS BE ActiveView 7 iHSEAL I B R 2 55

Create and Delete Computer Accounts (Bl ZFIMH B&HEHLIK )

FRAL G A B v AL BT TR A AR . KA R IR S A S A B B
HHR,

Manage Computer Properties (B FETFEANLBEM:)

FROE T ENLIK S BT E BT R AT A BUR . Kbk A 4IRS 71 57 B AL B BE
B,

View All Computer Properties (&F A HEVLBME)
Tmfﬁﬁﬁfrﬁmﬂ]&)j JE T R T B . KA AR IRES 7 B T SR L A B B P

J\
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Exchange &3

Clone User with Mailbox (5[ FH - FHBFE)

SR T AT F K AT SR P =5 IO T A AR R LA EdRiR e DA ST BT i
(R Bh B .

TR B AUVRRDEE B AR Se AR S IIIRLR B A K P IR 4, B R TR IR B
[AR¢ R

Create and Delete Resource Mailbox (£ FIHIBR % IR ER4E)
PR AL 8 RO B B A BT 75 T A AR o B e A i IR 25 07 7 ERIR AR 1 B BRSO
Mailbox Administration (HFFEE FE)
FEALE ! Microsoft Exchange MSHE J& 14 Fr 75 AT A AR o 4545 F Microsoft Exchange, 1%
B AR AR R4S 17 57 i Microsoft Exchange B4R (9 B B 34 54
Manage Exchange Mailbox Rights (& ¥ Exchange HEFEAFR )

FEALE L Microsoft Exchange HISHE 122 4= P FALPR Fir 75 I B A AR o 2 A FH Microsoft
Exchange, &% M (OFEIRES 71 574 P Microsoft Exchange HIBFE 1R 7T AR ) B B AP 3 53

Manage Group Email (&4 BT HE4)

ROCER . 5 A EEE AL 7l B 75 BT AR 5 It dR RS T D BRI
JRE R A B R S e ) B B B 6

Manage Mailbox Move Requests (EHEHFERBER)

PRALE PR FE R 218 KA 75 BT AR
Manage Resource Mailbox Properties (& H ¥ JEHRFE B )

SEALE FHSHT T IR YL T T T A BUR o K0t At FR YR 45 07 57 A LA A Y O B B O
Manage User Email CEHF P 8 -FHRA)

FALAE L 5 F A kP (6 L Bk B R BT AR . R A RS 15
BRI R R AR K B R S b ) B B B 6

Reset Unified Messaging PIN Properties (Ei% B4 —ill/E32# PIN B )
PRt E R B A K P S — U A PIN & MR P R I T A AR
Resource Mailbox Administration (ZZJRERFEEEE)
T LA S B Y IS AR P 75 1 BT LR
Shared Mailbox Administration (GLZEHRFEE )

Rt k. MERMEEILFIA B IEIFRRPT AR Kt BRIk 19T E
SCELHEAG I pr A BB HE 5

View All Resource Mailbox Properties (E & T E BIRITFE B
FRAL A E RURIRFS SR AT TR T A BUR o ¥ M A Ea 4R IR 25 17 57 |7 v DRSS S 1 B B B

—
AR
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Create and Delete Groups (B/JEFMIERZH)

PG A B 2 BT 75 IR E AR Rt A R ks fh BT LA Y B AT HE R
Dynamic Group Administration (BJZSZHEH)

FRULE B Active Directory B2 2H BT s B AT A BUR .

Group Administration (HEH)

SR BLYLAT ALl 53 B AL BB AN P R T BT B - K A i8Ik 45 951
e T 2 e e L B PR AT BRSNS SR ) B R B A

Manage Dynamic Distribution Groups (B EIIED KA
FRALE H Microsoft Exchange sl 43 R 2 BT 75 O BT A AUBR
Manage Group Membership Security (BFHEAM R TR ZENE)

FRALFS 2 0 IE I Microsoft Outlook £ & FIE 4 Microsoft Windows 2H A% 72 & ¥& 11 FH P Bl 32
1 T B BLER

Manage Group Memberships (&R ERR)

SRAEAE DA 2 AN 25 B FH P i ™ B DU 7 P st SR ™ ) 2 B2 P 5 1) ol
AR Rt Rk gs 0 5T BLAL B ik 7 (0 BB B O

Manage Group Properties CEHEHFEM:)

FRAVE FH T BT R T A BRI A O FRIRSS 5T B B ) B B B A
Manage Temporary Group Assignments (& BG4I IR)

ﬁéfﬁﬁﬂ@*ﬂ%fill IS 2R YR T 7% B T BB o R It At AR IR 25 17 57 A BEZH 1) B B A B

/AR
Rename Group and Modify Description (ZEfv4 HME KD

TRAHE U A FR A T R T A AR o Kb (R4S 7 51 8 B I B B L %
View All Group Properties (EXFTEHBEM)

PRt EH AR T A BUR . K M IR SA 7 5T o TH A (1 B H 55

He A
ik[i H B P
& P Active Directory Collector (Active Directory U{ZE%%) . DRA Collector (DRA UgZE#8) Fl

Management Reporting Collector (&R 5 U 4ES%)

RO P T B S £E 1Y) Active Directory Collector (Active Directory Y4248 ) . DRA
Collector (DRA U %%) Fll Management Reporting Collector CEHER USRS AT K
P RURR o Rl (R IR 2 17 91 8 PR AR 2 G B ) B B P 6
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7 Active Directory Collector (Active Directory UZ4£%5) . DRA Collector (DRA UX£E%S) .
Management Reporting Collector (EIEREHY5ESS) M Database Configuration ((E FERD
=)

FRLE F8 T B4 W EE 1) Active Directory Collector (Active Directory I ££2%) . DRA
Collector (DRAW£E%S) . Management Reporting Collector (EHER F U ESS) H
Database Configuration (E(#EFERCE) o KUk A (O FBIRSS 71 57 8 BRI 25 AN £ e 1 & 1) B
PR,

Manage Ul Reporting (%”ﬁ)ﬂ)ﬁ‘ﬁﬁjﬁi)

RAA A Ay RN IPENL. AR50, BR. M. ActiveView. &#%. CKAM
AT ENATLAN B A 1 O3 A i 5 HY Act|V|ty Detail (JEZD4HT) A FTFH AR, ¥
A BFRIRS 1 5T AR AR 35 I BhEE A HE 0

Manage Database Configuration (EIH¥IEERE)

AL B B A (0 e P P BT AR P BUR o R A (IR 4 10 0 B AR S e
Pic B A B B B O

B E Active Directory Collector (Active Directory Z5E2%) . DRA Collector (DRA £ .
Management Reporting Collector (IR & YfEAE) 1 Database Configuration (H(#fE AT
B ER

PRt A A AD Collector (AD Y{#E#%) . DRA Collector (DRA i&E#S) . Management
Reporting Collector CEEER TGS AEE FENC B A5 B 75 KT A BUR .

N
URE
Create and Delete Resources (BRI FREIE)

SOOI MM ER S AT SR BLRIR B A H ST & A AR . Rt/ tdRiRe:
BT B BRI GRS H S BB 2

Manage Printers and Print Jobs C& P37 ENHLAIFT EN{/ENL)

SEOLVEEATEINL. 3T EIBASIANST ENVENL T 7 O P A AR . B 85 P ik P SRR T BN
PEk,  FTERVEV AN i = 6 25060, & 7E [R] — ActiveView Hto KBGO FRIRSS T 5T 4E4 4T
ENATLAIAE BT EAE b p) B PR B 575

Manage Resources for Managed Users (CEEZE R P RER

PROLE H 5 e F ik o SR B YR BT 75 BT A AR . B0 28 R AT R bk P e R A
TE[F]— ActiveView H . 5t M 4R IRSS 71 57 5 B TR S A Bh LA 1 O

Manage Services (EFIHRSE)
FRALE FIRSS AR T A BRI R IRSS 15T BRSSO B B B A
Manage Shared Folders (FIILE T MA:3)
Tmfﬁ'é“ﬁ RS i 7 B AT A AR o R A AR IR 4 0 B B = A e v I B

e



Resource Administration CZJEE )

RAMBHERIR (OIS SAEM K R EPED JBYEFT R TR . #itfht
TR 2R B BT B BTN R A B BEAE B 6

Start and Stop Resources (/g ZhAE 1L EVR)

RO Rah. kST LIRSS, JAshEfs ki s dTEINL,  RHITT LB R D ks
HE IR ERUR . IR AR . GRGAE SRS, 15 b B BT ENBAA DL R 5% P T
FNT R AR . Kt IR S 0 008 BEBTIRON RN B BEAE 2L A

& i

Built-in Scheduler - Internal Use Only (A B itRIFER - INVEE R EBIE )
AL 22 HE DRA Jill b 3 22 A7 FO B 18] R AL BR

Application Servers Administration (N FHEFARSS S H)
PROBEBCE . AR AN R N RS I 55 4 C BT 7% AR
Configure Servers and Domains (Fit & R 5528 F035)
SEAAS DU PR IR 55 e 14 UM 248 BP9 O T A BB o S FR A IC B AN BE Azure FHL I
PIALPR o K1 M AR IR 2 B 57 M 4 AN R4 8 BRI 55 2 A B Azure FHL P (1) B 38 2 53
Unified Change History Server Administration (4t —[{)EE o7 SRiC R ARG 2 & 3)
TRALACE . A AN RSt — ) BE 5 s s AR 5% 4 IO BT 7R AR
Workflow Automation Server Administration (TAEWRFE B 3L RS2 EH)
PEtBCE . AEAMIBR TAERAE B ) IR 55 4 B0 B 7 AR .

R i

Create and Delete User Accounts (Bl AR F P ik )

SEALEE AT Bk B T A AU . R AR E IR g DT B R T B B A
2 A

Help Desk Administration (Help Desk &)

PO ko @ M LR D AR OASAHS BT R AT A AR . Ik B
HAEH AR AR Pk . B M FR RS 15T Help Desk BBt (AR
F P s ek P A& 2 v7 i ALRR D (R BB B O

Manage User Dial in Properties CEIEFHFIRANBEME)

FEAE DU PR P RN R TR R FT A AUR . R A IR S B 51 B AR T 1) A
F R P o B B B R

Manage User Password and Unlock Account CEEF /' O -4 ARS8 E K )

RALE B E 4 F7E N2 s EARERYUE F K FTf TR . LA R ke
TTHEY AL ™ U5 1A PR 1) B B 2 B
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Manage User Properties (BHH P EL)

AV HH ik BT A B YE (UG Microsoft Exchange HIBAE &) Fras (T A BLIR . HF
BE A TR IRSS S0 DU B K R BB B R

Rename User and Modify Description (&4 F 2 F& S 89D

SAB SO iK™ B R AR PR BT BUR o R A IR 4S5 B i 1Y
RSN SZ AR

Reset Password (Ei&%E %)
FRALE R EAMEAFTR AT ABR . K e A (R IR S 11 o7 A8 B B 3 A 2 O
Reset Password and Unlock Account Using SPA (fif f] SPA B X B N4 MBI EW )

FRAL1E ] Secure Password Administrator 554 B -4 FIfiR B e F K 7 BT s 1O B AL
FR .

Transform a User (E¥fH )

SOOI (AN B BRI B i (A A BUR RS AR P 2 25U s
PEAIBLIR »

User Administration (F &)
FEALEH K . S5BEH) Microsoft Exchange WA FIZH & 53 B 4% FIT it B BT A BLRR « Kt
A EARIRSG TR B P K S B R B O

View All User Properties (EFFTEH @)

Tmfﬁﬁﬁﬁﬂ)ﬁ K JeE P P T B BT BB o K I A B AR IR 2 17 T B U K () B A

J

WTS Administration (WTS &)

Manage WTS Environment Properties (¥ WTS SR 5/E 1)

SEBETE DO K B WTS PR R PR  BPT A BUR - R A B R IR S 15T 4ES WTS Mk
B B O ) B AR A

Manage WTS Remote Control Properties (& WTS mf2EH] @ M)

SROETE LSO K™ (1 WTS SRR i T 5 (T AT B . K A (IR SS 15T 4E8 WTS
V7 T A PR B B P f) B B B 6

Manage WTS Session Properties (B WTS £iEB M)

AL SO K 1 WTS G R PEFT R BT BUR - R e A IR 4GS 0153459 WTS =i
SR ELH T ) B B B O

Manage WTS Terminal Properties CE¥ WTS Zim/@ )

SEOLEE T K™ 1) WS 283 J P T i RO A A B - Re A (g8 IR gs S ST 4 WTs Rl
Jo 1k B B R Y BB B

WTS Administration (WTS &)

PEALTE ActiveView 7 B K F' ) Windows Terminal Server (WTS) J& Y BT 75 B BT AL
PR i REAEH WTS, TR LA G Fa RS 1 DT 4547 F P K (R WT'S 8 4 () B A 3 63
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Vil A B A O A H T EOA R R B B O R e E .
BT N B A
1 53] Delegation Management (FFLEH) > Manage Roles CEHEMAE) .

2 MR RFEONDS, SRJG 8T List items that match my criteria  (F1) HY 55 3 P o ) S FC P T
H) &HHH Find Now (OZLEIEFHR)

3 RN A

EHANERAE

BRFMERBE A B . (B2, LU A B M OEIFRIEUA I T, s iR

SE Ay 0 SR BT R S SRR

Ry UL LT 5 U B A

o BPREMES MK BB B G AL OCHK . SRIBC T g T B B AR PR O3 A R S SR it
FH LA S5 BLRR

o LN E M OIRRZ e BERIE B SUA R . T DL M N H At A € AR
PR, I 25 R e ] A B A o b BT 2 (RO BURR

ARV SRR UNEZER, 82 RS,

A H E XA

AR, B0 PSRRI R — AR E AT S B CAERARRIBR . T LU
Delegation and Configuration (EILAIACE) 5l & 1) Delegation Management (FHLEH)
>Roles (A TR QIEAE A G, /RIS, & PAAT LR #1E:
o AIESHM
o WENAE MG
o BB tETE
o MHER A
o HEHMEOIRIR
o ZBIEHIRIR
o EBEIATRIR
o BEERIRM B B 0 R
o BEIRIRM ActiveView [ JE T
o BEHMAOAMAOTIAIR (AR URE)
o A RO T R
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PAT AT 51 AR AR B R AR A R ik B A 21 i, SRR PATAR R T A A -
o A 25 B B B S B T A ) S BOR TR AE ASRAT A6 B AR AT

 1F List items that match my criteria  (F|H S5FRAAENICECIIE ) & 4R 2B A ExT %,
SR G A AT 55 BYAT B o 52 B B AT T A B ) n) 5 BN T HE DABRA T 06 B R

BEPAT FIRATATERAE, L AUEA N IBR, #140 Manage Security Model (& P22 4= 15
B At e & IRUR .
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PR A2 “ B/ INREAL 7 B BRI A B . D P FRIRAS R W 345 Bl 46 St A1 4 7 2 748 22 A
B, &7 LAYE Delegation and Configuration (ZHLHIECE) & hHATX LT,

A E R

AL 390 Fh Py BRI T8 B RAPAT B WK BAR 55, 80T DR E SO (R AT 24T
FRURI AL P IX AR . TEiE MR N EAUR, (Er A se e L aEE A E SRR . s 1
— LN B AR 7R 5 -

ARANBLIE RN
SR B e 20 AN E G el 4 0 TR E P SR PR RO AR
A R i

AOARA T E, ISR BORE K R s 2 Rt (B . B ERAEHT T I, MR
PR TR FH P i AL PR o

BUATR T ENUR
BB UK T R PR BUR -

Azure £ R

14 DL S BLPRZS4E Azure FH P FIZE (R 61 G AP 3
Azure F Pk P AURR «

+ Create Azure User and Modify All Properties (7% Azure F P AME TG B M)
+ Delete Azure User Account Permanently (7K A Azure FH 1K F)
+ Manage Sign-In for Azure Users (& Azure H /7 115 3%)

+ Manage Sign-In for Azure Users Synced to Azure Tenant (& [F]25 3] Azure #1711 Azure H
FHE D

+ Modify All Azure User Properties (IZE4FT A Azure F P &)

+ Reset Azure User Account Password (B & Azure H K 14

+ View All Azure User Properties (&H FTH Azure F P @)
Azure ZHALFR :

+ Add Object to Azure Group CEFXT RN INE Azure 4H)
+ Create Azure Group and Modify All Properties (1% Azure HAME X TE B
+ Delete Azure Group Account ([ Azure ZH1IK F)
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+ Modify All Azure Group Properties ({EEFT A Azure ZHJE 1)
+ Remove Object from Azure Group (M Azure 27 Z:fEXF %)
+ View All Azure Group Properties (& & T Azure ZHJE M)

Azure Bk R ABUR :
+ IR Azure R R NAEEU A & 1
o MHIBR Azure BE R K P
o BFTH Azure BER NJE
o BEH Azure BLR N ENE
Azure Guest F 1k AR -
+ #1E Azure Guest H /7
N Azure F i P A0 H AL FR tH0& FH T+ Azure Guest FHH IR P .

FEEER Azure Xof R BANKL L0 e, ST DU R e B4R 2 R0 REVE R B E XA
B -

SEE H R SRR

BURR

B E 2 U, 1A LB R 8w A BUR - 18R] LA A BRAE A HA PR 2
FEMIREAR . PR SC T B PR3 03 n] AAE 2 3k 7 B . B e e B rx R ek .
H 5 SURUR AT A FE X Z AN @ U5 M ALER , %140 View All User Properties (&&EFTAH )&
D) PR

R ik A N ERUR

& AT LA Delegation and Configuration (RFCAIALE ) %M & #[1 Delegation Management
(FHLEHED > pPowers (RPR) 5 /St B & AR . FERLTT i, B80T RApAT BUT #24E :
BE AR EME
BT BR
T LA A PR
B E g AR

o A RO PR B AR
EPAT B, OB HRBIIRRR, #1401 Manage Security Model  CE B2 )
o AL IR AR

(SRR 2 1T, 15 LN R .

1. #7% DRA $RALIIALIR .

2. YUERETE A C IR W&, el A I E 2 XBR .

3. SERAHR) A 2RI R . Bilan, SER New Power CHTEEALPRD A&
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*
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4. BEERGHBUR .

5. WfTAEL, BUUERIEBUR -
PAT AT 31 AR AT SRR R R AR IR R S AR s, ARJE PATAR T SR A -
o AEA“ARSE 7 BUA B R T SR BT I (1 17 S ORI A ASRAT A (R A

+ 1 List items that match my criteria  (FH S5FAAEN VLRI E ) & 4R BIBBR X %,
SR G A8 AT 45 BYAT B T S B R AT I F 1 n) 3 B T HE DABRAT 6 B R

I EBUR

T LI I3 A PR [ i A PR IV AT B BR BRI g o

flan, ERVFBHEEHE R ik, &R LLEEIUR Create User and Modify All Properties

(B @R P A e T JE e ) RUREL Create User and Modlify Limited Properties (G135 H J Flig
A REME BUR. nREILTRIR Add New User to Group  CR#T A In®2E) AR, B
PR B A ] AYE{H FH Create User (BUZEFH ) [ SRR EE Pk s nBIH b . AEIX G
LK, Add New User to Group CEEETH P EsmEIZ4D) BURKE LA 7 S 2hEE. Add New User
to Group CESETH P asimEI4) SR 28 R -

IR ICTE BT VP AT BUR B Eh e . ZRRIWEFLE ST RAURKIAE S, BRIHRIRY e
PR VA S e IR

R
o TR IHANERZH IEAE ActiveView HHAL S T4, RIAFIERS 5E I ActiveView THHT Add New
Group to ActiveView CEHTZHININE] ActiveView) IR . 181 ActiveView I8 0 1AL FE 4
ALEHT 4L OU BN B 28 8% .
o BRI REAIFAE ActiveView FELEHIH, L AHETRE M ActiveView I Add
Cloned Group to ActiveView CI4 FiFEH YN N2 ActiveView) IR . 5 E 1 ActiveView I8 0h
IAFEIR A DL S L 5 2H ) oU BRIN B 25 4s

NRINH T AE G BB R B SO BPR & 1 R RT E B P — LR

FEHAES FEUR A PR Ay RAUR

SO FEETE 2 1Y ActiveView W | FEREH RS T A JE M W e B LA N3 ActiveView

5 A

B IAESE E I ActiveView | BIEA RS ST A &M B AN 2 ActiveView

5 A

B O a IR B R A BB R NS S A R Pk DI RN A HEL T A
BB R NS A R 8 1

A1 5 FH BB A 4 25, A A A B 3T JE FH H R A

B A FH AR P i IR P AT e A R 3T H P R R A
B P AT E S PR
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10 2 SR/

f& T LA Delegation and Configuration (ZEFGLHIECE) 54| & 1) Delegation Management
(ZHEEB) > Assistant Admin (B3 Admin) 7 SUE B RAEIRIR. R mirh, o LEE
TRURES B A 2 G R BR A AR 1, DAKCE AR (R ActiveView [FHRVR . #8548 7] DL B3
Admin AT LT R 1E

o USIMALRL G
el 4|
TuREL
e
& e
BAE A PR URIE X BB Admin AT B, D ZUEAAHBFIRR, 540 Manage
Security Model CE B2 4 BAL) A 0 b BT A &5 AR .
AT AT 51 AR AT SR A B I AR IR AR R B PR BN B Admin %9 5, RS HUTAER T 5#R
1E:

o fEM ATST 7 B B BT R R 1) 5 O TR A ABRAT 6 B R AT
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ﬁlﬁﬁlﬁlq&lﬁfﬁ H,

A RAE I I LR L, 352 W It .
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J5 F el

& 0] LR Microsoft Windows 38F1IX B A (106 % 3 F Il BRIAE LTS, DRA &3
B RN RN BT A S B R ficah . #5045/ DRA Admin Y DRA Bt B Admin 41 il 5
7 He A H R

R ERIAS AL A E, 1568 Bk se R R S L Ih g
+ DRA IE7EE H LI 1 14 .

o EIRIRSS SR SS B IRl T AL B R IS A A KK RS 2R A AR LB U A e
I o

SO AT LS Y [ Wigands ST FH RS P A 6 7 T A 5% 88 A 55 B 7 T W S0 [ g anky 25 5% (1 VT LR

FR A Ik, AT B Ry R s R AR, SR JE % FE Enable Recycle Bin - (i A [RIHR
)

2% F [e] ook

180] LUAHS 72 Microsoft Windows 311X Seg i (1 5 G A% FH el ieasti o 0 S48 B 14 (e kom0 5 ik
P MEVEEE . K AR B R X ek

2 DRA Admin 2% DRA BB Admin BlFEEHE 53 240 10 ik 3 A B 2% B[R] UAc s

TR [t , AT B Ay (B R O R, SR JE L FF Disable Recycle Bin (M [AIUR
i) .

A B Bl ik 3 SO

[ Wiganki s PR ERIN B B R R . ST DR I B BB SO x RIS BRI Rl Wty o 72 22 HE T 2
SUIIE], ISt R ) Bt Dy RO SRR G B R AR R o RERRSEAL RO ERIA R B R M R
L RE R EIEEEM . S A B E R RIS M B R, S mT LA E S
[l S T HE AT A o

TP B [ k5 B, i /E Delegation and Configuration (ERAEMIELE ) 5 6 & Tk BAH M [
B, RIEHEES > BIE > B Emi4.

MEAE

PLUR TR 42457 OC DRA Management  (DRA BB i 5 A0 0T DLJE I R A I SR 28 ME 15
B Bypmnl DI BRSNS, E S M3 Configuration Management (FLEEH) >
Update Reporting Service Configuration (FEHFRERSEE) -
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fid B Active Directory Collector (Active Directory Y{£E23)

Active Directory Collector (Active Directory I{£E%%) K5 M Active Directory H°A DRA HI RS2
ERP. A BRRN IFENL. ou Mghas s kK AWE —HIBE BT, XL R fE 1
WA EH, BT 1E Reporting (fk#) &l & H A ik 55

&7 PABC & Active Directory Collector (Active Directory U528 ) LLIE & B AR ANl A 1E 15 2
PR e i . I TT DA BB IS AT UREE 25 (1) DRA B E IR 25 45

Fii B DRA Collector (DRA WK£E2%)

DRA Collector (DRA WLEE#S) B UER X DRATLEMIE R, %3 BAEA AR s E
W, ZEBEFE A T7E Reporting (45D & & AR R & -

%)= 1] DRA Collector (DRA WEERR) , HAAUR B RIS TSRS ) DRA B LR %5 4% - 1V
FESZEE, &M% HE DRA Collector (DRA W #E2%) 7E Active Directory Collector (Active Directory
WeERRR) RINIEAT 2 JG AR5 48 7 3 /D I BRPE TR AR ] LAAMZAT .

Bt & Azure Tenant Collector (Azure FH /" Jr£E2%)

Azure Tenant Collector (Azure fHLFUREERS) kS LRI 2D 2] Azure Active Directory F /7 [
Azure 17 BRRANMAGE R, IRZME BRI S BT, 1280k % M T4 Reporting
(i) Faifil & A Rk .

)4 H Azure Tenant Collector (Azure L INEESS) , LT85 12 T EE 45 (] DRA & # ik
58,

ERE: Azure FL 7 HETE H AR R I HT Active Directory Collector  (Active Directory IN£ESS) 11
BATWER G, AR IZ TR

B B Management Reports Collector CE R &5 INESS)

Management Reports Collector CEFHEf UL HE S ) Kokt DRA W 115 B IR %15 LA 17 7E 4R
NIRRT 7S Reporting (H ) I A b A AR . A I BRRT, T DA
MR PR SR (0 TR, LUEZE DRA Reporting T RUHZ T 7.

BEHC B Z R DRA IRSSIK AR 5 IR 2523 1) sQL Server H B sysadmin YFRI AR . A FC B 5T
E XU
+ Audit Export Data Interval (i it HEAEIRIFE) « X245 DRA BRER H & (LAS) H i o 14
P55 H1 3 sQL Server H1 1] "SMCubeDepot" ¥ [ (1] B [a] 8] g -
+ Management Report Summarization Interval & HE R 2 5 ZRIFE) : X 2K SMCubeDepot
o 2 A ) e 1 B S22 HU 2 DRA Reporting 204 2 R B T8] 18] F%, 7] L@ DRA Reporting
T HAWNZEIE .

WA HE



g EIRE R THE B

&R LABC B DRA DA SZ B S8 1 B Sz il 2 Hh e BB kG B R . B8 A2 HRIEE -
/ﬁw‘%éﬁﬁ‘fn B, OISR, #1u1 B Configure Servers and Domains (fic & Al 5%
aAED A TS FIBUR .

BOAMEOL T, ZEH EUCERgiHE SR DiRe . RS EUCE seat it 4, W2 A
BEIhRE. SRR LB S R, BT SRR A I LB R, R
ERERGHE BRI

BIRE EIRE XA G R
1 FHi%] Configuration Management (FCEEH) > Managed Domains (32 .

2 LR, AR EE.
3 Hif Last logon schedule ( EVCESRHRER) IR U E LOFFg05 Bk .

LA TARAR B 3L AR ST 2S BC B AR

E**IE‘EIT”E/FL%I, TR TARTURE B SR 55 &8 BEA G s DL T & T OB R 4R IR 4e Bh BEAE 3

E{n

+ Create Workflow Event and Modify All Properties (fl]# TAF AR FH A I ESITE BT
+ Delete Workflow Automation Server Configuration (M T/ERAE B 30 AR 55 25 i & D

+ Set Workflow Automation Server Configuration Information (% & TAEFE H 301k IR 55 2 fic
BEE

+ Start Workflow (Ja 3 TAERAE)

+ View All Workflow Event Properties (£F& T LIFRFEFHFE M)

+ View All Workflow Properties (&& 1A LAERIEE )

+ View Workflow Automation Server Configuration Information (&% T/EVFE B SR SS 2%
BLEE S

PR TAEAE B SR 55 A5 T B AR -

1 il Delegation Management (RALEH) 15 AH K powers (BUR) , SRJE M AR X
R R B IF LR T 1 TAERAEBUR

2 A b — AN I TARRAEALUIR, SRJ51%+F Delegate Roles and Powers (LM
FIRLFR D o

3 MRE N HEFEARAR e P el 8 4.

4 f§if] Object Selector (X RIEFHS) TEHRIFBWMATFERIX R, )5 B Wizard ([1]F)
H1¥) Roles and Powers (FEEFIAR) o

5 Hiid; ActiveView, 2R)51H ] Object Selector (X ZIEFEES) B+ AN BT 75 19

ActiveView,

6 ili Next Ch—2), IRJ5H Finish (GEROD LUERETEE .
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Fo & TIERE B b iRsT 2%

HLAE DRA H# ] Workflow Automation, NI AZIAE Windows Server | %23 Workflow
Automation 5| %%, 4RJ5iEIT Delegation and Configuration (EILHIEE) EH| G &
Workflow Automation k5525 .

FEHL E Workflow Automation IR 55 5%

1 %>k 3% Delegation and Configuration (FRFCAIACE) #=HlE&
BRIAERIEE DU, ES WL TAERAE H s Ik 55 45 e EALR o
2 J&JT Configuration Management (FCEE ) > Integration Servers (HENRSES) -

3 LB Workflow Automation (LAEMRFE BN , HRJFIEF New Workflow Automation
Server CHII TAEVFE HEMLARSS28) -

4 7t Add Workflow Automation Server (NI LAEVRFE HAMMLRS2%) S higedly, #l
AR 23 4 FR Ui I W BSCRT7 R) ik o
5 MRS #8i&E4E, ARG 55 Finish (GGERD DMRAFECE .

A K44 Workflow Automation 512 [1){5 2, 1EZ UL DRA S0k 5 B (Workflow
Automation EPE G 15/ ) -

ZFE LDAP HEREBU R

DRA {H &8 e S 7E A< i Active Directory 18t - 48 2 LDAP X1 %, 5l LDAP ARS5 28I . B R

A~ THEHNL. AT 0U. DRA HE&%%%WA&@TSKVE HIEAPATE R B8z 6 2% . A =R
JEAS VT DL A R T R . Shal, IE T DRAE I R A il DA oR A A, T DA RE A SR
WAL, W] PLd s Hbrd R H U\fﬁﬁ O . &0 DlgmiE AR FI A 1], LDAP
Advanced Queries (LDAP /&2 &if)) i tad% T Bh R # 01 G @ A4S £ LDAP Search  (LDAP %
%) BMIIBR . A DL AR Z 600 8 F1E BE LDAP 42 25 11

+ Create Private Advanced Query (EIZFAH E 2 &)

+ Create Public Advanced Query (I A 3L =2 & i)

+ Delete Public Advanced Query (R A JL e & i)

o PUTEHEM

o PUTIRIEE A

+ Modify Public Query ({ZEAFL4H)

+ View Advanced Query (7 =2 A if))

FEZHT LDAP 7 AP :

1 il Delegation Management (RALEH) 15 A K powers (BUR) , SRJE M A &%)
FIre R IFE BT T =2 LDAP EE LR -

2 AR H A — MR E ) LDAP RUBR, SR )5 1% $E Delegate Roles and Powers  (ZHL A (OF1
BB o

3 MWRBE W HLIOBRMR e 7. HeiBh P H m .

9%  WIPRH


https://www.netiq.com/documentation/directory-and-resource-administrator/

4 f§if] Object Selector (X RIEFEH) EEHRIFBMATFEIX R, S5 Hd Wizard (5D
F1 [ Roles and Powers (I TAFIFFR)

5 Hd5 ActiveView, PRJ51EH Object Selector (X GikFEES) B AT 75 1Y

ActiveView,
6 Hili Next (F—2), SRJGH Finish (B PLEREFGFE .

A Web 26 & R ThRE, 15 SHi%] Management (FFE) > LDAP Search (LDAP %
%),

o B B U S ie AR

DRA SCFEXT AV 2 2R 1) 52 % 58 et {724,  Change Guardian (CG) REf% % Active Directory H
KAEWSZEMAEZE T . ¥ DRA fI CG HEIE—iE, FRALLL TN IhRE:

o TY7F DRA RFEM BN HE 51, 125 i il id DRA H#H4T IR el X €G SHFHH 1 Active
Directory 347 T B 4.

o BEWEAYTE DRA PR G Bciln 5 B 7 s sk, G DRA #EAT H S ORI CG i 3R R
El DRA Z AN 2

+ 1HId DRA BEAT AR E N CG Y “ 32 B
ZHCE DRA B RILFKM TG, WA T D REELE:

‘%245 Change Guardian Windows 8 .

SN Active Directory Y AJUEZEH

fiC & Active Directory.

B % F-#8IR Active Directory T .

1 Active Directory 13 .

J5 F AR B .

. BB S — O e R

el FiR 223 Change Guardian LA KB & DRA F CG IR 5, /7 7] LLZE Web %6 &
R AIE R UCH TR .

HREZER, WS (Directory and Resource Administrator /7755 ) W “ 25 2 )
Sl 7.

N oo s w N

‘224 Change Guardian Windows U
TEFFUG DRA 1 CG £E 2 B, “%¢%% Change Guardian Windows fAH . AREZELE, HES I

Change Guardian Installation and Administration Guide ( {Change Guardian % %% fl1% 2 5
).
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https://www.netiq.com/documentation/change-guardian/

¥s0 Active Directory ¥ A iE 2548
& A2 Change Guardian AR 2578 DL S Xl W 428 (1) 8 A2 7 BB AR N v vl ik . A RBE 215

B, 1§20 Change Guardian Installation and Administration Guide ( {Change Guardian %% fll
EHARE) D .

Bt & Active Directory
LB B B 07 S Sk ) Active Directory, 1EZ% DL &4

MEREFHHE

LB e HE, LR Active Directory FHAFR A EH 4 H EH, HF| Change Guardian X
AT b B

mEREZEEMHHE:

1 DU G 8 S I B AR BT EAL .
2 WEFT AR E E s &, IEEm Rt B AL R E & gpme.msc
3 FTJF Forest (#k) > Domains (3®) > domainName (3%42) > Domain Controllers (3B 35l

) o
4 1551 Default Domain Controllers Policy (ERIAIEIZ TS8R0S , SR )5 8 edit (4
) .

TERE: W ORIz ) 8 SR AR B2, RUAFE I FO8 R 2T SN LB XIZ 1T gpUpdate
I, Szl E (DC) L4315t (OU) SRIKIF AT By B (1) GPO W e > 7 i ML AL .
UL RAE R A TR EAS Fe VB COBRA A i) 45 5, 1159 Change Guardian 3 & 6
GPO, FIXLLREININE] GPO, FRF L i BN HATIHIE RIS OU 1 e iR BE T »

5 JEJF Computer Configuration (GHEAPLACZE) > Policies (SKE%) > Windows Settings
(Windows % B ) > Security Settings (Z4£MHi&H) .
6 Ed¥ Eventlog (FEMFHE) TN A
o J4 Maximum security log size  (F¢ K224 HERN) B E N 10240 KB (10 MB) 85 K
+ %% Retention method for security log (ZE&HEHEE HE) RENEEHMLE (0FE)
7 WMETHIRMS IR E, 1EEm PR TTALIZAT gpUpdate 4 o

WNELS R R B R T R
1 DLUHEALE B 01 0 S T T A4
2 BB AE S eventvwr
3 1f Windows H&E T, B security (Z24%) , RJGIEFE Properties (JB1E)
4 HR i E SRk H &K/ N 10240 KB (10 MB) B K, If Hik# « E5HM4 (nd) ~

%  WIDRCH


https://www.netiq.com/documentation/change-guardian/

Bc & AD FHif

WO AD B, DAH7E 24 Fk H 5 it s AD H

FiIF Audit Directory 25 1 i KPR I B BRI\ Jsidas i) 35 S5 GPO, LAt RN A e 30
MERE AD #it:

1 DUE P G B 03 6 S A BT B 3k v S
2 UNEE4TFF Group Policy Management Console (L RBSE FEIZHIG) , Ea SRR LIEBAT
gpme.msc.

3 BT Forest (#f) > Domains (1) > domainName (3844) > Domain Controllers (3335
) o

4 1% 5. Default Domain Controllers Policy (ERIAIRIEHISS5KI%) , SR)5 87 edit (2%
).

VR ORIt A SRS A B, RO ER R B EA L IRIZ AT gpUpdate
iF, Sidal % (DC) 41215t (OU) RELFF A B s BEELNF (1) GPO W] RE 278 a5 M &
WA A B AR HEAS SOV IS BRI 1) 3 5, 13O Change Guardian % & fil
GPO, #XEEi BRI GPO, FRH X B N B A =4 ou o 1 S s BE LT -

5 BJF Computer Configuration (GHEHLACE) > Policies (3RE&) > Windows Settings

(Windows ¥ & ) > Security Settings (4% &) > Advanced Audit Policy Configuration
(B EITREELE) > Audit Policies (FF 11 3RR%) .

5a ElE AD FIZHZERE, 7E Account Management (K& HE) Fl Policy Change (SRR
AR NN TR LU R &I Configure the following audit events (FC & DL N &
) . Success (I A Failure (RO

5b ZAYMCE AD, 157E DS Access(DS Vi H]) N AT FIRIEFELL R K Ti: Configure the
following audit events (ECE UL NE M) o Success (Zh) il Failure CRIBD

6 fEJT Computer Configuration GGiFEANLACE) > Policies (3EM&) > Windows Settings
(Windows # &) > Security Settings (Z4&#E) > Local Policies (ZAHiERE) > Audit Policy
(RIS o

6a X T LU REEASENS, 1ELE Security Policy Setting (‘224 SRES W E) EIF ik
Define these policy settings (& SUIXLSTRAE % E ) « Success (I Ml Failure (K
W0 -

o HIPKPER
o HIFEFRREVIH
o HIHRIEE
7 WNEFH RIS EE, T 2SR FTALIZ AT gpUpdate AT 2.
BREZELE, B2 Microsoft XYMt H [) Monitoring Active Directory for Signs of
Compromise (Wit} Active Directory i FI RN HIZEG) .
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[N b IR

e B A T LA T BL R i 3l
o ZRKHBF] AN Active Directory ) J F & s AV EAS 15 )
o AP AMIKE
o RHH K E

WERE M AT
L BVEPHE BB 6 S B 0 S
2 17T Microsoft B HLEEHI &, MHE LA > Add/Remove Snap-in (VI / ZRBEHEREEL) .
3 #£%F Group Policy Management Editor (A5G B ERAHAD) JF ki Add GEIID -
4 £ Select Group Policy Object CIEFFZHSEMNNS G ” & Hrh, Fil Browse (W5 o
5 i%&4¥ Domain Controllers (dZfI45) . FQDN, HH FQDN & 3sdx il 45 TR 52 4 BRE
34 -
6 i%#% Default Domain Controllers Policy CRRUS A2 1) SRS )

7 7E Microsoft B H x| &, JEJIT Default Domain Controllers Policy (ERASE 6| 225508 )
FQDN > Computer Configuration (i+EHIELE) > Policies (5KEE) > Windows Settings
(Windows # &) > Security Settings (Z2M#E) > Local Policies (ZAH1SRKHE) > Audit
Policy (BFilREZ) .

8 i3 Audit Account Logon Events (& {11k F7 & sk F4F) Fl Audit Logon Events  (H i1 &k
HE) , #FF Define these policy settings (E IXUEIRHE % E ) « Success (I)) A
Failure (R0

9 7£ Microsoft & {5 #| &, FETF Default Domain Controllers Policy (ERiAEIZ 225505 )
FQDN > Computer Configuration (JFEPLECE) > Policies (3EB&) > Windows Settings
(Windows ¥ &) > Security Settings (Z£f£HE) > Advanced Audit Policy Configuration
(R HFEIHRKECE) > Audit Policies (FHT15KH&) > Logon/Logoff (&% /1EH) »

10 7£ Audit Logon CEFTF&ER) TFiEFE Audit Logon CHETTERK) o Success (%3 Hl Failure
(RO -

11 1 Audit Logoff (HTFESS) T, EFF Audit Logoff CEFTIVERY) « Success (%T)) A
Failure (ZRIMO .

12 WEFEHRIK R E, EEMG IR ALIZ1T gpupdate /force.

A B 421 35 515R
UNEL W #% Active Directory W 24 HT AR ST R0 FT A B ek, TE RGBT A .
TR B SACL:

1 DU G 8 S I B AR B EL .
2 WIEFTIT ADSI gnfEACE T H, iE7Em IR ALIZ1T adsiedit.msco
3 A#Ed ADSIEdit (ADSI 9miE) , RIS EFF Connectto CERF))
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4 {F Connection Settings GEEWE) &WIH, $8E FIINE:
* 4277 N Default naming context  (ERAAr 44 E T30 .
B Y W=RC i) e
WRAEE RPAT IS IR, 1% 4% Default naming context (CERINAT & L F30) .
WERIE R —IRPAT, 1EIEHE Schema (HED)
RS R 58 = IRPAT, 1EIEFE configuration (FLE) .

*

*

*

*

R AT VIR 4 3 JUBE 11 =K, N Default naming context (ERIA@ 4 B F
B'SIN Schema CHHED) H Conflguratlon (BLE) MBS,

5 7E Connection Point (GE#E ) #, ¥ Select a well known Naming Context (iEFE—/~ T HN
w4 F R % E N Default naming context (ERINAr 4% E R0 .

6 7F ADSI Zw%5 % I, JEJT Default naming context (ERIATFA BT .
7 HEREERS TR A (BLDe= 8 cN=) 3k, SRJ5Hd Properties (JE1E)

8 7E Security (&4t EIHEHH T Advanced (FFZ) > Auditing (FHit) >Add (&
m o

9 7E Appliesto (MFT) B{ Applyonto (NHZE) #, £+ This object and all descendant
objects (UEXF R EEAXN L) o

10 FCE = i AR
10a H.if7 Select a principal (IEFEFEAK) , RJ57E Enter the object name to select (Hiy N\ EL ik
PN R 4T N everyone (RPN .

10b 157E T F11E51:
¢« BANNETH
o EFF permissions (RBLR)
s EAERE
o MR
BB R
CEGEcED
BIEE TXR
H 31 5 10 GAH 5 I HAR T A
MIBR BT A F X 5
H 31 B 0 GAH 5 I HAR T A3

11 BUHEERET Apply these auditing entries to objects and/or containers within this container
only (fORIXEEH TH5% H N T IS 2% A B SR/ BUASRD -

12 FEE 43 B 11 K.

Bl FHF8VUK Active Directory TRHE

TR LLEE R s, 1 G R TR B .

*

*

*

*
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I EA AR

1 1t Policy Editor #', #EFH A — AN HFER, W Active Directory.

2 JEIT RIS AR FF ik BB O ) SRS IS, 4, %EFF Active Directory Policies (Active
Directory $El%) > AD Object (AD Xt %)

3 {ERCE RIS b, BT @& M e
4 CHZM) B EANLRD S RS, 151 £F Enable this policy revision now  (37.E[1 3 F 5k 1%
BT .
WFRIR, FWAT AT ERAE:
1 B CONFIGURATION (F2E) > Policies (5FB%) > Assign Policies (FEURSFER) .

2 (CHZM) ZHIRFUCEA, Hidi Agent Groups (fRFRZH) F Default Group (ERIAZH)
8}, Custom Group (HEXH) , RJFHEEHAFK.

3 CHEM) EIRIRAMAH, i AGENTS (R AREIEBAHE LR,
4 Hii ASSIGN UNASSIGN  (FRIRAFBIRAD FHIELR.

5 M POLICY SETS (ZRR&EE) . POLICIES (3RME) B & HikBE R, AR5 T ApPy (M
D .

FERE: AR AARHEA AL T 5 R AR IR RS . Azure AD.  IAM AWS.  Dell EMC.
Microsoft Exchange. Microsoft Office 365

‘E'# Active Directory 13,

WY DRA H IR B N2 8, 155 LT Active Directory 3.

7E DRA H /3 FH 44 Bd

JE ) AD SRS T, DRA FARRIC 3y i DRA IR 55K 7 B U5 iRk 7 (iR E i ED &
Ji. EventStamping C(HFAFARIC) AL — NS AD DS FAF DUARIRSAT #RAF ( Bh 2 1
B, ITAE L Th R s Bt —2

B IR A, IR DA Z0AE DRA B RS54 L ICE AD DS #1135 F Event Stamping (A4
Fric) « Ji F Event Stamping (FfFA5id) J5, KREM A5 B3 (I 7E Change Guardian
AR AR B L

o ZENCE AD DS Hiil, 1HZ I Microsoft SCESH1 (1] AD DS Auditing Step-by-Step Guide ( {AD
DS HH B TR ) o
+ ZCE Change Guardian £, 152 ILILE Gt — 11 52 S0 il s il 55 a4

o ] Event Stamping  (FAEFRIC) , 15 LL DRA & H 53 B 4731 JT Delegation and
Configuration (RFCAIACE) #=HlE&, AEPAT UL FEAE:

1. S i3 Configuration Management (ECEE ) > Update Administration Server Options
(R E B RSS 23T > Event Stamping  (CHARRS [HIED .

2. PR G R, SRS Update (BEHT)
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https://technet.microsoft.com/en-us/library/cc731607(v=ws.10).aspx

3. IRFREH T 5] Event Stamping  (FEARFRIC) BIE M.

DRA MFT A . . BRR N TFEVLIAIAZ H T Event Stamping  (FHA-Fx
i) .

DRA IS BRGNS 1k 1) AD N EHHAFE B M. W RAENCE Event Stamping (/4
Frid) JEEINSZE S, WINERIX — . WRERIMAE S ik B sz &,
A2 ffi A Event Stamping  (FAFARIC) ¥ # vz 134

DRA KHE U L J@ P, BRI R 36 9% DRA BIFA 5T AT ] At S FH R P A A FH 1) )
.

A 2% Event Stamping  (FHFFrid) MEZIEE, ES L Event Stamping  (CSHFbRr1d) Wif T
E,

FLES — BBl iR

gt 5 U SAD 3K (UCH) IR 5545 DI REFE A RE IS 1 XS 7E DRA Z AhHEAT IO BE el A Jlitl 7

ZREG — RS RiCF AR S5 2B EAUR

FUE G S P AL SR ARG A, 1R G SR P S SR R 5% A B A (B UL R A
FLPR$i YR 45 By B A 14

o MRS SECb SRR 55 A e B

s WES-ESNLIEREERFR

s BES MESNLIEREERR
RIS — 0 S LA SR 55 2R -

1 .37 Delegation Management (ZHLEBL) 1 A Powers (BUFR)D , SR fd R XS
RIUJ R B IFEFET 75 1 UCH BUR

2 AR H P — MR E R UCH BUR, SR )5 1%E#$F Delegate Roles and Powers  (ZFL A (0 FIFL
[{EPIN

3 WREFHRABIRMFE M 7 kBB B 4.

4 f§if] Object Selector (X RIEFH) TEHRIFBWMATFERIX R, 5Bt Wizard (15D
H1¥) Roles and Powers (FEEFIALR) o

5 Hidi ActiveView, ZRJ51HH Object Selector (Xf%ik£28) & AT T

ActiveView,

6 ili Next Ch—2), IRJ5H Finish 2RO LUERETEE .

FES — RS iE R RS 4
T 5 1 BB S A

1 3% 7| Delegation and Configuration (FEILHIEE) #=HI4 .
2 JEJT Configuration Management (ECEE ) > Integration Servers (RS E) ©
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3 A8 Unified Change History (Zi—RISEE )T 2183%) , #AJ5IEHE New Unified Change
History Server CHTINGL— B 25U Rid KRS #8) -

4 EG— R U G SR AL B AR UCH RS 2s 2 AR Ek 1P ik, 305, MRS ASBERAI;
I 1 P 2

5 MRS 28R, ARG M Finish (52D DMEAFECE .

6 HRAE T Eas I HAth IR 5525

ARt B G a4

YN E i Change Guardian 2E I F 45 5% Active Directory X % 14— 50 2 7 i ki i, i
Z W, (Directory and Resource Administrator /1 /775F7) W] “Generating Change History
Reports” (A RHE B by sE e sk i) »

NAFEE ARSI B & DRA RS

WRTFE, o LUEHITE RS (gMSA) T DRA iRSs. AR gMSAEZER, 5
W, Microsoft % Group Managed Service Accounts Overview (ZHFLE ARSI P HEAR ) o AT/
PAERG MK S N3] Active Directory &, W1 A gMSA it & DRA.

BEE: 235 DRAKS, 15714 gMSA FAERRSS K o

A gMSA it B DRA -5 HH AR 45 2% «

1 ¥4 gMSA I A LA 4L IR -
+ DRA JIR5 # A Hh A 2 51 20
+ DRA ZZE 15+ ¥] AD LDS H

2 B DU RIS B IR SS J 1 R 8 S K BE R gMISA:
+ NetlQ & HR%
+ NetlQ DRA il IR%%
+ NetlQ DRA i 77IR 5%
+ NetlQ DRA #% 0o IR %%
+ NetlQ DRA H EAFHY
+ NetlQ DRA & il il 55
+ NetlQ DRA Rest /55
+ NetlQ DRA Skype k%%

3 HHATE RS

4 J@iLIEIT L N a4k Audit all objects CERUFATE X %) M OZRFLL gMSA:
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TLAE Web 5] & AL E DRA IR ST 83IERE, T IMBI RS EH > ILE > DRA IR 55 45iE .

104 IO ECE



w5
AL EH ¥ ] Advanced Authentication £E AL B & AE R4 € . Windows % & 1% K74
TE IS B
HReFR% 5w (55105 71)
I

+ Windows %€ (58 107 71)
+ f# | Advanced Authentication #1172 KT %52 (ZF 107 71)

HRE L E
T Web 2 G HCE NI T H PR R R i S SRR sz P, (S0 e B DA RS XS
ERZS (1S) A REST AR 45 i B S04«
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2a JOEh s EHLE,

2b RPN Web 545
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ZETH, B IEAFNAR, B0 & Configure Servers and Domains (it & Al 55 #5 A1l
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2 7t Domain or server (a4 #8) EDIR L, Hi Manage a domain (FEE) , A5
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TRAVR AR BT RN, SRIFIEEE AR 7 AR AR R, B, EEIEN R
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P Admin) , PRJGTE Wizard (JA]5) B Add  (ERIND) N4 EH 48 E Admin 2574,

6 HRIFILLFCBIRIFFE . 4L e B # i1 4.

7 {HF Object Selector (X RiEFESS) EIRIFBMATFE RN SR, RGBS Wizard (15D
F1 [ Roles and Powers (T FIIPR)

8 MAdd GAIND) FHRFIRFLESE Roles (FAtL) , IRIFRZIFIIN LI IE BHAM .

9 MAdd GAIND) FHRBIRFESE “ BUR 7, SRR ERIFINEIGIRG AN g T2 0k
A €0 B PR B B3 A e AR AU IR

10 Hifi Next (F—2) , U581 Finish (GER0) LSRR TEEIE

TN I IARURZEFE G, BT 1 REW 1 ] Web #2160 C B 380 1~ L0k
JEVESAT IR B R AN R R A

J& F Microsoft Exchange

J& F Microsoft Exchange J&, & fEA5H|H Exchange il Exchange Online ThfE, 3§ Microsoft
Exchange T2 BRI AR AN )5 F A O XS R BE . 18 0] BA4E X Microsoft Exchange Server
2013 N SRR IR E PR S5 2%, o FH 822 R Microsoft Exchange SC£Fo

%Eﬁﬁ Exchange, & ERFTHEFHL, BN E Manage Policies and Automation Triggers (i P
HREA B Sl 48 ) AR TS R, ISV AT UE A AT FF Exchange 7= . A K
Microsoft Exchange ZXRIIEZE R, ES WP S

%A F Microsoft Exchange Al Exchange Online /)32 £F:

1 fF Delegation and Configuration (ZFEHIECE) =G H, FH1E] Policy and Automation
Management CREEFIEHZILEHE) > Configure Exchange Policies (it & Exchange %H%) .

2 %F¥F Enable Exchange Policy ()i FH Exchange Z68%) , #RJ5 i Apply (RLHD

Fic & Azure

DRA OV i o 2 A 4 5 B0 FHAIE A5 1 22 A 7 42 e SR B2 Azure AL .

—/NEZ A Azure L), TTLLK DRA B A8 FH Azure Active Directory K # Azure X
o IXEEXT RALE Azure PRV . Guest . BERAAMA, LLAS DRA ZE A
Azure HLA FE IR P . BRR AR

DRA ‘& ¥ £ 5 FL Z3UR /1 £ Configure Servers and Domains (Bt & IR 55 25 F1480) 1) B B4 7 63
LAV B Azure B . 75 L Azure PN B A (A4 BETE Web 51 & H & P Azure X %,

7535 Azure PowerShell #8t.  Azure Active Directory. Azure ¥R PEESHC B /41 Exchange
Online A REE HE Azure 1155 ARVELAIME R, TES I CHTF 5.

180,35 2 Azure Active Directory HAIK F' o 5 3% Azure FHL7 U5 )ik P YF AT AR ME S, iES
B /NFA DRA T [l ik F
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{& 1] PLTE Delegation and Configuration (ZALAIECE) ##H] GHAT FHFZMHE E LS. X
Azure Xt G ERVEINAE Web 35 #1] & #UT. A R1EANER, 152 NetlQ DRA User Guide
(NetlQ DRA FHH P #8F4) HHJ Managing Azure Objects (¥ Azure X 4) .
o INHHTHT Azure FLF (58 118 1)
Fah EguE (56 119 10
FH2: %) 10.2 J5 N Azure N HHFEFECE T IEPHSEE (56 120 171D
HIE Azure NIRRT IR P impLE  (5F 121 50)
Bt & Azure Guest F P igiE (25 121 71)

ININFTH) Azure P

S FHT ) Azure FHL, D653 FH DRA #2HL ) PowerShell JHIAS LG & Azure N FFEF . DRA
2 M Azure N HFEFR T L EVFATAR, PVEEA R Xt %, Ak Azure N HTETF
B BIVF R ALBR 2R, 152 [ i /NRFAL DRA 15 111K )

74 DRA % Azure NI FHFRFF IR IN Azure FL
1 {£ Delegation and Configuration (ZFEFELE) =G, S| Configuration
Management (FCEEPL) > Azure Tenants (Azure fl77) .

2 AEER T Azure Tenants (Azure #iLF) , SRJG1EFE New Azure Tenant  CGHT Azure FLFY) . H
i Next (F—20) .

3 0% Azure N HFEFE, FFLE Azure Application (Azure N FIFRR) &I 48 & Fr & 4
o

3a {F DRA B HIHRS 25, #23) PowerShell X1, SR )5 FHi % C:\Program Files
(x86)\NetIQ\DRA\SupportingFiles

3b 44T . .\NewDraAzureApplication.ps1 LLZ: %Y, PowerShello
3¢ 1#ILFE E LN ZHK AT New-DRAAzureApplication cmdlet:
+ <name> - FLF [) 3 (1) S S P 44 7R

*

*

*

*

HE: Micro Focus UK H DRA #5Hil & F1 48 2 N A K .

+ (H[iE) <environment> - IR¥EEFH AP, F57%E AzureCloud. AzureChinaCloud-
AzureGermanyCloud 8% AzureUSGovernment.

3d 7E Credential (H{3fEiUE) XUEHEH, #587%E Global Administrator (4R L) G
EAE. KA Azure FH 77 ID. X% ID. MR ID AR P umplE (MR D

/7“\)0
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7ERE: DRA [FIAT{# F Azure AD Fll Exchange Online PowerShell 155t DL & Microsoft Graph
AP K15 I 504 . B ARST 1D AR A2 7 ML 7E 48 FH Microsoft Graph API 15 1] Azure
Active Directory B {# FH .

3e ¥ TenantID ()7 ID) . objectID (X% ID) . applicationID (N FHFER ID) Fl client
secret (& umtlE% ) H i3] Add New Azure Tenant Wizard ST Azure FHL [)
5) W Azure Application (Azure N HFEF) ETIRF, RIFH T Next (F—25) .
DRA I61IF Azure N FEF o
4 {F Authentication (%78) IR, EPFELEERI,
DRA i i} Azure AD #1 Exchange Online PowerShell #Ei, BESZFrdE FiEBRI%E, 37
FREAR Y E .

* Certificate-based authentication (GETIEFRM4EE) « XZBINIETT. DRA GBI
BRUET, HRZIET S Azure BIFHREF GBI RAEMEH B LUET, FTE
EEHM PG LA CHIER. AXEZELR, B2 T8 FaiEf.

o Basic authentication (FEARYE): Xi&IHEDI. DRA i &4 2 W H F Ik F X Azure

SIS 22

Active Directory 1T %% .
Hidi Next (F—25) .

5 (AJ#E) 7E Custom Azure Tenant Source Anchor Attribute (H & X Azure F1 R E ML ARG R
PR dETR A, 485 BT AE R HAA)% Active Directory X G WL i 3] Azure YR %€ A7 FR1C
B, M0,

6 i Finish (520 -

ININ Azure R AT RERE B Lo BhAS 18] . R EGIDESINJE . DRA SRR P $AT 58 40k
IR RET, ARG, BSINFIALP 2 BR1E Azure FLP AL B A

BHE Azure PRI R, AR ZMT, REHES] Properties (JEPE) >
Authentication (X5E) .

BEREIFPELR, AEeadM)y, R 2 properties (JETE) > Certificate Info. (IEH
SED .

F3h LIIEH
WREMAHE AE, 8EEIE R EE GEB AR, JFHABER e, TR
Azure L EMETT EHAED . SCRFIED SCEERE AN pfx Al cer

HE. iR ORISR E N FaES .

BRI, AT T

1 FJJT Delegation and Configuration (ZICHIECE) #ZHlE, ARG FHiF] Configuration
Management (FCEEFE) > Azure Tenants (Azure FL/7)

2 AHEERRD Azure LY, ARG %5 3 Properties (JETE) > Authentication (5E) . BifRiEH
Manual customer certificate (FZIE P UEH) &,

3 #EFE certificate Info GEPREE) &I,
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4 7F New certificate CHHET) F, Hii Browse (W) iEBFUE M. W EIRE cer
HEFSCAE, AR A AL 3 B R S e 3 B IR S5 i P (S N7 X A

5 WHWE, EREIERHNO4.

6 MR UL 2

HE:

o MR FEIHARS UL E | Basic authentication (GEAKE) , MIRERE RS L
F5)F8 %€ Basic authentication (FEARYEE) S EUE, DA S8k F 8 38 22 17 Wil B
1. MMS S5 15N E BRI 54 R IR U 1)K a0 2002 ME— 1T

o IR FEHARS ZRECE T Manual customer certificate (F3)ZFUEH) B Automatic
self-signed certificate (HINHFTZEHUET) SwM, MKEHRS S SBE w3k
7R A Automatic self-signed certificate (HZIHERZELZIUET) » B FEEE CHIIE
P, BUIIEIRE PR SS 25 b F 308 %8 2 2R A B 20N Manual customer certificate (-
FEFUET) o MMS B8 HR RN IR 25 28 R IR 5 00 20 EE— 1) .

%] 10.2 JF A Azure AR EZE THEBHRILE

T4 % DRA 10.2 J5, TILAMIEARSEE VMBI TUEB ST, H¥ Azure N AR FHCE AE
FIETUEPR%EE . Azure BN ARE T R EHADVF 0] AUR A REREAT R THIE BRI S E . EW R
FIVFR]BLER B FH T Azure N HFESY, A AUIZ4T UpdateDraAzureApplicationPermission.ps1 JHIAS .

¥ Azure SHBEFRENEAZEFERETIERREE, HIITUTHE:
1 FT7T Delegation and Configuration (ZHEMECE) il G, A5 FMiE] Configuration
Management (FCEEPL) > Azure Tenants (Azure fl/7) .

2 AR Azure fHL, SRJGIEFE Properties (JETE) > Authentication (£5E) . ERIMNFHI
N, iEFE Basic authentication (FEARKE) .

3 K4 5w A MUN Automatic self-signed certificate (HZIHEELIEH) 5 Manual
customer certificate (FFHEFIFEH) .

4 Ei5 Certificate Info GEEPEE) &I,

5 @I N TR A4S BT 7 B AT AR K BT Azure AR o

5a 7F DRA & FHRS%e, 3 PowerShell 231%, 4RJ5 Sfi % C:\Program Files
(x86)\NetIQ\DRA\SupportingFiles

5b 1T . .\UpdateDraAzureApplicationPermission.ps1 LA %% PowerShell.

S5c IR E Azure Application  (Azure N HFET) JEI-RH AT ) Azure B FHFE T 1) 44
FRKHAT UpdateDraAzureApplicationPermission cmdlet.

5d 7E Credential (E4EiUE) XUEHEH, F57E Global Administrator (4 H ) B
EAE . AE RN HFET XS 1D,

5e N FHFEF X% ID HHF certificate Info GIEPEE) @&k, W ik
Manual customer certificate (FBI&JUET) &I, 157E New Certificate  CHrilE+)
X EEAE.
6 NHEM. UWEBYuT 2
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HXE Azure N HERHIZE P imHLER
R TFEERE Azure MHEF R milE, LR DR ERE.
BEERE Azure NHAREFHE PSRV

1 7 DRA B HERSS 3, iL3) PowerShell £ifi, #RJ5 FMi% C:\Program Files
(x86)\NetlQ\DRA\SupportingFiles
2 47 . \ResetDraAzureApplicationClientSecret.ps1 DA =%k PowerShell,
3 #1417 ResetDraAzureApplicationClientSecret cmdlet A2 RHI NS4 .
S| Reset-DraAzureApplicationClientSecret 8L FSHL:
+ <name> - L[] 5 PR B A s 44 K
¢ (Wi%) <environment> - RAFAEH AL, #57E AzureCloud. AzureChinaCloud.

AzureGermanyCloud B AzureUSGovernment.

5 7E Credential (HFEUE) XHEHES, F85E Global Administrator (£/EH ) Bk
iIEO

"B Azure N FIFEF 1D AR ML
6 R umbLE EHF] DRA IEHlE L M-S .
6a fJ 7T Delegation and Configuration (ZFCAIACE) =G, R FH1F Configuration
Management (BB F) > Azure Tenants (Azure f1/7)

6b AHEH T Azure FLF, SRJE45 3 Properties (J&ME) > Azure Application (Azure W H
T .

6¢ FFHIAAE BRI Azure B RT3 i L3RG 2] Client Secret C& P Il %) B
W

6d A

EC & Azure Guest F Fi&iE

15 3807F Azure Guest i I\ Azure Active Directory iF,  DRA £x[1] Azure Guest i ! K%k —3t
HLFHR, A A B SO RS s BE R . 180T DARC B UG R, DA A i#0E B
INIIBE BE BB E % 7] URL.  Azure Guest F /' 78252 3851 5 4% B 2 ) 2L & 1 URL,  Azure
Guest F /7 ] DA FH B A 48 5 5 o

EHAZE Guest F FiEiE:

1 7E Delegation and Configuration (ZFLHIALE ) il &+, FHiF| configuration
Management (FCEEFE) > Azure Tenants (Azure FLF7)

2 EFREON L E WIS 152 Azure FL, A BT FRILEE Properties (JBTE) o
3 Hiil5 Guest Invite Config (Guest B E ) LIk .

4 5 YOS A IS R .

5 M.
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U5 5] bk B E 4>

AT DL E W E T M. RS %5, Exchange B DRA Azure FH /7 7 ik S (K 14 . 1 5
X Be i )i AT AT A B B, BRE R 4, T DU DL T 5 2 E B E D Rk )

14

» 1F Delegation and Configuration (RICAIACE) =EH&HFhERE 14
o ZHDUTAE, DARRFEVT Rk 0 004 BRSO, B 5 B R 20 U [k - 0

é\o

En] DL W B RSS2 AR 55 2 U7 alik 2 B 1 Ao il an, i SR [R] — 30 22 A S48 A g
*BI‘JE’JWIEW{%F SR P Exchange MRFEER IR AR S5 %%, I DRA Al 5528 2 H &) 58 5 v a) ik - A FH 1)
F A SR 104, T TC 75 T2 EHT A SL B 1 104 o SR PR AR 45 7 18 F £ 5 AR 45 2%
(37 K 7, DRA RS %8 2 B BB 08 2 AR 25 Hh Ui Rl ik o i 11 4

o FHEKENS (5122 7))

o ZHEERE AEL (55123 70

FHEREOS
{i i Delegation and Configuration (ZHGLHIECE) =M & FHHE KBV RIK K E 4.
WMEFIHHEREHEKSFHIES:
1 1F Delegation and Configuration (ZFCAIECE ) #=H| 6, M Configuration Management
(REEH) .
2 EPFEZEIE Azure L HEEFEM.
3 fEfEEmEE, fBETER
o BERUETIRT AR B 4, 1%3 “ 3ok 7 5 ) IR TR R R R T IR R A e
Update password in Active Directory ({E Active Directory H1 5 14 .
+ BETE T Exchange V7 i)k ) i 114>, 7E Exchange 17 M 3E 3545 4 4 Exchange 17 1] K /7
YEEH 4. %FE Update password in Active Directory ({E Active Directory H 58T [
%),
o BEEH Azure AT IR PR A, AEAE U 1R)GE T A R U A) i 4 B
4, 1E$F Update Azure tenant access account password (58357 Azure FH 7 U5 0] ik 7 1
2

o UNELEEH RS AR AR UT K T A, TR R RS PR S 28 1 Configuration
Management (BB ) > Administration Servers B BEARS: 28) o EHFE ANH T
A RS PR SS5%, AT IR EE properties (JEPE) o FEVF IR Pk i<,
FE BV MK P 158 4. % $F Update password in Active Directory (7E Active Directory
HEEHEA) .
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ER:
o R DRUCE PR S525 D7 1)K 7 AN 2 O PRI S5 4% B IR S5 1K o 7 IR0k P b AT IO
R ST A% LR« AHE B 7 A —FR o)
o URAEAE B DRI T AR U RIK P, 1S B ORIK 7 £E Active Directory FFON H 7>
Fo v« EBRE N4 7 BUR, DUEAE DRA I EBE N2,

ZHERE HSHIEL

o] DL W B 1A R PLIISE E SRR T, DLE R E VIR i 0%, iz4Ek
R B EAE N RIS Z AR AT R AT U TR ™ 4o AR4E 14 5k, R E 3h ARk
HHL.

BOANTEDLN, 2R AR . m] DR /5 22 2 HEVR ML AR AT — IR AR S I TR 8] [ iz
7o A MMS IR, IRIGAE B R SS A8 EICE L, 150 IRAE MMS BT il 55 4 AT
B 7 izfRk.

WER B AR

1 EEEZHAE RS & b, 157 21 R
HKEY_LOCAL_MACHINE\SOFTWARE\WOW6432Node\Mission Critical
Software\OnePoint\Administration\Modules\Accounts\UpdateAccessAccPWD.Freq.

2 ABEREIRIERE Modify (BXD .
3 fE Valuedata (HEHE) FEH, fBeBABENIBITHIR,

o BRI, 154 DL RS 20HE SE AR Weekly <Day of the week> <Time in 24-hour
format> (BERE] < —J BLAO R > <24 /NI 1] >) o B0, EZ2H RS T 6 51
BATIE, TERIA:
££F4 06 18:00
Hrp 6 #aR—ARER, 18:00 Fx 24 /N AR A] o

o B ZHHEN DR IR IS AT, TG 1% DL N 3 FE 2 M Interval <Time in 24-hour
format> ([A]F& <24 /NIFIETTE] >) o filan, ZE224ERE 8 /N iE T — kB, TEHIA:
Interval 08:00 ([A][% 08:00)

HVCEAE ML 22 HEAE ] RizAT .

FERR: “ EWE DA BT E AR, RS HA%E, DRA RS SR EN
J& 51 NetlQ & H IR 250 B 3006 HFE 22 HE=E 1% B A Weekly 06 00:00 (%£)H 06 00:00) .

4 HEEE.
5 FHm 5l DRA & H IR 4% DA o o 2B R

VERE: X THCE IR Azure fLP, ZAEM BN DA SRS AR DL yEM R, A %088 90
K HKEY_LOCAL_MACHINE\SOFTWARE\WOW®6432Node\Mission Critical
Software\OnePoint\Administration\Modules\Accounts\<tenantName>.ValidityPeriod . #H /7 17 [a] ik 7 [
A2 H SRS A ROATE R . MO 2AR, BNk sE R E M U7 Rk 4

EERE RS 123



124

JE F LDAP B X%

&0 LLTE Web 1l &5 H  LDAP H & L ACHFR P IE AL E LDAP it B . B Ik DhRefE, &
AT LA E E X LDAP B AL FRAR Y W B Y KA, DLELK LDAP 7 f5 ik P i T S E .
WIE A HZ D Re:
1 7f Delegation and Configuration (ZFEFACE) =G+ FMiF| Configuration Management
(LB H) > Update Administration Server Options (5B & PR AR 55 2516100
2 TE “ EHARS 2RI 7 B 1 Hhi%$E LDAP Override Account  (LDAP 78 # K & 1D
3 PRALm A SR T A I B

4. name@domain BY domain\name

A RAE Web 28l 6 B & XA EHLIIRENE S, B2 WA B E BRI AP I,
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V RIS AR B 3h1k

ARFFRALE BT T B T iR RIS /E DRA M55 I/ 77 A CA AR SR TRmE R i, IbAh, AR
WA T {EAT ] Active Directory HH R GBS, anfarfift A fd & 28 A0 H 34k 19 TAERFE SR B 3k
o 9513 E “ i DRA K& 7 (55 127 T1)
o 514 7 AT RIS el B3 7 (5 147 70
o G515 T “ HAML TAERAE 7 (55 149 1)
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13 T f# DRA 505

DRA P iLAEHC & & Fhsing,  DLH B fRIP dolk 22 4 JF B IEEE IR . IX LSS AE S S 22 4
YRGBT AT, AT R S St B Sl R E AN AR A Al o I ST SR (AN 44 4
SE -~ WAL PR BIARPEIRAE) , 7T LSt A Bl 4 dm 4 b s 58 B R R .

FE DRA 1, ST DUPRE E UL Al 8 BE 7 THI 1) SRS K0«

+ Microsoft Exchange

Office 365 ¥ HJilF

e =b

14 2E ik

DRAIEKE N . FH ik = A S Ak py B SR .

T B EE SRS, AR AR, 141 DRA Admin BZ Manage Policies and
Automation Triggers CEFEIREEAEH Z4Lf 75 ) AET TR SRR, 7 7B g R
W&, DRAFZMEL T “ SRERLHTS ” o MARE IR NE R

N PSRy =Pt

H1 R BRI AR

B HH 52 I SR FE IR 0 G

7 e i

ST DA T e A o B DR LB 5 SR o AT DA T i o SR LSO S P . i R R IFAE
BN Aol B S b S it SR

BT 5% A T ] SE Tt SR

] OB AR ME 55 B B AR 5 — DB A ARSCIG . $AAT 5 SR RIR I BRI, B R
55 o KB AT 2 ARG T o i PAT AR E AR o A SRR 55 5 A 2 SRS A, 0 2 3R (B R
o UGS BRI RSS2 e R R . SRT UK SRS 545 ActiveView B§
B Admin ZH SR IR R i SRt ) Y o

INARARAE S 2 ARG ORIE, S PRI 55 4% 2 12 7 BRI SR AT 2w . thali 2l Joikda e
(IR e, SRS A HORE AR SR B 2 BT St o

Zf RS A AR, E A BUT HEN:

o XRMEEEAT a4, AR IR AT

o BUSEEA TG 15 A = T PUH A SRS AT (1 S0 g
o AR RS B 2 ORISR, 1 AT R

*

*

*

*

*

*

*
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FRUCHEE T, FH IS B AR L 11 F 6 P A SR AS . 1% F 6 2% H 2T
NSNS NN ATRE PYSPE Tt

B (FHEBEIRS K ST RIS T RSP BAEE RVFI AR, DA SRR n] DASE 42
Vil A kB . i, 5P B Manage Policies and Automation Triggers (& R SIS A H 51
Hefi R 28 A IR B B BE O3 AT DLSRAS B U0 5E 22 AR .

A B R

T BHIR 5 A I 2 S PN B SRS . ISR SRR I, T RE A LU R
SR
5E M DRA J32 I SRR (10 R M. Flhn, —Lesemg sV 185 SEmE B H T 5E ActiveView

AR E BB B O — LSS SOV AN RIS G b b AT e 3, 40 A ik B
4.

2 R SR
X 52 P AR E R BRI I BT A RS SRR o 4 JR) S AN o VI 1 R | SR I FH 1)
XTRIEH .
REER R
SE SRS N T S B S . B ST SRR R &R, 18 XN T [E— A E A e %
ggw,%Eﬁ%%%ﬁﬁﬁ#%&ﬁoM%ﬁﬁﬁﬁﬁEﬁEEﬁﬂM@m,Mﬁﬁ
PN B SR L
o TIRMNEFN (5128 T
o TTRSERS (2 129 T
o AN BN (55131 70

TR R

P B SR SR Al 55 F D DA R s DAL F) 22 s M R e A 1) . X S S S BRA 22 BN
RSy, SUVFERE DRA ‘2D RESE MBI L E .

DRA $2ft 17 PR St S (1 759 8 RT LGS H 58 SORME B> A B SRS TR b AT e 9% .
BRI TT UL B M, T E R TR 8 SURIA . an R RR B St E A8 SCERmg, U]
L HA ) A L SR DL AL B 5K o R 2 HORIE SE VB S R IE SO B A 44 5

W NI B DA R o) S P SRS
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2% DRA I 2= J8 VR 2 W B RIS . BOATE DL T 2 St LT SR o A SR AEAS AR St IX 2 5
AT AEE ] B ER E AT

SRR 44 R BRIME L
SComputerNamelengthPolicy 64 PR 1l AL 4 FREKX Windows 2000
15 (Windows 2000 2 1) ZHTHITH LA BR e 77 4L
$GroupNameLengthPolicy 64 PR 1] 2H 44 FREL Windows 2000 2 Fiff
20 (Windows 2000 Z Ffj) AR THR
$GroupSizePolicy 5000 IS A1) 2H A 1) i 3 %
$NameUniquenessPolicy I fifs Windows 2000 2 Rij #l1 CN A
A RAE T A 32 8 S AT e ME— Y
$SpecialGroupsPolicy I gi%ﬁqﬂﬂi%ﬁﬁﬁﬁﬂﬁﬁﬂ
SUCPowerConflictPolicy I JEILEH P A P AR
AHELHE R R By LEAUR T4
$SUPNUniquenessPolicy T AR UPN 2 HRTE T A 528 1 #1
e ME— )
SUserNamelengthPolicy 64 PRI P S AR 284
20 CFEExRH) SR

] FH S

DRA $2 {3t 1 JURH AT IO S ) 2 A R B 5 SIS

VERE: AT DLGIE —ANIRMEG, 1ZIRNE TS 2 DRA FH P SR i AT H I E M2 H . SR IRng
WELH, JFHH R HARIE M AN ER B (EasE P a1 N ek
BE NN G Bk b R R, T C LR T A S 0] () M ) SRS
Create a Custom Policy (fIZ H & X EIK)
FOVF A A B PT AT SO 5542 1) DRA X Exchange $1E. H & XSRIE AT 1R UG IF 145k £
IR # A
Enforce a Maximum Name Length (SZjiim KEZHRKE)
TR A R SR Pk . ZH. oUs BER ABGTFENLI R R A HRKE .
KA AR g (A E en) Al Windows 2000 Z B4 FR (P ERKL) .
Enforce Maximum Number of Group Members (S B A2 % 52 #0)
TRV 2H A 1 8 03 A STt 4 S PR i
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Enforce Unique Pre-Windows 2000 Account Names (SLjifiME— ] Windows 2000 2 BT FJiiK J 44

/9
BEU: Windows 2000 2 B [ % FRIEFT A 52 B i & B fE— . 7E Microsoft Windows 18,
Windows 2000 2 Bl [1'] 44 FRAE S A 6 2 ME— 1 o 4 J) SR 78 T 52 /80 3k Hp SIZTite e AR
U

Enforce unique User Principal Names (UPNs) (SZJEME— [ 2 =KL FR (UPN))
RIS FH P AR 24 FK (UPN) 7ERT A 2 2 15 ME— . 7E Microsoft Windows 387, UPN 7£
WA ME— 1. LSRRI AE BT A 52 B R SRR . T X R — A A R SR
It DRA &R ALIRIE 2 FR . Ui FI RIS R R .

Limit actions on members of special groups (PR &1 5F 45 BR2H A R BIERA1E)
FHAE R B B R A Rl 0, BRAEE R ZE B A R . BOANELL T 3 L2 R 5.
W o
24 R o A B D AEL R B BB RS, Create Policy Wizard (B EESER& ] 5D AT HARS
o BT 3w VR INE . HTXE— 2 m%e, K DRA &1L 5EIE AR
Tt BRI SRS 20 2R o

Prevent assistant administrators from Creating and Cloning Users in Same AV (P 1IEBhBEE H R

EF— AV I EA D
B IE AT REFIALPR T+ . i LSRR fe, 8] CLAIEE - ik P sloa FE A P ik -, (EARENR
BFIE X PRI o b4 J SR T A PR AE TC L AE [l — ActiveView H @1 2 AT v B F 7 ik
Fo
LGSR IR A 75 B HARAE B

Set Naming Convention Policy (% & fir44 41 € 5EH%)
ARG ER TR E ST R . ActiveView AT 52K (a4 FH ik ek 40D 144
215E o
&R ] DLYR 22 DG SR IR 42 R B U 44 9% o

Create a Policy to Validate a Specific Property (81Z5R#E LI IE4: €)@ )
FVFIE QIR SIS LG AIE OU UK 7 X R ATl J@ 1t o IE AT LAFE e BB T8 PR Y
PL KA B AN
il UL SRS TR . SORE BB URE e X RN B YRR, @I SRR E 2% H T BOR S L
Proe e . BRSO RIEPEAI SR R DhRE, WTCAES H . $EEBRIAS B U
P52 B 1) 58 o P - B ) 4 A B .l A SR, AT DAELRAEATE S5 sE i T AT I
WA, AT GES 52 &0 38 B 200 5 Bk o
wltn, REEB=AER]: g, 49EMEH, & LLK DRA B2 4% HBRHI X =
AME . T DA A 1 SR R St IE AR 1 RS S R0 . SR RCEE i YE R B SR BN
BTl S B SO M S 4R & 2 Mg RS, 40 (123)456 7890 LA % 456 7890,
TR B VRS IR AL G SUON (M)t it #itH

Create Policy to Enforce Office 365 Licenses (fl|%SZii Office 365 ¥ F] i ) 5K 18

FEVFIE A S mE AR 4 Active Directory ZH R 02 FEA% 4R VR Office 365 VR Al iE. 4 MAFHE
Active Directory ZH H M B Al G2, SR 38 25 i il 2 Bk Office 365 ¥R ATIIE,
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L A R B B = I P A N3 Active Directory 4, 478 [H]1% H 8 )R Office 365 ¥F 1]
WEZ ATREZH P .

FERNE ARG, P AR E 2@ PEABCE, 9] 2 & 44 BRI B A 3 57 22l A T3 S
I S R AR B SR s R i THUEL 3] )

Ensure only licenses assigned by DRA policies are enabled on accounts. All other licenses will be
removed. (HfifR R X1 5 A DRA F8IRBIVFPTUE ¥ =B prE HAL T E. ) wE A
F 1E Tenant Properties CFL P JEME) Tl A, W RAXTREANF S BCE . Sbis & A T4 % DRA
Office 365 VI AT UF I, ic B VF T IEFR IR 1 St 77 5

JA UL BLE RS, DRA VR AT IESKE R i O A A 5T DRA SRS T IR (K VF AT IE A REfHE L bk )
(f£ DRA ZAMEIR VR AT UER AR IR VR AT UE SRS K 568D o« ZAMIL B E R (R
WAD 5 DRA VFHJUE SE K AU A fRF Office 365 HEME H1 /AL &5 1R & VF rIIEAE R 45k P (i
MVFRTIE SN T O TR IR, R DD AN f i SIS FR IR VR RTIED

5 FH P9 LSRN

H1 T A B SRR BN 22 R — 0070, TR A T AAS 3K 22 SRS SR SEE it 4 1 ) 22 A Y
e LA S b L oK. BT DU S N E SRS A4 AR IR E . YuE. Sems
RAMERIE o AT LR YA P RS P L SRS

T T USSR B BT SR

SCtE E € SR

H R SCHME SV TE 0 M BRI 2 R (M h R A Rk . Sl s B 2 SCHEm, 8T LOKE
DRA 5L AV AL AFEE A, RIS i DR S 5 PR L A R o & mT DA A B S SRS D RERT &
A W

I T PAT SO B A S B E AR GG, A8 T DL AT S e E e SRS . i, 5
UserCreate FRAE IS 1) SRR AT AR 2 85 1 N 0 S5 U000 FE LS B 48 € M I TR SA7E. W
R TARAET NI BRI e v BB A, WA AR i & 1 T ID. A
fﬂﬁi%ﬁéﬁéﬁiiﬁ%ﬁi, Ak P @t E DIEAMNAE R . EHe, wRATEHmERS, W
g i@

JEIAC K A R AR R ) R A SR K Th g . B0 H ORISR A, W] LL# A Directory
and Resource Administrator ADSI $2fitF2 7 (ADSI H2EFE 7)) « BT & A (SDK) F1 PowerShell
cmdlet. A RAIEH CHRIEHARNE ZEE, 155 I DRA M5 H1¥) Reference (%)
il
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[RFEIAHLA B A

AT IRBEE 2 43S, DRA RRVFIEBRH4% T Microsoft Windows P B 22 4= 4L IR IR » 15254
A TR N E LB S R ShRe T Re A EE R R . Fln, anREe]

PLEE 24 Server Operators (R 45 #s#dE i) A H PRI 4, WA AL P S0 5 s H 44T
AL N B 2 A H AR

DRA JH i $12 A 55 W SRAG 25 S 0 AN ML N B 22 4 20 S LRl R A RR s AT 7 1 X — 22 4 ) @i
ISR # R ISV R IR EA ST UL R R . 5 SRS f5, 1EANE 4 (FW Server
Operators (HRZ#3HAE ) ) AR B E & 18 o0 W Re s 3 [R] — 4 i LAt sl o

A LABRf AP N B = e
& 0] DL DRA ZREE PR %1 LA Microsoft Windows W B 72 4= 2H AR -

o WRPTERIE

o HHHR

o BDERIER

o AR RATE

+ DNS Admin

» 3 Admin

+ {2k Admin

o HRRKAEH T E

o JTERERAE

+ HE Admin

HERE: DRAGE N ERFRIRFFII N B 4. Rk, BEEam 44, DRA ¥ frxst
H. ILIIRERIHLR DRA SCEFEAIAE K / X AN E 2 AR N B 22441 #i0, DRA
S| FHEA A E N AR AT 15 BE 53 44 FT Administratoren 2 .

PRFUST AT N E 2 EHRIBRAE

DRA 57 F SR R B il ASATL N B 2 4= 20 R LR 1 ml DASRAT IR AL FR «  $SpecialGroupsPolicy 5 A B
) AHL P B 22 4 dH I A 02 ] DA At i o3 B LA A HL N B 22 e H BT I0EEE . DRA BRIAE A
BEIRRG . A SRS AR PR 6 AN N B 22 42 R L R, DU AT DLEE L SRR
Ja UL SRS f5,  DRA B A DA R B0 UE IR 2 2 15 SO VR X AN L N B 2 4 2H Bl il ot A T
1E:
o G JE Microsoft Windows & B 51, U a] DLt EA A N R A AL N B 22 420 e ol i
PATHAE .
o MREBRANEZEHANR R, REEEAMMNIAEE, WA P [E— B 2 42 K Rk
RPATEAE
o MREBARHANEZEHARR, WEEBE N E ZaHe H kR,
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fltn, iR E Server Operators (IR 45 #5#4E 72D I Account Operators (K F4E 1) A%
g, FFHEAEMMNAAIR, WA PLXT Server Operators  (ARZS 288-1E ) U . Account
Operators (K P 44E 1) ZH )Rl A B AN H I S R BATHRAE . (B2, 1EICIEXHE NFT ENEAE

71 ZH A Account Operators (K 454 53D 2H 8 03 () FH P i P AT 454 -
DRA BR#IEXT AN B 2 4 H AT DL #AE:

*

*

el

olfzeeac]

i 2L

LRI AARIERIEE]
ML BR A
KM zh3] ou
B 1t
A
FERHTHE
SERE K
(lfEAEDA) O
T FH P

K ik P % sh % ou
(CEGEVAL Ay A

DRA i& PR il # A DA DR AN 23R A9 0 RIAUR . 40, s ia HE i P ik isf, - DRA &3k
& DL DRAEA DU A P KO A2 12 2L 0 R B3 T 3R AT P ik (MR » st3s b AT B+
B IEBLPR T2

B R

i# it Policy and Automation Management  (SRES A H S EBE) 15 5, #&0] LA IA] Microsoft
Exchange FIFH 7 35 H 00, DAL BRI H & SCHRIE . AT DU 5 AT S5 SR $2 mr Alb 22 4
AR e

EZ B Exchange SRH%
FVFE E X Microsoft Exchange BLE . WBFI RN . H 3w 44 AR A e o 3 L840 ) T

DLsE SCAE B BEAE B G B 2 el P P e S 11 5 7 5
Fo A 7 3 B R

AT T/E B PR A O Eay BB kR, Bah0)E. Hay s sibr a3
MEIE, H 7 E H SRS RN Microsoft Windows A 5528 L & JE Windows k5%

ae B 2 SRR H B A A0 S 8

e & 14 A BRI

FEVFHE L DRA ZE BRI 14 B 2E5K
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17K AE DRA B (1 2 A5 2, ST &

+ Microsoft Exchange Hilg (&5 134 71)
Office 365 V- AJ UEHEHE (5 135 H1)
IR AN ST 7 3 H SR oReg (58 136 1)
AR EAAR (5 141 50
HESAT S (5 141 TO)

*

*

*

*

Microsoft Exchange TH%

Exchange F&IL T 2 Fh 520 Sk 45 Bh 18 58 45 % b 2 PR Microsoft Exchange X % . Microsoft Exchange

SRS FoVE IS B S PAT MR 2L Sl A4 RS AR A7 (0 dm 42 2058, I B B EH 3 I b
fik.

X LSRG ] DA B AL TAR AR g dr s e vk . filtn, &I Clfe e e & o ai
B F ik B Exchange B BLIRAR 19 /5 20, 2 5€ I B Microsoft Exchange T, #0520 H,
FAHNAPE, F1Tn N B Manage Policies and Automation Triggers (& BESEIE AN E shAk fil /& 28)
R TR A AR .

TR RE BRI LT BB A Sk S
FARE BRI T I P A0S, U AU ARRIRORUR, 1940174 B Manage Policies and

Automation Triggers CEEESRRS A H MLl 28) A EFFTEEIIBIR, H B VFnTuE %4t
7 ¥F Exchange 7= i o

B 8 B FL T Mk SR

1 513 Policy and Automation Management (ZERSFIHZILE ) > Configure Exchange
Policies (M & Exchange TRHE&) > Proxy Generation (fRFRAZAL) o

2 f85€ Microsoft Exchange Al 2% 25 35
2a .
2b HRYE T E A E HARAE RAEN], SRS 8di Find Now (SZRIEFR) .
2c IEPRENE N, R5HdE.

3 PR B AR A o
3a HEIN.
3b RN, filhn, Sk FERF R L
3¢ FEZBRUME ECBHT AR AL SO, AR B A e

A AR AR RN SRR B e 47 8 (1 BE 245 2., 12 L Delegation and
Configuration (ZFEAIELE) 2 i s %

4 .7 custom attributes (HE &M ULgwiE H w HEAE & H & LHAFR.
da EFFEMEIRDT Edit (JRiE) 15
4b 1E Attribute Properties (J&1E) & IH, 7E Custom name (HEXHAFR) FEHHA
JEIEAAFR, IRJE R E .
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5 T,

ERE: DRA KH% Admin M E.f5 Manage Custom Tools CEFEH T X T H) MR, P&
Microsoft Exchange S l& 71 (1 H & )& 1 .

H A0

IS A RN Fo VRS B AE BN B B A B . SeE . BTl BR A K 7 I Exchange 5 B RAR T
T e AL IR AR o B B B 5% B OG5 X 318 B2 Microsoft Exchange S
o

VERE: 7E Microsoft Windows 181 5 | Do not allow Assistant Admins to create a user account
without a mailbox (A FRVFBIEE Admin B3 A HBF IR 0K 7D JETR:, ER IR B ELE
A AR B O e T B 3 B O3 {8 FH A 61 Windows K .

B8 Microsoft Exchange HIBFEFIIN, & 20 2 A& AH N ALFR , %140 P9 B Manage Policies and
Automation Triggers CEFERRBSAN H sk & #%) A FTE-S AR, I+ HIEREF Rl iE B0
7 ¥F Exchange 7= o

FEI5%E Exchange HEFEFLI] :

1 S /13 Policy and Automation Management (ZEEEFIHZNILE ) > Configure Exchange
Policies (HC'® Exchange TKHE&) > Mailbox Rules CHEFEREN]) .

2 EFAERN BB S Pk I A B2 Exchange St (14 IR 46 S
3 BT

Office 365 FAJiE R IE

PR € Office 365 VI M UESRME, U ATE A MALFR, 4141 B Manage Policies and
Automation Triggers CiEFERBSAN B ikl & &%) AEH AR .. &R IES B A3
ff Microsoft Exchange 1= i -

FYF DRA &3 Office 365 YFAJIE (A1)

USRS VF DRA B B Office 365 VFATHIE, U AZIBAT L R4k

o BUERVFATIE5E T S0
o EFL T JEYETL )3 H license update schedule (CYFRJUFEEHT HFER)
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B S Office 365 ¥ AT IE () SR &

A H T 92t Office 365 VR AT LMY RIS, 15 Hiidi Delegation and Configuration (ZEFLAIAD
B) HE I Policy and Automation Management CRESFIEHZIMLE ) A, REESF
New Policy CHT#:5EHE) > Create New Policy to Enforce Office 365 Licenses (1) %3 5T TR i DA SZ i
Office 365 VI ATIE) .

2 St SRS K P S N3 Active Directory IS, DRA £ Fi 4H ik 52 % 4% H 211% Office 365 14
AEFRIRZG H o
Office 365 ¥ A ESE #T HFER

B ARSI J@ T S A License update schedule (FRJESEH HFER) , B WIZE DRA 2
ANHEAT BE B, A2 18 A S Office 365 VAT IE I G 2 FY) SIS o VF T E BE B /B Mk nT A £7
FRURES H P (1) Office 365 VAJ IE-5 1 11) Office 365 V1 HIiIE S MK ILAL

VF ]I B HTE ML A Office 365 VF FIUIE SRIS B 6] TAE, PAWAERANC A FTA 258 P 8 YR H N AZ A
£ It) Office 365 ¥ AJiIE .

ERE:

o DRA A28 FRAN PR BEMLAE FH ) FH K Y 1) Office 365 YFAJHIF. ZE{# DRA AEfS1E ] Office
365 VT UEE IS A P, AU IX e H P 5 Active Directory [F]20 .

o GRS DRA & HE Office 365 VFAIHE, NIAE R4 VFATE S B /EMLEY, DRA K7
5 1E DRA Z 415 Office 365 ¥ ] 4IE AT (AT 47T T 5 58 24t o

o WRTEFIR IEHARCE Office 365 V1 1T IE SR IE 2 Hi Ji I Office 365 VF i uE B Hi{E ., NITEZ
ATVFRTIE SRS, FRIRMVF ATIE W] BEAS IR

AR AISHE A 7 £ H R RS

A ERER KT, SUEAGE XL 7 H SR AL T RERR EOCEN (), JF HATRE
JRON Z AR NRYR . BECESEE . H 44 BN B IS R AT RE 7 L AT A 49 . I &
SR SRS T 345 Bl S8 B P 2 H SO 3k gk g

DRA SLVFIE B s B MY I 7 EH . flin, & LURFARCE DRA,  LAMHE B 55 4 A 18
QU K B QU 7 32 B ke FERXAMEOL R, W SRAE G i ™ i i Y 2 H i
1, WIS s 2 ARAE TR RS H QU P EH . MARIREMRIE, MARSTESHA S
3 H %

FEQIEE P 2 H s BN SR VF 0SB4 A 1O B B 7 32 H S SR 9IE], - DRA SZHRF 704 53
£ %%t (DFS) %1%, #& ] LATE Netapp Filer 11 DFS #4280 X FAg . =y & AR A~ 32 H
Ko
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Ao B M 7 £ H SRR

FEEEH P EEH %X LEEMGHA AN, BN aiEAMHNEE, #linn E Manage
Policies and Automation Triggers & FEIRISHIH bl &k 2%8) MO TR E AR . 5%
AR A E S Pk S~ oy RE SV E R - £ H . EERG AR

HECE A P H SRR, 155413 Policy and Automation Management (REEFIH ZI{LE R >
Configure Home Directory Policies (FtE& - F HRHEIK) ©

s AP EHZ
o A=
o BBHA RO

BEHEARSASER

X T E A BRI G UL, B AR S5 A5 R 55 MK m TR R % TSR b R B
A B R A L B3 ZH PR A

DRA & BN A7 F ™ 2 H SR A RE AN IR Eh 5 6 A7 A28 B3, 40 ¢S B DS DRA fli I B AL
ERPAT LR P R I AR S W R S SRR, T DRA ok H P
EHFMERZABML.

A NetApp Filer BB FH P 3 H X A BE 12

FE N NetApp Filer it & FCVF A BE 42 :

1 513 Policy and Automation Management (SRESHIHZIMLE ) > Configure Home
Directory Policies (FCEF 7 F HRKIE)

2 1E Allowable parent paths (R ERE) SCARKMEH, AN NRHP P — D REFHIEET:

FLERA REFHIBE
Windows (\\FileName\adminshare:\volumerootpath\directory
path)
4E Windows (\\non-windows\share)
3 BRAIN.
a4 NFERHHPFHZEE BN RITIRCEE, BEEPE1E 3.
TR E B FRE

N T 5L Microsoft Windows ‘2 4= 5l URHF 30,  DRA fAE H 3 4 61 U il 2l BR A
FEIL A RRGON AN SAF B H SR R P ve BT IR 32 M R, 38 % 2 3 80U B SV 177 1)
U5 SRARL -

LRSI T R RN, DRA A B H R IIA Z etk AL T, &
WA DR PR B SR 3 SR AN 5 I BURR -
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I REN S = A

FEAECUH K I, DRA @i & BH 7 3 H ok BT I 3 H R 4155 . Q1. %
BE. 2o, HEar A sUBER K, DRA T BARAT A AR .

BRI S 7 H R SR, 1575 8 AT HE -
o TORIE E B BR AR 18 ] IR A A A% 2K

o BHRE R EHREAR, W TR AR

FLERAY PR AREAR
Windows \\computer\share\.

fltn, R 475 DRA 1E server01 iHE AL
#J Home Share (FEILE) o3& H a3
AP EHSE, 58 \\server01\Home Share\

JE Windows \\non-windows\share

o BAEAHMN F I E AR H 3 EARECH 7 H R H#, 158 A Universal Naming
Convention CHEMfr#ZIE) WL, U0 \\server name\C:\ #R HREE 17

o BIREMER X HZXREE, EEH IR — MR

R BB
Windows \\computer\share\first directory\second directory\

i, 4N SRR 75 B DRA 7E server01 iH5 M1 F
#J Home Share L1432 T HIILA JSmith\Home
directory 11 H BB FH P = H%, HEA
\\server01\Home Share\JSmith\Home,

JF Windows \\non-windows\share\first directory\second
directory\

FERE: DRA B FFLATAE: \\computer\share\username FlI
\\computer\share\%username%. {EREFIIEIL T, DRA #B< H A NIECHIH ik - a4
M EEZx,

+ f£ NetApp Filer L5 SCHTE B 3 H LI SRIS 8 B Zh b il i 450, 7 Z AR R H

AT
o GRAEFH 2 NetApp Filer, 154Z LN A& (452 X H 2%

\\FilerName\adminshare:\volumerootpath\directorypath

+ adminshare 8 & /& L5 3| NetApp Filer IR GRS IL =, #li0 cs. Hlan, ans
NetApp Filer (FfA usfiler) LA MEEE N cS\vol\volo\mydirectory, TIJHT LA
NetApp Filer 8 7 \\usfiler\c:\vol\volO\mydirectory f& #%1% o
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o BIEQIER P H RSOV A ECE 7 H ORISR 2 DFS #8145, 15
\\server\root\<link> format, L1 root 7] LLZESZ 8 15k, W m] DL DA A% M7 AR B ¢

\\FilerName\adminshare:\volumerootpath\directorypath.
o GRS H R UMEAA LA Pk P B H .
* TfifR DRA AT LAU; Al g4 b 5] I TR LB =2

olk=aE V) i Padingellk: JE PalE = S

UEHR SeF DRA H B ik A Gl i P = H 3. DRA G 7 32 H ki, RS
Z8¥ 8 F Create User Wizard (BB P11 S) F A -+ H R FB R ez, Errbl
HEEE B O« BB S 7 IR B Eg 2, DRA 24 H - £ H x5 3
HIALE . IR AR E X B ME, W DRA NS NZH ik A P 3 H %

DRA 2RI AT 126 19 FH 7 32 H Fe VP P AL BRI T v BB B e ko i X e e 1o my L4 il
B AP 32 B i -7 ]

B, A&nT DR e B LA R R B SE AR HIAL, T Help Desk 2H 1 A 5 % G @ FH P
H S SL 200 S BT IR . 2R)5, 24 DRA BJE A H g, FH - EH 3R
MAZH Fe kX LA BR . [RI0E, R SR Rk R T L SE s B B £ B %, T Help
Desk 1) B 26T A FH P 3 H S 3A S B R AL RR

WARFRER P E HROAAE, W DRA A BIE N T H ¥, A BSINA I H VT
AR -

HEaZHA Ko RERSHS EER
IEHEI S VF DRA H Bh4HAT AT 484
o FREFH P H SRR QI E Hx
o BN/ EEFBRENBIH P EHRNE
o E A K I Ay A4 T B H %
Hap A4 KT, DRA RIEHT K P A Ear L B P LR WRIA M EH
S HTIEAEAE A, U DRA KA B AR QU I P £ H %, I HASESIA M £
ER
EOH T EHSRERAER, DRA R QIR E MM P EH S, FFRSERTH LRI
AR EHALE. EIETTUIBCE R H R e T EH xR, mEHBaIa M
FTEHFTIAZ . DRA R ST H S HRIRA ACL NI H 3. WRIRE I
JTEHRCAFAE, W DRA AL QI T H %, WA BEEA K H K VFTAUR . IRk
HIT A £ H SR BUE, U DRA 245 HL MBS -

2 DRA EL g 44 7 1 BRI, DRA 22l ARSI A 2 EH %, P
BT EH AR EHR B A  EH . 28)5, DRA R = ulHBR St i i - &
Hx. &0 LUK DRA BCE YAV e T A 5 H = I A R Z IR0 - £ H 3%, IF T3
R dermi P £ H R A ES s 208 - 2 H %, DA S R AT T (1 SRS 1)
MRS HT A H ki, DRA 75 2R UV nl AR A4 BE S Hi 0 A 32 H s P bl A 32
SRR H . B8 N DRA Sl SRl P 32 H b 2 UM R RSO H R i vF
AR -
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R EH-EMR B FEBE
DRA VI N SO IR 5 2% B F L 248 2 U VPR H R E k152 . R B8 2 2N H s uk
ARG AR AR, AT DB X s 42 S B esv S, HH{E F DRA #5606 csv S0
(125 INE] DRA.  DRA i I AE 7R A2 #5427 B R i N RS BRI Rk«
o BHEEEHE GIER Pk O AR ik S B S 2 H SR, DRA AN IR SO IR 45 2%
FIAC H 3%
o EEATA P BCE SR P O R P O H SRERARRE,  DRA 2 P 3 H R Eh 3
AR S5 A% B RO H B4R
B P bk P B B R P 2 B 3%
TE VI8 DR F P bk P By, R0 F0 14 DRA E SR P = H . S E 7 RNk
S, UEE MBSk A g B K 7 2 BT, DRA A2 £ H . MGH S £ H3#
F, DRA 75 Z 0 AP AT AR A e M SE A I 7 22 H Feh il R SCE 1 B 3. #8mT LA
A DRA $245 MAemi 7 5 H e 8 20 B RS se- A1 B Sk v el AR .

FILE B SR

B T PP SR AT ERIY,  DRA 2B H SR AT A AT
. Bl FibE. 5. AR, DRA AT DL AR OB
9T 5 HIBEI) Microsoft Windows 22 4: S0 (45— 5, DRA AR 22 1E35 52 4% B B £ i bl £

BRI AHEC, DRA AL H 32 B Ui Il 42 Ml PR o £E3E 52 A0 BRGON AN A B H SR R I3
BEE VT PR, G 2 S EUE B A T 1R U5 SRR L.

ER: fREMNMNELIER ) X HEK E— R EALERFILZE, #4 HOMEDIRS.
i, HERIEA R \\HOUSERVI\HOMEDIRS\%username%

M ER AR TR \\HOUSERV1\%username%

e EIHE LR
E N FILZH AN, ST B IR e A E K. Bl iR
ATEESE, 0] Lot E L= 1 & 400
fhn, &5 F Create home directory (@77 3= H ) H Create home share automation
rules (AU FILZHALIND o 0T FILE, B8 E TULIEME TS EH. 2
44N Toms [ B, K 3080 B SRS 21 U B 48 € \\HOUSERV1\HOMEDIRS\%username%
TENEREEZ . EHRFIH, DRANGEIE AN _Tomss ML=, ZILE R m
\\HOUSERV1\HOMEDIRS\TomS directory.

FFTH K 2 SR

DRA Gl 2 F IR, FHARSS #38+# H Create User Wizard (BIEH 15 HHFEH
BRI, AT DR R P R R B E SO 7 IR IR U AR
DRA EI WG48 BTG CaniRE) WM P 2 ke EILE 445, mREHKH
JUK 44, DRA TTRETCVAANINE & 1Y F L AT M S 4. R4 Ja 2% L J Fe VIR 42
He TR R A IR T
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AR R KSR ELE
AR AT R T K A4 R R IR E AR CAFAE, U DRA RS BRILA SE 2R 948 &
HR)2EDRE S E B tlfC.3 i
SERERI IR N, 2 RTAAEE DA KT SRR SR KN, DRA IR
SERERD T H AR I OB B SG2ME R

BRERZREE
M HFALER,  DRA KM ERIUAT 3L = 0 - £ H R B L = WR G
P EH %S, U DRA R R J5 46 H 3k .

NEMAHRH K B T

AT KT, DRA SMHBREUA I 3L, FARIEHIK ™ 4 I L 5. Ptk
REIAA T EH 3.

;LRI FE P P 2 3
SRS R, DRA 22l 9652
F A RS EEH
DRA 0V 4 78 - 4 (MR AR, 47T AR /3 H 60T Microsoft Windows T4 L 1)

AU P S LSRN o SERELL SRR, AR E 20 25MB IRERERCAT,  DAGE B 2 8 1
[P

B 044K

IR T LT 2 DRA A i A I SRIE % B o DRA AN A Al (1) A SE X 2 ik B .
Be B A SREE B R, MK LA 6 NF4F AT 127 M4, BN AKFEERTE R IR
HILASL, FrAEE T A E N E .

HCE DA ks, 5 5413 Policy and Automation Management CRESFIEHZI{LE#) >
Configure Password Generation Policies (ECE -4 KL ) , SR f5i%EH Enable Password Policy
A H 4% FiEME. i password Settings (AW E) FHACE “ LAWK ” &,

SRESAESS

THIBR . 5 B RS, IS E AR AR, 11 A B Manage Policies and Automation
Triggers CEFEESREE AN E b4 ) AR & AR .

BHATEEEAE, 1ESHiF Policy and Automation Management (GREEFIHZILEE) > Policy
(BRBE) o FEAMI TS R4 B e M b . 8 FHEREE I SREmg, ARG IR B /5 A

SK it A B SR

BN B RS, S i EL A RALBE, 51 U0 A B Manage Policies and Automation Triggers
CE RS B s ik 45 MEF TS IRR. ARNERIKNEZEE, HS0 7
B
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TERE: ENG N B R 5 B P BA ActiveView SRR FT, 15 SC LS BB BE 012 5 CARIUR

#51% ActiveView.

B it P B S
1 /12 Policy and Automation Management (CREEFIEHZNMLEFL) > Policy (ZREE)
2 fE“AES5 7 B L, BT New Policy CHTEETRER) , NG EFZAIEEN N B RIS IR,

3 MERANHSE OF, FEEMNEME, RERSG T2 Fla, &0 PR TR SR e
ActiveView fHZ<EL, MM 014 DRA X} 1% ActiveView £ & B %] % 5L b SR B

4 BEME, REHRdER.

SK it B R S SR

B E o SRS, AR & A RALRR, 5114 B Manage Policies and Automation Triggers
CEHLTRIE A B sh b 2% A e & AR

BRI H B UG, A SRR E BRAE CEEES) BARSAT A . T LK a]
PAT S BRHA 5 EAE R BE .  DRA 32 §F 32 i PowerShell JIASFT 64 137 PowerShell A, £ H
TE SCHRRS A A, 80T DL AR HAE 6 SR g i 2R R A R R . BT LU Create
Policy Wizard (GRS F) $8E BN R IAE

RS H € SRS SRS HEEIRSE T A BN E L EE, 1§20 SDK. 17K
BLER, ESWHS B E RIS A 8] 04T 31T

R
o TR E E RIS S B H A BE LA ActiveView KERZ BT, 18 JeHfifR B FRE HE 02 L HBIRSS %
ActiveView.

o IR EE SCRISBIA BT PAT SR I B AR B S, RN AR N B 515 ("),

TSt H E SN -
1 G5 SR BRI A BORT AT STA

2 fEHIFEZE I8k T M B Manage Policies and Automation Triggers (& ¥ RS AN H 31k
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HiEL Bl ActiveViewAnalyzer.exe

ik FH L S PR PP AT RAT R

o WEEFR % ActiveView HIEHE
o ERK Analyzer # 75

|

BhE A P 53 Paul 18 A1 DRA &7 #8 71 Bob, G HH 7 AT 75 ZLAU RS AT PR B K. Bob #RE X
Paul ] P Xt 4 JE 5] ActiveView Analyzer, #RJ5 il Paul B . WKEESS, Bob 2B T 4 HTik
&, FFER R 44N Share MBX LI 75 50 ZFP IR AR A4S . Bob 1R 17L& AL i)
ActiveView, F7E 55 ORI f5 W% 21 n) 7 g vk

Ja 31 ActiveView ZHEINEE

1§ ] ActiveView Analyzer SEFHFEF, &) LB PR HE G %) ActiveView HAT HIHEAE HINEER
% ActiveView f%HE. S8 )5, B LATE Analyzer ¥ rh & E b . BUESHE, BFEIRE
By o 5y DOSCER SR, R85 5 3 ActiveView 4 .

R ESCR B B B P BE 5 D AUERE BB AT 2 Hr 8% 1R — DRA 55 &5 .
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FJA 3 ActiveView U EE:
1 Hdi 745 > NetlQ Administration  (NetlQ & FE) > ActiveView Analyzer Utility (ActiveView
Analyzer SEHFEF) o
2 7E ActiveView Analyzer TUH, #8E L FHNE:
2a H#r DRA fR%58%: WA SCBIEE Admin #1501 At 045 ) DRA 55 2%
2b EFRBEEEA. RN, SRR U SR B B 5

2c MEFERPERASIA]: 15 E W Analyzer R PT#5 0E /N B, B fR e RS, R LR
EE/L e

3 i start Collection (FFURIKEE) DAURZE ActiveView ¥
Ja 2l ActiveView FU¥RINEE f5, SCHAE ¥ E BR LA 200 I BoR BOFRRES .

4 (n[ie) TEHERIFREERT &5 R 2 A/, BT LT afE b s s, B A ik .
i Stop Collection (fZ1RIEE) PUE1ERIC R ActiveView [ BIEE Admin #1E .

5 (W) FIRWMEGHIRE, 1H 5 Collection Status  (IRLEIRZS)

EE. W R RO I R A B B O3 s A Bl R B B 5 g EE e,
ActiveView Analyzer KR IUA HdE . — Ik R BE B0 12 b (1 — > B BAE 2 1Rt Analyzer %X
i

1% Analyzer 5

AR K Analyzer R 2 AT, 1 A PRI 157 LR USCEE B d .
1E ActiveView Analyzer TUH ', ¥ B xBhEEE H APATHIERESR . B4 K Analyzer i 5 :

1 i Select Report CIEFERT) , ARFIEBFEEFIHE .

2 H.il; Generate Report (AERH ) DAAEAELE ActiveView BAELH T (1 oAl sy, 1 st
YERZUR ) AD X5 . B FHAI X R ActiveView. ULEC. NUCHECFIALFEAEAS ActiveView i
D) ) R 82 1]

AR, ST DA A O L AN DU 75 2 B 2 I R SR AT R, AR5 tRE R B NAE H A5 B
¥ ActiveView A2 ESeall B 2L A (AR AT R -

3 Cafig) KR brefE M b, A, OR8] RS R i i R A 2B . I
BYMERR A, R LK SRR R RGN 21 55— AR, i S AR B Excel

» ) L‘b
AT SR RE
ZLRAH ActiveView BUHI I E R IK BT 0T R MERE :
1 23} Delegation and Configuration (FFLAIALE) #=H]6.

2 5 /i3 Delegation Management (FHLEH) , SA/5H. & Manage ActiveViews (5 F
ActiveView) o

3 B TR LR B E [ ActiveView.
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FEIX L, 0T AR R a3 R0 50t G AT 18 24
o Wifi ActiveView, #RJEIESE Rules RN DA HFIN] . 80T DLMAS Bt B o S B A i
HURESE KU
o HHEE ActiveView, SRJ5IEFE Show Managed Objects (/RS2 XA LAFI xS
o AT L@ A B > Properties (B BET 4.
4 PRI B2 X RO AT B, TR 1K G B A A AT DA O ) R
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27 CMIERXT RS AR

S PR 90 VA6 L P S R B BT, A s P 0 L o B A S
4 b K X5 4] Deleted Objects ( IR %5 B8 WA BEELVF AT ALIR, 1] DRA B
AT R0 P R A

ST DA P E S R P AT B AR 55

o UG E B P B 2 A5 0 R B I 1Y) Deleted Objects (EMIBRXT %) Zds HAA 12
HLVF AT AL PR

o AR E F P K P B Z R B 2 R s VR AT A PR

o AR P AR R IE D H RS R P AR

+ 7K Deleted Objects (T MIBRXT %) HARM LW E

& LA BEAR 55 2% L 11) Program Files (x86)\NetlQ\DRA 3% H1iz 4T Deleted Objects Utility (%
MBRSS G sEHFERF ) SCF (DraDelObjsUtil.exe) o

Deleted Objects Utility (CEMIER¥ RLHIERF) FrE )
AT ALRR

BT LSRR, L ATRA LR A RTAUR :

WRE .. MFTEUUTHFITRR ...

T2 36 e 1 147 AT AL BR %t Deleted Objects (EMHIERIT %) &% FR BV v AR

ZFEXT Deleted Objects (EMBERT 4D 78 | Deleted Objects (L MBRFT %) 2R o8 A (R i (& 3 5

25 PR SR B AT AR YF A AL PR

ZHERD B 055 AU Deleted Objects (CMIBRXT ) 7548 B3 4 14 £ i
VPRI AL PR

F B BRI T BUR Deleted Objects (CAHMBRXT %) AR FTTEE & HE 5
VF AT AL PR

57 Deleted Objects (ST %) 288 | Xt Deleted Objects (BN ) 228 B F AT A B

o a=

Deleted Objects Utility (CEMIERMN RELHIER) BB

DRADELOBJSUTIL /DOMAIN:DOMAINNAME [/DC:COMPUTERNAME] {/DELEGATE:ACCOUNTNAME | /
VERIFY:ACCOUNTNAME | /REMOVE:ACCOUNTNAMIE | /DISPLAY [/RIGHT]}
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Deleted Objects Utility (2 MIERMN RELHER) KL

A LAFE & DA I Il

/DOMAIN:domain 7€ Deleted Objects (CMIBRXT &) A& AT AEIL Y NETBIOS B DNS
SR

/SERVER:computername I8 R IR 2 33 I A o) 2 1 44 FR BN 1P bk

/DELEGATE:accountname B AT BLRR Z2 4645 F5 7€ F P ik P B

/REMOVE:accountname LBk 2 BUZRFCLA TR H P ik P S VAT BUR

/VERIFY:accountname RS € FH P K - BRI VR AT B

/DISPLAY BIRTRE T Deleted Objects (L MNBRXT %) BIEM 24K B

/RIGHT WO TE 2 1 ik o B2 B 1RDD B SR Ss 0 FH P B . f& T LA
A% FH 326 T 2R FE B B0 A PR o [R5 H S5 e 55 2008 P SRR e vk
JFHE2HX Active Directory H (1T A X A& VE

R

o WREIRE M K B L RS S, BRI A RIEES 5. fildn, R E
fe e R IT 46, 158 "Houston IT",

o FREHER, 18 HIZA R Windows 2000 Z Hi I 44 F% .

Deleted Objects Utility (MM RSEHER) BIH)

PUR 7RG8R 1% Wzt (R il 2

A~ 1

FERLYS MYCOMPANY\JSmith F B /2 75 X hou.mycompany.com 15 /1 Y] Deleted Objects ( &\
BrX %) A HA BV ATALR, EHA:

DRADELOBJSUTIL /DOMAIN:HOU.MYCOMPANY .COM /VERIFY:MYCOMPANY\JSMITH
7~ 2

T MYCOMPANY 1571 Deleted Objects ( CUMBRRT %) 7828 IR BUYF il AL IR =045
MYCOMPANY\DraAdmins 2, &%

DRADELOBJSUTIL /DOMAIN:MYCOMPANY /DELEGATE:MYCOMPANY\DRAADMINS
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ZLKE MYCOMPANY 351 [¥] Deleted Objects ( MHIBRXT %) Z#s FIE2D H 5% Ak 55 £t FH - AR
LR AT AL PR ZHE 48 MYCOMPANY\ISmith T 7K 71, i 3N«

DRADELOBJSUTIL /DOMAIN:MYCOMPANY /DELEGATE:MYCOMPANYNJSMITH /RIGHT

il 4

FA# ] HQDC 4% 1] 2% 578 hou.mycompany.com 15 Deleted Objects ( CLHIER X 5 ) 2R 251K %2
EWE, HA:
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7~ 5

ZZ )\ MYCOMPANY\DraAdmins ZH 7125 % MYCOMPANY 15, Deleted Objects (T HIFEAT ) 2811
SEEF AT AR, TN .

DRADELOBJSUTIL /DOMAIN:MYCOMPANY /REMOVE:MYCOMPANY\DRAADMINS
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WE S TR P S0 VG AR A BRI 7 WIS 5 P BT Aol S o SRS T K Xt 41 4k et 1
NetlQRecycleBin 7 #& %A VF AT AR, T DRA Joidels Cll Bk ik 7 #2 3 21 [m] Uhg st .

TERE: I H ST VRS e R RSt Ja RTS8 A ik e 2 A7 Rl T Al O ‘e B 554 .

HEBE .

s m] DU it SE R P 40T A A 55
o RIS TR 2 MK R A 0 R 2 35 [ NetlQRecycleBin 7528 B A U/ rT LR
o BBV AT AL BR R R4 4R E K P
» 7R NetlQRecycleBin ¥ 25 M) 22 4 1% &

3455 AR 76 VAR

BT LSRR, L ATERA LR AR AR :

IRE .. MFZELTH TR ...

R Hs Mk 2 VA AR X} NetlQRecycleBin 752 113 HU T BT A PR
ZFEX) NetlQRecycleBin R 23 AT | Fi8 8 I8P A8 B 0014 AT AR
HUVR AT AR

%g NetlQRecycleBin #1424 | T NetlQRecycleBin 75 #% [ Sz HX V1 A A B
w

N ) = L TRy
(B ek SE PR P BRI
DRARECYCLEBINUTIL /DOMAIN:DOMAINNAME [/DC:COMPUTERNAME] {/DELEGATE:ACCOUNTNAME | /
VERIFY:ACCOUNTNAME | /DISPLAY}

(B ek S PR FE e ) 3 T

Ak P DA T 25 150 AT A E 2 [ Wik S R

/DOMAIN:domain
/SERVER:computername
/DELEGATE:accountname

/VERIFY:accountname

F6 52 [ Y503k T 7E 35 /) NETBIOS B DNS 447K o

i A R R 0 B ) 85 1) 44 PRI
K Vr T BUR BB TR E IR
RIS R B VE R ALRR
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/DISPLAY BIRTE B NetlQRecycleBin 8% ) % &K E

(B ety SE P2 e ) 7~

AN IR B 1 W S s i i 2

il 1

LI MYCOMPANY\JSmith 7K 77 /& 75 %5 hou.mycompany.com 18+ ] NetlQRecycleBin 25 %% E.
BRI, 1ERIA

DRARECYCLEBINUTIL /DOMAIN:HOU.MYCOMPANY.COM /VERIFY:MYCOMPANY\JSMITH

A~ 2

ZKE MYCOMPANY 15,71 NetlQRecycleBin 7 #% I HUZF 7] AR Z5 645 MYCOMPANY\DraAdmins 4,
THHIA

DRARECYCLEBINUTIL /DOMAIN:MYCOMPANY /DELEGATE:MYCOMPANY\DRAADMINS

il 3

g F HQDC 134% il] #8 4. 78 hou.mycompany.com 13+ NetlQRecycleBin &% ) 22 4 B, &%
A

DRARECYCLEBINUTIL /DOMAIN:HOU.MYCOMPANY.COM /DC:HQDC /DISPLAY
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DU R PR 2% DRA RS- HIME 2., DA nfn] fi# 1 DRA REST AR 55 F 7] &t
+ DRA R4 (3 211 50D
o HhPEHE: DRA REST RS (5 212 1)

DRA fiR%%

IEFARMEAT % DRA IR 15 B . X AT BT DRA & 3L G Y€ & 15 T AZE AN FE I AF /7] DRA DIRERY
UL 2RSS .

DRA Ik % L] A RZeHH
NetlQ & #E Ik %% BEAR S5 $0AT T 45 DRA $ 0 I B P 35 DRA JIR 25 25 A 7%
NetlQ DRA Hi itk WLARZSALHK B Web #i] & 58— 5 07 ik kiR . &

A5 P LR 55 1 -

* DRA IR A2 520 .

o A5 6E5 M\ Delegation and Configuration (ZFEAIACE)D
Pt & A2 g — B e st kAR

o BB TCIEM Web $a 1l G 28 B — B O SRl R AR .

NetlQ DRA HIEZEAF  BEHRSS 7824 NetlQ B HE IR 5 25 I /K A 2R A7 5
Jik 45
NetlQ DRA #%.00 k% UEHRS A DRA 5l & A= i 5, I %24 Active Directory. &
Office365. DRA FIEJRILESREN.
2% FH I R 55

* DRA HEEANSZ R .
o IRERBEALIZLT, HIEASUE NRC HRE EE .
o B ToVE M AT DRA #2541 & AR R Gt — B U s e s i

e
= o

NetlQ DRA H &GS  BuR 55 UL )07 sUA7 BT fT DRA ® it 30, DISCRF it &

= o
NetlQ DRA E#ilIk5s MRS HF DRA IR 4HIBIR (TGA) ThEE. TGABAER T2 £
FBREE 1k AR 55 AT 7T DRA AR 5545

NetlQ DRA Rest IR%:  Web 3541 & A1 PowerShell & i fd FH LIRSS 5 NetlQ B HIR 35
vt iasE .
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DRA k% Vi T ZAH

NetlQ DRA ‘Z4&1ift MRS & FEA7f# DRA it & 1] DRA [X] AD LDS 524, “Bif4E 5
MMS ¥ B H 2 i G B

NetlQ DRA Skype fIt%5 LRSS & HE AT Skype 1155 . =
A FH e R 25 1«
+ DRA TIREANZFE I .
o LK Skype #EAE .

i HER: DRA REST R4

(E

AT DUR ) AR AE R

+ DRAREST ¥ JBMIALBAE T (26 212 T

+ AbPE DRA IS5 asH BT R (5 213 O

o 5/ PowerShell iy 4 # 2 53 PSInvalidOperation 4% (2 213 T1)
+ WCF fREZICT (2 214 TO)

DRA REST #" J& I AL BRAE F5

DRA 3 1 I 55 7 EEAE AR o 1 BB EUEF . 2], 22 o AT o 1 S5E R 98 E 1
%o AT H KR SR W ISR,  BLA AR 7R 7 E I e L R .

EEER

BRI i IR 55 0 1= 8755

DRA REST 4" J& 1% Fi| ID: 8031ba52-3c9d-4193-800a-d620b3e98508

UEFIGAY . WoRAE 1S BB ARIK) SSLAEF Dl I

MENAHE

fE CMD & O, izf7 4 : netsh http show sslcert

WG SR EHLIE RS E Y3 . 15 DRAREST FM [N ID #1136 . Ui 14w 5 M S5 L&
Ut TUCHS . UEPPAAT N5 1S & BRAS H J2 7 BIE T A AH T AL



IP:port : 0.0.0.0:8755

Certificate Hash : d095304d¥3d3c8eect64c25dF7931414c9d8802¢
Application ID : {8031ba52-3c9d-4193-800a-d620b3e98508%}
Certificate Store Name : (null)

Verify Client Certificate Revocation : Enabled

Verify Revocation Using Cached Client Certificate Only : Disabled
Usage Check : Enabled

Revocation Freshness Time : 0O

URL Retrieval Timeout :0

Ctl ldentifier > (null)

Ctl Store Name > (null)

DS Mapper Usage : Disabled

Negotiate Client Certificate : Disabled

ERBRIAYE, TEE CMD & D H A tbdr &
netsh http delete sslcert ipport=0.0.0.0:9999

Horp 9999 B L BRI 905 - netsh in 2B /n—251H R, T SSLIEP BT £ 5%

IR e
BRI Y02, A CMD & H 5 NLL T ir

netsh http add sslcert ipport=0.0.0.0:9999 certhash=[HashValue] appid={8031ba52-3¢c9d-4193-800a-
d620b3e98508}

Hirb 9999 = Ui s IR S5 [ 4% 5, [HashValue] = IS &% T8 88 3 7 (IE F G %518

ALFE DRA ARE2% H HI B R

AR SRAE B SRR IS AR B0 RN LR, 162 ILEUN A2

EnableEmail iR [Bl#{E 2
A SRR AR X 28 EnableEmail i 52— B, #EATHES A DRA IR 55 23U 245 17,

#4n "Server failed to complete the requested operation Workflow successfully. Operation
UserEnab/eEmai/fai/ed" 25 3 R RE MR 52 O SR (R AE TAEERE. UserEnableEmail {2
O . T BE A T E AP RS ARG RS 25 b g S RIS 1) mailNickname J& 418 B

MALE LB mailNickname JE T, ik DRA 55 #3 R4 2 SCH SR AR B HL T S5 44 {8

& PowerShell #74- #2532 PSinvalidOperation 4%
210K DRA REST IR 4540 2 21| H B4 UE 1),  PowerShell cmdlet 5% [B] DA T 45 1% :
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(E

Get-DRAServeriInfo: One or more errors occurred.

An error occurred while sending the request.

The underlying connection was closed: Could not establish trust
relationship for the SSL/TLS secure channel.

The remote certificate is invalid according to the validation procedure.

RN AT, HS T B4 4 -IgnoreCertificateErrors 8. WL [A] B HI A AT B, 1EEISIN -
Force Z 4.

WCF FREFIC K

SR AE 1) REST 1 >R F 2k @ i 52 B REST A% H B MR 18 =, 18T e 75 2248 5 WCF FREF
R, BEAIFGRUTIEIT WCF Z 14075 . B 1 R EE A s B & vl ge IR K, A
DL 1 H & 2% 50 1% B A "Critical, Error"s

XETICAEFI TR, —ABIFHE, BRI A S, iR PR
BT A MEULE, W REST A RHLA L.

FR R WCF EREAICS, 87 E O IEAE 8 A A i 55 S R G B SO - BId &8 REST AR S5 WCF
PREFH &, TR KA R .

J5 FATE4HE SR P R
1 {E Windows AR IEE FEER T, A3 DRA ¥ B 22 fFde. %, XK C:\Program
Files (x86)\NetIQ\DRA-
2 #T7F NetlQ.DRA.RestService.exe.config 314 o
3 ELLT xml #4244k 3] <source> JTLE: <system.diagnostics><sources>.
4 7fEJRICEF, ¥ switchValue J& P41 A "Critical, Error" B 2504 "Verbose, ActivityTracing" .
5 RAFSCIFH HEH 5 2) NetlQ DRA Rest %5

EnableEmail iR [B] # 1 2e

WCF BREZEE AL A m 'S . &0 LIE A SvcTraceViewer.exe SZ I F2 7 EREF traces.svslog.
& AR AR 3R B RS AR P I 245 B
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