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About Data Discovery

Micro Focus Data Discovery gives you multi-repository management and review across your enterprise data. Identify, collect, and organize content to ensure discovery of sensitive data. Configure how repositories are processed and categorized with Connect. Analyze your data under management with Analyze. Organize, review, and export data with Manage.
Support matrix

Web browsers and plug-ins

Data Discovery is supported on the following browsers.

- Google Chrome version 48 or later
- Firefox version 43 or later
- Microsoft Edge for Windows 10

Data Discovery is best viewed at the following screen resolution:

- 1260 x 968 or greater resolution.

Data Resources

The following resources are supported for data processing by the on-premises agent.

- Micro Focus Content Manager 9.4

  IMPORTANT: Only Microsoft SQL Server Unicode RDB datasets are supported at this time.

- File system CIFS shares
- Microsoft Exchange Server 2013 and 2016, fully updated and patched, and Office 365
- SharePoint 2016, fully updated and patched, and Office 365
  - For SharePoint 2016, Site Collections, Web Applications, and OneDrive are supported.
  - For Office 365 SharePoint, Site Collections and OneDrive are supported.

The following resources are supported for data processing by the cloud-to-cloud (C2C) agent.

- Office 365 Exchange
- Office 365 SharePoint
  - For Office 365 SharePoint, Site Collections and OneDrive are supported.
Processing agent host

Review the agent host requirements appropriate for your installation—on-premises or cloud-to-cloud (C2C).

On-premises agent host requirements

The server that will host the on-premises processing agent must meet the following requirements.

Minimum resources

The host for the agent requires the following minimum resources:

- Number of CPUs (include virtualized CPUs): 4
- RAM: 8GB

**TIP:** This is equivalent to an AWS c5.xlarge instance or an Azure A4v2 virtual machine.

Operating System

Ensure that you are running a supported operating system with all currently "critical" and "important" updates installed from update.microsoft.com.

- Windows Server 2012 R2 (Standard, Datacenter)
  The "Server with a GUI" installation option is required.
- Windows Server 2016 (Standard, Datacenter)
  The "Server with Desktop Experience" installation option is required.
- Windows Server 2019 (Standard, Datacenter)
  The "Server with Desktop Experience" installation option is required.

SQL

Ensure that you are running a supported version of SQL with all currently "critical" and "important" updates installed from update.microsoft.com up to and including the current Cumulative Update for the version.

TCP/IP Protocol must be installed and enabled (Mixed Mode Authentication)—not just Windows authentication.

- SQL 2016 SP2 (Standard, Enterprise, Express; on all supported Windows Servers)
- SQL 2017 (Standard, Enterprise, Express; on all supported Windows Servers)
- SQL 2019 (Standard, Enterprise, Express; on Windows Server 2016, 2019)
General

- Ensure the public certificate presented by the external proxy is trustable by agent hosts. Depending on the certificate presented, this may include importing a private certificate authority (CA) certificate to the local Windows certificate store.

**IMPORTANT:** If a private CA is used, ensure the private CA’s certificate is removed if the agent is uninstalled.

- Ensure that you have administrative rights on each server. You cannot perform the installation unless you have administrative rights to perform the required tasks.
- Microsoft Outlook 2013 x64 to process PST files located on file systems.
- SMTP (currently optional)
- Current Visual Studio 2010 Runtime
- .NET 4.6.2+
  - For Windows Server 2012 R2, this is a selectable Windows Feature. The base version is " .NET Framework 4.5" which is then updated using Windows Update.
  - Windows Server 2016 and 2019; this is a selectable Windows Feature. The base version is " .NET Framework 4.7 Advanced Services".
- PowerShell 3.0+

Cloud-to-cloud agent host requirements

The server that will host the cloud-to-cloud (C2C) processing agent must meet specific requirements.

**Minimum resources**

The host for the agent requires the following minimum resources:

- Number of CPUs (include virtualized CPUs): 4
- RAM: 8GB

**TIP:** This is equivalent to an AWS c5.xlarge instance or an Azure A4v2 virtual machine.

**Operating System**

Ensure that you are running a supported operating system with all currently "critical" and "important" updates installed from update.microsoft.com.

- Windows Server 2016 (Standard, Datacenter)
  - The "Server with Desktop Experience" installation option is required.
- Windows Server 2019 (Standard, Datacenter)
  - The "Server with Desktop Experience" installation option is required.
SQL

Ensure that you are running a supported version of SQL with all currently "critical" and "important" updates installed from update.microsoft.com up to and including the current Cumulative Update for the version.

TCP/IP Protocol must be installed and enabled (Mixed Mode Authentication)—not just Windows authentication.

- SQL 2016 SP2 (Standard, Enterprise, Express; on all supported Windows Servers)
- SQL 2017 (Standard, Enterprise, Express; on all supported Windows Servers)
  - May be installed on a CentOS7 host.
- SQL 2019 (Standard, Enterprise, Express; on Windows Server 2016, 2019)
  - May be installed on a CentOS7 host.

General

- Ensure the public certificate presented by the external proxy is trustable by C2C agent hosts. Depending on the certificate presented, this may include importing a private certificate authority (CA) certificate to the local Windows certificate store.

  **IMPORTANT:** If a private CA is used, ensure the private CA’s certificate is removed if the agent is uninstalled.

- Ensure that you have administrative rights on each server. You cannot perform the installation unless you have administrative rights to perform the required tasks.
- .NET 4.6.2+
  - Windows Server 2016 and 2019; this is a selectable Windows Feature. The base version is " .NET Framework 4.7 Advanced Services".
- PowerShell 3.0+

**Integrated resources**

The following Micro Focus resources support features in Data Discovery.

- Micro Focus Eduction 12.4, supports grammars and entities in Connect and Manage