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Sobre este documento

Este documento fornece perguntas frequentes sobre as tarefas executadas por meio do aplicativo
Unified Management Console (UMC).

+ Parte |, “Visdo geral” na pagina 13

+ Parte ll, “Gerenciando clusters” na pagina 19

+ Parte lll, “Servidores” na péagina 35

+ Parte IV, “Armazenamento” na pdgina 41

+ Parte V, “Arquivos e pastas” na pdgina 115

+ Parte VI, “Tecnologia de armazenamento” na pagina 135

+ Parte VII, “Configuracdo do servico” na pagina 149

+ Parte VIII, “Protocolos de acesso a arquivos” na pdagina 161

+ Parte IX, “Relatérios” na pagina 199

+ Parte X, “Solucdo de problemas” na pagina 203
Publico
Este documento destina-se a administradores do UMC.

Comentarios

Gostariamos de receber seus comentdrios e suas sugestdes sobre este manual e sobre as outras
documentagdes incluidas no produto. Use o link comment on this topic (comentar sobre este tdpico)
na parte inferior de cada pagina da documentacdo online.

Documentagao adicional

Para obter documentacdo sobre guias do OES, consulte o site na web da Documentacdo do OES 24.4
(https://www.microfocus.com/documentation/open-enterprise-server/24.4/).
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I Visao geral

+ Capitulo 1, “Visao geral do Unified Management Console” na pagina 15

+ Capitulo 2, “O que ha de novo ou o que mudou no UMC” na pagina 17
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Visao geral do Unified Management
Console

O Open Enterprise Server (OES) 23.4 usa a plataforma SLES 15 SP4 e é fornecido com o eDirectory
9.2.8. Vdrios consoles e ferramentas de linha de comando sdo usados para gerenciar servigos do
OES. O Unified Management Console (UMC) é instalado e configurado por meio do YaST.

O UMC é um console de gerenciamento baseado na Web altamente responsivo, simples e seguro
para gerenciar implantacdes de OES pequenas e grandes. O UMC fornece acesso personalizado a
utilitarios de administracdo de rede e contelddo de praticamente qualquer lugar usando a Internet e
um navegador da Web semelhante ao iManager. O UMC fornece um Unico ponto de administracdo
para recursos OES.

Como o UMC é uma ferramenta baseada na Web, ela tem diversas vantagens sobre ferramentas
administrativas baseadas no cliente:

+ Mudangas na aparéncia, no jeito e nas funcionalidades do UMC ficam disponiveis
imediatamente para todos os usudrios administrativos.

+ Nao é necessario abrir portas administrativas adicionais para acesso remoto. O UMC aproveita
as portas HTTPS padrédo (443).

+ N3o é necessario fazer download e manter um cliente administrativo.

Visdo geral do Unified Management Console 15



2 O que ha de novo ou o que mudou no UMC

Esta secdo descreve os aprimoramentos e as mudangas no Unified Management Console.

+ “0O que ha de novo ou mudou no UMC (OES 24.4)” na pagina 17

O que ha de novo ou mudou no UMC (OES 24.4)

Script de saude aprimorado do UMC

O script umcServiceHeal th foi aprimorado para verificar a saide do Redis.

Para obter mais informacdes, consulte “Script de saide da UMC” na pdagina 206.

Identity Console

O Identity Console é fornecido em bundle com o UMC para gerenciamento de identidade no
ambiente OES. Os pacotes sao instalados automaticamente durante a instalagao do UMC e nenhuma
instalacdo separada é necessaria.

Gerenciando tarefas de DFS

¢ Listar tarefas

+ Tarefa Mover

¢ Tarefa Dividir

+ Reprogramar tarefa

+ Pausar e continuar a tarefa
+ Ver arquivos ignorados

¢ Cancelar tarefa

Para obter mais informacdes, consulte Capitulo 7, “Gerenciando o volume de tarefas” na péagina 65.

Gerenciando o Storage Management Services (SMS)

Suporte para gerenciamento dos componentes Storage Management Data Requester (SMDR) e
Target Service Agent for File System (Agente de Servigo de Destino para Sistema de Arquivos - TSAFS)
do SMS.

Para obter mais informagdes, consulte Capitulo 19, “Gerenciando o SMDR” na pagina 157 e
Capitulo 20, “Gerenciando o TSAFS” na pagina 159.

O que ha de novo ou o que mudou no UMC 17



Gerenciando usudrio bloqueado

No UMC CIFS, Permanent Invalid User (Usuario Permanentemente Invalido) foi renomeado para
Blocked User (Usuario Bloqueado). Ndo ha nenhuma outra mudanca de funcionalidade. Para obter
mais informacdes, consulte Capitulo 25, “Gerenciando usuarios invalidos” na pagina 193.

18 O que ha de novo ou o que mudou no UMC



I Gerenciando clusters

+ “Quais tarefas podem ser executadas com clusters no UMC?” na pagina 21
+ “Como acessar o painel do cluster?” na pagina 24

+ “Como acessar o painel do nd?” na pdagina 27

+ “Como gerenciar um cluster?” na pagina 27

+ “Quais a¢Oes podem ser executadas nos recursos de cluster?” na pagina 28

+ “Como ver os Registros de evento?” na pagina 33
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3 Gerenciando clusters

Este capitulo descreve os procedimentos para gerenciar clusters. Para configurar clusters, consulte o
OES 23.4: Guia de Administracao dos Servicos de Cluster OES para Linux.

+ “Quais tarefas podem ser executadas com clusters no UMC?” na pagina 21

+ “As configuracGes especificas do usudrio sdo armazenadas no UMC?” na pagina 22

+ “O BCC é gerenciado por meio do UMC?” na pégina 22

+ “Como acessar clusters?” na pagina 22

+ “Como listar clusters?” na pagina 23

+ “Como acessar o painel do cluster?” na pagina 24

+ “Como acessar os nos do cluster?” na pagina 26

+ “Quais operagdes podem ser executadas em nds de cluster?” na pagina 27

+ “Como acessar o painel do n6?” na pagina 27

+ “Como gerenciar um cluster?” na pdgina 27

+ “Como reparar um cluster?” na pagina 28

+ “Quais a¢des podem ser executadas nos recursos de cluster?” na pagina 28

¢ “Como criar um recurso de cluster?” na pdgina 29

+ “Quais sdo as definigdes configuraveis do recurso?” na pdgina 32

+ “Como ver os Registros de evento?” na pagina 33

+ “Como ver os clientes conectados em um né?” na pagina 34

+ “Quais sdo as tarefas comuns em cada pagina?” na pagina 34

Quais tarefas podem ser executadas com clusters no UMC?

Versao OES 24.1.1

As seguintes tarefas estdo disponiveis para gerenciar clusters:

+ Crie um recurso.
+ Configure o recurso.
+ Relatdrios de cluster.

+ Registros de eventos de cluster.

Versao OES 24.1

As seguintes tarefas estdao disponiveis para gerenciar clusters:

+ Configurar e reparar clusters.
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*

A pagina do painel do cluster oferece duas telas:
+ Representagao grafica do cluster selecionado.

+ Tela de pégina inteira de nds e recursos.

*

Representacdo grafica de nds e conformidade de quorum.

*

Adicione e remova nds dos favoritos e reinicie nos.

*

A pagina do painel do né exibe:
+ Tela do painel: Representacdo grafica das estatisticas do servidor.
+ Tela de tabela: Lista as conexdes NCP e CIFS.

+ Adicione e remova recursos dos favoritos.

Os recursos acima nao estao disponiveis no OES 23.4.

Versao OES 23.4

As seguintes tarefas estdo disponiveis para gerenciar clusters:

¢ Listar clusters.
+ O painel de cluster exibe a representacdo grafica dos clusters.
+ Listar e desligamentos de né.

+ Listar recursos, o que inclui agdes como colocar os recursos online, coloca-los offline e migrar
recursos.

As configuracoes especificas do usuario sao armazenadas
no UMC?

Sim, essas configuracbes sdo armazenadas no banco de dados PostgreSQL e sdo especificas do
usudrio e persistentes em logins, navegadores e dispositivos. Isso se aplica as configuracdes do filtro
primario. Por exemplo, se vocé selecionou dois clusters para gerenciamento com colunas especificas
a serem exibidas, as configuracdes especificas do usudrio estardo disponiveis durante os logins
subsequentes.

O BCC é gerenciado por meio do UMC?

O BCC terd suporte em versdes futuras. Vocé pode continuar a gerenciar o BBC por meio do
iManager.

Como acessar clusters?

1 Faga login no UMC com suas credenciais de administrador.

2 Cligue em Clusters.

Durante o login inicial, a pagina de listagem do cluster esta vazia. No entanto, a medida que vocé
navega, somente os objetos de cluster sdo listados devido a funcionalidade de filtro aprimorada e
sensivel ao contexto. Os clusters selecionados sdo listados na pagina Clusters.

Gerenciando clusters



Figura 3-1 Listagem de clusters

Total: 1 iem(ns)
Status Nome

Q Cv [ m

No master Dizponibilidade do no Recursos Epoca

Como listar clusters?

Faca login no UMC com suas credenciais de administrador e siga estas etapas:

1 Procure e selecione os objetos de cluster que vocé deseja exibir.

2 Asinformacdes a seguir sdo exibidas para cada objeto de cluster.

Nome da coluna

Descrigao

Status (codificagdo de
cores)

Verde

Azul

Cinza

Vermelho

Branco

Nome

N6 master
Disponibilidade do né
Recursos

Epoca

Status

Executando: O cluster estda em execugdo.

Manutengao: O cluster é temporariamente suspenso pelo administrador para
manutengao.

Inativo: O cluster é interrompido e a intervengdo do administrador é necessaria.

Falha: Um ou mais nés no cluster falharam e a intervenc¢do do administrador é
necessaria.

Desconhecido: O UMC ndo pode determinar o status do cluster.
O nome atribuido ao cluster.

O nome do né master atribuido para o cluster.

Numero de nés disponiveis do total de nds.

O nuimero de recursos em execugao neste cluster.

O numero de vezes em que o estado do cluster foi mudado. O estado do cluster
muda sempre que um servidor é agrupado ao cluster ou o deixa.

As colunas listadas acima s3o as padrdo. Vocé pode optar por [L1] adicionar colunas adicionais,
como Tipo, Endereco IP master e Local.

3 Selecione uma frequéncia de atualizacdo que permita visualizar confortavelmente todos os

itens da lista.

Gerenciando clusters
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Observagao: Se o status de um cluster saudavel for Inativo ou Desconhecido, aumente o
valor de tempo limite CLUSTER_LISTING_FAILURE_TIMEOUT = 2000 no arquivo Zopt/
novel I/umc/apps/umc-server/prod.env. O valor padrdo é 2000 ms e, devido a laténcia
da rede, talvez ndo seja possivel recuperar o status correto do cluster. Além disso, se esse
parametro estiver ausente no arquivo prod.env, certifique-se de adiciona-lo para que o tempo
limite de listagem do cluster ocorra apds o tempo especificado.

Como acessar o painel do cluster?

O painel do cluster fornece uma representacao grafica de um cluster. Para ver os detalhes:

1 Procure e selecione os objetos de cluster que vocé deseja exibir.
2 Selecione um cluster e, em seguida, selecione Painel.
3 O painel do cluster oferece duas telas:

. |7 . . ,
+ Tela do painel . : Exibe o painel, os nds e os recursos.

Painel do cluster [E = c -

1ers > chuster

i Geral Prioridades  +* Protocolos 5 Grupos RME Dispenibilidade do nd Conformidade de quérum

InformagBes sobre cluster Acionadores de quorum
10.62.121.249 Te e 1 minuto
7023 Nurne 1
Notificagies

N em execugdo - 1

O quirum requer - 1

o Nés

Tatal 1 Mem{ns) Ver| Conexde a o 3
Status Neme Enderego IP Recursos Conexbes 10 do nd Ativo desde

L] ces171 W 1062121971 3 2 ] 09-10-2024 10:15

+ Tela de tabela : Exibe uma visdo abrangente de N&s e Recursos, o que é util ao lidar
com uma longa lista de nés e recursos.

Painel do cluster 1~ m

ers 3 cluster

o Nox

Total: 1 item(ns) Ver| Coneste Q e B
Status Nome Endereqo IP Recursos Conexdes 1D do na Ativo desde

] oes171 17 10.62.121.17 3 2 [} 09-10-2024 1015

O painel do cluster exibe as seguintes informacdes:

+ “Geral” na pagina 25
+ “Prioridades” na pagina 25

+ “Protocolos” na pdagina 25
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¢ “Grupos de ERM” na pagina 25

+ “Representacdo grafica” na pagina 25

Geral

+ Informagoes sobre cluster: Exibe o endereco IP vinculado ao nd principal e permanece
associado ao né principal, independentemente de quaisquer alteragdes no servidor. O nimero
de porta padrdo do cluster é 7023.

+ Acionadores de Quorum: Exibe o nimero de nds necessarios no quorum e o tempo que o
cluster deve aguardar antes de ignorar o quorum.

+ Notificagbes: As mensagens de e-mail sdo enviadas para eventos de cluster especificos, como
alteragdes no estado do cluster e do recurso ou nds que ingressam ou saem do cluster.

Prioridades

Exibe as prioridades de carga de recursos de cluster individuais em um né durante a inicializacdo,
failover ou failback do cluster. A prioridade do recurso determina a ordem na qual os recursos sdo
carregados.

Protocolos

Exibe detalhes sobre as configura¢des de frequéncia e tolerancia de transmissdo para todos os nés
no cluster, incluindo o né master. O né master normalmente o primeiro né colocado online, mas em
caso de falha, qualquer outro né pode se tornar o master. Para obter mais informacgdes, consulte
Configurando protocolos de cluster no OES 23.4: Guia de Administracao de Servicos de Cluster OES
do para Linux.

Grupos de ERM

Exibe uma combinacdo de recursos disponiveis para o cluster. Os recursos dentro do mesmo grupo
ndo podem ser executados simultaneamente em um nd e um recurso pode pertencer a varios
grupos. Existem quatro grupos de ERM fixos (Grupo A, Grupo B, Grupo C e Grupo D) e os nomes
deles ndo podem ser personalizados.

Representagao grafica
No lado direito do painel, hd uma representacdo grafica dos nés do cluster.

+ Disponibilidade do né: O grafico externo indica o nimero de nés em uso de um total de 32,
enquanto o gréfico interno exibe os nés disponiveis e os nds ndo saudaveis.

+ Conformidade com o quorum: Exibe o nimero de nds necessarios para que o quorum seja
atendido e o nimero de nés em execucgao.
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Disponihilidade do né

Slots alocados [ Executando

Conformidade de quérum

N6 em execugéo - 1

Slots ndo usados Néo Disponivel 0 qudrum requer - 1

Como acessar os nos do cluster?

1 Selecione um cluster e, em seguida, selecione Painel.

2 A guia No6s exibe todos os nés do cluster selecionado. Vocé pode visualizar detalhes em dois
modos diferentes: Conexdes e Desempenho.

+ Conexoes: Esta é a tela padrao, exibindo uma lista de conexdes com outras colunas

comuns.

+ Desempenho: Exibe a utilizacdo da CPU e as informacGes principais, além das outras

colunas comuns.

3 Na coluna Nome, o nd master é identificado por um simbolo de estrela no final do nome dele.

O seguinte status é exibido para cada né:

Cor Estado Descrigao

Verde Em execugdo O nd esta em execugao.
(AO VIVO)

Branco Ndo membro O nd nao faz mais parte do cluster. O cluster migra todos os recursos
(ESQUERDA) em execuc¢do nesse no para outro né ativo qualificado antes que o n6

saia do cluster.

Vermelho Indisponivel O nd nado estd sendo executado adequadamente e requer a
(MORTO) intervencdo do administrador.

Branco com anel Falha aoiniciar O né estd aguardando o estabelecimento do quorum para que possa

vermelho (GASP) comegar a ser carregado.

Cinza Banido (PILL) O cluster disparou intencionalmente um desligamento imediato do

no.

4 As operacOes que podem ser executadas nos nds sao desligar, reiniciar, adicionar um né aos

favoritos e painel.

Selecione uma frequéncia de atualizagdao longa o suficiente para permitir que a tarefa seja

concluida.
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Quais operacoes podem ser executadas em nos de cluster?

As seguintes operacGes podem ser executadas em nds:
+ Para desligar um ng, selecione o né desejado e selecione Desligar no menu. Essa a¢do desativa o
né selecionado, fazendo com que ele nao fique mais disponivel para os clientes.

+ Para reiniciar um ng, selecione o né desejado e selecione Reiniciar no menu. Se o recurso que
executa um servigo estiver apenas nesse né devido a um grupo do RME ou a uma configuragdo
de né preferencial, esse servigo ficard indisponivel.

+ Para adicionar um né aos favoritos, selecione o né desejado e selecione Adicionar aos meus nds.
Para exibir esses nés, selecione Mostrar somente meus nés nos Filtros Avancados.

+ Para acessar o painel do ng, selecione o né desejado e selecione Painel.

Como acessar o painel do né?

1 Selecione um cluster e, em seguida, selecione Painel.
2 A guia Nés exibe todos os nés do cluster selecionado.

3 Selecione um nd e, em seguida, selecione Painel.

Painel dond [ = > -|

Informagdes gerais CPUs Tarefas = Armazenamento 5 Meméria

1 - Média de carga

I e
459 139596 — =
—

Dados gravados Sokcitagtes Hords)

O painel do né exibe estatisticas do servidor, como informacdes gerais, utilizacdo da CPU,
tarefas, armazenamento e detalhes da memoria.

O menu Agdes fornece opgdes para desligar ou reiniciar o né selecionado.

Observagao: Para uma maquina virtual, os valores minimo e maximo de CPU sdo exibidos como
N/D.

Como gerenciar um cluster?

1 Selecione um cluster e, em seguida, selecione Configurar.

Como alternativa, vocé pode acessar essa op¢ao no painel clicando em Acdes > Configurar.
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2 Um assistente de configuracdo esta disponivel para modificar as definicdes de configuracdo
necessarias.

2a Configuragao: Esta é uma pagina somente para visualizacdo que exibe detalhes do
endereco IP master e da porta.

2b Politicas: Ver ou modificar Gatilhos de quorum, Notifica¢des e detalhes de Nivel de registro.

2c Prioridades: Escolha um dos seguintes métodos para mudar a ordem de carregamento (da
prioridade mais alta para a mais baixa) de um recurso com relacdo a outros recursos do
cluster no mesmo né:

+ Setas: Clique na seta para cima ou para baixo adjacente a cada recurso.
+ Arrastar: Arraste o recurso para modificar a ordem de carregamento.

2d Protocolos: Veja ou modifique as configuracées de protocolo, como Pulsagdo, Watchdog
master, Maximo de retransmissoes, Tolerancia e Watchdog escravo.

2e Grupos de Exclusao Mutua de Recursos: Selecione os recursos que nao podem ser
atribuidos ao mesmo né simultaneamente.

2f Resumo: Exibe um resumo da configuragdo modificada. Revise-o e clique em Concluir.

O painel é atualizado e os dados atualizados sdo exibidos.

Como reparar um cluster?

Execute um reparo quando houver uma discrepancia de recursos entre o cluster e o eDirectory.
1 Selecione um cluster e, em seguida, selecione Reparar. Essa a¢do aciona uma reinicializacdo do
cluster, o que pode modificar os IDs do né.

Apds um reparo bem-sucedido, os recursos adicionais que ndo fazem parte do eDirectory sdo
removidos do cluster.

2 Para verificar, veja Recursos no painel. Apds um reparo bem-sucedido, os recursos adicionais
sao limpos da lista de recursos.

Quais agoes podem ser executadas nos recursos de
cluster?

1 Selecione um cluster e, em seguida, selecione Painel.

2 No painel, navegue até a guia Recursos. Vocé pode executar as seguintes tarefas: criar recurso,
adicionar aos favoritos, configurar um recurso, colocar online, colocar offline e migrar.

+ Para criar um recurso, clique em Criar recurso. Como alternativa, vocé pode acessar essa
opgao no painel clicando em Acgdes > Criar recurso.

+ Para adicionar um recurso aos favoritos, selecione o recurso desejado e selecione Adicionar
aos meus recursos. Para exibir esses recursos, selecione Mostrar meus recursos somente
nos Filtros Avangados.

+ Para configurar um recurso, selecione o recurso desejado e selecione Configurar.

+ Para colocar um recurso online, selecione o recurso desejado e selecione Colocar online.
Essa acdo executa o script de carregamento, carregando o recurso em seu né preferencial
primario ou em um no preferencial alternativo.
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+ Para colocar um recurso offline, selecione o recurso desejado e selecione Colocar offline.
Essa acdo executa o script de descarregamento, removendo o recurso do servidor. O
recurso ndo pode ser carregado em nenhum outro servidor no cluster e permanece
descarregado até que vocé o carregue novamente.

+ Para migrar um recurso, selecione o recurso desejado e selecione Migrar. Quando um
recurso é migrado, ele é movido do né em que estd sendo executado no momento para
outro né. Vocé pode selecionar o nd na lista Nés preferenciais ou outros nés nao

atribuidos.

3 Na lista de recursos, o recurso mestre (MASTER_1P_ADDRESS RESOURCE) ndo pode ser
selecionado, pois nenhuma ag¢do pode ser executada nele.

O status a seguir é exibido para cada recurso.

Cor Estado Descrigao

Verde Online O recurso esta online.

Laranja Alerta O recurso esta aguardando que o administrador execute uma agao,
como iniciar, fazer failover ou failback do recurso no servidor
especificado.

Vermelho Em estado de O recurso ndo esta sendo executado adequadamente e requer a

inércia intervencdo do administrador.

Branco com anel Espera por O recurso esta aguardando o estabelecimento do quorum para que

vermelho quorum possa comegar a ser carregado.

Azul Carregando O recurso esta sendo carregado no servidor.

Branco com anel azul Descarregando

Cinza Offline

Branco N3do atribuido
Sincronismo
do NDS

O recurso estd sendo descarregado do servidor em que estava sendo
executado.

O recurso foi encerrado ou estd em um estado de inércia ou
inatividade.

Nenhum né foi atribuido para carregar o recurso.

As propriedades do recurso foram mudadas e essas mudancas ainda
estdo sendo sincronizadas no eDirectory.

Se algum recurso estiver em um estado intermedidrio, como carregando ou descarregando, clique
em Atualizar para obter o status atualizado dos recursos ou ajuste a frequéncia de atualizacao,
tornando-a longa o suficiente para permitir que a tarefa seja concluida.

Como criar um recurso de cluster?

Os recursos de cluster devem ser criados para cada sistema de arquivos compartilhado ou qualquer
aplicativo ou servico baseado em servidor que vocé deseja disponibilizar aos usuarios o tempo todo.

1 Selecione um cluster e, em seguida, selecione Painel.

2 Navegue até a guia Recursos e clique em Criar recurso.

Como alternativa, vocé pode acessar essa op¢ao no painel clicando em Agdes > Criar recurso.
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Observagao: Um recurso de pool é criado automaticamente quando um pool NSS é criado.

3 Um assistente é exibido para criar um novo recurso.

3a Configuragao

3al Especifigue o nome do recurso que vocé deseja criar.

3a2 Em Tipo, selecione um dos modelos disponiveis. Os modelos de recurso de cluster
podem ser usados em servidores fisicos, servidores host de virtualizacado e servidores
convidados de VM (magquina virtual).

Modelo de recurso de Uso

cluster

Genérico Um modelo vazio.

Generic_IP_Service Esse modelo é preenchido automaticamente com comandos ou
varidveis e é usado para criar recursos de cluster para
determinados aplicativos de servidor executados em seu
cluster.

Generic_FS Esse modelo é preenchido automaticamente com comandos ou
variaveis e é usado para configurar recursos para o LVM
(Gerente de Volume Légico) do Linux.

DNS Esse modelo é preenchido automaticamente com comandos ou
varidveis e é usado para configurar recursos para o servi¢co DNS.

DHCP Esse modelo é preenchido automaticamente com comandos ou
varidveis e é usado para configurar recursos para o servico
DHCP.

3a3 Se vocé quiser que o recurso esteja disponivel imediatamente apds a criacdo, habilite
Inicializar apés a criacao.
3a4 Clique em Proximo.
3b Politicas
3b1 Se vocé quiser garantir que o recurso seja executado somente no né principal no
cluster, selecione O recurso segue o master.
Se 0 n6 master do cluster falhar, o recurso sofrera failover para qualquer né que se
tornar master.
3b2 Se vocé ndo quiser que o periodo de tempo limite em todo o cluster e o limite de
ndimero de nds sejam impostos, selecione Ignorar quorum.

Isso garante que o recurso seja imediatamente iniciado em um servidor da lista N&s

Preferenciais assim que qualquer servidor na lista for colocado online.

3b3 Especifique o Modo de failover. Quando o modo estiver habilitado, o recurso sera

iniciado automaticamente no préximo servidor na lista NOs preferenciais se houver
uma falha de hardware ou software. Se o modo estiver desabilitado, serd possivel
interferir apds a ocorréncia de uma falha e antes que o recurso seja movido para outro
no.
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3b4 Especifique o Modo Iniciar. Quando o modo estiver habilitado, o recurso sera iniciado
automaticamente em um servidor quando o cluster for ativado pela primeira vez. Se o
modo estiver desabilitado, vocé podera iniciar manualmente o recurso em um
servidor no momento que desejar em vez de fazer com que ele seja automaticamente
iniciado quando os servidores do cluster forem ativados.

3b5 Especifique o Modo de failback. Quando o modo estiver definido como Desabilitado, o
recurso nao sofera failback para o né preferencial dele quando esse né ingressar
novamente no cluster. Se o modo estiver definido como Automatico, o recurso sera
automaticamente recuado para o né preferencial quando esse né for novamente
ingressado no cluster. Defina o modo como Manual para impedir que o recurso seja
retornado ao né preferencial quando esse né for novamente colocado online, até que
vocé esteja preparado para permitir que isso aconteca.

3b6 Clique em Préximo.

3c N&s designados: Permite atribuir nds a serem usados para o recurso. Vocé também
sequencia a lista de nés para especificar a ordem preferencial em que os nés serdo
tentados quando um recurso for colocado online apés a falha do né atual.

3c1 Na area Nao atribuido, selecione um né que o recurso possa usar e clique no botdo de
seta para mover o né selecionado para a area Nos atribuidos.

Repita essa etapa para todos os nés de cluster que vocé deseja designar ao recurso.

3c2 Na area Designado, selecione um nd que vocé deseja cancelar a atribui¢do do recurso
e clique no botdo de seta para mover o nd selecionado para a drea Nés ndo atribuidos.

3c3 Clique em Proximo.

3d Scripts: Vocé pode adicionar um script de descarregamento para especificar como o
aplicativo ou recurso deve ser encerrado. O monitoramento de recursos permite que o
cluster detecte uma falha de recurso independentemente da capacidade dele de detectar
falhas de né.

3d1 E necessario um script de carregamento para cada recurso, servico, disco ou pool no
cluster. O script de carregamento especifica os comandos para iniciar o recurso ou
servico em um servidor.

3dla Edite ou adicione os comandos necessdrios para o script que carregard o recurso
no servidor.

3d1b Especifique o valor do Tempo de espera. O valor de tempo de espera determina o
tempo fornecido para que o script seja concluido. Se o script ndo for concluido
dentro do tempo especificado, o recurso entrard em estado de inércia. O valor do
tempo de espera é aplicado somente quando o recurso é migrado para outro no.
Ele ndo é usado durante procedimentos online/offline do recurso.

3d2 Um script de descarregamento nao é exigido por todos os recursos, mas é necessario
para particdes Linux habilitadas para cluster. Vocé pode adicionar um script de
descarregamento para especificar como o aplicativo ou recurso deve ser encerrado.
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Os programas devem ser descarregados na ordem inversa de como foram carregados.
Isso garante que os programas de suporte nao sejam descarregados antes dos
programas que dependem deles para funcionar corretamente.

3d2a Edite ou adicione os comandos necessarios para o script que descarregara o
recurso em um servidor.

3d2b Especifique o valor do Tempo de espera. O valor de tempo de espera determina o
tempo fornecido para que o script seja concluido. Se o script ndo for concluido
dentro do tempo especificado, o recurso entrara em estado de inércia. O valor do
tempo de espera é aplicado somente quando o recurso é migrado para outro no.
Ele ndo é usado durante procedimentos online/offline do recurso.

3d3 O script de monitor é usado para monitorar o status de objetos de servigo ou
armazenamento.

3d3a Edite ou adicione os comandos necessarios para o script monitore o recurso no
servidor.

3d3b Especifique o valor do Tempo de espera. O valor de tempo de espera determina o
tempo fornecido para que o script seja concluido. Se o script ndo for concluido
dentro do tempo especificado, a acao de falha escolhida sera iniciada.

3d4 Cliqgue em Préximo.

3e Monitoramento: Permite monitorar a saude do recurso especificado usando um script que
vocé criou ou personalizou. Por padrdo, o monitoramento de recursos esta desabilitado.
Para habilitar ou modificar as configuracdes, vocé precisa configurar o recurso.

3f Resumo: Exibe um resumo do recurso. Revise-o e clique em Concluir.

Quais sao as defini¢cdoes configuraveis do recurso?

Configuragao: Exibe o nome e o tipo de um recurso, e esses campos ndo sao editdveis. Se o
recurso for de pool, entdo os campos adicionais, como endereco IP e protocolos de publicidade,
serdo exibidos e poderdo ser modificados.

Mudanga de enderego IP: Quando o enderecgo IP de um recurso de cluster de pool é
modificado e salvo, os scripts de carregamento, descarregamento e monitoramento sdo
atualizados automaticamente com o novo endereco IP. Isso também atualiza automaticamente
o endereco IP do recurso armazenado em seu objeto NCP Virtual Server.

Politicas: Veja ou modifique as politicas padrao definidas para o recurso de cluster.
No6s Designados: Veja ou modifique os nds preferenciais usados para o recurso de cluster.

Scripts: Veja ou modifique os scripts de carregamento, descarregamento e monitoramento do
recurso de cluster.

Monitoramento: Permite monitorar a saude do recurso especificado usando um script que
voceé criou ou personalizou. Ao habilitar o monitoramento de recursos, vocé precisa definir o
intervalo para fazer poll da satide do recurso e a a¢do a ser tomada se o recurso ndo for
carregado no nimero maximo de reinicializagdes locais.

+ No Intervalo de polling, especifique com que frequéncia vocé deseja que o script do
monitor de recursos para esse recurso seja executado.

+ A Taxa de falha é o nUmero maximo de falhas (Maximo de falhas locais) detectadas pelo
script do monitor durante um periodo de tempo especificado (Intervalo de tempo).
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Uma acdo de falha é iniciada quando o monitor de recursos detecta que o recurso falha
mais vezes do que o numero maximo de falhas locais permitidas durante o intervalo de
tempo especificado. Para falhas que ocorrem antes que ele exceda o maximo, os servicos
de cluster tentam automaticamente descarregar e carregar o recurso.

¢ A Acdo em caso de falha indica qual agcdo executar no recurso quando ocorre uma falha.

+ Defina o recurso como em estado de inércia: (Padrdo) O recurso é colocado em
estado de inércia quando a acdo de falha é iniciada. Uma acdo do administrador é
necessaria para colocar o recurso offline, resolver o problema e coloca-lo online
novamente no mesmo né ou em um no diferente.

+ Migre o recurso com base na lista de nés preferenciais: Cada vez que uma agdo de
falha dispara um failover, o recurso migra para um nd diferente, de acordo com a
ordem na lista de Nés Preferenciais dele e a disponibilidade dos nés. O recurso ndo é
automaticamente reconduzido para o né original. A acdo do administrador é
necessaria para migrar o recurso para o né, conforme desejado.

+ Reinicialize o né de hospedagem sem sincronizar ou desmontar discos: Se a acdo de
falha for iniciada, todos os recursos no né de hospedagem passardo para o proximo né
disponivel em sua lista de Nds Preferenciais devido a reinicializa¢do. Essa é uma
reinicializacdo bruta e ndo suave. A opgao de reinicializagcao é normalmente usada
apenas para um recurso de cluster critico que precisa permanecer disponivel. Os
recursos ndo sdo automaticamente submetidos a failback para o né original. A agdo do
administrador é necessaria para migra-los de volta para o nd, conforme desejado.

Resumo: Exibe um resumo das configuragdes modificadas do recurso.

Para configurar o recurso, faca o seguinte:

1 Selecione um cluster e, em seguida, selecione Painel.

2 No painel, navegue até a guia Recursos.

3 Selecione um recurso e clique em Configurar. Um assistente de configuragao estd disponivel

para modificar as configuracbes do recurso.

Como ver os Registros de evento?

Os registros de evento exibem os eventos registrados pelo cluster. Os eventos podem ser especificos
do nd ou do recurso.

Vocé pode usar os Filtros Avancados para filtrar eventos de acordo com as seguintes categorias:

*

*

*

*

*

Gravidade (Erro, Aviso, Informacéo)

Tipos de evento (Falha, Em estado de inércia, Espera por quérum, Em executacgdo)
N6 (por nome do nd)

Recurso (por nome do recurso)

Carimbo de data/hora (por intervalo de tempo especificado)
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Para ver os registros de evento:

1 Selecione um cluster e, em seguida, selecione Painel.
2 Cligue em Acdes > Ver registros de evento.

3 Os eventos de cluster sdo exibidos. Usando o Filtro Avancado, vocé pode filtrar os registros e
salva-los em um arquivo .csv.

Como ver os clientes conectados em um ng?

Os clientes sdo conectados a um né por meio de NCP ou CIFS.
Para ver conexdes NCP ou CIFS:

1 Selecione um cluster e, em seguida, selecione Painel.

2 Navegue até a guia Nds, que exibe todos os nds do cluster selecionado. Selecione um né e, em
seguida, selecione Painel.

3 Clique na guia Conexdes NCP ou Conexdes CIFS para ver detalhes como dados lidos ou gravados,
status de criptografia, o nimero de solicitacGes dessa conexao e assim por diante.

Quais sao as tarefas comuns em cada pagina?

Figura 3-2 Tarefas comuns
Q Cv m B

Algumas das tarefas comuns disponiveis em cada pdagina s3do:

+ Pesquisar: Exibe a lista de objetos que correspondem aos critérios especificados.

+ Atualizar: Recarrega a pagina com o status mais recente do objeto. Se nenhuma frequéncia for
definida, vocé precisara atualizar manualmente a pdgina para exibir a mudanca atualizada.

Q O~
Frequéncia de atualizag@o
(O Desativado
(O Acada 5 segundos
(O A cada 15 segundos
(O A cada 30 segundos
(O Acada minuto
(O A cada 5 minutos

(O A cada 15 minutos

+ Escolha a coluna: Exibe as colunas disponiveis.

+ Exportar: Baixa os dados da pagina no formato .csv.
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I I I Servidores

+ Capitulo 4, “Gerenciando as configuracdes do servidor” na pagina 37

+ Capitulo 5, “Detalhes de registro e de servico” na pdagina 39
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Gerenciando as configuracoes do servidor

Este capitulo descreve os procedimentos para gerenciar as configuragGes do servidor no Unified
Management Console (UMC). Para obter mais informac&es sobre as configuraces do servidor NCP,
veja o Guia de Administracao do Servidor NCP para Linux.

+ “Como ver os detalhes de todos os servidores disponiveis?” na pagina 37

Como ver os detalhes de todos os servidores disponiveis?

Vocé pode ver os detalhes de todos os servidores disponiveis na guia Servidores.

1 No UMC, selecione a guia Servidores.

2 Pesquise ou navegue para selecionar os servidores e clique em APLICAR.

Isso exibe a lista de servidores selecionados com informacdes relacionadas, como Status, Nome do
host, Localizagao, Ativo desde, Carga da CPU e Carga de memdria.

Servidores

(o) Inicio

o5 Clusters FILTROS | E;;”l|:1nms i 2 g . PROCURAR

B Servidores
» *‘ Armazenamento Total: 1 item(ns) Q c~ D‘ s

M o N Carregamento de
B3 Arquivos e Pastas v Status Nome de host Localizagio Ativo desde Carga da CPU ‘.J
memaoria
» B Tecnologia de Armazenamento 10/09/24
i’ : ° oes171 10.62.121.171 . E—— @

115

» = Configuration
+ Protocolos de Acesso de Arg

|#* Relatérios

Vocé pode usar o icone de configuragGes S para definir as configura¢des do servidor selecionadas.
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5 Detalhes de registro e de servico

Esta secdo fornece algumas informagdes adicionais sobre o UMC.

*

*

“Arquivos de Registro” na pagina 39

“Status do servico” na pagina 39

Arquivos de Registro

Verifique os registros mencionados abaixo para problemas do UMC relacionados a depuracéo.

*

*

*

Mais informagdes do servidor UMC:
/var/opt/novell/log/umc/apps/umc-server/server . log

/var/opt/novell/1og/umc/apps/umc-server/error.log
Mensagens do OES relacionadas a REST:

/var/log/messages

Detalhes da saude do servico UMC:
/var/opt/novell/log/umc/apps/umc-server/health.log

Status do servico

Para exibir o status dos servicos, use os seguintes comandos:

*

Para verificar as informagdes do servigo edirapi — systemctl status docker-
edirapi.service

Para verificar as informagdes do servidor do banco de dados PostgreSQL — systemctl status
postgresqgl .service

Para verificar as informagGes dos servigos de backend da APl REST do UMC — systemctl
status microfocus-umc-backend.service

Para verificar as informagGes do servigo de Servidor da API REST do UMC — systemctl
status microfocus-umc-server.service

Para verificar as informagGes do Servidor Web Apache — systemctl status
apache2.service

Para verificar as informacgGes do Container Tomcat Servlet para servigos do OES — systemctl
status novell-tomcat.service
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V Armazenamento

+ Capitulo 6, “Gerenciamento de pools NSS” na pagina 43

+ Capitulo 7, “Gerenciando o volume de tarefas” na pagina 65

+ Capitulo 8, “Gerenciando instantdneos de pool” na pagina 71

+ Capitulo 9, “Gerenciamento de volumes NSS” na pagina 75

+ Capitulo 10, “Gerenciamento de cotas de usuario” na pdgina 87

¢ Capitulo 11, “Gerenciamento de particdes do NSS” na pagina 91

+ Capitulo 12, “Gerenciando dispositivos RAID de software NSS” na pagina 97

+ Capitulo 13, “Gerenciando dispositivos” na pagina 109
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6 Gerenciamento de pools NSS

Este capitulo descreve os procedimentos para criar e gerenciar pools NSS em um servidor.

*

*

*

*

“O que é um pool?” na pagina 43

“Quais sdo os pré-requisitos para criar um novo pool?” na pagina 43
“Como criar um novo pool?” na pagina 44

“Como listar pools?” na pagina 46

“Como ver o painel de pool?” na pagina 47

“Como ativar ou desativar o pool para manutenc¢ado de pool?” na pagina 48
“Como mover um pool?” na pdgina 50

“O que acontece quando eu apago um pool?” na pdgina 52

“Quais sdo os pré-requisitos para apagar um pool?” na pagina 52
“Como apagar pools?” na pdagina 52

“Como renomear um pool?” na péagina 53

“Como aumentar o tamanho de um pool?” na pagina 54

“Como descartar blocos ndo usados em um pool?” na pagina 56

“Onde estdo meus volumes apagados? Posso restaura-los/recupera-los?” na pagina 57

“Quais sdo os pré-requisitos para que os usuarios de AD acessem dados do NSS?” na pagina 58

“Sou um usuario do AD. Como acessar dados do NSS?” na pdgina 59

“O objeto do pool eDirectory esta corrompido. Como recupera-lo?” na pagina 62

O que é um pool?

Um pool é uma area de armazenamento que consiste em um espaco, denominado parti¢do, obtido
por meio de um ou mais dispositivos de armazenamento disponiveis em um servidor. A quantidade

de espaco com que cada dispositivo de armazenamento contribui varia. O NSS utiliza pools de

armazenamento para adquirir e utilizar eficientemente todo espaco livre disponivel nos dispositivos.

Quais sao os pré-requisitos para criar um novo pool?

+ Os dispositivos precisam ser inicializados, fazendo com que o espaco disponivel seja exibido

+ O OES CIFS precisa ser instalado, configurado e executado para que seja possivel selecionar a

para a cria¢cdo de um pool.

opcao CIFS ao habilitar um pool NSS para cluster.

Gerenciamento de pools NSS
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Como criar um novo pool?

1 No UMC, clique em Armazenamento > Pools.
2 Cliqgue em CRIAR POOL.

opentext” | 0Es Ur

v procuRaR | [
£ Armazer
-
ook
- O wiesRmAnE Mot Teo DISPONIVEL USADAS TOTAL
o . AssERGLISEE r s
o . PooL =N
o . POOLCLUSTER = 79208

3 Na pagina SELECAO DE DISPOSITIVO, pesquise ou procure o servidor para selecioné-lo e
selecione os dispositivos necessarios.

CRIAR POOL SELEQ.&O DE DISPOSITIVO
FILTROS ri’;!??:" v Q PROCURAR El
Total: 8 item(ns) o dispositivos selecionados Q
Selegdo de Dispositivo .
TAMANHO (GB) NOME DISPONIVEL TIFO SETOR APROVISIONAMENTQ
Informagdes Gerais
(m| 0 sdb 0 Bytes Cempartil. 512 Bytes / 512 Bytes  Espesso
Informagdes sobre cluster -~
008, sdc 10.00 GB Compartil, 512 Bytes / 512 Bytes  Espesso
Resumo P
= 1 sdf 16.00 GB Compartil. 512 Bytes / 512 Bytes  Espesso
O 0 ~ sdg 16.00 GB Compartil, 512 Bytes / 512 Bytes  Espesso
A~
O 0 sdh 16.00 GB Compartil. 512 Bytes / 512 Bytes  Espesso
O 0 ~ raid_examp. 3.00GB Compartil, 512 Bytes / 512 Bytes  N/D
7w | iensporpagina 1 2 > Pagina 1de 2 Acessar a pagina IR
PROXIMO

4 Especifique o espaco do dispositivo até o espaco livre disponivel nos dispositivos para o pool e
cligue em PROXIMO.

Apenas dispositivos inicializados que tém espaco livre estdo listados na pdagina de selecdo de
dispositivos. Se nenhum dispositivo estiver listado, cancele o assistente e adicione mais
dispositivos ao servidor ou libere espaco nos dispositivos existentes.

5 Na pagina INFORMACOES, especifique um nome para o hovo pool e clique em PROXIMO.
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CRIAR POOL INFORMAGOES

Siga 0 assistente para criar Nome* ‘

um novo pool X Character Limit: 2-15

~ Cancontain: A-Z09_!'@#5%&()

Selecdo de Dispositivo  +/
Pool Compartilhado: O caractere especial

Informagbes Gerais permitido & _
Ndo use esses caracteres.

infocmarcestschestelustey +* N&o pode comegar nem terminar com _
Resumo £ |~ N&o pode conter _ consecutivo

~  Néo pode ser um nome reservado.

ANTERIOR

A descrigdo é um campo opcional. Todos os pools NSS de 64 bits tém upgrade para midia do AD
por padrao.

6 Se o tipo de dispositivo selecionado for compartilhado, na pagina INFORMAGCOES DO CLUSTER,
especifique os detalhes conforme necessario e clique em PROXIMO.

O botdo de alternancia Enable Cluster (Habilitar Cluster) é ligado automaticamente. Desligue-o
para criar um pool que ndo esteja em cluster com dispositivos compartilhados.

Observacao: Esta pagina ndo estara disponivel se o tipo de dispositivo selecionado for local na
pagina SELECAO DE DISPOSITIVOS.

CRIAR POOL INFORMAGOES SOBRE CLUSTER

@ Hebilitar Cluster

Selegdo de Dispositive

Informacgies Gerais

I Informagdes sobre cluster
Protocolos De Divulgagdo:
Resumo

O= CIFs

ANTERIOR

Parametros necessarios para Pools Habilitados para Cluster:

+ Nome do Servidor Virtual: Este nome é atribuido ao servidor virtual que representa o pool
compartilhado no cluster. Quando vocé habilita um pool para cluster, um objeto Servidor
virtual é criado automaticamente no eDirectory, recebendo o nome do objeto de cluster e
o nome do pool habilitado para cluster. Por exemplo, se o nome do cluster for clusterl e o
nome do pool habilitado para cluster for pooll, o nome padrao do servidor virtual sera
clusterl_pooll_server. E possivel editar o campo para modificar o nome padrdo do
servidor virtual. O nome do servidor virtual usado para servidores NCP e CIFS serd o
mesmo.
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+ Endereco IP: O endereco IP a ser atribuido ao servidor virtual. Cada pool do NSS habilitado
para cluster requer o seu proprio endereco IP. O endereco IP é utilizado para fornecer
acesso e capacidade de failover ao pool habilitado para cluster (servidor virtual). O
endereco IP atribuido ao pool permanece designado a ele, independentemente do
servidor do cluster que estiver acessando o pool.

Importante: O endereco IP do servidor virtual precisa estar na mesma sub-rede IP dos nds
do servidor no cluster em que vocé pretende usa-lo.

+ Protocolos de Divulgacdo: Protocolos que fornecem aos usuarios o acesso de arquivo
nativo aos dados.

Especifique um ou mais protocolos de divulgacdo usando o botdo de alternancia dos
protocolos que vocé deseja habilitar para as solicitagcdes de dados feitas ao pool
compartilhado.

+ OES NCP: O NCP é o protocolo de rede usado pelo Cliente para Open Enterprise Server. Ele
é selecionado por padrdo. A selecdo de NCP adiciona comandos aos scripts de
carregamento e descarregamento de recursos do pool para ativar o protocolo NCP no
cluster.

+ CIFS: O CIFS é um protocolo de rede do Windows. A sele¢do do CIFS adiciona comandos
aos scripts de carregamento e descarregamento de recursos do pool para ativar o
protocolo CIFS no cluster.

7 Revise os detalhes do pool e clique em CONCLUIR para cria-lo.

CRIAR POOL RESUMO
Siga o assistente para criar INFORMAGOES GERAIS DISPOSITIVOS ALOCADOS
um novo pool...

Servidor Selecionado 0es171 NOME TAMANHO  APROVISIONAMENTO TIPO
Selecdo de Dispositivo

C P Nome do Pool example_pool sdb 3.50 GB Espesso Compartil

Informagdes Gerais ~/ . i
Informagdes sobre
cluster INFORMAGOES SOBRE CLUSTER
Resumo Cluster habilitado v

Servidor Virtual CLUSTER123

1234
NCP v
CIFS
ANTERIOR CONCLUIR

Como listar pools?

Vocé pode ver a lista de pools e as informacdes relacionadas disponiveis no servidor. Se vocé ja tiver
criado instantaneos de pool anteriormente, eles também estarao incluidos na lista de pools.

1 No UMC, clique em Armazenamento > Pools.

2 Cligue no icone de pesquisa e especifique o nome do servidor.
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opentext” | OES Unified Management Console

©

ou

Clique em Procurar e selecione Tipo de Servidor para listar os servidores associados aos pools.
Selecione os servidores necessarios na lista e clique em APLICAR.

OES Uni

FILTROS et

Tipa te Servidor
£ real71 v m
» &M

Observagao: Quando o botdo ou o icone de exibi¢cdo de arvore [ é clicado, vocé ndo
pode executar outras a¢Oes fora da area de procura. Clique no mesmo botdo novamente para
fechar a drea de exibicdo de arvore ou de procura.

A lista de pools disponiveis nos servidores selecionados é exibida.

Como ver o painel de pool?

Vocé pode ver os detalhes de um pool, como uso de espaco, volumes, parti¢cdes e dispositivos, na
pagina do painel do pool.

1 No UMC, clique em Armazenamento > Pools.
2 Pesquise ou procure os servidores para listar os pools associados a eles.

3 Clique no nome do pool para ver a pagina do painel do pool.
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opentext” | OES

Pools » POOL_G

Uso de espago 1022.00 ME
=

Mived ahio (20%) T T Nivel bamo (10%)

Trusteeindex 7 do cut. de 2004 231107

Yes

7 g0 cut. e 2024 231107

Compartithivel para cluster

Vocé pode usar ACOES para executar vérias operacdes de pool, como renomear, aumentar o

tamanho, gerenciar e criar instantaneos, atualizar objetos de pool, descartar blocos nao
utilizados, ativar, desativar e apagar.

Como ativar ou desativar o pool para manutencao de
pool?

Vocé pode executar a manutencao do pool sem encerrar o servidor. O acesso a um pool pode ser
temporariamente restringido desativando-o.

Depois de desativar um pool, realize a manutencdo dele. O pool e os volumes correspondentes ficam

temporariamente indisponiveis para os usudrios. Desativar um pool ndo apaga os volumes nem os
respectivos dados.

1 No UMC, cliqgue em Armazenamento > Pools.

2 Pesquise ou procure os servidores para listar os pools associados a eles.

3 Observagao: Se vocé selecionar varios pools, o icone Mais Opcoes

- estara disponivel no
canto superior direito da tabela.

3a Para desativar um pool:

3al Selecione um pool, clique no icone Mais Op¢Ges

==+, cligue em Modificar e selecione
Desativar.
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opentext’ | OEs Unified Mansgement Conse

INTEoRmADE NouE e DisPoRivIL [LeErt ToTaL

. TR wesat e s nImus

o
]
o . 0oL - —
o
o

3a2 Clique em CONFIRMAR para desativar os pools selecionados.

DESATIVAR POOL

Esta operacdo fecha todos os arquivos aberfos
e desativa os volumes. Os arquivos e os
volumes s6 ficardo acessiveis quando vocé

ativar o pool.

Continuar?

CONFIRMAR CANCELAR

As informacdes dos pools desativados ndo sao exibidas na pagina POOLS.
ou

3b Para ativar um pool:

3b1 Selecione um pool, clique no icone Mais Op¢cdes “-*, clique em Modificar e selecione
Ativar.

opentext” | 0&s Unified M

O wresRmasy wouE ™o DISPORIVEL freees ToTAL

3b2 Clique em CONFIRMAR para ativar o pool selecionado.
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©® Ativar Pool

Disponibiliza os pools selecionados e todos os volumes
contidos neles para acesso do usuario.

Deseja continuar?

Confirmar  Cancelar

Vocé precisa ativar manualmente os volumes apds a ativagdo do pool. Para obter mais
informacdes sobre a ativagdo de volumes, veja “Como desativar e ativar volumes do
NSS?” na pdgina 80.

Como mover um pool?

Vocé pode mover um pool do NSS de um local para outro no mesmo sistema. O pool permanece
ativo durante esse processo. Todos os segmentos do pool sdao consolidados e movidos para os
dispositivos especificados. Se um dispositivo especificado for maior que o dispositivo original, o pool
sera automaticamente expandido apds a conclusdo da tarefa de movimentacao.

1 No UMC, clique em Armazenamento > Pools.

2 Pesquise ou procure os servidores para listar os pools associados a eles.

3 Selecione o pool que deseja mover, clique no icone Mais Opgdes “*-, clique em Modificare
selecione Mover.

opentext™ | OES Unifie

Poals CRIAR POOL

FLTROS TN v erocuran | (4
=

[0 INTEGRIDADE NOME TIPO DISPONIVEL USADAS TOTAL

o - AUSERQUSKFZ NESE4 RAS MB

o . 556t 593 54 MB

o . (= E

o . Naset 0

4 Selecione os dispositivos, especifique o tamanho alocado necessério para os dispositivos
selecionados e clique em PROXIMO.
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MOVER POOL1

Siga o assistente para mover
um pool

Dispositivos

Resumo

DISPOSITIVOS

Novo Tamanho do Pool 2 GB |

Tamanho do Pool Atual 1GB T

Total: 7 item(ns) @ item(ns) selecionado(s) [J Purgue os dados do local original imediatamente.

ALOCADO (GB) NOME DISPONIVEL COMPARTIL.
15 sdb 199 GB v
A
1 g sdc 12.00 GB ~
O o N sdd 16.00 GB v
] o & sdf 16.00 GB -
A .
[m} 0 raid_example 4.00 GB vy
A
[m} 0 raid_example... 2.00GB v
10 ~ | itens por pagina 1

SETOR
512 Bytes / 512 Bytes
512 Bytes / 512 Bytes
512 Bytes / 512 Bytes
512 Bytes / 512 Bytes
512 Byles / 512 Bytes

512 Bytes / 512 Bytes

Q
APROVISIONAMENTOQ

Thick

Thick

Thick

Thick

N/D

N/D

Pagina 1de 1 Acessar a pagina D

PROXIMO
Selecione a caixa de sele¢do Purgar dados do local original imediatamente para apagar
permanentemente o pool movido do local original apds a movimentagdo do pool.
5 Revise as informag0des e clique em CONCLUIR.
MOVER POOL1 RESUMO
Siga o assistente para mover Purgue os dados do local original imediatamente
um pool
ALOCAQEIES DE POOL
Dispositivos NOME RESTANTE ALOCADO
Resumo sdb 1015.95 MB 1.00GB 1
sde 11.00GB 1.00GB 1

ANTERIOR CONCLUIR

O pool é movido para os dispositivos selecionados apds o processo ser concluido com sucesso.
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O que acontece quando eu apago um pool?

Apagar um pool remove a propriedade do espago que ele ocupava, liberando esse espago para ser
reatribuido. A opcdo Apagar na pdgina Pools remove os pools selecionados do servidor, incluindo
todas as particGes membro e os dados contidos nelas.

Os pools NSS podem ser apagados para criar espaco livre para outros pools.

Aviso
+ Apagar um pool apaga todos os volumes e dados contidos nele. Esses volumes ndao podem ser
restaurados.

+ Se o pool for criado em um dispositivo RAID1, o apagamento do pool apagara o dispositivo
RAID1.

Quais sao os pré-requisitos para apagar um pool?

+ Se o pool for compartilhado em um cluster OES, vocé devera tornar o recurso de cluster offline
antes de tentar apagar o pool em cluster ou o respectivo recurso de cluster.

+ Se o pool tiver instantaneos de pool, vocé precisara apaga-los antes de apagar o pool.

Como apagar pools?

1 No UMC, clique em Armazenamento > Pools.

2 Pesquise ou procure os servidores para listar os pools associados a eles.

3 Selecione o pool, clique no icone Mais Opg¢des --- e selecione Apagar.

Observagao: Se vocé selecionar varios pools, o icone Mais Opg¢des - estara disponivel no
canto superior direito da tabela.

opentext” | OES Unified Management Console

DOoODoD®so g
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4 Cliqgue em CONFIRMAR para apagar o pool selecionado.

E APAGAR POOL

Quande um pool € apagado, todos os volumes

e os dados associados sdo apagados. Esses

volumes ndo podem ser restaurados.

Confinuar?

CONFIRMAR

CANCELAR

Como renomear um pool?

A opcdo Renomear na pagina Pools permite modificar o nome de um pool. Vocé pode mudar o nome

de um pool que corresponde a uma mudanca de nome de departamento. Quando vocé renomeia

um pool, ele precisa estar no estado ativo para que o eDirectory seja atualizado.

1 No UMC, clique em Armazenamento > Pools.

2 Pesquise ou procure os servidores para listar os pools associados a eles.

3 Selecione o pool, clique no icone Mais Opg¢des -*-, clique em Modificar e selecione Renomear.

opentext 0ES Uni

£ Armazensmento

Pools.
INTEGRIDADE

o
a8
o .
o
o

4 Especifique o novo nome do pool e cliqgue em CONFIRMAR.

Tiko

NESE

RENOMEAR POOL

Nome

Novo nome

USERQUZHAW

Pool_7

CONFIRMAR

CANCELAR

DISPONIVEL USADAS TOTAL

136 ME
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Tabela 6-1 Ag¢Ges necessdrias apds a renomeagdo de um pool

Estado de Estado de tempo Estado do pool Agao necessaria

compartilhamento | de carregamento apos uma

do pool do pool renomeagao

Descompartilhado | Carregado Ativo com volumes | Montar osvolumes
automaticamente desmontados do pool

Descompartilhado | N&o carregado Desativado Ative o pool e, em
automaticamente seguida, monte os

volumes dele
Compartilhado O carregamento e Desativado Coloque o recurso

odescarregamento
sdo controlados
pelo OES Cluster
Services. Antes de
renomear um pool
habilitado para
cluster, verifique se
vocé tornou o
recurso de pool
offline e ative o
pool usando o
UMC ou o NSSMU
emvez do script de
carregamento. Em
seguida, vocé
podera renomear
o pool usando o
UMC ou o NSSMU.

de pool online para
ativar o pool e os
respectivos
volumes. O OES
Cluster Services
atualiza
automaticamente
os scripts de
carregamento e
descarregamento
de recursos do
pool para refletir a
mudancga de nome.
Além disso, o NSS
muda
automaticamente
o nome do objeto
de Recurso de Pool
no eDirectory.

Como aumentar o tamanho de um pool?

A opc¢do Aumentar o Tamanho na pdgina Pools permite expandir a capacidade de armazenamento de
um pool selecionado adicionando novas parti¢des. Vocé pode aumentar (mas nao reduzir) o
tamanho dos pools de armazenamento.

1 No UMC, clique em Armazenamento > Pools.

2 Pesquise ou procure os servidores para listar os pools associados a eles.

3 Selecione o pool, clique no icone Mais Opg¢des

Tamanho.

Gerenciamento de pools NSS
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opentext

0ES Uni

Poals
FILTROS st
Total: 4 1
O INTECRIDADE HOME
[ . AUSERQUSIFE
a .
o L] POOLCLUSTERT
[u] . POOLTESTY

DISPONIVEL

99955 M

USADAS

2335MB

v [ PROCURAR [_j

TOTAL

10II00ME  =oe

4 Selecione os dispositivos e especifique o espaco a ser usado de cada dispositivo.

Apenas os dispositivos que tém espaco livre sdo listados. Se nenhum dispositivo estiver listado,
nao havera espaco disponivel para aumentar o tamanho do pool. Clique em Cancelar, adicione
mais dispositivos ao servidor ou libere espaco nos dispositivos existentes e, em seguida, retorne
a pagina POOLS para aumentar o tamanho do pool.

Usadas 23.42 MB

AUMENTAR TAMANHO DO POOL

Disponivel 1.98 GB

-
Tamanhe do Peol Atual 1023.00 MBT Novo Tamanho do Pool 2.00 GB T
Dispositivos usados @) +1  Total: 7 item(ns) Q
ESPAGO (GB) DISPOSITIVOS USADOS  NOME TOTAL DISPONIVEL SETOR

13 v sde 16.00GB 10.00 G8 512/ 512

o o & sdf 16.00 GB 16.00 GB 512/ 512

o o ™ sdg 16.00 GB 16.00G8 512512

o o sdh 16.00GB 16.00 GB 512512

[m} 0 ~ raid_example 4.00 G8 300 GB 512/ 512

10+ | ilens por pagina 1 Pagina1del Acessar a pagina IR

CONFIRMAR ~ CANCELAR
5 Cligue em CONFIRMAR para expandir o tamanho do pool selecionado.
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Como descartar blocos nao usados em um pool?

Os blocos nao usados no pool selecionado podem ser liberados usando a opgao Descartar Blocos Nao
Usados, disponibilizando-os para uso. Essa funcionalidade é suportada apenas em dispositivos SCSI
com aprovisionamento thin e VMware ESXi em um destino linear.

Tabela 6-2 Matriz de suporte

Tipo de dispositivo Tipo de aprovisionamento Suporte no pool
Dispositivos SCSI com Thin Suportado
VMware ESXi

Dispositivos SCSI com Thick Ndo suportado
VMware ESXi

Dispositivos SCSI com Thin Thick N&o suportado
VMware ESXi

Dispositivos RAID Qualquer tipo Qualquer tipo Nao suportado
Pools que contém Qualquer tipo Qualquer tipo Nao suportado
instantaneos

1 No UMC, clique em Armazenamento > Pools.

2 Pesquise ou procure os servidores para listar os pools associados a eles.

3 Selecione o pool, clique no icone Mais Op¢des -+, clique em Modificar e selecione Descartar
Blocos Nao Usados.

Observagao: Se vocé selecionar varios pools, o icone Mais Op¢Ges --- estara disponivel no
canto superior direito da tabela.

UMC  OPEN ENTERPRISE SERVER @ ADMIN v

POOLS CREATE POOL
B Amazenament FiLTROS  Servef v ¥ srowse | [&]
Pools

D INTEGRIDADE NOME TIFO DISPOMNIVEL USADAS TOTAL

o

o

] . P MS584 999.65 MB 2335 MB 1G2I00ME  ==o

o .

o L] L

4 Clique em CONFIRMAR para descartar os blocos ndo usados no pool selecionado.
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(@) DESCARTAR BLOCOS NAO USADOS

Todos os blocos ndo usados no pool sdo
descartados

Continuar?

CONFIRMAR  CANCELAR

O processo é executado em segundo plano e descarta blocos ndo usados no pool selecionado.

Onde estao meus volumes apagados? Posso restaura-los/
recupera-los?

Ao apagar um volume, o NSS remove-o do pool. A opgdo Volumes Apagados na pagina Pools exibe
uma pagina separada Volumes Apagados onde vocé pode purgar ou recuperar os volumes apagados
para o pool. Essa opc¢do so ficara disponivel se o pool selecionado contiver volumes apagados.

Durante o Atraso de Purgacdo (por padrao, quatro dias apds o apagamento de um volume), vocé
pode limpar manualmente volumes apagados, ver o conteudo do volume, transferir arquivos do
volume apagado para outros volumes ou recuperar todo o volume. Quando vocé recupera um
volume, os dados e metadados sdo os mesmos que estavam na hora do apagamento, sem
mudancas. Apds o tempo de Atraso de Purgacdo, o NSS purgard automaticamente o volume apagado
do sistema e vocé ndo podera mais acessa-lo.

Aviso: Se vocé apagar um pool inteiro, todos os volumes também serdo apagados. Vocé ndo pode
restaurar um pool apagado nem os volumes que estavam contidos nele.

1 No UMC, clique em Armazenamento > Pools.

2 Pesquise ou procure os servidores para listar os pools associados a eles.

3 Selecione o pool, clique no icone Mais Opg¢des - e selecione Volumes Apagados.

opentext | OES Unified M

Pools CRIAR POOL
ALTRos [T - rrocuman | 1]
i O ereemmase  woue e H— usabas TaTAL
o . pe— Nssed nIsus PR
che B . POOL [re 999 57 a0 WEAOMA  +en
o . © Painet o4 Controle
o . e [P B uosn

4 Selecione o volume apagado, clique na opc¢do (...) e selecione Recuperar/Purgar.
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5

UMC  OPEN ENTERPRISE SERVER @ Aoen v

POOLS 3 POOL1 > VOLUMES ARAGADOS

O wese semvinon ESTADD DATA DE ExCLUShD DATA DE PURGACAD PROGHAMADA

Recuperar: Vocé pode restaurar o volume apagado e atribuir um novo nome a ele ou reutilizar o
nome antigo, caso nenhum outro volume esteja usando esse nome.

Observagao: Se recuperar um volume criptografado, vocé sera solicitado a informar a senha
relacionada.

RECUPERAR VOLUME

Nome do Volume Existente VOL1

Novo Nome do Volume* VoLl

CONFIRMAR CANCELAR

Purgar: Vocé pode apagar manualmente um ou mais volumes apagados, que nao poderdo mais
ser recuperados.

E PURGAR VOLUME

A purgacdo apaga permanentemente o volume
e seu contetdo.

Continuar?

CONFIRMAR CANCELAR

Cliqgue em CONFIRMAR para concluir o processo selecionado.

Quais sao os pré-requisitos para que os usudrios de AD
acessem dados do NSS?

*

*

*

*

*

O pool precisa conter pelo menos um volume ativo.

O pool precisa suportar a Midia do AD.

O servico CIFS precisa estar configurado e operacional no pool.

O servico CIFS precisa estar configurado e operacional no servidor OES.

O servidor precisa ser adicionado ao dominio do AD.
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Sou um usuario do AD. Como acessar dados do NSS?

Os usudrios do Active Directory (AD) sdo usudrios do Windows que usam o protocolo CIFS para
acessar volumes NSS em servidores OES e administra-los. Os usudrios e grupos de AD nao sao
obrigados a ser movidos para o eDirectory, pois os recursos do NSS podem ser acessados por
usudrios do AD e do eDirectory, simultaneamente.

Observagdo: Verifique se o usudrio com login efetuado tem direitos suficientes para criar o objeto
no container especifico no AD antes de ingressar um pool em um dominio do AD.

1 No UMC, clique em Armazenamento > Pools.

2 Pesquise ou procure os servidores para listar os pools associados a eles.

3 Selecione o pool, clique no icone Mais Opg¢des -*- e selecione Ingressar em Dominio do AD.

Observagao: A opcdo Ingressar no Dominio do AD so estard disponivel se o pool selecionado for
habilitado para AD.

opentext” | OES Unifiec

INTEGRIDADE NOME Tiro DISPONIVEL USADAS ToTAL

Observagao: Se algum dos pré-requisitos para ingressar no Dominio do AD ndo for cumprido, a
pagina NAO E POSSIVEL INGRESSAR NO DOMINIO DO AD sera exibida para indica-lo. Clique em
CANCELAR, verifique se vocé atende aos pré-requisitos e, em seguida, execute “Ingressar no
dominio do AD” na pagina POOLS. Consulte “Quais sdo os pré-requisitos para que 0s usuarios
de AD acessem dados do NSS?” na pagina 58.
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IMPOSSIVEL INGRESSAR NO DOMINIO DO AD

Verifique se os seguintes pré-requisitos sdo atendidos:

Volume X
E O pool precisa ter um volume ativo.

— Suporte para Midia do AD

HME O pool deve suportar Midia do AD. v/
CIFS

B CIF5 should be enabled for the pool. '
CIFS

B CIFS should be enabled for the server. \/
Servidor X

E Server should be added to AD domain.

CANCELAR

4 Na pagina AUTENTICACAO, especifique o Nome de Usuario e a Senha do usudrio do AD e clique
em TESTAR CONEXAO.
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INGRESSAR NO AUTENTICAGAD
DOMINIO DO AD
QA-OESAUTO.BLR

vacluster-ppl-w

Authentication r
Administrator

TESTAR A CONEXAQ

A existéncia do usuario no banco de dados do AD é verificada. Apds uma verificagdo bem-
sucedida do dominio, clique em PROXIMO.

5 Siga os passos para selecionar ou criar um objeto.
5a Para selecionar um objeto pré-existente no Active Directory:

Se vocé ja tiver um objeto Computador criado no Active Directory do servidor, siga as
etapas para selecionar o objeto.

5al Selecione a caixa de sele¢dao Use o objeto Computador pré-criado.
5a2 Especifique o nome do Container.

5a3 Especifique os detalhes da descrigao e clique em CONCLUIR.

INGRESSAR NO INFORMAGOES
DOMINIO DO AD

OA-DESAUTO BLR
vacluster-ppl-w

52 0 objeto Computador
General Information
CN=Computers

PREVIOUS FINISH

ou
5b Para criar um novo objeto no Active Directory:

Se vocé nao tiver nenhum objeto Computador criado no Active Directory do servidor, siga
0s passos para criar um objeto.

Observagdo: : Verifique se vocé desmarcou a caixa de sele¢do “Use o objeto Computador
pré-criado”.

5b1 Especifique o nome do container.
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INGRESSAR NO INFORMAGOES
DOMINIO DO AD

General Information

PREVIOUS FINISH

5b2 Especifique os detalhes da descrigdo e clique em CONCLUIR.

Os usuarios do AD tém acesso aos volumes NSS apds o processo ser concluido com
sucesso.

O objeto do pool eDirectory esta corrompido. Como
recupera-lo?
A opc¢do Atualizar Objeto de Pool na pagina Pools permite adicionar ou atualizar o objeto de pool do

eDirectory. Se o objeto de pool ja existir, o NSS oferecera a vocé duas opcoes: Apagar e substituir o
objeto existente ou Manter o objeto existente.

Observagdo: Atualizar o objeto de pool do eDirectory é um processo de recuperagao e sé é
necessario quando o objeto de pool é perdido, corrompido ou apagado.

Atualize o objeto eDirectory apds modificar parametros do pool ou renomed-lo.

Para obter mais informagdes sobre o eDirectory, consulte a documentacdo do eDirectory 9.2.

1 No UMC, clique em Armazenamento > Pools.

2 Pesquise ou procure os servidores para listar os pools associados a eles.

3 Selecione o pool, clique no icone Mais Op¢bes ---, clique em Modificar e selecione Atualizar
Objeto de Pool.

opentext OES Unified Management Console ce244

FiLTRos 4o v rrocunan | []

INTEGRIDADE MOME TP DISPOMIVEL USADAS T TOTAL

..........

a
o
o
o
[n]
o
[a]

4 Cligue em CONFIRMAR para atualizar os objetos de pool para o pool selecionado.
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® ATUALIZAR OBJETOS POOL

A atualizacdo apaga o objeto anfigo e adiciona

um novo no servico de diretério.

Continuar?

CONFIRMAR CANCELAR

Se o0 objeto de pool ndo existir, o NSS o adicionard no mesmo nivel de contexto que o servidor.

Gerenciamento de pools NSS 63



Gerenciando o volume de tarefas

Este capitulo descreve os procedimentos para monitorar e gerenciar tarefas de DFS.

Vocé pode monitorar o status de todas as tarefas ativas Mover e Dividir e das tarefas concluidas
recentemente que sdo iniciadas em um servidor selecionado. Além disso, vocé tem as opcdes de
pausar, continuar, iniciar agora, reprogramar, concluir ou cancelar uma tarefa, dependendo do
estado.

Observagao: Para acessar as tarefas de DFS, efetue login no UMC com as credenciais de
administrador e cliqgue em Armazenamento > Volumes > Tarefas.

Como ver a lista de tarefas de DFS?

Para ver tarefas Mover e Dividir, clique em Armazenamento > Volumes > Tarefas, procure e selecione
um servidor. As seguintes informacg&es sdo exibidas:

Tabela 7-1 Tarefas de DFS

Nome da coluna Descrigao

Origem Exibe o nome do volume de origem, como VOL1: ou o caminho para a pasta no
volume de origem para tarefas Dividir, como VOL2 :beta/dev.

Status (codificagdo de  Exibe o status atual da tarefa.

cores)

Verde Concluido: As tarefas foram concluidas.
As tarefas concluidas permanecem no relatério de status por sete dias. Quando
uma tarefa atinge o estado Concluido, nenhum arquivo fica no volume de origem
ou abaixo do ponto de jungao DFS no volume de origem.

Azul Em Andamento: Os dados estdo sendo transferidos ativamente do volume de
origem para o destino, representados na forma de porcentagem.

Laranja Suspended (Suspenso): A tarefa ndo estd respondendo e a intervengdo do
administrador é necessaria.

Vermelho Falha: A tarefa teve uma falha.

Pausado: A tarefa foi pausada manualmente. Ela pode ser continuada ou apagada.

Programados: A tarefa é definida para ser executada em uma data e hora
programada.
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Nome da coluna Descrigao

Falha de limpeza: O DFS ndo p6de apagar os arquivos do volume de origem depois
de transferir os dados para o volume de destino. Um dos motivos é que os arquivos
estavam em uso quando a limpeza foi iniciada.

+ Para repetir a limpeza, clique em Repetir. Se os arquivos ndo apagados
permanecerem em uso, o DFS podera retornar a esse estado. Essa opgao pode
ser repetida conforme necessario.

* Para concluir a tarefa e manter os arquivos ndo apagados no volume de
origem, clique em Concluir. E recomendavel apagar os arquivos duplicados do
volume de origem.

Arquivos ignorados: Os arquivos que estdo em uso no momento da transferéncia
de dados e ndo puderam ser copiados para o destino.

Canceled (Cancelado): Apaga a tarefa.

Tipo Indica se a tarefa é do tipo Mover ou Dividir.
ID Um identificador exclusivo gerado automaticamente e atribuido a tarefa.
Servidor Os servidores que exibem as tarefas dos tipos Mover e Dividir.

Date scheduled (Data A data e a hora em que a tarefa estd definida para ser executada.
programada)

Quais sao os pré-requisitos para tarefas Mover ou Dividir?

Contexto de Gerenciamento de DFS: Verifique se um contexto de gerenciamento de DFS esta
configurado e contém servidores de origem e de destino.

Servico de Réplica de DFS: Verifique se o servico de Réplica de DFS para o contexto de
gerenciamento estd sincronizado e em execucao.

Servicos NCP e SMS: Verifique se os servicos NCP e SMS estdo instalados e em execugdo nos
servidores de origem e destino.

Arquivos apagados: Se houver arquivos apagados no volume de origem que precisam ser
transferidos para o destino, recupere esses arquivos apagados antes de iniciar o processo.

Espaco de volume de destino: Verifique se o volume de destino tem espaco livre suficiente
para receber os dados que estdo sendo transferidos.

Direitos administrativos: Se estiver movendo o volume para um pool em um servidor diferente,
verifique se os direitos administrativos estdo disponiveis no servidor de destino.

Registro do SLP: Verifique se o servidor de destino esta registrado no SLP para o servico smdrd
e se o SLP estd operacional.
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Como realizar uma tarefa Mover?

Uma tarefa Mover transfere a estrutura de arquivos, os dados e os direitos de trustee do sistema de
arquivos de um volume NSS de origem para um volume NSS de destino dentro do mesmo contexto
de gerenciamento de DFS.

Antes de comecar, verifique se atendeu aos pré-requisitos.

Efetue login no UMC com as credenciais de administrador.
Cligue em Armazenamento > Volumes.
Procure e selecione o servidor que contém o volume NSS que vocé deseja mover.

Na lista Volumes, selecione os volumes que deseja mover e cliqgue em Mover.

g A W N =

Selecione o volume de destino para transferir os dados.

Os direitos de trustee do volume de origem sdo aplicados automaticamente ao volume de
destino.

6 Selecione Iniciar agora para iniciar a transferéncia de dados. A tarefa pode levar alguns
segundos para ser iniciada, mudando o status para Programado. Nenhuma acdo é necessaria de
sua parte durante esse processo.

ou

Como alternativa, especifique a data e a hora para programar a transferéncia.

Observagao: Verifique se os volumes estdo ativos no horario programado.

7 Exibe um resumo da tarefa Mover. Revise-o e clique em Concluir.

A transferéncia de dados pode levar de alguns minutos a varias horas, dependendo do volume
de dados que esta sendo movido.

Como realizar uma tarefa Dividir?

Uma tarefa Dividir transfere uma parte da estrutura de arquivos, dos dados e dos direitos de trustee
do sistema de arquivos de um volume NSS de origem para um volume NSS de destino dentro do
mesmo contexto de gerenciamento de DFS.

Antes de comecar, verifique se atendeu aos pré-requisitos.

Efetue login no UMC com as credenciais de administrador.
Cligue em Armazenamento > Volumes.
Procure e selecione o servidor que contém o volume NSS que vocé deseja dividir.

Na lista Volumes, selecione os volumes que deseja dividir e clique em Dividir.

gua A W N =

Selecione a pasta em que a jun¢do do DFS ficara.
Todos os dados abaixo dessa pasta sdo movidos para o volume de destino.
6 Selecione o volume de destino para transferir os dados.

Os direitos de trustee do volume de origem sdo aplicados automaticamente ao volume de
destino.
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7 Selecione Iniciar agora para iniciar a transferéncia de dados. A tarefa pode levar alguns
segundos para ser iniciada, mudando o status para Programado. Nenhuma a¢do é necessaria de
sua parte durante esse processo.

ou

Como alternativa, especifique a data e a hora em que deseja programar a transferéncia.

Observagao: Verifique se os volumes estao ativos no horario programado.

8 Exibe um resumo da tarefa Dividir. Revise-o e clique em Concluir.

A transferéncia de dados pode levar de alguns minutos a varias horas, dependendo do volume
de dados que esta sendo movido.

O que acontece quando as tarefas sao pausadas?

Pausar suspende uma tarefa até que ela seja continuada ou apagada manualmente. Somente as
tarefas que estdo em andamento, foram programadas ou estdo suspensas podem ser pausadas.
Vocé pode pausar uma tarefa Mover ou Dividir para permitir que outra tarefa seja executada ou para
reduzir a carga no sistema ou na rede.

Selecione uma ou mais tarefas ativas, clique em Pausar e digite um Comentario que sera exibido no
relatério de status.

O que acontece quando as tarefas sao continuadas?

A opc¢do Continuar continua as tarefas do ponto em que elas foram pausadas. A transferéncia de
dados continua dependendo do tipo de tarefa.

Importante: Vocé ndo pode continuar uma tarefa concluida, com falha ou apagada.

Selecione uma ou mais tarefas pausadas e clique em Continuar para concluir a tarefa.

Como lidar com arquivos ignorados por tarefas Mover ou
Dividir?
Uma tarefa Mover ou Dividir exibe o status Arquivos ignorados, quando alguns dos arquivos ndo sdo

movidos porque estavam em uso no momento em que o DFS tentou copia-los para o volume de
destino.

Ver arquivos ignorados:

1 Efetue login no UMC com as credenciais de administrador.
2 Cligue em Armazenamento > Volumes > Tarefas.
3 Procure e selecione o servidor que contém as tarefas Mover ou Dividir.

As tarefas com o status Concluido, Falhou ou Canceled (Cancelado) permanecem no relatdrio de
status por apenas sete dias.
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4 Selecione tarefas com o status Arquivos Ignorados e clique em View skipped files (Ver arquivos
ignorados) para exibir os arquivos que ndo foram transferidos para o volume de destino.

Nome da coluna Descrigdao

Nome Nome do arquivo que nao foi transferido para o volume de destino.
Tipo O formato do arquivo.

Caminho Local do arquivo no volume de origem.

Repetir arquivos ignorados

Para copiar os arquivos ignorados, clique em Repetir.

Vocé precisa acionar manualmente a agdo de repeticdo para transferir os arquivos. Se os arquivos
ainda estiverem em uso, o DFS retornara ao estado Arquivos ignorados.

Terminar

Para concluir a tarefa e ignorar os arquivos que nao foram transferidos do volume de origem, clique
em Concluir.

O volume de origem é apagado apds a conclusdo da tarefa e os arquivos ignorados ndo podem mais
ser acessados. Antes de clicar em Concluir, transfira manualmente todos os arquivos ignorados para
o volume de destino.

Como cancelar ou apagar tarefas?

Uma tarefa pode ser cancelada até um determinado momento durante o processo Mover ou Dividir.
Se os dados tiverem sido transferidos além de uma etapa especifica, o DFS retornard uma
mensagem de erro e impedird que a tarefa seja cancelada. Depois que o comando de cancelamento
é iniciado, o UMC aguarda o préximo momento conveniente para parar a tarefa.

Por exemplo, se um arquivo grande estiver sendo transferido, o UMC aguardard a conclusdo da
transferéncia do arquivo antes de cancelar a tarefa.

Os dados sobre a origem permanecem sem mudancas. No entanto, é recomendavel limpar
manualmente todos os dados que foram transferidos para o volume de destino.

Selecione uma ou mais tarefas e cliqgue em Cancelar para iniciar o processo de cancelamento da
tarefa.

Observagao: Se vocé cancelar uma tarefa, devera iniciar uma nova, pois as transferéncias parciais de
dados nao sao suportadas.
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Gerenciando instantaneos de pool

Esta secdo descreve o procedimento para criar e gerenciar instantaneos de pool em um servidor.

Observagdo: O status de um instantaneo é geralmente offline, e o estado dele é Ativo.

Figura 8-1 Instantdneo

opentext OES Unified Managemen

Pools » POOL4 , Gerenciar Instantineo

O  woME STATUS ESTADO PARTICAD TAMANHO DA PARTICAD % DE USO

[  POOLASHAPSHOT % Ofine .00 8

¢ “O que é um instantaneo do pool?” na pagina 71
+ “Quais sdo os pré-requisitos para criar um instantaneo do pool?” na pagina 71
¢ “Como criar um instantaneo do pool?” na pagina 71

+ “Como listar instantaneos de pool?” na pagina 73

O que é um instantaneo do pool?

Um instantaneo do pool é uma cépia de metadados de um pool em um ponto no tempo. Um
instantaneo do pool melhora os servigos de backup e restauragdo economizando tempo.

Quais sao os pré-requisitos para criar um instantaneo do
pool?

+ 0O pool cujo instantaneo vocé deseja criar ja precisa existir e estar ativo.

+ O espaco livre precisa estar disponivel em um dispositivo para que ele seja usado como uma
particdo armazenada.

+ Os instantaneos de pool ndo sdo suportados para pools de NSS compartilhados.

Como criar um instantaneo do pool?

1 No UMC, clique em Armazenamento > Pools.

2 Pesquise ou procure os servidores para listar os pools associados a eles.

3 Selecione o pool, clique no icone Mais Op¢des ---, clique em Backup e selecione Criar
Instantaneo.
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Observagao: A criagao de um instantaneo por meio de um instantaneo do pool nao é
suportada. Se o pool selecionado for um instantaneo do pool, a opcdo Criar Instantaneo ndo
estara disponivel.

Quando vocé cria um instantaneo, tanto o pool original quanto o pool onde o instantaneo esta
armazenado precisam estar ativos.

4 Especifique o Nome do instantaneo, selecione Tamanho do instantaneo, selecione o dispositivo
da lista e, em seguida, cligue em CONFIRMAR.

CRIAR INSTANTANEO

Poall_Snapshat

-~
005 |,

sde ()
Total : 8 item{rs) a
HOME OO DISPOSITIVO DISPONIVEL TAMANHO DO SETOR APROVISIONAMENTO
RAID11
raid01

raid_example

sda Thick

" sdb 512 /512 Thick

sdc 512/512 Thick

1 Pigina 1de 1

CONFIRMAR CANCELAR

O tamanho minimo necessario para um instantaneo é de 50 MB. O instantaneo recém-criado
esta disponivel na lista de instantaneos com o status offline. Este instantaneo é colocado online
e acessado da lista de pools para recuperagao.
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Como listar instantaneos de pool?

1 No UMC, cliqgue em Armazenamento > Pools.

2 Pesquise ou procure os servidores para listar os pools associados a eles.

3 Selecione o pool, clique no icone Mais Opg¢des -:-, clique em Backup e selecione Gerenciar
Instantaneo.
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4 Selecione o instantdneo, clique no icone Mais Opcbes -** e selecione a acdo necessaria.

Observagao: Se vocé selecionar varios instantaneos, o icone Mais Opg¢Ges --- estara disponivel
no canto superior direito da tabela.

opentext™ | OES Unified M

Pools » POOLA > Gerenciar Instantaneo
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+ Tornar online: Esta opgdo torna o instantaneo do pool selecionado online para que vocé
possa acessar os dados nele para backup e recuperacdo de dados. Depois que o
instantaneo do pool é colocado online, ele é exibido na lista de pools e os volumes de
instantaneo dele sdao exibidos na lista de volumes.

+ Tornar Offline: Esta opg¢do torna os instantdneos de pool selecionados e os volumes
associados inacessiveis através da lista de pools. Ela ndo apaga os dados nos volumes.

+ Apagar: Esta opgdo apaga permanentemente os instantaneos de pool selecionados do
servidor.
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9 Gerenciamento de volumes NSS

Este capitulo descreve os procedimentos para criar e gerenciar volumes NSS em um servidor.

+ “O que é um volume NSS?” na pdgina 75

+ “Quais sdo os recursos que podem ser habilitados para um novo volume?” na pdagina 75

+ “Quais sdo os pré-requisitos para criar um volume criptografado com AES256?” na pagina 77
+ “Como criar um novo volume do NSS?” na pdagina 77

+ “Como listar volumes do NSS?” na pagina 79

+ “Como ver o painel de volume?” na pagina 80

+ “Como desativar e ativar volumes do NSS?” na pagina 80

+ “Como montar ou desmontar um volume?” na pagina 82

+ “Como renomear um volume?” na pagina 83

+ “Como apagar um volume? Posso restaura-lo ou apaga-lo permanentemente?” na pagina 84
+ “O que é um objeto de volume?” na pdagina 85

+ “Como atualizar objetos de volume?” na pagina 85

O que é um volume NSS?

Os volumes légicos criados nos pools de armazenamento do NSS sdo chamados de volumes NSS. A
opc¢ao CRIAR VOLUME na pagina VOLUMES permite criar um volume NSS em um pool. Dependendo
do espaco fisico disponivel, vocé pode criar qualquer nimero de volumes NSS para cada pool.

Quais sao os recursos que podem ser habilitados para um
novo volume?

Os recursos abaixo podem ser habilitados ao criar um novo volume.

+Recuperar

O atributo Recuperar Arquivos permite que os arquivos apagados permanecam no volume até
gue o tempo de Atraso de Purgacdo expire ou até que o espaco seja exigido no volume para
outros dados. Até que o tempo de Atraso de Purgacdo expire, o recurso Recuperar rastreia os
arquivos apagados e permite que eles sejam recuperados e restaurados. Se o espaco for exigido,
0s arquivos apagados mais antigos serdao purgados para limpar o espaco. A recuperacgao é
habilitada por padrdo. Se o atributo Recuperar Arquivos for desabilitado, os arquivos apagados
serdo purgados imediatamente apds o apagamento.
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+Cotas de Usuario

O atributo Cotas de Usuario (restricGes de espago de usudrio) permite atribuir uma cota
maxima de espaco que os dados de um usuario podem consumir em todos os diretérios no
volume.

+Cotas de Diretorio

O atributo Cotas de Diretdrio permite que vocé atribua uma cota maxima de espago que um
diretério pode consumir.

+Active Directory

Essa opc¢do permite que vocé habilite o acesso aos usuarios de AD para o volume selecionado.
Para um volume (NSS32 e NSS64) ser acessado pelos usudrios do AD, ele deve fazer parte de um
pool com upgrade de midia do AD e habilitado para AD.

+Compactagao

O atributo Compactacdo ativa a compactacdo de arquivos em volumes NSS. A compactagao
pode ser ativada apenas no momento da criacdo e essa escolha persiste pela vida util do
volume. Os dados no volume sdao armazenados normalmente ou podem ser compactados,
dependendo de sua frequéncia de uso. Os parametros de compactacao podem ser definidos no
nivel do servidor para controlar o comportamento de compactacao.

+Criptografia

A criptografia fornece ativagdo protegida por senha de volumes NSS criptografados. A
criptografia pode ser ativada apenas no momento da criacdo e essa escolha persiste pela vida
util do volume.

+Lista de arquivos de eventos (EFL)

O NSS usa o recurso Lista de arquivos de eventos (EFL) para rastrear arquivos que mudaram em
um volume durante um intervalo chamado época. Ele registra mudancas feitas em dados e
metadados para cada época ativa em um volume NSS especifico. Vocé pode usar os comandos
de APl em scripts para iniciar e parar uma época, redefinir a lista de eventos para uma época e
afetar o tempo pelo qual as épocas sao mantidas.

Observagao: O recurso Lista de arquivos de eventos (EFL) é selecionado por padrdo e vocé ndo
pode anular a selec¢do.
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Quais sao os pré-requisitos para criar um volume
criptografado com AES256?

Para criar volumes criptografados com um algoritmo de criptografia AES-256, use o tipo de pool
NSS64 com a midia de pool atualizada para AES. Use os comandos nsscon nesta sec¢ao para fazer
upgrade da midia do NSS existente para suportar AES ou para permitir que todas as criacées de pool
NSS futuras sejam realizadas automaticamente com suporte ao indice AES.

Para os pools do NSS existentes

nss /PoolMediaUpgrade=poolname /MediaType=AES

Faz upgrade do pool especificado para suportar midia do AES.

Para os pools do NSS recém-criados

Os comandos colocados no arquivo nssstart.cfg persistem apds reinicializacdes do servidor. Se os
comandos NSS forem adicionados no arquivo nssstart.cfg, verifique se esses comandos ndo tém o
prefixo nss.

Se esses comandos forem emitidos por meio da linha de comando, ele sé persistira até uma
reinicializagdo do servidor.

Como criar um novo volume do NSS?

1 No UMC, clique em Armazenamento > Volumes.
2 Clique em CRIAR VOLUME.

opentext’ | OES Unified Manageme

3 Na pdgina SELECAO DO POOL, pesquise ou procure o servidor para selecionar o pool onde vocé
deseja que o novo volume resida e clique em PROXIMO.
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CRIAR VOLUME SELEI;:iO DE POOL
ssistente para criar S i - -
: AL ; ..l-Jr:‘ o:ﬂ _Pnocunna E
I Selegio de Pool Total: 7 Cota de Volume o ™ B Cota de aumento do tamanho do ¢ =
itemins) (GB) paool E
Recursos «  NOME TiIFO LIVRE USADAS TOTAL
Configuragdo «  POOLZ NSS4 999.58 MB 23.42 MB 1023.00 M8
Resumo POOLZ NSS64 999.57 MB 23.43 MB 1023.00 MB
POOLS NSS64 999.65 MB 2335MB 1023.00 MB
POOLCLUSTER] NSS4 7.92 GB 76.69 MB £.00 GB
POOLTEST1 NSS4 99948 MB 2352 MB 1023.00 MB
POOLTEST2 NSS4 999.59 MB 23.41 MB 1023.00 MB
10 =~ | itens por pagina 1 Pégina 1del Acesgar a pagina IR
PROXIMO

Especifique a Cota de Volume conforme necessario ou marque a caixa de sele¢cdo “Cota de
aumento do tamanho do pool” para permitir que o volume se expanda para o tamanho do pool.

4 Na pagina RECURSOS, selecione os recursos que deseja habilitar para o novo volume e clique
em PROXIMO.

CRIAR VOLUME RECURSOS

Siga 0 assistente para criar Selecione os recursos que vook quer habilitar ou configurar para seu nove volume:
um nova volume.

Selegdo de Pool ~

Recursos

Configuragiio

[
1

Resumo EFL (Event File List)

W

ANTERIOR PROXIMO

Observagao: O recurso Lista de arquivos de eventos (EFL) é selecionado por padrdo e vocé nao
pode anular a sele¢do.

5 Na pagina CONFIGURACAO, especifique um nome para o novo volume e clique em PROXIMO.

Habilite Permitir que o ponto de montagem seja renomeado para permitir atualizagdes no nome
de volume ou em seu caminho.
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CRIAR VOLUME

Siga o a
um navo

para criar

Selecdo de Pool
Recursos o
I Configuragio

Resumo

CONFIGURAGAO
Home da Valume* testd |
Pono de Montagem fmedia/nss/TEST3 |
o]
0O Fragmentagdo de Dados (Ciclos) 1 -~ @
Contagem de Leftura Antecipada (Blocos) ® L0
Pesquisar Namespace = Longo Dos Mac Unix

& Ativar Volume

@ Mantar Volume(s)

ANTERIOR PROXIMO

6 Revise as informagdes e clique em CONCLUIR.

CRIAR VOLUME

Selecdo de Pool o
Recursos v
Configurago ~
Resumo

RESUMO
INFORMAGOES SOBRE POOL
MNome P POOL2
o171
u Himitado
CONFIGURAGAD
TEST3

/media/nss/TEST3

1 Cicla(=)

16 Bloco(s)

Lengo

RECURSOS SELECIONADOS

i= EFL (Event File List)

ANTERIOR CONCLUIR

O novo volume esta disponivel na pagina VOLUMES.

Como listar volumes do NSS?

1 No UMC, clique em Armazenamento > Volumes.

2 Cligue no icone de pesquisa e especifique o nome do servidor.

opentext” | OES L

ou

FILTROS  Nerhum Sitr sdicionado

Nenhum resuitado

Cligue em Procurar, selecione Tipo de Servidor para listar os servidores. Selecione os servidores
necessarios na lista e clique em APLICAR.
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opentext

Observagao: Quando o botdo ou o icone de exibicdo de arvore [:] é clicado, vocé ndo
pode executar outras acGes fora da drea de procura. Clique no mesmo botdo novamente para

fechar a 4rea de exibicdo de arvore ou de procura.

Como ver o painel de volume?

Vocé pode ver os detalhes de um volume, como uso do espaco, informacdes gerais do volume e
recursos habilitados, na pagina do painel de volume.

1 No UMC, cliqgue em Armazenamento > Volumes.

2 Pesquise ou procure os servidores para listar os volumes associados a eles.

3 Selecione o volume, clique no icone Mais Opgdes - e selecione Painel.

opentext” | OES Unified M:
Volumes » TEST2 BY| conncuracio |

Usa de espago 1023,00 M

Eapoga Purgve
Enpage Nbo Purgdvel

nf Gerais
emaghes e Recursos Habilitados
EFL (Event File List)

imedininss TESTZ

POOLE
L) mostrar mais
02220a00-Bed-01 ef-85-Oc-Ted.

Como desativar e ativar volumes do NSS?

Depois de configurar os volumes do NSS, vocé pode ativa-los e desativa-los para disponibiliza-los
para usuarios e aplicativos. Para ver detalhes de um volume, ele precisa estar ativo.

1 No UMC, clique em Armazenamento > Volumes.

2 Pesquise ou procure os servidores para listar os volumes associados a eles.
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3 Observagao: Se vocé selecionar varios volumes, o icone Mais Op¢des --- estara disponivel no
canto superior direito da tabela.

3a Para desativar um volume:

3al Selecione o volume, clique no icone Mais Opg¢des - e selecione Desativar.

opentext” | oEs
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3a2 Cliqgue em CONFIRMAR para desativar o volume selecionado.

Desativar Volume

Esta operagéo fechard todos os arquivos abertos.

Deseja continuar?

Confirmar  Cancelar

Os detalhes do volume desativado ndo sao exibidos na pagina VOLUMES.
ou

3b Para ativar um volume:

3b1 Selecione o volume, clique no icone Mais Op¢Ges “** e selecione Ativar.

opentext’ | 0ES Unified Mar
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3b2 Cliqgue em CONFIRMAR para ativar o volume selecionado.

@ ATIVAR VOLUME

O volume selecionado sera ativado.

Continuar?

CONFIRMAR CANCELAR

Os detalhes do volume ativado sdo exibidos na pagina VOLUMES.

Ap6s a atualizacdo da pagina, o estado de cada volume corresponde ao estado especificado
por vocé. Quando um volume ja estd no estado especificado, ndo ocorre mudanca.

Como montar ou desmontar um volume?

Depois de configurar os volumes do NSS, vocé pode montar e ativar os volumes na pagina VOLUMES
para disponibiliza-los para usudrios e APIs. Depois de montar um volume do NSS, ele sé estara
disponivel para APIs até que vocé o ative. Desmontar um volume torna-o indisponivel para os
usudrios e APls.

Observagdo: Se Montar um volume criptografado, vocé sera solicitado a informar a senha
relacionada.

1 No UMC, clique em Armazenamento > Volumes.

2 Pesquise ou procure os servidores para listar os volumes associados a eles.

3 Observagao: Se vocé selecionar varios volumes, o icone Mais Opg¢des --* estara disponivel no
canto superior direito da tabela.

3a Para montar um volume:

3al Selecione o volume, clique no icone Mais Opg¢des -*- e selecione Montar.

opentext OES Unifi
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3a2 Cliqgue em CONFIRMAR para montar o volume selecionado.
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® MONTAR VOLUME

O volume selecionado serd montado.

Continuar?

CONFIRMAR CANCELAR

A pagina é atualizada e o estado MONTADO para o volume selecionado é mudado para
:
ou

3b Para desmontar um volume:

3b1 Selecione o volume, clique no icone Mais Op¢Ges “°* e selecione Desmontar.

opentext OES Unif
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3b2 Clique em CONFIRMAR para desmontar o volume selecionado.

DESMONTAR VOLUME

Esta operacdo fecha todos os arquives abertos no volume.

Continuar?

CONFIRMAR CANCELAR

A pagina é atualizada e o estado MONTADO para o volume selecionado é mudado para

. Os detalhes dos volumes desmontados ndo sdo exibidos.

Como renomear um volume?

A op¢do Renomear na pdagina VOLUMES permite modificar o nome do volume selecionado. Por
exemplo, vocé deseja modificar o nome de um volume para refletir o departamento ou nome da
organizacdo que o usa. Renomear um volume atualiza o objeto eDirectory correspondente.

1 No UMC, cliqgue em Armazenamento > Volumes.

2 Pesquise ou procure os servidores para listar os volumes associados a eles.
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3 Selecione o volume para renomear, clique no icone Mais Op¢bes *°* e selecione Renomear.

opentext” | OES Unifie
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4 Especifique o novo nome para o volume e cliqgue em CONFIRMAR.

RENOMEAR VOLUME

ome VoLl

VO nome VoL2

CONFIRMAR CANCELAR

A pagina é atualizada e o novo nome de volume aparece na lista de volumes.

Como apagar um volume? Posso restaura-lo ou apaga-lo
permanentemente?

O apagamento de um volume remove os dados no volume e libera o espaco para ser usado por
outros volumes no mesmo pool. Quando um volume é apagado, ele é recuperavel até que o tempo
de Atraso de Purgacdo do Volume se esgote ou vocé purgue manualmente os volumes apagados.
Durante o tempo de atraso de purgacdo, o volume apagado é recuperavel, mas o espago
pertencente ao volume apagado nao fica disponivel para outros volumes. Quando o processo de
purgacdo comega, o volume ndo pode mais ser recuperado.

1 No UMC, clique em Armazenamento > Volumes.

2 Pesquise ou procure os servidores para listar os volumes associados a eles.

3 Selecione o volume, clique no icone Mais Opgdes -** e selecione Apagar.

Observagao: Se vocé selecionar varios volumes, o icone Mais Opg¢des --- estara disponivel no
canto superior direito da tabela.
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4 Cligue em CONFIRMAR para apagar o volume selecionado.

E APAGAR VOLUME

O apagamento de um volume o remove do pool. Esse volume
ndo € apagado permanentemente e pode ser restaurado
mais tarde.

Centinuar?

CONFIRMAR CANCELAR

Os volumes apagados estardo disponiveis na lista Volumes Apagados, na pagina Pools, se o pool
selecionado contiver volumes apagados.

O que é um objeto de volume?

Os objetos Volume representam um volume fisico ou légico na rede. Cada volume do NSS é
representado por um objeto Volume no eDirectory. A op¢do Atualizar Objeto Volume na pagina
Volumes permite adicionar ou substituir um objeto Volume por um volume no mesmo nivel de
contexto que o servidor.

Como atualizar objetos de volume?

1 No UMC, clique em Armazenamento > Volumes.

2 Pesquise ou procure os servidores para listar os volumes associados a eles.

3 Selecione o volume, clique no icone Mais Opgdes -:-, clique em Modificar e selecione Atualizar
Objeto Volume.
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opentext 0ES Unified

[ INTEGRIDADE NOWE PoOL DISPONIVEL USADAS MONTADD TOTAL

a . vout POOLY 99955 M) 544.00 KB 1023.00 MD

o . VOLICLUSTERT POOLCLUSTER! 79268 428 ME

4 Clique em CONFIRMAR para atualizar o objeto Volume do volume selecionado.

A A atualizagéo apaga o objeto antigo e adiciona um novo
no servigo de diretdrio.

Atualizar Objeto Volume
Continuar?

Confirmar  Cancelar

Se 0 objeto Volume ndo existir, o NSS adicionard o objeto ao nivel de contexto. Se o objeto
Volume existir, o NSS oferecera a vocé as op¢oes de apagar e substituir o objeto existente ou
manté-lo.
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Gerenciamento de cotas de usuario

Este capitulo descreve o procedimento para ver e gerenciar as restricdes de espaco do usuario para
volumes em um servidor OES.

+ “O que sao cotas de usuario?” na pagina 87

+ “Como adicionar uma cota de usudrio?” na pdagina 87

+ “Como listar cotas de usudrio?” na pdagina 88

+ “Como gerenciar uma cota de usuario?” na pagina 89

+ “Como apagar cotas de usudrio?” na pdgina 90

O que sao cotas de usuadrio?

As cotas de usuario sdo as restricoes de espaco definidas para os usudrios de um volume ao habilitar
o atributo Cotas de Espaco de Usuario. Uma cota de usudrio especifica o espago maximo que os
dados de um usuario podem consumir em um volume. O espaco é alocado para os usuarios
conforme necessario; a cota de usuario ndo reserva o espaco para um usuario. Vocé pode reservar
um volume e os dados podem ser definidos para crescer até o tamanho do volume.

Como adicionar uma cota de usuario?

1 No UMC, clique em Armazenamento > Cotas de Usudrio e clique em ADICIONAR COTA DE
USUARIO.

2 Na pégina SELECAO DE VOLUME, pesquise ou procure os servidores, selecione os volumes
necessarios na lista e clique em PROXIMO.

ADICIONAR COTA DE SELEGAO DE VOLUME
USUARIO
Servidores
] [ X
FiLTROS "I v T PROCURAR
Total: 5 item(ns) J) selecionado Q
Selegio de Volume O nNoMmE DISPONIVEL USADAS TOTAL
£ Ld ¥ { 1023.00 M
VOL1 - Usudrios e Grupos B vou 999.50 MB 560.00 KB 023.00 MB
Resuma 0O VOLICLUSTER 79268 4.20 MB 8.00 GB
O vowz 999.59 MB 560.00 KB 1023.00 MB
O voLTEsT1 999.54 MB 544.00 KB 1023.00 MB
O voLTEsTz 999,60 MB 556.00 KB 1023.00 MB
10w itens por pagina 1 Fagina 1 de 1 ACessar a pagina ‘ IR
PROXIMO
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3 Na pagina USUARIOS E GRUPOS, pesquise ou procure os Usuarios e grupos para listar os
usuarios.

4 Selecione os usuarios, especifique o espaco de armazenamento que deseja atribuir aos usuarios
selecionados e clique em PROXIMO.

ADICIONAR COTA DE USUARIOS E GRUPOS
USUARIO
L s Usudrios e Grupos o= - _
| admin | OESCommonProxy_ces171 : b PROCURAR
Total: 2 item(ns) Q
Selegdo de Volume O COTA NOME COTA ATUAL ORIGEM DE IDENTIDADE
o v & DESCom T 5
VOL1 - Usuérios e Grupos O GB A QESCommanPro 0 Bytes ot
-~ M )
Resumo 3y 6BV A& admin 1.00 GB ot
10 w | itens por pagina 1 Piginaldel  Acessarapdgina| || IR
ANTERIOR PROXIMOD

5 Revise as informagdes e clique em CONCLUIR.

Como listar cotas de usuario?
Vocé pode listar as cotas de usuario selecionando os volumes de um servidor.

1 No UMC, clique em Armazenamento > Cotas de Usudrio.

2 Cligue no icone de pesquisa e especifique o nome de volume.

opentext | OES Unific

Cotas de Usudrio ADICIONAR COTA DE USUARID
- 5 =
RECENTES
Total: 2 itemins) I
oes1T1VOL2
o Pe HomE USO DA £OTA ORIGEM DE I
I a » 1 ot
o » i 1.0 ot

ou

Clique em Procurar e selecione Tipo de Servidor para listar os volumes. Selecione os volumes
necessarios e clique em APLICAR.
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opentext OES Unifie jement Consale

Cotas de Usudrio ADICIGNAR COTA DE USUARID

FILTROS b

Tipo de Volume | Todos on volumes

5 weel71 =
& M

Cotas de Usudrio >4 ncs

Farti B oces1 o

Observagao: Quando o botdo ou o icone de exibigdo de arvore [:] é clicado, vocé ndo
pode executar outras acGes fora da drea de procura. Clique no mesmo botdo novamente para
fechar a 4rea de exibicdo de arvore ou de procura.

A lista dos usudrios com cota de usuario atribuida é exibida.

Como gerenciar uma cota de usuario?

Vocé pode gerenciar restricdes de espaco de um usuario para um volume especifico,
independentemente de o usuario ter ou ndo dados nesse volume.

No UMC, clique em Armazenamento > Cotas de Usuario.
Pesquise ou procure os servidores para listar os volumes associados a eles.

1
2
3 Selecione os volumes necessarios na lista e clique em APLICAR.
4

Selecione a cota de usuario, clique no icone Mais Op¢bes - e selecione Gerenciar Cotas.

opentext OES Un it Console cE244

FTRos (T v rrocunan | [

o TiIFD N USD DA COTA ORIGEM DE 1D SERVIDOR

ot

o Lot

Observagao: Se vocé selecionar varias cotas de usuario, o icone Mais Op¢bes -*- estara
disponivel no canto superior direito da tabela.

5 Na pagina GERENCIAR COTA DE USUARIO, especifique o tamanho da NOVA COTA e clique em
PROXIMO.
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GERENCIAR COTA DE VOL2 — USUARIOS E GRUPOS

USUARIO
Total: 1 itemi(ns) Q
(-] NOVA COTA TIFO NOME Us0 DA COTA ORIGEM DE ID.
15 e A adrin ot

w

VOL2 — usudrios e grupos

Resumo

6 Revise as informacgdes e clique em CONCLUIR.

A nova cota de usuario é atribuida aos usudrios dos volumes selecionados.

Como apagar cotas de usuario?

1 No UMC, clique em Armazenamento > Cotas de Usudrio.

2 Pesquise ou procure os volumes para listar as cotas de usuario associadas a eles.

3 Selecione a cota de usudrio, clique no icone Mais Opg¢des - e selecione Apagar.

opentext OES Unified Manag sole CE244

w PROCURAR || %

=

FLTROS |

o TiIFD USD DA COTA ORIGEM DE 1D SERVIDOR

2 > DESCom 1.00GE (000 %) ot

Observagao: Se vocé selecionar varias cotas de usuario, o icone Mais Op¢bes -:- estard
disponivel no canto superior direito da tabela.

4 Cligue em CONFIRMAR para remover a cota de usudrio no volume selecionado.
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1 Gerenciamento de particoes do NSS

Este capitulo descreve os procedimentos para gerenciar partices do NSS em um servidor.

*

*

*

*

“O que é uma particdo?” na pagina 91

“Como listar particdes do NSS?” na pdgina 91

“Como editar o rétulo de uma particao?” na pagina 92
“Como listar volumes em uma particao?” na pagina 92
“O que é o espelhamento de NSS?” na pagina 93
“Como espelhar uma particao?” na pagina 93

“Como apagar partices?” na pagina 94

O que é uma particao?

A particdo é uma divisdo légica de uma unidade de disco rigido fisica. O NSS cria automaticamente as
particGes do NSS nos dispositivos quando vocé cria pools ou dispositivos RAID. Vocé pode ver e
rotular essas particdes do NSS na pagina Particées.

Como listar particoes do NSS?

1 No UMC, clique em Armazenamento > Partic¢oes.

2 Pesquise ou procure os servidores para listar as particdes associadas a eles.

opentext” | OES Unified Management Console CE244

DoooDooOoQO g

Observagdo: Quando o botdo ou o icone de exibicdo de arvore [:] é clicado, vocé n3o pode
executar outras a¢Oes fora da area de procura. Cligue no mesmo botdo novamente para fechar a
area de exibicdo de arvore ou de procura.

As acdes que sdo realizadas em parti¢Ges sdo especificas para o tipo de particdo e variam
dependendo do tipo de particdo selecionado.
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Como editar o rétulo de uma particao?

Um rétulo é o nome de particdo atribuido pelo administrador e precisa ser Unico em um servidor.
Vocé pode editar o rétulo de uma particao usando a opgao Editar Rétulo.

1 No UMC, clique em Armazenamento > Partic¢oes.

2 Pesquise ou procure os servidores para listar as particdes associadas a eles.

3 Selecione a particdo, clique no icone Mais Opg¢des --- e selecione Editar Rétulo.

opentext” | OES Unified Manager

.......

D0 DOCDODODOOODODO

4 Especifique um novo rétulo para a parti¢ao e clique em CONFIRMAR.

]

Editar o Rotulo

Rétulo Label Example

Confirmar  Cancelar

O rétulo atualizado é exibido na lista de particGes.

Como listar volumes em uma particao?

1 No UMC, clique em Armazenamento > ParticGes.

2 Pesquise ou procure os servidores para listar as particdes associadas a eles.

3 Selecione a particao, clique no icone Mais Opgdes --- e selecione Listar Volumes.
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opentext™ | 0ES Unified Management Console

Servdores. 0 cunan | [&.
nuRos v FROCURAR U

HOME TP BISPOSITIVE sTaTUS TOTAL

Partigles

DO DOODDOOODOO

Todos os volumes disponiveis na parti¢do selecionada estdo listados.

O que é o espelhamento de NSS?

O espelhamento de NSS é uma solucdo de espelhamento sincrono. Os blocos de dados sdo gravados
sincronizadamente em varios dispositivos de armazenamento. Se o sistema falhar, os dados ainda
estardo seguros no volume do NSS espelhado em outros servidores.

Como espelhar uma parti¢ao?

1 No UMC, clique em Armazenamento > ParticGes.

2 Pesquise ou procure os servidores para listar as particdes associadas a eles.

3 Selecione a particao, clique no icone Mais Opgdes --- e selecione Espelhar.

opentext™ | 0ES Unified Management Console

Servidores ~RocuRAR | [ %
nuRos v FROCURAR U

HOME TP BISPOSITIVE sTaTUS TOTAL

Partigles

D0 DODODDODOOCODODO 3

4 Especifique o nome RAID, selecione os dispositivos da lista e, em seguida, clique em
CONFIRMAR.
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Observagao: Para criar uma particdo de espelho para um dispositivo RAID, os dispositivos
selecionados precisam ter espaco livre equivalente ao tamanho do pool.

o Espelhar Partigdo

Nome da Partigdo sdb1.2 Nome do sdb Aprovisionamento Thick Compartil.
Dispositivo
| Nome do
[ 4 RAID* ROD_EXAMPLE
] D de 4 dispositivos permitidos selecionado: Dispositivos: 4 Q
NOME COMPARTIL. TAMANHO DO SETOR DISPONIVEL APROVISIONAMENTO
]
] sdc1_nwfree1 v 512 10.00 GB Thick
sdf1_nwfree1 o 512 16.00 GB Thick
it
O sdgl_nwfreel v 512 16.00 GB Thick
[m] sdh1_nwfreel v 512 16.00 GB Thick

itens por pagina 1 Pagina 1de1 Acessarapégma[:” IR ‘

Confirmar  Cancelar

Como apagar particoes?

O apagamento de particGes apaga todos os dados nela. A opc¢do de apagamento sé é aplicavel para
particdes do NSS que nao fazem parte de dispositivos RAID. Para dispositivos RAID de software NSS,
use a pagina RAIDs de Software para acessar e apagar as respectivas particoes.

1 No UMC, clique em Armazenamento > Partiges.

2 Pesquise ou procure os servidores para listar as particGes associadas a eles.

3 Selecione a particdo, clique no icone Mais Opg¢des - e selecione Apagar.

Observagao: Se vocé selecionar varias partigdes, o icone Mais Opgdes -** estara disponivel no
canto superior direito da tabela.

opentext” | 0Es Ur

HOME TP BISPOSITIVE sTaTUS TOTAL

Partigles

OB DDO0ODDDODODODODO
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4 Cliqgue em CONFIRMAR para apagar as particoes selecionadas.

E APAGAR PARTICAO
Apagar uma particdo faz com que todos os dados dela sejam
apagados e inferrompe o servica para Clusters e destinos de

ISCSI. Use a secdo RAIDs para apagar particdes em um
dispositivo RAID.

Confinuar?

CONFIRMAR CANCELAR

As particdes NSS selecionadas s3o removidas da lista PARTICOES.
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Gerenciando dispositivos RAID de software
NSS

Este capitulo descreve os procedimentos para criar e gerenciar dispositivos RAID de software NSS
em um servidor.

+ “O que é um RAID de software?” na pagina 97

¢ “Quais RAIDs suportam o NSS?” na pagina 97

+ “Como criar um dispositivo RAID?” na pagina 98

+ “Como listar os dispositivos RAID?” na pagina 100

+ “Como ver o painel de dispositivos RAID?” na pagina 100

+ “Como renomear um dispositivo RAID?” na pdagina 101

+ “Como aumentar o tamanho de um dispositivo RAID?” na pagina 102

+ “O que acontece quando apago um dispositivo RAID de software?” na pagina 104

+ “O que acontece quando apago um dispositivo RAID1?” na pagina 104

+ “Como apagar um dispositivo RAID de software?” na pagina 104

+ “O que é espelhamento ou reespelhamento de disco?” na pagina 105

+ “Como espelhar ou reespelhar um dispositivo RAID 1?” na pdgina 105

+ “Como desativar ou ativar um dispositivo RAID?” na pdagina 106

O que é um RAID de software?

Um RAID de software é uma configuragdo para dispositivos de armazenamento que emula um
dispositivo RAID de hardware. Um RAID de software combina espaco particionado de varios
dispositivos fisicos em apenas um dispositivo virtual, que pode ser gerenciado como qualquer
dispositivo. Cada dispositivo membro contribui com um total de espaco igual para o RAID. Vocé pode
criar particbes, pools e volumes em um dispositivo RAID.

Quais RAIDs suportam o NSS?

Tabela 12-1 O NSS suporta trés tipos de RAIDs.

Tipo de RAID Numero de Definicao Vantagens Desvantagens
Parti¢oes
RAIDO 2al4 Distribuicdo de Melhora o N3o oferece
dados desempenho de redundancia de
armazenamento dados
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Tipo de RAID Numero de Definigao Vantagens Desvantagens
Parti¢coes
RAID 1 2a4 Espelhamento de Fornece N&do melhora o
dados redundancia de desempenho; as

dados para failover | gravagdes ocorrem
e recuperacgao paralelamente
instantanea

RAID 5 3al4 Distribuicdo de Melhora o Prejudica

dados com
paridade

desempenho de
armazenamento e
habilita a
recuperacao
limitada de dados.

ligeiramente o
desempenho para
gravacdes de
paridade

Como criar um dispositivo RAID?

Para configurar um dispositivo RAID, vocé deve alocar espaco livre de qualquer um de seus
dispositivos de armazenamento fisico. O NSS apresenta de maneira transparente o espaco livre
alocado, como particdes virtuais que representam as areas de particdo fisica gerenciadas pelo NSS
nas unidades participantes.

ParticOes sdo os elementos basicos de um dispositivo RAID de software. Vocé pode alocar particoes
para os pools, dependendo da natureza dos pools (compartilhados ou ndo compartilhados para

cluster) e do tipo do dispositivo RAID.

Diretrizes para a criagdao de um dispositivo RAID de software:

+ Cada particdo na configuragdo RAID deve vir de um dispositivo diferente. O NSS permite obter
particdes RAID do mesmo dispositivo, mas isso prejudica severamente o desempenho do seu
sistema de arquivos.

+ N&o use espaco de uma unidade que contenha a particdo do sistema (como as particdes raiz (/)

ou /boot).

+ Vocé pode usar qualquer combinacdo de dispositivos IDE ou SCSI em um dispositivo RAID de
software. Verifique se esses dispositivos tém caracteristicas de desempenho semelhantes; caso
contrario, seu desempenho podera diminuir.

+ Em uma solucdo em cluster usando o OES Cluster Services, para RAIDs de software em discos

compartilhados:

+ Vocé pode ter apenas um pool associado a esse dispositivo RAID.

+ Vocé precisa criar um volume e um pool do NSS nesse dispositivo RAID por meio do mesmo
nd do servidor antes que o pool possa ser migrado para outros nés no cluster.

Para criar um dispositivo RAID:

1 No UMC, clique em Armazenamento > RAID de Software.

2 Cligue em CRIAR RAID.
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opentext” | 0ES Ur

RAID de Software

RAID de Saftware

3 Na pagina INFORMACOES GERAIS, especifique os detalhes do RAID e clique em PROXIMO.

FILTROS  Merham Bitso adcionads j

CRIAR RAID INFORMAGOES GERAIS

Siga o assistente para criar Nome
um novo RAID.

Tipo RAID 0 v ©
Informagdes Gerais

Dispositivos Tamanho da Distribuicao (KB) 64 v | ®
Resumo Tamanho da Particdo (GB) 0

4 Na pagina de selecdo DISPOSITIVOS, selecione o servidor para listar os dispositivos associados a

ele. Selecione os dispositivos dos quais obter espaco e clique em PROXIMO.

Observagao: Se o tamanho de particdo especificado exceder a quantidade de espaco livre

disponivel nos dispositivos fisicos, a criagao do RAID falhara e retornard uma mensagem de

erro.
CRIAR RAID DISPOSITIVOS
Siga o assistente para criar Servidores = s
um novo RAID. FILTROS | "es171 v 7 C, | PROCURAR
5] vy ~
Informagdes Gerais Total: 4 itemi{ns) 9 deno maxime 14 itens  Tamanho da Partigdo (GB) 1.
Dispositivos NOME DISPONIVEL COMPARTIL. TAMANHO DO SETOR APROVISIONAMENTO
Resumo adb1_nwire... 1.99 GB v 512 Espesso
sdc_nwire... 12.00 GB v 512 Espesso
sdd1_nwire... 16.00 GB o 512 Espesso
O  sdii_nwire.. 16.00 GB v 512 Espesso
10 ~ | itens por pagina 1 Pdgina 1de1 Acessar a pigina IR
ANTERIOR PROXIMO

5 Revise as informagoes e clique em CONCLUIR.
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CRIAR RAID RESUMO

Siga o assistente para criar

um novo RAID. Nome raid_examp. Tipo RAID O Compartil. v
Inf R Tamanho da 1GB Tamanho da 64 KB

nrormacoes Gerais v Particao Distribuigdo

Dispositivos v Dispositivos Selecionados

Resumo

NOME

sdb1_nwfreel

sdc1_nwireel

ESPAGO LIVRE

1.99GB

12.00GB

APROVISIONAMENTO

Thick

Thick

SELECIONADO

1GB>

1GB>

ANTERIOR CONCLUIR

A pagina RAID de Software exibe o dispositivo RAID recém-criado.

Como listar os dispositivos RAID?

1 No UMC, clique em Armazenamento > RAID de Software.

2 Pesquise ou procure os servidores para listar os dispositivos RAID associados a eles.

opentext | oEs Unifie

RAID de Software

FILTROS  Menham by adicionado

RAID de Softweare

Observagao: Quando o botdo ou o icone de exibi¢cdo de arvore [:] é clicado, vocé nao
pode executar outras acées fora da drea de procura. Cliqgue no mesmo botdao novamente para
fechar a area de exibicdo de arvore ou de procura.

A lista dos dispositivos RAID disponiveis nos servidores selecionados é exibida.

Como ver o painel de dispositivos RAID?

Vocé pode ver os detalhes de um dispositivo RAID, como salde de parti¢do, uso do espago,
divisdrias, pools e informacGes gerais na pagina do painel RAID DE SOFTWARE.

1 No UMC, clique em Armazenamento > RAID de Software.

2 Pesquise ou procure os servidores para listar os dispositivos RAID associados a eles.
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3 Selecione o dispositivo RAID, clique no icone Mais Op¢Ges “-* e selecione Painel.

opentext” | OES Unified Manag

RAID de Software * raid_example00

Salde das partiches 2 Partigholdes)  Uso de espago 1023.98 MB

Scronizade @ . i
RAIDY
102398 WB

oes1T at Ex 97080202 c504-4086-91 be- 26T TI2B04e 7T

N

STATUS  NOME TAMANHO
14 100GA

10068

®

Como renomear um dispositivo RAID?

1 No UMC, clique em Armazenamento > RAID de Software.

2 Pesquise ou procure os servidores para listar os dispositivos RAID associados a eles.

3 Selecione o dispositivo RAID, clique no icone Mais Op¢des -*- e selecione Renomear.

opentext” | 0ES Unified A

o INTEORIDADE waME TIPD atrvo caspaniviL TaTAL
o . " woocs anacn
= L RAIDO 10068 200 GA
o 32 08 vas wasams @

4 Especifigue um novo nome e clique em CONFIRMAR.

RENOMEAR RAID

Nome RAID Existente raid_example

CANCELAR

O dispositivo RAID de software selecionado esta listado com o novo nome.
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Como aumentar o tamanho de um dispositivo RAID?

Vocé pode aumentar a capacidade de um dispositivo de RAID de software 0, 1 ou 5 adicionando
particGes até o nimero mdaximo para o tipo de RAID. Vocé ndao pode modificar o tamanho de uma
particdo individual depois que o dispositivo é criado. O tamanho da particdo é predeterminado pelo
RAID existente.

Vocé sé podera adicionar particdes que correspondam ao estado compartilhado dos dispositivos
membro atuais. Elas precisam ser todas locais ou todas compartilhadas e ndo podem ser misturadas.

Importante: Se o dispositivo RAID de software for compartilhado em um cluster, conecte-se ao n6
no qual o RAID esta ativo atualmente para gerenciar o RAID e aumentar o tamanho do RAID.

Para adicionar particoes em um dispositivo RAID:

1 No UMC, clique em Armazenamento > RAID de Software.

2 Pesquise ou procure os servidores para listar os dispositivos RAID associados a eles.

3 Selecione o dispositivo RAID, clique no icone Mais Op¢des - - e selecione Expandir.

opentext” | 0ES Unified Manage:

WaME PO atvo mspomivee 0 Tota

Oo@m 00

Se o dispositivo RAID de software contiver o nUmero méaximo de particoes, a op¢ao Expandir
estara desabilitada.

4 Na pagina de selecdo Dispositivos, selecione os dispositivos e clique em PROXIMO.
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Expandir — Dispositivo
RAID

tente para

Dispositivos

Resumo

Dispositives

Tipo

RAIDD

Tamanho da Partigdo 1023 98 MEB

Taotal: 4 iteming)

2 Qde na maxima 14 itens

EMUSO

NOME
O  sdbl_nwire..
O  sdcl_nwire
B sddlnwfre..
B sdfi_nwfre..
10 W

itens por pagina

Aprovisionamento N

Tamanho da Distribuigio 64.00 KB

DISPONIVEL COMPARTIL.

199GB

12.00 GB

16.00 GB w

16.00 GB

SETOR

512 Bytes
512 Bytes
512 Byles

512 Bytes

Compartil. Sim
Tamanho do Setor 512 Bytes

Q
APROVISIONAMENTC
Thick
Thick

Thick

Thick

Acessar a pagina J IR

PROXIMO

O assistente permite selecionar as particdes com espaco livre para atender ao tamanho atual de
particdo do RAID e que ndo sao membros do RAID.

5 Revise as informagdes e clique em CONCLUIR.

Expandir — Dispositivo
RAID

Dispositivos

Resumo

Resumo

Tipe

RAIDT

Tamanhao da Partighe 1023 98 MB

Dispositives Selecionados

NOME
sdel_nwireel

sdd1_nwireel

ESPACO LIVRE

12.00GB

16.00GB

Aprovisionamento NA

Tamanha da Distribuigio 0 Bytes

APROVISIONAMENTO
Thick

Thick

x
Compartil. Sim
Tamanha do Setor 512 Bytes
SELECIONADO
1023.98 MB
102298 MB
ANTERIOR CONCLUIR

As particdes selecionadas sdo adicionadas ao dispositivo RAID, aumentando o tamanho dele.
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O que acontece quando apago um dispositivo RAID de
software?

O apagamento de um dispositivo RAID de software remove a relacdao RAID entre as particoes
membro e as estruturas de armazenamento subjacentes. Todos os dados sobre as particdes membro

sdo apagados e ndo podem ser restaurados. Antes de apagar o dispositivo RAID do software, faca
backup de seus dados ou mova-os para um local diferente, se necessario.

O que acontece quando apago um dispositivo RAID1?

Nenhum dado é perdido e apenas o dispositivo RAID1 é apagado nos seguintes cenarios:

+ Quando o dispositivo RAID1 tem apenas um segmento e se o dispositivo é consumido por um
pool, o apagamento do dispositivo RAID1 apaga apenas o dispositivo. O segmento esta
diretamente ligado ao pool.

+ Quando o dispositivo RAID1 tem apenas um segmento e é um espelho SBD, o apagamento do
dispositivo RAID1 apaga apenas o espelho. O segmento do espelho torna-se a particao SBD.

Como apagar um dispositivo RAID de software?

1 No UMC, clique em Armazenamento > RAID de Software.

2 Pesquise ou procure os servidores para listar o dispositivo RAID associado a eles.

3 Selecione o dispositivo RAID, clique no icone Mais Opg¢des -*- e selecione Apagar.

Observagao: Se vocé selecionar varios dispositivos RAID, o icone Mais Opgdes - estard
disponivel no canto superior direito da tabela.

opentext” | 0ES Unified Manag

WaME PO atvo caspaNivEL ToTAL

omO0OO0 §

4 Clique em CONFIRMAR para apagar o dispositivo RAID selecionado.
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APAGAR DISPOSITIVO(S) RAID

As particdes e os dados associados a elas no
RAID serdo apagados. Essa mudanca é

irreversivel.

Continuar?

CONFIRMAR CANCELAR

O dispositivo RAID de software apagado ndo estd acessivel na pagina RAID DE SOFTWARE.

O que é espelhamento ou reespelhamento de disco?

Espelhamento ou reespelhamento de disco é a replicagdo de dados para dois ou mais discos. O
espelhamento de disco é uma boa escolha para aplicativos que exigem alto desempenho e alta
disponibilidade. Espelhamento ou reespelhamento de disco de um dispositivo RAID 1 cria uma cdpia
dos dados contidos nesse dispositivo.

Como espelhar ou reespelhar um dispositivo RAID 1?

Requisitos para espelhar um dispositivo RAID de software 1:
+ As particOes espelhadas precisam ter o mesmo tipo de particao: partices NSS para particoes
NSS e particOes tradicionais para parti¢Ges tradicionais.

+ As particGes espelhadas devem ser configuradas em dispositivos com limites de desempenho
semelhantes.

+ Vocé pode espelhar apenas parti¢des, cada uma da prépria particdo do OES. Se um pool de
armazenamento abrange varios dispositivos, cada uma das parti¢ées individuais que comp&em
esse pool pode ser espelhada independentemente. As particdes do pool precisam ser
espelhadas para que os dados desse pool sejam tolerantes a falhas.

Para reespelhar um dispositivo RAID 1:

1 No UMC, clique em Armazenamento > RAID de Software.

2 Pesquise ou procure os servidores para listar o dispositivo RAID associado a eles.

3 Selecione o dispositivo RAID, clique no icone Mais Opg¢des -*- e selecione Reespelhar.
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opentext” | OES Unifi

INTEGRIDADE NOME neo ATV DISPONIVEL TaTAL

4 Cliqgue em CONFIRMAR para reespelhar o dispositivo RAID selecionado.

REESPELHAR DISPOSITIVO RAID

Essa operacdo pode levar um tfempo maior, dependendo da
guantidade de dados.

Continuar?

CONFIRMAR CANCELAR

Como desativar ou ativar um dispositivo RAID?

Vocé pode ativar e desativar um dispositivo RAID para disponibiliza-lo aos usuarios. Para ver
informacdes de um dispositivo RAID, ele precisa estar ativo.

1 No UMC, cliqgue em Armazenamento > RAID de Software.

2 Pesquise ou procure os servidores para listar os dispositivos RAID associados a eles.

3 Observagao: Apenas um dispositivo RAID pode ser desativado ou ativado por vez.

3a Para desativar um dispositivo RAID:

3al Selecione o dispositivo RAID, clique no icone Mais Opg¢des -*- e selecione Desativar.

opentext” | 0ES Unified Man:

o INTEGRIDADE WM Tire ative BeEPONVIL ToTaL
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3a2 Cliqgue em CONFIRMAR para desativar o dispositivo RAID selecionado.

DESATIVAR DISPOSITIVO RAID

Esta operacdo faz uso intenso de CPU.

Continuar?

CONFIRMAR CANCELAR

Os detalhes do dispositivo RAID desativado ndo sdo exibidos na pdgina RAID de software.
ou

3b Para ativar um dispositivo RAID:

3b1 Selecione o dispositivo RAID, clique no icone Mais Opg¢des - - e selecione Ativar.

opentext

mRos v | —|

3b2 Clique em CONFIRMAR para ativar o dispositivo RAID selecionado.

ATIVAR DISPOSITIVO RAID

Esta operacdo faz uso intenso de CPU.

Continuar?

CONFIRMAR CANCELAR

Os detalhes do dispositivo RAID ativado sdo exibidos na pdgina RAID do Software.

Ap0s a atualizacdo da pagina, o estado de cada dispositivo RAID corresponde ao estado
especificado por vocé. Quando um dispositivo RAID ja estd no estado especificado,
nenhuma modificacdo ocorre.
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1 3 Gerenciando dispositivos

Este capitulo descreve os procedimentos de gerenciamento de dispositivos conectados aos
servidores.

*

*

*

*

“O que é um dispositivo?” na pagina 109

“Como listar dispositivos conectados aos servidores?” na pagina 109

“O que acontece quando um dispositivo é inicializado?” na pdgina 110

“O que acontece quando um dispositivo é compartilhado?” na pagina 110
“Como posso inicializar um dispositivo conectado a um servidor?” na pagina 110
“Por que preciso reiniciar um dispositivo?” na pagina 111

“Como posso reiniciar um dispositivo?” na pagina 111

“Como compartilhar ou descompartilhar um dispositivo inicializado?” na pagina 112

O que é um dispositivo?

Um dispositivo é a midia de armazenamento virtual ou fisico disponivel para um servidor. Um
dispositivo é diretamente conectado ao servidor ou conectado através de protocolos de rede de
armazenamento.

Como listar dispositivos conectados aos servidores?

1 No UMC, clique em Armazenamento > Dispositivos.

2 Pesquise ou procure os servidores para listar os dispositivos associados a eles.

opentext OES Unified Managern

Observagao: Quando o botdo ou o icone de exibi¢cdo de arvore [:] é clicado, vocé nao
pode executar outras a¢Oes fora da area de procura. Clique no mesmo botdo novamente para
fechar a area de exibicdo de arvore ou de procura.

A lista de dispositivos disponiveis é exibida.
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O que acontece quando um dispositivo é inicializado?

A inicializacdao de um dispositivo apaga as parti¢des e os dados associados. Se o pool neste
dispositivo tiver partices em outros dispositivos, entdo todo o pool serd apagado desses
dispositivos.

O que acontece quando um dispositivo é compartilhado?

O compartilhamento de um dispositivo contendo pools define todos os pools do dispositivo como
compartilhaveis. Se algum desses pools abranger varios dispositivos, verifique se cada dispositivo
tem a mesma configuracdo de compartilhamento; caso contrario, o pool inteiro podera se tornar

nao utilizavel.

Tornar um dispositivo compartilhdvel habilita o compartilhamento de dispositivo em clusters de alta
disponibilidade que vocé deseja que integrem uma solucdo de armazenamento de disco
compartilhado. Se a opgdo Compartilhavel para Cluster estiver habilitada, o dispositivo de
armazenamento selecionado poderd ser compartilhado por vérios computadores em um cluster.

Se um dispositivo for membro de um dispositivo RAID de software, marcar o dispositivo como
compartilhdvel para cluster definird automaticamente todos os outros dispositivos membros do
RAID como compartilhaveis para cluster.

Como posso inicializar um dispositivo conectado a um
servidor?

Aviso: N3o inicialize o dispositivo que contém o sistema operacional.

1 No UMC, clique em Armazenamento > Dispositivos.

2 Pesquise ou procure os servidores para listar os dispositivos associados a eles.

3 Selecione o dispositivo, clique no icone Mais Op¢des **- e clique no icone Inicializar.

opentext” | OES Unified Management Console ce244

Dispositives

FiLTROS TN v

HOME FORMATO INICIALIZADO APROVISIONAMENTO COMPARTIL TAMANHO
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4 Selecione o esquema de particionamento, clique na op¢ao Compartilhavel para cluster para
compartilhamento de dispositivo, se necessario, e clique em CONFIRMAR.

+ Vocé pode selecionar o esquema de tabela de particdo DOS que suporta dispositivos com
até 2 TB de tamanho. Ele permite até quatro particdes em um dispositivo.

+ Vocé pode selecionar o esquema de tabela de particdo GUID que suporta dispositivos com
tamanho até 2E64 setores (ou seja, até 8.388.608 petabytes [PB] com base no tamanho do
setor de 512 bytes). Ele permite até 128 particdes por disco. Cada uma de suas parti¢des de
disco é um dispositivo logico que é identificado por uma GUID exclusiva de 128 bits (16
bytes).

Inicializar um dispositivo remove todas as particoes e dados

A associados. Se um pool nesse dispaositivo tiver partficGes em outros
dispositivos, o pool inteiro também sera apagado desses
dispositivos.

Selecionar o esquema de particionamento

TABELA DE PARTICAO GUID MSDOS

O» compartilhavel para cluster

CONFIRMAR CANCELAR

O status do dispositivo inicializado é refletido na lista de dispositivos.

Por que preciso reiniciar um dispositivo?
Vocé podera reiniciar um dispositivo ja inicializado se ele ndo estiver utilizavel. A reinicializagdo de

um dispositivo é uma operagao para limpar um dispositivo para recomecar a operar no caso de uma
corrupgao ou outro evento semelhante.

Como posso reiniciar um dispositivo?

Observagdo: A opgao Reinicializar s6 estara disponivel se o dispositivo ja estiver inicializado.

1 No UMC, clique em Armazenamento > Dispositivos.

2 Pesquise ou procure os servidores para listar os dispositivos associados a eles.

3 Selecione um dispositivo inicializado, clique no icone Mais Opg¢des -** e selecione Reinicializar.

Observagao: Se vocé selecionar varios dispositivos, o icone Mais Op¢bes --- estara disponivel
no canto superior direito da tabela.
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opentext OES Unified Management Console ce244
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HOME FORMATO INICIALIZADO. APROVISIONAMENTO COMPARTIL TAMANHD

Disposievos

4 Selecione o esquema de particionamento, clique na opgao Compartilhavel para cluster, se
necessario, e clique em CONFIRMAR.

+ Vocé pode selecionar o esquema de tabela de particdo DOS que suporta dispositivos com
até 2 TB de tamanho. Ele permite até quatro particGes em um dispositivo.

+ Vocé pode selecionar o esquema de tabela de particdo GUID que suporta dispositivos com
tamanho até 2E64 setores (ou seja, até 8.388.608 petabytes [PB] com base no tamanho do
setor de 512 bytes). Ele permite até 128 particGes por disco. Cada uma de suas parti¢des de
disco é um dispositivo légico que é identificado por uma GUID exclusiva de 128 bits (16
bytes).

Reinicializar um dispositivo remove todas as partices e dados
f associados. Se um pool neste dispositivo tiver particdes em outros
dispositivos, o pool inteiro também serd apagado desses

dispositivos.

REINICIALIZAR DISPOSITIVO

Selecionar o esquema de particionamento

TABELA DE PARTICAO GUID m

O» Compartilhavel para cluster

CONFIRMAR CANCELAR

O status do dispositivo reinicializado é refletido na lista de dispositivos.

Como compartilhar ou descompartilhar um dispositivo
inicializado?

1 No UMC, clique em Armazenamento > Dispositivos.

2 Pesquise ou procure os servidores para listar os dispositivos associados a eles.

3 Selecione um dispositivo inicializado, cliqgue no icone Mais Opg¢des **- e selecione
Compartilhar.

Observagao: Se vocé selecionar varios dispositivos, o icone Mais Op¢des --- estara disponivel
no canto superior direito da tabela.
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Dispositives

FUROS [ v ¥ |'a [

HOME FORMATO INICIALIZADO. NTO PARTIL TAMANHG

Disposievos

4 Cliqgue em CONFIRMAR para compartilhar o dispositivo selecionado.

O compartilhamento do dispositivo compartilha todos os pools
c dele. Se os pools estiverem em vérios dispositivos, verifique se
cada dispositivo foi compartilhado; caso contrario, talvez néo seja

possivel usar o pool.

COMPARTILHAR DISPOSITIVO

Continuar?

CONFIRMAR CANCELAR

O status do dispositivo selecionado é refletido na lista de dispositivos.

Observagao: O dispositivo é descompartilhado apds o mesmo procedimento. O
descompartilhamento de um dispositivo falhara se o dispositivo contiver um pool (ou qualquer
segmento de um pool) habilitado para cluster.
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V Arquivos e pastas

+ Capitulo 14, “Gerenciando arquivos e pastas” na pagina 117

¢ Capitulo 15, “Gerenciando direitos” na pagina 127
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14 Gerenciando arquivos e pastas

Vocé pode criar, listar, mover, alterar proprietario, definir cota de diretdrio, modificar atributos,
renomear, mover, apagar, listar arquivos apagados, recuperar e purgar arquivos apagados aqui.

*

*

*

*

“Como ver arquivos e pastas?” na pagina 117

“Como criar uma nova pasta?” na pagina 117

“Como modificar as propriedades de um volume, arquivo ou pasta?” na pagina 118
“Como modificar a cota de diretério de um volume ou pasta?” na pdagina 120
“Como modificar o proprietdrio de um volume, arquivo ou pasta?” na pagina 121
“Como modificar atributos de um volume, arquivo ou pasta?” na pagina 121
“Como ver arquivos e pastas apagados?” na pagina 122

“Como apagar arquivos e pastas?” na pagina 123

“Como recuperar os arquivos e pastas apagados?” na pagina 123

“Como purgar os arquivos e pastas?” na pagina 123

“Como renomear um arquivo ou pasta?” na pagina 124

“Como mover arquivos e pastas em um volume?” na pagina 124

“Como resolver conflitos de movimentagdo de arquivos?” na pagina 125

Como ver arquivos e pastas?

Para ver arquivos e pastas em um volume, execute as seguintes etapas:

1.

2.

Clique em Arquivos e pastas D e use qualquer opc¢do para selecionar os servidores.

+ Clique no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista

suspensa para ver os volumes disponiveis.

+ Cligue em PROCURAR, selecione os servidores necessarios na arvore e clique em APLICAR.

Cligue no Nome do volume para exibir os arquivos e pastas nele.

Como criar uma nova pasta?

Certifique-se de concluir os pré-requisitos a seguir antes de criar uma pasta no UMC.

*

*

Os usuarios precisam ter direitos de trustee suficientes para criar a pasta no caminho
selecionado.

O caminho ou pasta de destino precisa estar na mesma arvore que o usuario conectado.

Gerenciando arquivos e pastas
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Para criar uma nova pasta em um volume, execute as seguintes etapas:

1. Cligue em Arquivos e pastas [ e use qualquer opgao para selecionar os servidores.

+ Clique noicone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Cligue no Nome do volume > Adicionar nova pasta + para criar uma nova pasta no nivel da
pasta.

Observagdo: Vocé pode executar a mesma agdo em uma pasta para criar uma nova subpasta.

3. Especifique o novo nome da nova pasta e clique em Confirmar.

4. (Opcional) Selecione a pasta recém-criada, clique em Mais Opcées === > Propriedades para exibir
os detalhes e os trustees.

5. (Opcional) Defina a cota de diretdrio, o proprietdrio, os atributos e os trustees para a pasta
selecionada.

Como modificar as propriedades de um volume, arquivo
ou pasta?

Para modificar as propriedades de um volume, arquivo ou pasta, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opc¢do para selecionar os servidores.

+ Clique noicone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Selecione o volume ou clique no Nome do volume para selecionar o arquivo ou pasta
necessario, cligue em Mais opgdes --* > Propriedades.

A pagina de propriedades consiste nas guias Detalhes e Trustees.

Guia Detalhes

Na guia Detalhes, vocé pode modificar Cota, Criado por e Atributos.

+ Cota: modifique a cota existente no campo Nova Cota, selecione KB, MB, GB ou TB na lista
suspensa Unidades e clique em Confirmar.
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Modificar Cota do Diretério

Diretario VoLl
Cota usada 0 Byte

Cota atual B8.00 EB

Nova cota* 85899 : GB -~
Ajuste 0 Byte

Cancelar

+ Modificar proprietario: Nesta pagina, vocé pode navegar no servidor e selecionar o usudrio ou
grupo necessario para mudar o proprietario.

Modificar Proprietdrio
! B vou

Usuarla/Grupo &tual - B [SUPERVISOR]

Origem de Identidade | eDirectory ~ Tipo de Objets | Todos os cbjetos ~ 11 Dbjeta{s) encontradals) em 171
& treel71 ~

& DHCPGroup & DNSDHCPGROUP A DESCommonProxy_oes171
>& 1M v
A admin ~ 8 admingroup A novieregd
£ novixsrvd B novixtier £ oes) Tladmin

B weaw A wwwiun

Confirmar  Cancelar

+ Atributos: ative ou desative o botdo de alternancia e clique em Gravar para modificar os
atributos necessarios.

Atributos

Apenas Leitura O

Arquivar O

Compactar Imediatamente X
Inibir Apagar O

Inibir Renomear O

Oculto O

Purgar Imediatamente O

Cancelar
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Guia Trustees

Na guia Trustees, vocé pode ver, adicionar e remover trustees com a op¢do Gerenciar.

+ Atualizar: Essa opc¢do atualiza a lista de trustees do volume, arquivo ou pasta selecionado.

+ Gerenciar: essa a¢do guia para a pagina de gerenciamento correta para gerenciar os direitos de
trustee do volume, arquivo ou pasta selecionados.

Como modificar a cota de diretorio de um volume ou
pasta?

A cota de diretdrio para um volume ou pasta nao é habilitada por padrao. Para modificar a cota de
diretdrios, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opc¢do para selecionar os servidores.

¢ Cligue no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Cligue em PROCURAR, selecione os servidores necessarios na arvore e clique em APLICAR.
2. Selecione o volume ou clique no Nome do volume para selecionar a pasta desejada, clique em
Mais opgbes -** > Propriedades.
3. Na guia Detalhes > Cota, clique em Modificar Cota £ .

4. Na caixa Modificar Cota de Diretdrio, atualize os detalhes da nova cota e clique em Confirmar.

Modificar Cota do Diretério

Diretorio voLl
| Cota usada 0 Byte

Cota atual 8.00 EB |
; Nova cota* 85899 : GB ~

Ajuste 0 Byte

Cancelar

| [Sr— ——— - e ——
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Como modificar o proprietario de um volume, arquivo ou
pasta?

Para modificar o proprietdrio de um volume, arquivo ou pasta, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opg¢ado para selecionar os servidores.

+ Clique no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Selecione o volume ou clique no Nome do volume para selecionar o arquivo ou pasta
necessario, clique em Mais opgdes - > Propriedades.

3. Na guia Detalhes > Criado por, clique em Modificar usuario/grupo £ .

4. Na pdgina Modificar Proprietario, navegue pelo servidor para selecionar o usudrio ou grupo
necessario e clique em Confirmar.

Modificar Proprietdrio

Origem de Identidade eDirectory ~ Tipe de Objeto Todos os objetos v

G tree171 v
*»& 1M v

Como modificar atributos de um volume, arquivo ou
pasta?

Para modificar atributos de um volume, arquivo ou pasta, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opg¢ao para selecionar os servidores.

+ Clique no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Selecione o volume ou clique no Nome do volume para selecionar o arquivo ou pasta
necessario, clique em Mais opg¢des --- > Propriedades.

Gerenciando arquivos e pastas 121



122

3. Na guia Detalhes > Atributos, ative ou desative a opc¢do de alternancia e clique em Gravar.

Atributos

O O

QO O O O

Cancelar

Como ver arquivos e pastas apagados?

Para ver arquivos e pastas apagados, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opc¢do para selecionar os servidores.

¢ Cligue no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Cligue em PROCURAR, selecione os servidores necessarios na arvore e clique em APLICAR.
2. Selecione o volume ou clique em Nome do volume para selecionar a pasta nele, clique em Mais
opgbes --- e selecione Arquivos e pastas apagados.

A lista exibe os arquivos e pastas apagados da pasta selecionada com as informacées
relacionadas. Vocé pode recuperar ou purgar esses arquivos e pastas apagados, se necessario.

+ Recuperar: Vocé pode restaurar os arquivos e pastas apagados usando a op¢do Recuperar
no local Arquivos e pastas apagados.

* Purgar: Vocé pode apagar permanentemente os arquivos e pastas apagados usando a
opgao Purgar no local Arquivos e pastas apagados. Arquivos e pastas purgados ndo podem
ser restaurados.

Observagdo: Em uma jungdo, ndo use a opcdo Arquivos e Pastas Apagados, pois ela ndo exibira os
resultados desejados.
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Como apagar arquivos e pastas?

Os arquivos e pastas apagados podem ser restaurados ou apagados permanentemente do local
Arquivos e pastas apagados, se necessario.

Para apagar arquivos e pastas em um volume, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opc¢do para selecionar os servidores.

+ Clique noicone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na arvore e clique em APLICAR.

2. Cligue no nome do volume para selecionar os arquivos e pastas necessarios, cliqgue em Mais
Opcoes - e selecione Apagar.

3. Cligue em Confirmar para apagar os arquivos e pastas selecionados.

Como recuperar os arquivos e pastas apagados?

Para recuperar ou restaurar os arquivos e pastas apagados, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opc¢do para selecionar os servidores.

¢ Cligue no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Cligue em PROCURAR, selecione os servidores necessarios na arvore e clique em APLICAR.

2. Selecione o volume ou clique em Nome do volume para selecionar a pasta nele, clique em Mais
opgoes --- e selecione Arquivos e pastas apagados.

3. Nallista Arquivos e pastas apagados, selecione os arquivos e pastas a serem restaurados e clique
em Recuperar.

Os arquivos e pastas recuperados sdo restaurados nos respectivos locais.

Como purgar os arquivos e pastas?

Para purgar ou apagar permanentemente os arquivos e pastas, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opc¢do para selecionar os servidores.

+ Clique noicone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Selecione o volume ou clique em Nome do volume para selecionar a pasta nele, clique em Mais
opcdes --* e selecione Arquivos e pastas apagados.

3. Em Arquivos e pastas apagados, selecione os arquivos e pastas necessarios a serem apagados
permanentemente e clique em Purgar.
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A purga apaga permanentemente os arquivos e pastas selecionados do volume, os quais ndao podem
ser restaurados.

Como renomear um arquivo ou pasta?

Para renomear um arquivo ou pasta, execute as seguintes etapas:

1. Cligue em Arquivos e pastas [ e use qualquer opgao para selecionar os servidores.

+ Clique no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Cligue em Nome do volume para selecionar o arquivo ou pasta nele, clique em Mais Opcées -+
e selecione Renomear.

3. Especifique o novo nome e clique em Confirmar.

A lista exibe o arquivo ou pasta selecionado com o novo nome.

Como mover arquivos e pastas em um volume?

Para mover arquivos e pastas em um volume, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opg¢ao para selecionar os servidores.

+ Clique no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Cligue em Nome do volume para selecionar os arquivos e pastas nele, clique em Mais Opcoes
=== e selecione Mover.

3. No assistente Mover Arquivos, a pagina Informagdes do Arquivo lista os arquivos e pastas
selecionados para serem movidos e clique em Avancar.

4. Na pagina Local de Destino, selecione a pasta para mover os arquivos e pastas selecionados e
clique em Avangar.
(Opcional) Vocé pode clicar em Adicionar nova pasta +, especificar o novo nome da pasta e
clicar na opgao para criar uma nova pasta de destino.

5. Na pagina Resumo, verifique o local de Origem e Destino e clique em Concluir.

Observacgao: A janela Resolver conflitos serd exibida se o mesmo nome de arquivo existir no
local de destino. Para resolver esse problema, veja “Como resolver conflitos de movimentacao
de arquivos?” na pdgina 125.

Os arquivos e pastas selecionados sdo movidos para o novo local de destino.
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Como resolver conflitos de movimentag¢ao de arquivos?

Para resolver conflitos de movimentagdo de arquivos, execute as seguintes etapas:

1. Cligue em Arquivos e pastas [ e use qualquer opgao para selecionar os servidores.

+ Clique no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Cligue em Nome do volume para selecionar os arquivos e pastas nele, clique em Mais Opgoes
=== e selecione Mover.

3. No assistente Mover Arquivos, a pagina Informagdes do Arquivo lista os arquivos e pastas
selecionados para serem movidos e clique em Avancar.

4. Na pagina Local de Destino, selecione a pasta para mover os arquivos e pastas selecionados e
clique em Avangar.

(Opcional) Vocé pode clicar em Adicionar nova pasta +, especificar o novo nome da pasta e
clicar na opcao para criar uma nova pasta de destino.

5. Na pagina Resumo, verifique o local de Origem e Destino e clique em Concluir.

Nota: Se os mesmos nomes de arquivo ou pasta existirem no local de destino, a janela Resolver
conflitos sera exibida.

6. Najanela Resolver conflitos, Manter ambos esta selecionado como padrao, especifique o Prefixo
ou Sufixo para renomear todos os arquivos e pastas conflitantes.

Vocé também pode usar Substituir para substituir os arquivos e pastas conflitantes ou Ignorar
para ignora-los.

7. Clique em Continuar para terminar o processo.
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Gerenciando direitos

No Gerenciamento de Direitos, vocé pode adicionar usudrios ou grupos como trustees, modificar os
direitos de trustees existentes, replicar direitos de usudrio ou grupo, habilitar todos os direitos para
usudrio ou grupo e remover todos os direitos para usudrio ou grupo. Para usuarios e grupos do
eDirectory, para ver e modificar os direitos do sistema de arquivos, vocé deve ser um administrador
do eDirectory ou um usudrio que tenha privilégios administrativos.

+ “Como adicionar um ou mais trustees para um volume, arquivo ou pasta?” na pagina 127

+ “Como modificar os direitos de trustee para usuarios e grupos?” na pagina 128

+ “Como visualizar os direitos de trustee de um volume, arquivo ou pasta?” na pagina 128

+ “Como habilitar todos os direitos para usuarios e grupos?” na pagina 129

+ “Como desabilitar todos os direitos para usudrios e grupos?” na pagina 129

+ “Quais sdo os varios direitos do trustee?” na pagina 129

+ “O que sao direitos efetivos?” na pdgina 131

+ “Como ver os direitos efetivos de usudrios e grupos?” na pagina 131

¢ “O que sao direitos herdados?” na pdagina 131

+ “Como ver os direitos herdados de um usuario ou grupo?” na pdagina 131

+ “Como usar o filtro de direitos herdados?” na pagina 132

+ “Como copiar ou replicar direitos de um usuario ou grupo para outros usuarios e grupos na
arvore de contexto?” na pagina 132

+ “Como remover trustees de um caminho selecionado?” na pagina 133

Como adicionar um ou mais trustees para um volume,
arquivo ou pasta?

Para adicionar um ou mais trustees a um volume, arquivo ou pasta, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opg¢ao para selecionar os servidores.

+ Clique no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Cligue em Nome do volume para selecionar o arquivo ou pasta nele, clique em Mais Opgées “**
e selecione Gerenciar Direitos.

3. Na pégina Gerenciar Direitos, clique em Adicionar Trustee.
4. Na arvore, selecione os servidores para listar os usuarios de contexto.

5. Selecione os usuarios e grupos e clique em Confirmar.
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Os direitos de trustee para os usudrios e grupos recém-adicionados podem ser modificados, se
necessario.

Como modificar os direitos de trustee para usuarios e
grupos?

Para modificar os direitos de trustee para usuarios e grupos, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opg¢ado para selecionar os servidores.

+ Clique noicone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Selecione o volume ou clique em Nome do volume para selecionar a pasta ou arquivo nele,
clique em Mais opcdes “** e selecione Gerenciar Direitos.

3. Na pégina Gerenciar Direitos, marque a caixa de selecdo para modificar os direitos dos usudrios
e grupos necessarios e clique em Aplicar Alteracdes.

Como visualizar os direitos de trustee de um volume,
arquivo ou pasta?

Para exibir e gerenciar os direitos de trustee de um volume, arquivo ou pasta, execute as seguintes
etapas:

1. Cligue em Arquivos e pastas [ e use qualquer opgao para selecionar os servidores.

+ Clique noicone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Cligue em Nome do volume para selecionar o arquivo ou pasta nele, clique em Mais Opcées -+
e selecione Gerenciar Direitos.

A lista exibe os trustees e os respectivos direitos no volume, arquivo ou pasta selecionado. Vocé
pode ver, modificar, adicionar, remover e replicar os direitos do trustee aqui.
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Como habilitar todos os direitos para usuarios e grupos?

Para habilitar todos os direitos para usuarios e grupos, execute as seguintes etapas:

1. Cligue em Arquivos e pastas [ e use qualquer opgao para selecionar os servidores.

+ Clique no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Selecione o volume ou clique em Nome do volume para selecionar a pasta ou arquivo nele,
clique em Mais opcdes “** e selecione Gerenciar Direitos.

3. Na pégina Gerenciar Direitos, selecione os usudrios e grupos.

Observagao: Use a opc¢do Adicionar Trustee para adicionar usudrios e grupos, se necessario.

4. Cligue em Mais Opgoes “**, selecione Habilitar todos os direitos e clique em Aplicar AlteracGes.

Todos os direitos sdo habilitados para os usuarios e grupos selecionados.

Como desabilitar todos os direitos para usuarios e grupos?

Para desabilitar todos os direitos para usudrios e grupos, execute as seguintes etapas:

1. Cligue em Arquivos e pastas [ e use qualquer opgao para selecionar os servidores.

+ Clique no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Selecione o volume ou clique em Nome do volume para selecionar a pasta ou arquivo nele,
cligue em Mais opgdes - e selecione Gerenciar Direitos.

3. Na pdgina Gerenciar Direitos, selecione os usudrios e grupos.

Observagao: Use a opgao Adicionar Trustee para adicionar usudrios e grupos, se necessario.

4. Cligue em Mais Opgoes “**, selecione Remover todos os direitos e clique em Aplicar Alteracoes.

Todos os direitos estdo desabilitados para os usudrios e grupos selecionados.

Quais sao os varios direitos do trustee?

A tabela mostra a lista de direitos de trustee do sistema de arquivos disponiveis.
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Direitos de trustee do sistema de arquivos

Descrigao

Supervisor (S)

Ler (R)

Gravar (W)

Criar (C)

Apagar (E)

Modificar (M)

Verificagdo de arquivos (F)

Controle de acesso (A)

Concede ao trustee todos os direitos ao diretdrio ou
ao arquivo e a quaisquer itens subordinados.

O direito de Supervisor ndo pode ser bloqueado com
um IRF (inherited rights filter - filtro de direitos
herdados) e ndo pode ser revogado. Os usuarios que
tém esse direito também podem conceder a outros
usudrios qualquer direito ao diretdrio ou ao arquivo e
podem mudar o seu filtro de direitos herdados.

Padrdo = Desligado

Concede ao trustee a capacidade de abrir e ler
arquivos, além de abrir, ler e executar aplicativos.

Padrdo = Ligado

Concede ao trustee a capacidade de abrir e modificar
(gravar) um arquivo existente.

Padrdo = Desligado

Concede ao trustee a capacidade de criar diretérios e
arquivos e recuperar arquivos apagados.

Padrao = Desligado

Concede ao trustee a capacidade de apagar diretdrios
e arquivos.

Padrdo = Desligado

Concede ao trustee a capacidade de renomear
diretdrios e arquivos, além de mudar atributos de
arquivo. Ndo permite que o usuario modifique o
conteudo do arquivo.

Padrdo = Desligado

Concede ao trustee a capacidade de ver os nomes de
diretdrio e arquivo na estrutura do sistema de
arquivos, incluindo a estrutura do diretdrio desse
arquivo até o diretorio raiz.

Padrdo = Desligado

Concede ao administrador a capacidade de adicionar
e remover administradores de diretdrios e arquivos,
modificar os direitos atribuidos aos administradores e
definir os filtros de direitos herdados.

Este direito ndo permite ao trustee adicionar nem
remover o direito Supervisionar para qualquer
usuario. Além disso, ele ndo permite remover o
trustee com o direito Supervisionar.

Padrdo = Desligado
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O que sao direitos efetivos?

Os direitos efetivos concedidos a um trustee sdo uma combinagdo de direitos explicitos definidos no
arquivo ou na pasta e os direitos herdados. Os direitos herdados sdo anulados pelo direitos
designados explicitamente para o trustee em um caminho. Se ndo houver trustees listados para
direitos efetivos, os direitos efetivos serdo os mesmos que os direitos herdados.

Como ver os direitos efetivos de usudrios e grupos?

Para ver os direitos efetivos de usuarios e grupos, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opc¢do para selecionar os servidores.

¢ Cligue no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Cligue em PROCURAR, selecione os servidores necessarios na arvore e clique em APLICAR.

2. Selecione o volume ou clique em Nome do volume para selecionar a pasta ou arquivo nele,
clique em Mais opcdes “** e selecione Gerenciar Direitos.

3. Selecione a guia Direitos Efetivos e Herdados para listar os usuarios e grupos e seus direitos
efetivos.

O que sao direitos herdados?

Os direitos herdados sdo direitos de trustee de subdiretdrios e arquivos herdados do respectivo
diretério pai. Normalmente, vocé define os direitos que deseja que fluam para todos os usuarios
designando um objeto de Grupo como o trustee de um diretdrio localizado na raiz do volume. Os
direitos de trustee fluem pela estrutura da arvore de arquivos para os respectivos subdiretérios e
arquivos filho.

Como ver os direitos herdados de um usuario ou grupo?

Para ver os direitos herdados de um usudrio ou grupo, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opc¢do para selecionar os servidores.

+ Clique noicone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Cligue em PROCURAR, selecione os servidores necessarios na arvore e clique em APLICAR.

2. Selecione o volume ou clique em Nome do volume para selecionar a pasta ou arquivo nele,
cligue em Mais opgdes - e selecione Gerenciar Direitos.

3. Selecione a guia Direitos Efetivos e Herdados para listar os usudrios e grupos, selecione o

usuario ou grupo, clique em Exibir Direitos Herdados s#a.

A pégina exibe os detalhes dos filtros de direitos herdados e os direitos efetivos do usuario ou grupo
para o arquivo de origem.
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Como usar o filtro de direitos herdados?

A habilitagdo de direitos herdados aplica todos os direitos do diretério pai ao diretério filho. A sua
desabilitacao restringe o fluxo dos direitos do diretdrio pai para o diretério filho.

Para usar o filtro de direitos herdados, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opc¢do para selecionar o servidor.

+ Clique noicone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na arvore e clique em APLICAR.

2. Selecione o volume ou clique em Nome do volume para selecionar a pasta ou arquivo nele,
cligue em Mais opgdes - e selecione Gerenciar Direitos.

3. Cligue em Filtro de direitos herdados ative ou desative o botdo de alternancia para ativar ou
desativar os direitos herdados para todos os usuarios e grupos selecionados para o arquivo ou
pasta.

Como copiar ou replicar direitos de um usuario ou grupo
para outros usuarios e grupos na arvore de contexto?

Para copiar ou replicar direitos de um usudrio ou grupo para outros usudrios e grupos na arvore de
contexto, execute as seguintes etapas:

1. Clique em Arquivos e pastas D e use qualquer opg¢ao para selecionar os servidores.

+ Clique no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.

2. Cligue em Nome do volume para selecionar o arquivo ou pasta nele, clique em Mais Opcées -+
e selecione Gerenciar Direitos.

3. Na pagina Gerenciar Direitos, selecione o usuario ou grupo, clique em Mais Opgdes “*- e
selecione Replicar.

4. No assistente Replicar Direitos, pesquise ou procure para listar usuarios e grupos na arvore de
contexto.

5. Selecione os usudrios e grupos e clique em APLICAR.
Os usuarios e grupos selecionados sdo exibidos na lista e podem ser removidos usando a op¢ao
Remover *~ , Se necessario.

6. No assistente Replicar Direitos, clique em Confirmar.

Os usudrios e grupos selecionados na arvore de contexto precisam ter os mesmos direitos do
usudrio ou grupo selecionado na pagina Gerenciar Direitos.

Gerenciando direitos



Como remover trustees de um caminho selecionado?

Para remover trustees de um caminho selecionado, execute as seguintes etapas:

1. Cligue em Arquivos e pastas [ e use qualquer opgao para selecionar os servidores.

+ Clique no icone Pesquisar, especifique o nome do servidor necessario e selecione-o na lista
suspensa para ver os volumes disponiveis.

+ Clique em PROCURAR, selecione os servidores necessarios na drvore e clique em APLICAR.
2. Selecione o volume ou clique em Nome do volume para selecionar a pasta ou arquivo nele,

clique em Mais opcdes “** e selecione Gerenciar Direitos.

3. Na pagina Gerenciar Direitos, selecione os usudrios e grupos, clique em Mais Opcées *"* e
selecione Remover.

4. Na caixa Remover Trustee, clique em Remover.

O acesso para os trustees é removido para o caminho selecionado.
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Tecnologia de armazenamento

Este capitulo descreve os procedimentos para gerenciar sites e jungdes de réplica do DFS (Servicos
de Arquivos Distribuidos). Para obter mais informagdes sobre o DFS, consulte o Distributed File
Services Administration Guide for Linux (Guia de Administra¢do do Distributed File Services para
Linux).

O DFS é fornecido como parte do pacote de espaco do usuario dos Servicos de Armazenamento
(novell-nss). O NSS deve ser instalado e habilitado em servidores de réplica de DFS para facilitar o
contexto de gerenciamento DFS, bem como em qualquer servidor em que as jun¢des devem ser
criadas.

Observagdo: Para acessar o DFS, faca login no UMC com suas credenciais de administrador e clique
em Tecnologia de armazenamento > DFS.

+ Capitulo 16, “Gerenciando sites de réplica” na pagina 137

+ Capitulo 17, “Gerenciando junc¢des” na pagina 145
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Gerenciando sites de réplica

Um site de réplica é o servidor que hospeda uma instancia do servigo VLDB (Réplica de DFS) e o
respectivo arquivo de réplica associado em um contexto de gerenciamento DFS. Cada contexto de
gerenciamento consiste em uma ou duas réplicas, que podem operar em qualquer combinacgdo de
plataformas DFS com suporte. Esses servidores podem existir no mesmo nivel ou abaixo do contexto
de gerenciamento na arvore do eDirectory; no entanto, eles ndo podem fazer parte de um contexto
de gerenciamento DFS de nivel inferior.

Observagdo: Para acessar o DFS, faca login no UMC com suas credenciais de administrador e clique
em Tecnologia de armazenamento > DFS > Sites de Réplica.

*

“Mudancas na convencao de nomenclatura” na pagina 137

+ “Como listar sites de réplica?” na pdgina 137

¢ “Onde ver detalhes de um site de réplica?” na pdagina 139

+ “Como criar um Contexto de Gerenciamento?” na pagina 139
+ “Como adicionar um site de réplica?” na pdagina 140

+ “Como reparar o servigo de Réplica de DFS?” na pagina 140

+ “Como configurar o servico de Réplica de DFS?” na pagina 141
+ “Como apagar um site de réplica?” na pagina 141

+ “O que acontece quando um site de réplica é pausado ou interrompido?” na pagina 142

Mudangas na conven¢ao de nomenclatura

Contexto de Gerenciamento: Ao criar um site de réplica, a Organizac¢do (O) ou a Unidade
Organizacional (UO) selecionada torna-se o contexto de gerenciamento. Nao ha workflow separado
para criar um contexto de gerenciamento.

Réplica de DFS (VLDB): O servico VLDB (Réplica de DFS) fornece a estrutura para localizar volumes
dentro do contexto de gerenciamento. O gerenciamento desse servi¢o envolve a criacdo, o
gerenciamento diario, a manutencgao e o reparo da réplica. No UMC, o termo VLDB é substituido
pelo servico de Réplica de DFS para melhor compreensao.

Como listar sites de réplica?

1 Procure e selecione o contexto de gerenciamento DFS que vocé deseja gerenciar. Isso exibe os
sites de réplica.

Observagao: Quando vocé navega no O ou OU, ele lista os contextos de gerenciamento
existentes.

2 As seguintes informacdes sao exibidas:
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Nome da coluna

Descrigao

Status do DFS (codificacdo de cores)
Verde
Cinza

Branco
Status da réplica (codificacdo de
cores)

Verde

Azul

Cinza

Branco

Vermelho

Servidor

Contexto de gerenciamento

Status
Executando: O servigo de Réplica de DFS estd em execugao.
Parado: O servigo de Réplica de DFS foi interrompido.

Desconhecido: O UMC ndo pode determinar o status do site de
réplica.

Status

Executando: O servigo de Réplica de DFS esta carregado e em
execugao.

Em reparacgdo: O servico de Réplica de DFS esta sendo reparado.

O progresso do reparo ndo é armazenado, portanto, é aconselhdvel
ndo interromper o reparo; caso contrario, ele precisaria ser reiniciado.
O status do reparo esta disponivel na secao Detalhes de cada site de
réplica.

Parado: O servigo de Réplica de DFS foi interrompido.

O servico foi interrompido manualmente ou, apds a ativacdo do
reparo, o servico falhou e o status foi modificado para interrompido.

Desconhecido: O UMC ndo pode determinar o status do site de
réplica.

Falha: O servigo DFS foi interrompido, fazendo com que o servigo de
Réplica de DFS seja descarregado.

Nenhuma operacdo de volume pode ser executada neste site de
réplica.

O nome do site de réplica.

O nome de um contéiner O ou OU preexistente que vocé escolheu na
arvore do eDirectory.

Ao selecionar um site de réplica, as seguintes acdes podem ser executadas:

¢ Detalhes

¢ Adicionar

+ Configurar

+ Pausar

¢ Iniciar e retomar

+ Parar

¢ Reparar réplica de DFS
* Apagar
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Onde ver detalhes de um site de réplica?

1 Procure e selecione o contexto de gerenciamento DFS que vocé deseja gerenciar. Isso exibe os
sites de réplica.

2 Selecione um site de réplica e, em seguida, selecione Detalhes. As seguintes informacdes sdo

exibidas:
Parametro Descri¢do
Status Estado do servico de Réplica de DFS.

Threads em execugdo Exibe o nimero de threads reais em execugdo para o servico. Exibir o nimero de
threads de processamento para o servigo.

O numero de threads em execucdo pode variar devido a falta de memaria no
servidor ou porque o numero de threads em execugdo esta em processo de
mudanca para atender ao numero solicitado.

Threads solicitados Exibir o nimero de threads de processamento configurados para o servigo. Faixa: 1
(padrdo) a 16.

Executando desde A data e a hora em que o servico de Réplica de DFS foi ativado.

Contexto de O contexto do site de réplica selecionado.
Gerenciamento

Caminho O local do arquivo de banco de dados de réplica. O local padrio é /var/opt/
novel 1/dfs.

Ultimo reparo A data e hora do reparo, o nivel e o status do reparo.

Como criar um Contexto de Gerenciamento?

Um contexto de gerenciamento pode oferecer suporte a no maximo dois sites de réplica. Ao criar
um site de réplica, o contéiner O ou OU selecionado se torna o contexto de gerenciamento.

1 Clique em Criar Site de Réplica.

2 Um assistente é exibido:

2a Contexto de gerenciamento: Procure e selecione um contéiner e clique em Préximo.

Observagao: O contéiner selecionado é designado como o contexto de gerenciamento
para essa réplica.

2b Servidores: Procure e selecione o servidor no qual o servico de Réplica de DFS deve ser
hospedado. Vocé pode selecionar no maximo dois servidores.

2c Local da réplica de DFS: Selecione o caminho padrdo (/var/opt/novel 1/dfs) ou, como
alternativa, selecione um volume NSS ou uma pasta dentro do volume para armazenar o
banco de dados VLDB (Réplica de DFS) no site de réplica. Clique em Préximo.
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O nome do arquivo de Réplica de DFS em si ndo pode ser especificado nem modificado, ele
é sempre vldb.dat.

2d Resumo: Revise o resumo do site de réplica criado e clique em Concluir.

Um novo site de réplica é criado no contexto de gerenciamento selecionado.

Como adicionar um site de réplica?

Um maximo de dois sites de réplica podem ser criados para um contexto de gerenciamento DFS.
Essas duas réplicas trocam bancos de dados (o banco de dados inteiro, ndo apenas as alteracdes)
sempre que uma alteracdo é feita nos volumes. Ao receber o banco de dados da outra réplica, cada
réplica o mescla com o seu, determinando quais entradas foram adicionadas, apagadas ou
modificadas.

1 Procure e selecione o contexto de gerenciamento DFS que vocé deseja gerenciar. Isso exibe os
sites de réplica existentes.
2 Selecione um site de réplica e, em seguida, selecione Adicionar.
3 Um assistente é exibido:
3a Servidores: Procure e selecione um servidor e clique em Avancar.

3b Local da réplica de DFS: Selecione o caminho padrdo (/var/opt/novel1/dfs) ou uma
nova pasta para armazenar o banco de dados VLDB (Réplica de DFS) no site de réplica.
Clique em Préximo.

3c Resumo: Revise o resumo do site de réplica e clique em Concluir.

Um novo site de réplica é adicionado ao contexto de gerenciamento existente.

Como reparar o servi¢o de Réplica de DFS?

O processo de reparo recompila o banco de dados de Réplica de DFS. Apds a conclusao, o banco de
dados ativo atual é substituido pelo reparado. Se houver dois sites de réplica, a réplica sera
sincronizada automaticamente com o banco de dados reparado ativo. Até que o banco de dados de
reparo seja ativado, todas as solicitacbes de Réplica de DFS (exceto aquelas que fazem referéncia
especificamente ao banco de dados reparado) operam no banco de dados existente. Assim, os
clientes podem acessar jungGes DFS mesmo durante o reparo de volumes que ainda tém entradas
corretas no banco de dados de Réplica de DFS.

1 Procure e selecione o contexto de gerenciamento DFS que vocé deseja gerenciar. Isso exibe os
sites de réplica.

2 Selecione um site de réplica e, em seguida, selecione Reparar Réplica de DFS.

3 Selecione um dos seguintes niveis de reparo e clique em OK:

+ Substitua pela ultima cdpia salva: Restaura a ultima cépia salva do banco de dados usando
o arquivo de backup criado automaticamente.

+ Copiar de outro site de réplica: Recupera uma cépia do banco de dados de outro servidor
que estd executando o servico de Réplica de DFS.

Essa opcdo so estara disponivel se houver mais de um site de réplica.
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+ Recrie a partir da arvore do eDirectory: Recria o banco de dados do zero, verificando
recursivamente a arvore do eDirectory a partir do contéiner de contexto de gerenciamento
e registrando as informacdes do objeto de volume no banco de dados reparado. Esta é uma
atividade demorada e deve ser considerada com cuidado.

4 Clique em Confirmar. Monitore o status da recriacdo periodicamente até que ela seja concluida.
Essa duracdo pode variar de alguns minutos a varios dias, dependendo do nivel de reparo
selecionado. Para exibir o progresso, selecione o site de réplica e, em seguida, Detalhes.

Durante o processo de reparo, o status é exibido como Em reparagio. Se a opg¢do Recriar da
arvore do eDirectory for selecionada, apds a conclusdo do reparo, o DFS recarregara
automaticamente o servico de Réplica de DFS no servidor de réplica e ativara o banco de dados,
mudando o estado para Em Execucdo. Se houver um segundo site de réplica, a cépia de banco
de dados dele serd sincronizada automaticamente com o banco de dados reparado.

5 Se ocorrer algum erro durante o reparo, consulte o seguinte arquivo de registro:

/var/opt/novell/log/dfs/virpr.log

Como configurar o servico de Réplica de DFS?

Alguns parametros do servico de Réplica de DFS sdo configuraveis.

1 Procure e selecione o contexto de gerenciamento DFS que vocé deseja gerenciar. Isso exibe os
sites de réplica.

2 Selecione um site de réplica e, em seguida, selecione Configurar.
3 Um assistente é exibido:

3a Threads: Edite o nimero de threads de processamento configurados para o servico. Faixa:
1 (padrao) a 16.

3b Réplica de DFS: Selecione um caminho para armazenar o banco de dados VLDB (Réplica de
DFS).

3c Execute o servigo de réplica de DFS na reinicializagao do servidor: Habilite essa opc¢do se
quiser que o servico seja iniciado automaticamente quando vocé reiniciar o servidor.

3d Clique em Confirmar para gravar as alterag¢Ges do site de réplica.

Como apagar um site de réplica?

O apagamento de um site de réplica desativa e descarrega o servico de Réplica de DFS, apaga o
arquivo de banco de dados e atualiza o atributo para o contexto de gerenciamento DFS no
eDirectory.

Importante: Se o site selecionado for o ultimo site de réplica restante e for apagado, isso também
apagara seu contexto de gerenciamento de DFS.

1 Procure e selecione o contexto de gerenciamento DFS que vocé deseja gerenciar. Isso exibe os
sites de réplica.

2 Selecione um site de réplica e, em seguida, selecione Apagar.

Gerenciando sites de réplica 141



142

3 Cliqgue em Apagar para remover o site de réplica selecionado.

O DFS sincroniza as alteragées com o eDirectory, o que pode levar até 5 minutos.

O que acontece quando um site de réplica é pausado ou
interrompido?

Por exemplo,

No contexto de gerenciamento “Operag¢des”, ha dois sites de réplica: 10.65.8.11 e 10.66.8.12. Abaixo
estdo os efeitos de pausar e retomar as operagdes nesses sites.

Pausar

10.65.8.11 estd em um estado Pausado, enquanto 10.66.8.12 estd em um estado em Em
execucao.
+ No UMC, o Status da réplica do DFS (10.65.8.11) é mostrado como Parado.

+ O servico de Réplica de DFS (10.65.8.11) é interrompido, mas permanece carregado. As
operagoes de volume executadas neste site atualizam o banco de dados de Réplica de DFS
(10.65.8.11) e também sincronizam com 10.65.8.12.

+ Os usuarios ndo podem acessar juncées disponiveis no site de réplica pausado (10.65.8.11).
+ As operacGes disponiveis sdo: detalhes, configuracdo, retomada, inicio, parada e apagamento.
Para pausar um site de réplica:
1 Procure e selecione o contexto de gerenciamento DFS que vocé deseja gerenciar. Isso exibe os
sites de réplica.
2 Selecione um site de réplica e, em seguida, selecione Pausar.

3 Clique em Confirmar para pausar o site de réplica. O Status da réplica muda para Parado.

Parar
10.65.8.11 esta em um estado Em execucéo, enquanto 10.66.8.12 esta em um estado Parado.

+ No UMC, o Status do DFS é Parado e o Status da réplica do DFS é Falha.

+ Como o servigo DFS é interrompido, ele descarrega o servigo de Réplica de DFS. As operagGes de
volume executadas neste site ndo sdo atualizadas no banco de dados de Réplica de DFS
(10.66.8.12), mas sdo atualizadas em seu site de réplica (10.65.8.11) a medida que a replicacdo
continua.

+ Os usuarios ndo podem acessar jungées disponiveis no site de réplica interrompido
(10.66.8.12).

+ A operacdo disponivel é apagar.
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Para interromper um site de réplica:
1 Procure e selecione o contexto de gerenciamento DFS que vocé deseja gerenciar. Isso exibe os
sites de réplica.
2 Selecione um site de réplica e, em seguida, selecione Parar.

3 Cliqgue em Confirmar para interromper o site de réplica. O Status do DFS foi alterado para
Parado e o Status da réplica de DFS para Falha.
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Gerenciando juncoes

Uma jungdo DFS serve como um espaco reservado légico para dados armazenados em um volume
NSS diferente. Cada jun¢do aponta para um Unico local de destino.

Para os administradores, a juncdo aparece na estrutura do arquivo como uma pasta. No entanto, os
usudrios normalmente veem a juncdo como uma subpasta e ndo sabem da existéncia dela. Se o
caminho de destino ndo estiver disponivel ou se o servigco de Réplica de DFS para o contexto de
gerenciamento do destino ndo estiver em execugdo, os usuarios ndo poderdo acessar os dados de
destino. Os clientes incompativeis com o DFS veem uma jungdo como um arquivo que ndo tém
direitos para acessar.

Observagao: Para acessar o DFS, faca login no UMC com suas credenciais de administrador e clique
em Tecnologia de armazenamento > DFS > Jungoes.

+ “Quais sdo as diretrizes para criar ou gerenciar jungdes?” na pagina 145
+ “Como criar uma juncdo?” na pagina 145

+ “Onde ver as jungdes?” na pagina 146

+ “Como configurar jungdes?” na pagina 148

+ “Como apagar juncbes?” na pagina 148

+ “Como sincronizar direitos entre os locais de origem e destino?” na pagina 148

Quais sao as diretrizes para criar ou gerenciar jungoes?

+ Podem existir juncdes entre os volumes de origem e de destino dentro do mesmo ou de
diferentes contextos de gerenciamento do DFS.

+ Ao criar uma jun¢do, uma nova pasta pode ser criada. Essa funcionalidade é exclusiva do UMC.
+ Somente usuarios do eDirectory podem ser adicionados como trustees a uma juncao.

+ Ajuncdo e as localizacdes de destino herdardo os trustees e os direitos de trustees relativos as
localizacGes reais, de acordo com o Modelo de Trustee do OES. Usando a funcionalidade
Sincronizar, vocé pode sincronizar os direitos explicitos de uma jungdo entre os locais de origem
e de destino. Para obter mais informacgGes sobre a designagdo de direitos, consulte “Quais sao
os varios direitos do trustee?” na pagina 129.

Como criar uma jungao?

Para criar uma jungao, siga estas etapas:

1 Clique em Criar juncao.
2 Um assistente é exibido:

2a Procure e selecione o contexto de gerenciamento DFS no qual criar a jungdo.
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Observagao: A juncdo é criada somente dentro do contexto de gerenciamento
selecionado.

2b Caminho de origem:
2b1 Nome: Digite o nome da juncdo.

2b2 Procure e selecione o volume NSS ou pasta em que vocé deseja criar a juncdo e clique
em Continuar.

Para navegar no volume, clique no objeto.

2c Caminho de destino: Procure e selecione o volume NSS ou pasta para o qual vocé deseja
gue a jungdo aponte e clique em Continuar.

O volume ou pasta NSS de destino é onde os dados residem.

2d Direitos do trustee da fonte: Defina os trustees do eDirectory e os direitos deles para a
origem. Procure e selecione um ou mais usuarios para definir como administradores e
clique em Aplicar.

2d1 Direitos atribuidos: Selecione o trustee e atribua os direitos necessarios. Por padrao,
o trustee é listado com um minimo de direitos de Leiturae Verificacdo de
Arquivo. Modifique os direitos do trustee, se necessario.

Observagao: Todas as operac¢des de trustee suportadas em Arquivos e Pastas podem
ser executadas nesta pagina (Origem e Destino).

2d2 Direitos efetivos: Os direitos ndo estao disponiveis porque a jung¢do nao foi criada.

2e Direitos do trustee de destino: Defina os trustees do eDirectory e os direitos deles para o
destino. Procure e selecione os usuarios definidos na origem junto com quaisquer usuarios
adicionais. Em seguida, defina os direitos dos trustees e clique em Aplicar.

2el Direitos atribuidos: Selecione o trustee e atribua os direitos necessarios. Por padrao,
o trustee é listado com um minimo de direitos de Leiturae Verificacdo de
Arquivo.

Importante: Para visibilidade de arquivos, os usuarios precisam de pelo menos
direitos de Leiturae Verificacdo de Arquivos no local de destino.

2e2 Direitos efetivos: Os direitos efetivos no destino da junc¢do incluem os direitos
definidos explicitamente na jun¢do e os herdados do diretério pai da juncdo. Esses
direitos ndo sdo editaveis.

2f Resumo: Revise o resumo da jungdo recém-criada e clique em Concluir.

Na pagina de listagem de junc¢des, selecione o servidor ou volume para exibir a jungdo
recém-criada.

Onde ver as juncoes?

Uma jungdo é uma pasta virtual que aponta para a raiz de um volume NSS de destino ou para
qualguer um dos diretérios dele. Vocé pode ver a lista de jungGes em dois locais:

+ “DFS > Jungbes” na pagina 147

+ “Arquivos e pastas” na pagina 147
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DFS > Jungoes

1 Procure e selecione os servidores ou volumes para listar as juncoes.

2 (Condicional) Ao se conectar a um servidor pela primeira vez, vocé deve verificar todos os
volumes para armazenar em cache as informacoes de jungao. Clique em Verificar agora ou
Executar verificacdo para listar as jungoes.

Quando novas juncdes forem criadas, clique em Atualizar para atualizar o cache e exibir as
jungdes recentemente adicionadas na lista de jungdes.

3 As seguintes informacGes sdo exibidas:

Nome da coluna Descrigao

Status (codificacdo de cores) Os estados da jungdo sao Disponivel ou Defeituosa.

Verde Disponivel: Os dados no local de destino podem ser acessados por meio da
jungdo.

Vermelho Indisponivel: O local de destino para o qual a jungdo aponta ndo estd
disponivel.

Nome 0O nome especificado pelo administrador.

Contexto de gerenciamento O contexto de gerenciamento do servidor ou volume selecionado.

Caminho de origem Um caminho de pasta no volume ou na raiz do volume em que a jungao

estd localizada.

Caminho de destino Um caminho de pasta no volume ou na raiz do volume em que os dados
estdo localizados.

Destino do OES O servidor de destino é um servidor OES.
Ultima modificagdo A marcacgdo de horario que indica quando a jungao foi modificada pela
ultima vez.

Ao selecionar uma juncao, as seguintes acdes podem ser executadas:

+ Detalhes - As mesmas informacdes estdo disponiveis na pagina de listagem de jungdes. As
informacodes adicionais sdo a data de criacdo da juncao.

+ Renomear
+ Configurar
+ Direitos de sincronizagao - origem para destino
+ Direitos de sincronizagao - destino para origem

* Apagar

Arquivos e pastas

1 Procure e selecione os servidores para listar os volumes.

2 Cligue no volume para ver as junc¢oes. As junc¢des sdo listadas como um arquivo no volume ou
nas respectivas pastas.
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Como configurar jungoes?

Ao configurar uma jungdo, o caminho de origem e o nome da jun¢do ndo podem ser modificados.

1 Procure e selecione os servidores ou volumes para listar as juncoes.
2 Selecione uma juncdo e, em seguida, selecione Configurar.

2a O caminho de destino, os direitos de trustee de origem e os direitos de trustee de destino
podem ser modificados.

2b Resumo: Revise as alteragGes feitas e clique em Concluir.

Na pagina de listagem de juncao, selecione o servidor ou volume para ver a juncao
modificada.

Como apagar jungoes?

O apagamento de uma jungdo remove o arquivo de juncdo e os trustees, direitos de trustee e filtros
de direitos herdados definidos na jungdo associados a ele. Os dados e os direitos do trustee no local
de destino ndo sdo afetados.

1 Procure e selecione os servidores ou volumes para listar as juncées.

2 Selecione uma juncdo e, em seguida, selecione Apagar.

Observagao: Para evitar problemas de seguranca ou visibilidade, verifique as configuragdes de
trustee na localizagcdo de destino antes ou apds o apagamento.

3 Cligue em Apagar para remover as junc¢oes selecionadas.

Como sincronizar direitos entre os locais de origem e
destino?

Para sincronizar todos os direitos atribuidos de um administrador, siga estas etapas:

1 Procure e selecione os servidores ou volumes para listar as juncées.

2 Selecione uma juncdo e escolha a opgao Direitos de sincronizagdo - origem para destino ou a
opg¢ao Direitos de sincronizacdo - destino para origem. Essa agao copia os direitos de trustee da
origem para o destino ou vice-versa.

3 Para validar os direitos, clique em Arquivos e Pastas.
4 Procure e selecione os servidores para listar os volumes.

5 Selecione o volume e, em seguida, selecione Gerenciar Direitos. Isso exibe os usuarios com seus
direitos modificados.
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VI I Configuracao do servico

+ Capitulo 18, “Gerenciando o NCP” na pagina 151
+ Capitulo 19, “Gerenciando o SMDR” na pagina 157
+ Capitulo 20, “Gerenciando o TSAFS” na pagina 159
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Gerenciando o NCP

Este capitulo descreve as op¢des de configuracdo usadas pelo servidor NCP. Para obter mais
informagdes sobre as configuragdes do servidor NCP, veja o Guia de Administracdo do Servidor NCP
para Linux.

+ “Como gerenciar a pagina de cédigo local?” na pagina 151

+ “Como gerenciar as configuracdes de cache do servidor NCP?” na pdgina 151

+ “Como gerenciar criptografia e MFA em um servidor NCP?” na pagina 152

+ “Como gerenciar bloqueios de configuracdo do servidor NCP?” na pagina 152

+ “Como gerenciar as configuracdes de comunicacdo do servidor NCP?” na pagina 153

+ “Como gerenciar as configuracdes de volumes do servidor NCP?” na pagina 154

+ “Como gerenciar as configuracdes de registro do servidor NCP?” na pagina 155

+ “Como gerenciar as configuracdes de ajuste de desempenho do servidor NCP?” na pagina 155

+ “Como gerenciar as atualizagdes de ID de usuario do servidor NCP?” na pagina 156

Como gerenciar a pagina de codigo local?

O servidor NCP suporta a maioria das paginas de cddigo usadas para arquivos e nomes de
subdiretério. Por padrdo, o servidor NCP usa a pagina de cédigo correspondente a pagina de cédigo
usada pelo sistema operacional do servidor Linux especificado no momento da instalagao.

Se vocé quiser selecionar uma pagina de cédigo local diferente, siga as etapas:

1 Em Configuracdo > NCP, pesquise ou procure para selecionar o servidor.

2 Em Ambiente do Servidor, selecione uma nova pdgina de cédigo local no menu suspenso Pagina
de codigo local e clique em Salvar.

Como gerenciar as configuragoes de cache do servidor
NCP?

1 Em Configuracao > NCP, pesquise ou procure para selecionar o servidor.
2 No menu suspenso NCP > Ambiente do servidor, selecione NCP > Caching.

¢ 0O Maximo de arquivos em cache por subdiretério é o nimero de arquivos que podem ser
armazenados em cache para um subdiretdrio.

¢ O Maximo de arquivos em cache por volume é o nimero de arquivos que podem ser
armazenados em cache para um volume.

Gerenciando o NCP 151



152

+ O Maximo de subdiretérios em cache por volume é o nimero de subdiretdrios que podem
ser armazenados em cache para um volume.

+ O Maximo de arquivos de fechamento lento é o niumero de identificadores de arquivo que
podem ser fechados lentamente.

3 Especifique os valores necessarios e clique em Gravar.

Como gerenciar criptografia e MFA em um servidor NCP?

A seguranca do servidor NCP permite que vocé gerencie a criptografia e a MFA em um servidor NCP.

1 Em Configuracao > NCP, pesquise ou procure para selecionar o servidor.
2 No menu suspenso NCP > Ambiente do Servidor, selecione NCP > Seguranca.
3 Criptografia:

+ Escolha entre Habilitar, Desabilitar ou Impor para gerenciar recursos de criptografia entre
o servidor NCP e os clientes NCP.

+ Especifique o Periodo extra e a Forca de criptografia.

Observagao: Se a criptografia for imposta, a for¢a de criptografia sera definida como baixa
e o periodo extra sera desabilitado.

MFA:

+ Escolha Impor ou Desabilitar a MFA para gerenciar as conexdes para acessar o servidor
NCP.

+ Especifique o Periodo extra.

Observagao: Se a MFA for imposta, o Periodo Extra serd desabilitado.

Auditoria:

Quando a auditoria estd habilitada, as altera¢des de configuracdo de seguranca executadas em
um servidor NCP sao registradas.

4 Selecione as opg¢des de seguranca necessarias e clique em Gravar.

Como gerenciar bloqueios de configurac¢ao do servidor
NCP?

1 Em Configuracdo > NCP, pesquise ou procure para selecionar o servidor.
2 No menu suspenso NCP > Ambiente do servidor, selecione NCP > Bloqueios.
3 Vocé pode gerenciar as seguintes opgdes:

+ Bloqueios entre protocolos

Os blogueios entre protocolos impedem que o mesmo arquivo seja acessado
simultaneamente para modificacGes do CIFS e do cliente NCP.

+ Nivel de suporte a bloqueio oportunista
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O bloqueio oportunista do NCP permite que o cliente armazene em cache os dados do
arquivo para melhor desempenho. Vocé pode selecionar qualquer uma das opg¢des no
menu suspenso.

+ Desabilitar

+ Bloqueios exclusivos

+ Bloqueios compartilhados e exclusivos
* Mascara de faixa de bloqueio

Permitir que os aplicativos adquiram um bloqueio acima da regido do enderecgo
(Ox7fffFFFFFfefeee).

+ Tempo de rotagdo de bloqueio de faixa de bytes

Especifique a faixa entre 0 e 5000 (milissegundos) para evitar colisdes de bloqueio quando
o LockTimeOut for enviado como 0 em uma Solicitacdo de Faixa de Bytes do cliente.

+ Estatisticas de bloqueio de registro

Quando um blogueio de volume NCP é mantido por mais do que o tempo configurado, o
servidor NCP exibe uma mensagem no arquivo ncpserv.log com os detalhes relevantes.

4 Selecione e especifique as op¢des de bloqueio de servidor NCP necessarias e clique em Gravar.

Como gerenciar as configuragoes de comunicac¢ao do
servidor NCP?

1 Em Configuracdo > NCP, pesquise ou procure para selecionar o servidor.
2 No menu suspenso NCP > Ambiente do servidor, selecione NCP > Comunicacées.
3 Vocé pode gerenciar as seguintes opgdes:

+ Primeiro pacote watchdog

Habilite e especifique a hora em que o servidor NCP deve enviar um pacote de ping se
nenhuma atividade do cliente for detectada.

+ Mensagem de broadcast
Habilite ou desabilite mensagens de broadcast do servidor NCP.
+ Intervalo de manutencdo de atividade TCP/NCP

Especifique a hora em que o servidor NCP precisara enviar um pacote TCP se nenhuma
atividade do cliente for detectada.

¢ Intervalo de manutengao de atividade NCP

Habilite e especifique a hora em que o servidor NCP devera enviar um pacote TCP se
nenhuma atividade do cliente for detectada.

4 Selecione e especifique as opcdes de comunicacao do servidor NCP necessarias e clique em
Gravar.
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Como gerenciar as configuragoes de volumes do servidor

NCP?

1 Em Configuracdo > NCP, pesquise ou procure para selecionar o servidor.

2 No menu suspenso NCP > Ambiente do servidor, selecione NCP > Volumes.

3 Vocé pode gerenciar o seguinte:

*

Arquivo de compromisso

Garante que todos os dados gravados em um arquivo pelo cliente NCP sejam gravados no
disco.

Suporte ao atributo Executar

Permite usar o atributo “somente execucdao” do NCP com o bit de execu¢do do modo de
usudrio em um arquivo ou subdiretério.

Manter IDs de quem apagou arquivos NSS
Retém o ID de quem apagou quando um arquivo é apagado em volumes NSS.
Suporte a Sendfile

O servidor NCP envia os dados de leitura do arquivo para os clientes diretamente para o
ambiente Linux Kernel Ring 0. Essa op¢do ndo é suportada para conexdes criptografadas.

Sincronizar trustees com o NSS na montagem do volume

Sincroniza novamente os trustees de um volume NSS quando ele é montado para o NCP.
Avisar usuarios — o volume esta cheio

Avise os usuarios quando ndo houver espaco disponivel no volume.

Avisar usuarios — o caminho do volume nao esta disponivel

Avise os usuarios quando o caminho do volume ndo estiver mais presente.

Avisar usuarios — o espag¢o do volume esta baixo

Limite de aviso de volume baixo

Especifique o limite inferior de marca d’agua para o volume (em blocos) para avisar os
usuarios quando o espaco estiver baixo. Um bloco NSS tem 4 KB.

Limite de redefinicdo de aviso de volume baixo

Especifique o limite superior de marca d’agua para o volume (em blocos). Um bloco NSS
tem 4 KB. Define o limite superior de marca d’agua (em MB), que é o nivel em que o limite
inferior de marca d'agua é redefinido e os usuarios ndo recebem mais a mensagem de
pouco espago.

Tempo de espera do build do trustee

Especifique o tempo que o servidor NCP aguarda para criar o cache de trustee durante a
montagem do volume.

4 Selecione e especifique as opg¢des de volumes do servidor NCP necessdrias e clique em Gravar.
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Como gerenciar as configuragoes de registro do servidor
NCP?

1 Em Configuracdo > NCP, pesquise ou procure para selecionar o servidor.
2 No menu suspenso NCP > Ambiente do servidor, selecione NCP > Registro.
3 Vocé pode gerenciar o seguinte:

+ Nivel de registro do NCPServ

Selecione o nivel de registro. Os registros estao disponiveis no arquivo /var/opt/
novell/log/ncpserv.log.

* Nivel de registro NCP2NSS

Selecione o nivel de registro. Os registros estdo disponiveis no arquivo /var/opt/
novell/log/ncp2nss. log.

+ Nivel de registro do NCPCON

Selecione o nivel de registro. Os registros estao disponiveis no arquivo /var/opt/
novell/log/ncpcon. log.

+ Estatisticas de cache de registro

Permite registrar as estatisticas de cache do servidor NCP no arquivo /var/opt/novell/
log/ncpserv.log.

+ Estatisticas do controlador de ID de registro

Habilita o registro dos erros do controlador de ID no arquivo /var/opt/novell/l1og/
ncpserv. log.

+ Estatisticas de memoria de registro

Habilita o registro das estatisticas de memoria para o arquivo /var/opt/novell/1og/
ncpserv. log.

+ Registrar histérico de objetos do eDirectory

Permite que o NCP envie uma notificagdo ao NSS quando um objeto é excluido ou
renomeado no eDirectory e registra o evento no arquivo /Zopt/novel l/ncpserv/sbin/
objecthistory. txt.

4 Especifique e selecione a configuracdo de registro do servidor NCP necessadria e clique em
Gravar.

Como gerenciar as configuragoes de ajuste de
desempenho do servidor NCP?

1 Em Configuracao > NCP, pesquise ou procure para selecionar o servidor.
2 No menu suspenso NCP > Ambiente do servidor, selecione NCP > Ajuste de desempenho.
3 Vocé pode gerenciar o seguinte:

+* Tamanho do pool do buffer de memaéria da conexdo
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Especifique o tamanho do pool do buffer a ser usado para determinadas respostas de
verbo NCP. Mudar essa op¢ao requer a reinicializacao do servigo ndsd. Para obter mais
informacg0des, veja a se¢do Tamanho aumentado das respostas dos verbos NCP 87 20 e
89_20 no Guia de administragao do servidor NCP para Linux.

SolicitagGes assincronas simultaneas

Especifique o nimero maximo de threads assincronos que podem ser criados para
processar solicitacdes do eDirectory ou do NCP.

Threads SSG adicionais

Especifique o nimero de threads SSG adicionais que podem ser usados para processar a
solicitacdo de servico de arquivo NCP de entrada. Esses threads sdao usados quando os 25
threads NCP fixos estdo ocupados.

Afinidade de CPU

A afinidade de CPU é aplicada a threads SSG no servidor NCP para melhorar o desempenho
da criptografia. 50% das CPUs ativas sdo usadas para afinidade de CPU com o mesmo
numero de threads SSG.

4 Especifique e selecione as configuracdes de ajuste de desempenho do servidor NCP necessarias
e clique em Gravar.

Como gerenciar as atualizagoes de ID de usuario do
servidor NCP?

1 Em Configuracdo > NCP, pesquise ou procure para selecionar o servidor.
2 No menu suspenso NCP > Ambiente do servidor, selecione NCP > Atualizacées de ID de usuario.

O modo de atualizagdo de UID permite que vocé defina a frequéncia do thread de manutencao
para atualizar os UIDs.

3 Selecione o modo de atualizacdo de UID necessario e clique em Gravar.
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Gerenciando o SMDR

Este capitulo descreve as opgGes de configuragao usadas pelo Storage Management Data Requester
(SMDR).

O SMS fornece servicos remotos de backup e restauracdo usando o SMDR. Ao configurar o SMDR, as
mudangas sdo gravadas no arquivo /etc/opt/novel 1/sms/smdrd.conf nos servidores OES. O
SMDR |é esse arquivo de configuracdo para verificar se algum valor foi modificado.

Para obter mais informacgdes sobre o SMS, consulte o Guia de Administracdo do Storage
Management Services para Linux.

Como configurar o SMDR?

1
2
3
4

10

Efetue login no UMC com as credenciais de administrador.
Cligue em Configuracdo > SMDR.
Procure e selecione um servidor para o qual vocé quer modificar as configuracdes do SMDR.

Criptografia (TLS): Para aumentar a seguranca das conexdes de backup remoto criadas pelo
SMDR, vocé pode modificar a versdo do TLS usada. Por padrdo, o SMDR usa o TLS versdo 1.3
para criptografia. No entanto, ele pode ser configurado para usar o TLS versao 1.2, se
necessario. Quando o TLS versdo 1.3 esta habilitado, as conexdes que usam o TLS 1.2 ainda sdo
aceitas.

Enderego IP: Em um ambiente com multihoming, vocé pode configurar o endereco IP no qual o
SMDR escuta. Se um servidor for atribuido com varios enderecos IP, especifique qual endereco
IP o SMDR deve usar.

Observacao: Essa opcdo nao estara disponivel se varios servidores estiverem selecionados no
Etapa 3. Por padrdo, o SMDR usa o primeiro endereco IP vinculado do servidor.

Mecanismo de Descoberta: O SMDR usa o SLP (Service Location Protocol) e o HOSTS/DNS para
descoberta e resolucdao de nome. Com base na sua selecao, a prioridade dos mecanismos de
descoberta é atualizada no arquivo /etc/opt/novel 1/sms/smdrd.conf.

Carregamento Automatico do TSANDS: Por padrao, essa op¢do esta desabilitada. Quando
habilitada, essa configuracdo é carregada e aplicada automaticamente ao reiniciar o servidor
OES ou o servigo SMS.

Carregamento automatico do TSAFS: Por padrdo, essa opc¢do esta habilitada. Essa configuragdo
é carregada e aplicada automaticamente ao reiniciar o servidor OES ou quando o servico SMS é
reiniciado.

Habilitar o backup do GroupWise: Por padrao, essa opcao esta desabilitada. Quando
habilitado, o TSAFS suporta o backup de arquivos de banco de dados do GroupWise.

Apds modificar os parametros acima, vocé precisa reiniciar o servico SMDR.
systemctl restart novellsmdrd.service

Esse comando reinicia o daemon smdrd.
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Gerenciando o TSAFS

Este capitulo descreve as opg¢des de configuracdo usadas pelo Agente de Servigco de Destino para
Sistema de Arquivos (TSAFS).

O TSAFS fornece parametros configuraveis para ajudar a otimizar o desempenho. As mudancas feitas
na configuragdo do TSAFS sdo gravadas no arquivo /etc/opt/novel l/sms/tsafs.conf nos
servidores OES. Quando o TSA é carregado, ele |é esse arquivo de configuragao para verificar se
algum valor foi modificado.

Para obter mais informagdes sobre o SMS, consulte o Guia de Administra¢do do Storage
Management Services para Linux.

Como configurar o TSAFS?

1 Efetue login no UMC com as credenciais de administrador.
2 Cligue em Configuracdo > TSAFS.

3 Procure e selecione os servidores para os quais vocé deseja modificar as configuragdes do
TSAFS.

4 Tamanho do buffer de leitura: Esse parametro controla o nimero e o tamanho das solicitacbes
de leitura para o sistema de arquivos.

Por padrdo, o Tamanho do Buffer de Leitura é definido como 65536 bytes, com uma faixa
configuravel de 16384 bytes a 262144 bytes. E recomendavel definir esse valor como um
multiplo integral do tamanho do bloco do sistema de arquivos.

5 Threads de leitura por tarefa: Esse parametro controla o nimero de solicitagGes de leitura
simultaneas para o sistema de arquivos, determinando a taxa na qual o cache de leitura
antecipada é criado.

Por padrdo, os Threads de leitura por tarefa sdo definidos como 4, com uma faixa configuravel
de1a32.

6 Alocagao de thread de leitura: Esse parametro controla o nimero maximo de threads de
leitura que podem ser alocados para processar um Unico conjunto de dados.

Por padrdo, a Alocagio de Thread de Leitura é definida como 100 (%), com uma faixa
configuravel de 10 (%) a 100 (%). E recomendavel definir esse valor como 100 (%) se o aplicativo
de backup solicitar os conjuntos de dados em sequéncia.

7 Obstrucdo da leitura antecipada: Esse parametro limita o nimero de conjuntos de dados
simultadneos que sdo armazenados em cache. Em determinados cendrios em tempo de
execucgao, ele ajuda a anular a Alocacdo de Thread de Leitura para garantir a conclusdo do
processamento de grandes conjuntos de dados.

Por padrao, a Obstrucdo de Leitura Antecipada é definida como 2, com uma faixa configuravel de
1a32.

8 Limite de cache de memdria: Esse parametro controla a quantidade maxima de meméria do
servidor que o TSA usa para armazenar conjuntos de dados armazenados em cache.
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Por padrdo, o Limite de Cache de Meméria é definido como 25 (%), com uma faixa configuravel
de 1 (%) a 25 (%).

Habilitar caching: Por padrao, essa opgao esta habilitada. Essa opcdo especifica se o TSA deve
executar o caching preditivo durante os backups. O caching pode melhorar o desempenho de
backup para determinadas cargas de trabalho por meio de uma pré-busca de arquivos na
memoria.

Habilitar clustering: Por padrdo, essa opcao esta habilitada. Se o servidor de backup nao
suportar clusters, a opcao serd desabilitada. Essa opcdo especifica se o TSA deve ter
reconhecimento de cluster e identificar clusters como recursos para backup ou restauragao.

Apds modificar os parametros acima, vocé precisa recarregar o servico TSAFS.

smsconfig -u tsafs
smsconfig -1 tsafs

Esse comando carrega o TSAFS com as configuragdes atualizadas.
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VI I I Protocolos de acesso a arquivos

Este capitulo descreve os procedimentos para gerenciar compartilhamentos NCP e CIFS, conexdes e
suas configuracdes globais em um servidor. Para obter mais informacgdes, consulte o OES 23.4: NCP
Server for Linux Administration Guide (OES 23.4: Guia de Administra¢cdo do Servidor NCP para Linux)
e o OES CIFS for Linux Administration Guide (Guia de Administracdo do OES CIFS para Linux).

Observagao: Os servidores devem estar no OES 24.1 para listar os servidores NCP.

+ Capitulo 21, “Gerenciando compartilhamentos NCP” na pdgina 163

+ Capitulo 22, “Gerenciando conexdes NCP (OES 24.1 ou posterior)” na pagina 173

+ Capitulo 23, “Gerenciando Compartilhamentos CIFS (OES 24.3 ou Posterior)” na pagina 177
+ Capitulo 24, “Gerenciando conexdes CIFS (OES 24.3 ou posterior)” na pagina 189

+ Capitulo 25, “Gerenciando usuarios invalidos” na pagina 193

+ Capitulo 26, “Gerenciando o contexto do usuario (OES 24.3 ou posterior)” na pagina 197
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1 Gerenciando compartilhamentos NCP

+ “0O que é um compartilhamento NCP e como gerencid-lo?” na pagina 163

+ “Como listar acGes de NCP?” na pagina 164

+ “Como verificar os trustees de um compartilhamento NCP? (OES 23.4)” na pagina 164

+ “Como verificar os direitos de um compartilhamento NCP?” na pdgina 165

+ “Como ressincronizar os trustees de um compartilhamento NCP? (OES 23.4)” na pagina 165
+ “Como ressincronizar os direitos de um compartilhamento NCP?” na pdgina 166

+ “Como habilitar ou desabilitar a criptografia em um compartilhamento NCP?” na pdgina 166
+ “Como habilitar ou desabilitar a MFA em um compartilhamento NCP?” na pdgina 166

+ “0 que sdo arquivos acessados e como visualiza-los? (OES 23.4)” na pagina 167

+ “O que sao arquivos abertos e como visualiza-los?” na pagina 167

+ “Quais sdo os pré-requisitos para adicionar um volume secundario?” na pagina 168

+ “Como adicionar um volume secundario?” na pagina 168

+ “Como visualizar o volume secundario?” na pagina 168

+ “Como remover o volume secundario?” na pdgina 168

+ “Como gerenciar a seguranca de subpastas em um compartilhamento NCP? (OES 23.4)” na
pagina 169

+ “Como gerenciar a seguranca da subpasta em um compartilhamento NCP?” na pagina 170

+ “Como habilitar ou desabilitar a permissdo de gravag¢do para um compartilhamento NCP?” na
pagina 170

+ “Como ativar ou desativar um compartilhamento NCP?” na pagina 171

O que é um compartilhamento NCP e como gerencia-lo?

Os volumes NCP sao compartilhamentos NCP em sistemas de arquivos Linux POSIX, como Ext3, XFS e
Reiser. Os volumes NSS (Storage Services) sdo um tipo especial de volume NCP.

O acesso ao diretério e ao arquivo é controlado com o modelo de trustee do OES para
administradores do sistema de arquivos e direitos de trustee. Os usuarios acessam os dados de
volume do NCP usando o software Client for Open Enterprise Server em suas estacdes de trabalho
Windows ou Linux.

Estas sdo algumas a¢des que podem ser executadas em um compartilhamento:

+ Verificar e ressincronizar direitos
+ Exibir e gerenciar arquivos abertos
+ Gerenciar criptografia e MFA

+ Ativar ou desativar
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Como listar acoes de NCP?

1 No UMC, clique em Protocolos de acesso a arquivos > NCP.
2 Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione o tipo de servidor para listar os servidores associados a eles.
Selecione os servidores necessarios na lista e clique em APLICAR.

Observagdo: Quando o botdo ou o icone de exibicdo de arvore [: é clicado, vocé ndo pode
executar outras a¢Oes fora da area de procura. Cligue no mesmo botdo novamente para fechar a
area de exibicdo de arvore ou de procura.

Isso exibe a lista de compartilhamentos NCP disponiveis no servidor.

Como verificar os trustees de um compartilhamento NCP?
(OES 23.4)

A opcao verificar trustees mostra a diferenga nas informacgdes de direitos dos trustees entre o NSS e
o servidor NCP para o compartilhamento NCP especificado. Essa acdo pode ser executada em varios
compartilhamentos ao mesmo tempo.
1 No UMC, clique em Protocolos de acesso a arquivos > NCP.
2 Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cliqgue em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessdrios na lista e clique em APLICAR.

3 Selecione o compartilhamento NCP, clique no icone Mais Opgdes -** e selecione Verificar
trustees.
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Observagao: A partir do OES 24.1, Verificar trustees mudou para Verificar direitos.

Como verificar os direitos de um compartilhamento NCP?

A opcao de verificagdo de direitos mostra a diferenga nas informagdes de direitos do administrador
entre o NSS e o servidor NCP do compartilhamento NCP especificado. Essa agcdo pode ser executada
em varios compartilhamentos ao mesmo tempo.
1 No UMC, clique em Protocolos de acesso a arquivos > NCP.
2 Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessdrios na lista e clique em APLICAR.

3 Selecione o compartilhamento NCP, clique no icone -*- de Mais opgdes e selecione Verificar
direitos.

Como ressincronizar os trustees de um compartilhamento
NCP? (OES 23.4)

A opgdo de trustees de ressincronizagao sincroniza os direitos de trustees do NSS para o servidor
NCP para o compartilhamento selecionado. Essa agao pode ser executada em varios
compartilhamentos ao mesmo tempo.
1 No UMC, clique em Protocolos de acesso a arquivos > NCP.
2 Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessdrios na lista e clique em APLICAR.

3 Selecione o compartilhamento NCP, clique no icone -:- de Mais Op¢des e, em seguida,
selecione Ressincronizar > trustees.

Observacgao: A partir do OES 24.1, Ressincronizar trustees mudou para Ressincronizar direitos.

4 Na caixa Ressincronizar, clique em Confirmar.
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Como ressincronizar os direitos de um compartilhamento
NCP?

A opc¢do ressincronizar direitos sincroniza os direitos do trustee do NSS para o servidor NCP do
compartilhamento NCP selecionado. Essa acdo pode ser executada em varios compartilhamentos ao
mesmo tempo.
1 No UMC, cliqgue em Protocolos de acesso a arquivos > NCP.
2 Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cliqgue em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessarios na lista e clique em APLICAR.

3 Selecione o compartilhamento NCP, clique no icone -*- de Mais op¢des e selecione
Ressincronizar direitos.

4 Na caixa Ressincronizar, clique em Confirmar.

Como habilitar ou desabilitar a criptografia em um
compartilhamento NCP?

1 No UMC, clique em Protocolos de acesso a arquivos > NCP.
2 Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cliqgue em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessarios na lista e clique em APLICAR.

3 Selecione o compartilhamento NCP, clique no icone --* de Mais opgdes e selecione Habilitar
criptografia.

4 Na caixa Habilitar criptografia, clique em Confirmar.

Isso habilita a criptografia no compartilhamento selecionado e somente conexdes criptografadas
podem acessar esse compartilhamento. Isso pode ser executado em varios volumes ao mesmo
tempo.

Vocé podera seguir o mesmo procedimento para desabilitar a criptografia se ela ja estiver habilitada.
Quando a criptografia esta desabilitada, todas as conexdes tém permissao para acessar esse
compartilhamento.

Como habilitar ou desabilitar a MFA em um
compartilhamento NCP?

1 No UMC, clique em Protocolos de acesso a arquivos > NCP.
2 Cligue no icone de pesquisa e especifique o nome do servidor.

ou
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Cliqgue em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessarios na lista e clique em APLICAR.

3 Selecione o compartilhamento NCP, clique no icone --- de Mais opgdes e selecione Habilitar
autenticacdo multifator.
4 Na caixa Habilitar autenticagdo multifator, clique em Confirmar.
Isso habilita a autenticacdo multifator no compartilhamento selecionado. Isso pode ser executado

em varios volumes ao mesmo tempo. Vocé pode seguir o mesmo procedimento para desabilitar a
autenticacdo multifator, se ela ja estiver habilitada.

O que sao arquivos acessados e como visualiza-los? (OES
23.4)

O arquivo acessado lista os arquivos de compartilhamento NCP que estdo no estado aberto por uma
conexao NCP. Esses arquivos podem ser fechados manualmente.
1 No UMC, clique em Protocolos de acesso a arquivos > NCP.
2 Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Clique em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessdrios na lista e clique em APLICAR.

3 Selecione o compartilhamento NCP, clique no icone --- de Mais opgdes e selecione Arquivos
acessados.

Isso exibe a lista de arquivos abertos. Essa operagao pode ser executada em varios
compartilhamentos ao mesmo tempo.

Observagao: A partir do OES 24.1, Arquivos acessados mudou para Arquivos abertos.

4 Selecione o arquivo na lista e clique em [x].

Isso executa o fechamento ldgico do arquivo selecionado no servidor NCP. Isso pode ser
executado em varios arquivos ao mesmo tempo.

O que sao arquivos abertos e como visualiza-los?

Arquivos abertos sdo aqueles arquivos que sao mantidos em estado aberto por uma conexao NCP.
Esses arquivos podem ser fechados manualmente.
1 No UMC, clique em Protocolos de acesso a arquivos > NCP.
2 Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessdrios na lista e clique em APLICAR.

3 Selecione o compartilhamento NCP, clique no icone -** de Mais opgdes e selecione Arquivos
abertos.
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Isso exibe a lista de arquivos abertos. Essa operacdo pode ser executada em varios
compartilhamentos ao mesmo tempo.

4 Selecione o arquivo na lista e clique em [x].

Isso executa o fechamento ldgico do arquivo selecionado no servidor NCP. Isso pode ser
executado em varios arquivos ao mesmo tempo.

Quais sao os pré-requisitos para adicionar um volume
secundario?

+ Certifique-se de que o volume principal esteja ativo antes de adicionar um volume secundario.
+ O volume primario ndo pode ter nenhum volume secundario montado nele.
+ Um volume primario pode ter apenas um volume secundario.

+ As operacgdes de volume primario e secundario sdo suportadas apenas para volumes NSS.

Como adicionar um volume secundario?

1 No UMC, clique em Protocolos de acesso a arquivos > NCP.
2 Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessdrios na lista e clique em APLICAR.

3 Selecione o volume, clique no icone Mais Opgdes -** e selecione Adicionar volume secundario.

Vocé pode adicionar um volume secunddrio a um volume primdrio. Ao selecionar varios
volumes, esta opcdo é desativada.

4 Em Adicionar volume secundario, selecione o volume secundario e clique em Confirmar.

Isso adiciona o volume secunddrio selecionado ao volume primdrio no servidor.

Como visualizar o volume secundario?

Usando o filtro avangado, vocé pode exibir volumes secundarios DST ou CIS. Vocé pode selecionar a
coluna Caminho secundario para exibir detalhes do caminho do volume secunddrio.

Como remover o volume secundario?

1 No UMC, clique em Protocolos de acesso a arquivos > NCP.
2 Cligue no icone de pesquisa e especifique o nome do servidor.

ou

Clique em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessdrios na lista e clique em APLICAR.
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3 Vocé pode remover um volume secunddrio para um volume primario de cada vez. Ao selecionar
varios volumes, esta op¢ao é desativada.

Selecione o compartilhamento, clique no icone Mais Op¢bes *-- e selecione Remover volume
secundario.

N&o ha suporte para a remogdo de varios volumes secundarios.
4 Selecione as opg¢des necessarias e clique em Confirmar.
* Mover arquivos para o volume primario

Mova todos os arquivos do volume secundario para o volume primario antes de remover o
volume secundario.

+ lIgnorar erros de movimentag¢ao de arquivos

Para concluir o processo, ighore todas as mensagens de erro ao mover os arquivos do
volume secunddrio para o volume primario.

Remover o volume secundario
Compartilhar  VOL1

Volume secundaric VOLTESTI

(O Mover arquivos para o volume primario

O volume primario sera desmontado para remover o
volume secundario.

Continuar?

Confirmar  Cancelar

Isso remove o volume secundario do volume primario do servidor.

Como gerenciar a seguranga de subpastas em um
compartilhamento NCP? (OES 23.4)

A criptografia e a autenticacdo multifator sdo opgdes de seguranga para gerenciar a seguranga da
subpasta em um volume.
1 No UMC, clique em Protocolos de acesso a arquivos > NCP.
2 Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessdrios na lista e clique em APLICAR.
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3

4

Selecione o compartilhamento NCP, clique no icone --- de Mais op¢des e selecione Gerenciar
subpastas.

Observagao: A partir do OES 24.1, Gerenciar subpastas é modificado para Seguranca de
subpastas.

Selecione a pasta, clique no icone --- de Mais opc¢Oes e selecione Opcdes de criptografia ou
autenticacao multifator para modificar a segurancga.

Isso pode ser feito em varias subpastas ao mesmo tempo.

Como gerenciar a seguran¢a da subpasta em um
compartilhamento NCP?

A criptografia e a autenticacdo multifator sdo opgdes de seguranga para gerenciar a seguranga da
subpasta em um volume.

1
2

No UMC, clique em Protocolos de acesso a arquivos > NCP.
Clique no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessdrios na lista e clique em APLICAR.

Selecione o compartilhamento NCP, clique no icone --- de Mais opgdes e selecione Seguranca
de subpastas.

Em Seguranca de subpastas, selecione a pasta, clique no icone --* de Mais opcdes e selecione
Opcoes de criptografia ou autenticacdo multifator para modificar a seguranca.

Isso pode ser feito em varias subpastas ao mesmo tempo.

Como habilitar ou desabilitar a permissao de gravacao
para um compartilhamento NCP?

1
2

No UMC, clique em Protocolos de acesso a arquivos > NCP.
Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessdrios na lista e clique em APLICAR.

Selecione o compartilhamento NCP, clique no icone --* de Mais opgdes e selecione Habilitar
permissao de gravagao.

Na caixa Habilitar gravacao, clique em Confirmar.
Isso habilita a permissdo de gravacdo para o compartilhamento NCP selecionado.

Siga as mesmas etapas para desabilitar a permissao de gravacao neste compartilhamento. Essas
acoes podem ser executadas em varios compartilhamentos.

Gerenciando compartilhamentos NCP



Como ativar ou desativar um compartilhamento NCP?

Ative um compartilhamento NCP para disponibiliza-lo para usuarios e aplicativos. Para ver detalhes
de um compartilhamento, ele precisa estar ativo. Os detalhes das acdes desativadas ndo estado
disponiveis.

1 No UMC, cliqgue em Protocolos de acesso a arquivos > NCP.

2 Cligue no icone de pesquisa e especifique o nome do servidor.

ou

Clique em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessarios na lista e clique em APLICAR.

Isso exibe a lista de volumes disponiveis nos servidores selecionados.

3 Observagao: Se vocé selecionar varios compartilhamentos, o icone Mais Opgdes “** estara
disponivel no canto superior direito da tabela.

3a Para desativar um compartilhamento NCP:

3al Selecione o compartilhamento, clique no icone Mais Opgdes --* e selecione
Desativar.

3a2 Em Desativar, clique emConfirmar.

Isso fecha todas as conexdes abertas com o compartilhamento NCP selecionado. Os
arquivos ndo sdo apagados, mas o compartilhamento precisa estar ativo para acessa-los.

ou

3b Para ativar um compartilhamento NCP:
3b1 Selecione o compartilhamento, clique no icone Mais Opg¢des - e selecione Ativar.
3b2 Em Ativar, cligue emConfirmar.

Isso ativa o compartilhamento selecionado e todos os arquivos sao disponibilizados
para as conexdes associadas.
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2 2 Gerenciando conexdes NCP (OES 24.1 ou
posterior)

A conexdao NCP estd disponivel com o OES 24.1 ou versao posterior.

+ “Como ver as conexdes NCP?” na pagina 173

+ “Quais a¢Oes podem ser executadas em conexdes NCP?” na pagina 173

+ “Como enviar uma mensagem de broadcast para todas as conexdes NCP?” na pdagina 174
¢ “Como limpar a conexao NCP ndo autenticada?” na pdagina 174

+ “Como visualizar arquivos abertos, compartilhamentos NCP e detalhes de uma conexao NCP?”
na pagina 175

+ “Como enviar uma mensagem para uma conexdo NCP?” na pagina 175

+ “Como limpar uma conexdo NCP?” na pagina 176

Como ver as conexoes NCP?

Para ver a lista de conexdes NCP, execute as seguintes etapas:

1. No UMC, clique em Protocolos de acesso a arquivos > NCP.
2. Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Clique em Procurar e selecione Tipo de Servidor para listar os servidores associados aos pools.
Selecione os servidores necessarios na lista e clique em APLICAR.

Observagao: Quando o botdo ou o icone de exibicdo de arvore [:] é clicado, vocé nio
pode executar outras acées fora da drea de procura. Clique no mesmo botdo novamente para
fechar a drea de exibicdo de arvore ou de procura.

3. Clique em NCP > Conexdes.

Isso exibe a lista de conexdes NCP disponiveis nos servidores selecionados.

Quais a¢oes podem ser executadas em conexdes NCP?

Vocé pode executar as agdes a seguir nas conexdes NCP

+ Transmitir mensagem para todas as conexdes em servidores selecionados
¢ Limpar conexdes nao autenticadas em servidores selecionados

+ Limpar todas as conexdes nos servidores selecionados
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Como enviar uma mensagem de broadcast para todas as
conexdes NCP?

Vocé pode enviar mensagens para todas as conexdes NCP usando a opc¢ao Transmitir mensagem para
todas as conexdes nos servidores selecionados ho menu suspenso Acoes.
1. No UMC, clique em Protocolos de acesso a arquivos > NCP.
2. Clique no icone de pesquisa e especifique o nome do servidor.
ou

Clique em Procurar e selecione Tipo de Servidor para listar os servidores associados aos pools.
Selecione os servidores necessarios na lista e clique em APLICAR.

3. Clique em NCP > Conexdes.

4. Clique no menu suspenso Acdes e selecione Transmitir mensagem para todas as conexées nos
servidores selecionados.

5. Especifique a mensagem e clique em Enviar.
O limite de caracteres da mensagem de transmissao é 256.

Isso entrega a mensagem de broadcast especificada para todas as conexdes NCP para os
servidores selecionados.

Como limpar a conexao NCP nao autenticada?

Vocé pode limpar todas as conexdes NCP ndo autenticadas da lista usando a opgao Limpar conexdes
nao autenticadas em servidores selecionados no menu suspenso Agoes.
1. No UMC, clique em Protocolos de acesso a arquivos > NCP.
2. Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cliqgue em Procurar e selecione Tipo de Servidor para listar os servidores associados aos pools.
Selecione os servidores necessarios na lista e clique em APLICAR.

3. Cliqgue em NCP > Conexdes.

4. Clique no menu suspenso Acdes e selecione Limpar conexdes ndo autenticadas em servidores
selecionados.

5. Em Limpar todas as conexdes nio autenticadas, cliqgue em Confirmar.

Vocé pode seguir as mesmas etapas para limpar todas as conexdes. Cligue no menu suspenso
Acdes e selecione Limpar todas as conexdes nos servidores selecionados.
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Como visualizar arquivos abertos, compartilhamentos NCP
e detalhes de uma conexao NCP?

Vocé pode ver os detalhes de uma conexdao NCP usando a opcao mais detalhes. Isso inclui
informacodes gerais, leitura ou gravacao de dados, lista de compartilhamentos relacionados e
informacdes de arquivo aberto.
1. No UMC, clique em Protocolos de acesso a arquivos > NCP.
2. Clique no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione Tipo de Servidor para listar os servidores associados aos pools.
Selecione os servidores necessarios na lista e clique em APLICAR.

3. Selecione a conexdao NCP, clique no icone -** de Mais opc¢des e selecione Mais detalhes.

NCP - Mais detalhes

Informagies gerais Dades lidos/gravados

OMB

0810-2024 1015 ‘ 4 o MB
= Compartihamentos

Vocé pode exibir os compartilhamentos NCP associados a conexao selecionando os
Compartilhamentos.

Os arquivos que sao deixados no estado aberto por meio de uma conexdao NCP podem ser
visualizados selecionando Arquivos abertos. A op¢do Arquivos abertos estd disponivel no OES
24.1.1 ou posterior.

N ; . . ~ . L~ . . ~
Vocé pode usar os icones de visualizagdao de painel ou de visualizagdo de tabela para
exibir as conexdes NCP.

Como enviar uma mensagem para uma conexao NCP?

1. No UMC, clique em Protocolos de acesso a arquivos > NCP.
2. Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione Tipo de Servidor para listar os servidores associados aos pools.
Selecione os servidores necessarios na lista e clique em APLICAR.

3. Cligue em Conexio NCP > Conexdes.

4. Selecione a conexdao NCP, clique noicone -°- de Mais opgdes e selecione Enviar mensagem.

5. Especifique a mensagem e clique em Enviar.
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O limite de caracteres da mensagem é 256.

Isso entrega a mensagem especificada para a conexao NCP selecionada e também pode ser
realizado em varias conexdes ao mesmo tempo.

Como limpar uma conexao NCP?

1. No UMC, clique em Protocolos de acesso a arquivos > NCP.
2. Clique no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione Tipo de Servidor para listar os servidores associados aos pools.
Selecione os servidores necessarios na lista e clique em APLICAR.

3. Clique em NCP > Conexdes.

4. Selecione a conexdao NCP, clique no icone --- de Mais opg¢Ges e selecione Limpar conexao.
5. Em Limpar conexdo, clique em Confirmar.

Isso limpa a conexao NCP nos servidores selecionados e essa agdo também pode ser executada
em varias conexdes ao mesmo tempo.
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Gerenciando Compartilhamentos CIFS
(OES 24.3 ou Posterior)

O gerenciamento de compartilhamentos CIFS esta disponivel a partir do OES 24.3 ou versdes
posteriores.

*

*

*

*

“Como criar um novo compartilhamento CIFS?” na pagina 177

“Como listar compartilhamentos CIFS?” na pagina 178

“Como remover um compartilhamento CIFS?” na pdagina 178

“O que é criptografia em um compartilhamento CIFS?” na pagina 179

“Como gerenciar a criptografia em um compartilhamento CIFS?” na pagina 179

“O que é redirecionamento de pasta em um compartilhamento CIFS?” na pagina 180
“O que é backup do Mac em um compartilhamento CIFS?” na pagina 181

“Qual é o limite de caracteres para o nome do compartilhamento CIFS e a caixa de
comentdrios?” na pagina 181

“Como filtrar os compartilhamentos CIFS?” na pagina 181

“Como gerenciar o redirecionamento de pasta em um compartilhamento CIFS?” na pagina 182

“Como gerenciar o backup do Mac em um compartilhamento CIFS?” na pagina 183

“Quais sdo os diversos direitos e como gerencia-los nas acdes CIFS?” na pagina 183

“Como adicionar trustees para um compartilhamento CIFS?” na pagina 184

“Qual é a limitagcdo de compartilhamento CIFS que um servidor pode hospedar?” na pagina 1
“Como modificar um compartilhamento CIFS existente?” na pagina 185

“O que sao arquivos abertos em um compartilhamento CIFS?” na pagina 185

“Como ver os arquivos abertos em um compartilhamento CIFS?” na pagina 185

“Como fechar arquivos abertos de compartilhamentos CIFS?” na pdagina 186

“Quais sdo os varios modos de acesso para arquivos abertos?” na pagina 186

Como criar um novo compartilhamento CIFS?

No UMC, clique em Protocolos de acesso a arquivos > CIFS.
Clique em Criar Compartilhamento.

No assistente Criar Compartilhamento > Caminho, pesquise ou navegue pelos servidores para
selecionar o volume e clique em Avancar.

84

Observagao: Vocé pode selecionar apenas um volume para criar o compartilhamento CIFS.

Na pagina Configuragdo, especifique o nome do compartilhamento, adicione um comentario
(opcional) e clique em Avancar.
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Vocé pode gerenciar criptografia, redirecionamento de pasta e backup do Mac usando os
respectivos switches.

5. Na pagina Resumo, verifique as informac&es gerais e as definicdes de configuracdo e clique em
Concluir.

Vocé pode exibir o compartilhamento CIFS recém-criado na lista de compartilhamentos.

Como listar compartilhamentos CIFS?

1 No UMC, cliqgue em Protocolos de acesso a arquivos > CIFS.
2 Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Clique em Procurar e selecione o tipo de servidor para listar os servidores associados a eles.
Selecione os servidores necessarios na lista e clique em APLICAR.

Observagdo: Quando o icone de visualizacdo de arvore [:] ou é clicado, outras a¢des fora da
area de navegacdo sdo desabilitadas. Cligue no mesmo botdo novamente para fechar a drea de
exibicdo de arvore ou de procura.

Isso exibe a lista de compartilhamentos CIFS disponiveis nos servidores selecionados.

Como remover um compartilhamento CIFS?

A remocdo de um compartilhamento CIFS ndo apaga os dados nele. A associa¢do entre o
compartilhamento CIFS e o caminho é revogada e nao pode ser restaurada.

Observagdo: Essa opcdo de remover estd disponivel apenas para compartilhamentos de dados
personalizados.

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS.

2. Pesquise ou navegue pelos servidores para listar os compartilhamentos.

3. Selecione o compartilhamento, clique no icone Mais Op¢des --- e clique em Remover.

Isso remove o compartilhamento CIFS selecionado da lista. Vocé pode remover varios
compartilhamentos de uma vez. Vocé precisa criar um novo compartilhamento e selecionar o
caminho de compartilhamento para acessar os dados nele. Para obter mais informacdes sobre
como criar um compartilhamento, consulte “Como criar um novo compartilhamento CIFS?” na
pagina 177.
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O que é criptografia em um compartilhamento CIFS?

Se a criptografia estiver habilitada em um compartilhamento, somente conexdes de cliente
criptografadas poderao acessar o compartilhamento. Vocé pode habilitar ou desabilitar a
criptografia em um compartilhamento CIFS ao criar um novo compartilhamento ou selecionando um
compartilhamento individual. Para obter mais informacdes sobre como gerenciar criptografia,
consulte “Como gerenciar a criptografia em um compartilhamento CIFS?” na pagina 179.

A criptografia pode ser habilitada ou desabilitada no nivel de compartilhamento, enquanto se a
criptografia for aplicada no nivel global, ndo serad necessario aplica-la no nivel de compartilhamento.
Vocé podera habilitar a criptografia em compartilhamentos individuais se a criptografia estiver
desabilitada no nivel global.

Como gerenciar a criptografia em um compartilhamento
CIFS?

Vocé pode habilitar ou desabilitar a criptografia em um compartilhamento ao criar um
compartilhamento ou em um compartilhamento existente.

Habilitar a criptografia ao criar um novo compartilhamento

Observagao: Os compartilhamentos do sistema nao suportam criptografia, redirecionamento de
pasta e backup do Mac.

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS.

2. No assistente Criar Compartilhamento > Caminho, pesquise ou navegue pelos servidores para
selecionar o volume e clique em Avancar.

Observagao: Vocé pode selecionar apenas um volume para criar o compartilhamento CIFS.

3. Na pagina Configuracdo, especifique o nome do compartilhamento, adicione um comentario
(opcional) e clique em Avancar.
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Criar Configuragio x
Compartilhamento

Caminho o
| Configuracio [ ] » Criptagrafia

| Resumo Rec

A criptografia estd desabilitada por padrao. Vocé pode gerenciar criptografia, redirecionamento
de pasta e backup do Mac usando os respectivos switches.

4. Na pagina Resumo, verifique os detalhes e clique em Concluir.

Habilitar a criptografia em um compartilhamento existente

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS.

2. Pesquise ou navegue pelos servidores para listar os compartilhamentos.

3. Selecione o compartilhamento, clique no icone --- de Mais op¢des e selecione Habilitar
criptografia.

Isso habilita a criptografia no compartilhamento CIFS selecionado. Siga 0 mesmo procedimento
para desabilitar a criptografia se ela ja estiver habilitada. A criptografia pode ser gerenciada em
varios compartilhamentos ao mesmo tempo.

O que é redirecionamento de pasta em um
compartilhamento CIFS?

O redirecionamento de pasta permite que usudrios e administradores redirecionem o caminho de
uma pasta para outro local. O novo local pode estar em um computador local ou em um
compartilhamento de arquivos de rede. Os usuarios podem gerenciar os arquivos como estdo no
diretdrio local. Os arquivos na pasta podem ser acessados de qualquer computador na rede.

Para obter mais informac¢des sobre como gerenciar o redirecionamento de pastas, consulte “Como
gerenciar o redirecionamento de pasta em um compartilhamento CIFS?” na pagina 182.

Observagdo: O suporte para esse recurso esta disponivel apenas para usuarios do AD.
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O que é backup do Mac em um compartilhamento CIFS?

O backup do Mac permite que usuarios ou administradores gerenciem os compartilhamentos para
fazer backup dos dados deles nos clientes do Mac. Os usudrios ou administradores precisam ter
permissdes de leitura, gravacao, criacdo, apagamento, modificacdo e verificacdo de arquivos para
executar essa acdo. Para obter mais informacGes sobre direitos, consulte “Quais sdo os diversos
direitos e como gerencia-los nas acdes CIFS?” na pagina 183.

Qual é o limite de caracteres para o nome do
compartilhamento CIFS e a caixa de comentarios?

Um nome de compartilhamento CIFS pode ter até 80 caracteres e pode conter caracteres de byte
Unico, mas ndo deve comegar nem terminar com um sublinhado _ nem conter varios sublinhados _.

(Opcional) Vocé pode fornecer uma descri¢cdo na caixa de comentarios do compartilhamento CIFS. O
comprimento maximo do campo é de 47 caracteres.

Como filtrar os compartilhamentos CIFS?

Vocé pode usar Filtros Avancados para filtrar compartilhamentos CIFS com base nos seguintes
critérios:
+ Tipo - Os compartilhamentos CIFS podem ser filtrados com base no tipo, como...

¢ Os compartilhamentos de Volume de dados sdo compartilhamentos criados para volumes
NSS normais.

¢ Os compartilhamentos de Dados personalizados sdo criados para diretérios em volumes
NSS.

+ Os compartilhamentos do Sistema sdo criados para algumas funcionalidades especificas,
como IPCS, ADMIN e assim por diante...

Observagao: Os compartilhamentos do sistema nao suportam criptografia, redirecionamento
de pasta e backup do Mac.

+ Criptografia - Os compartilhamentos CIFS podem ser filtrados com base no estado de
criptografia habilitada ou desabilitada. Se a criptografia estiver desabilitada, qualquer conexao
podera acessar o compartilhamento.

+ Redirecionamento de pasta — os compartilhamentos CIFS podem ser filtrados com base no
estado de redirecionamento de pasta habilitado ou desabilitado.

+ Backup do Mac - Os compartilhamentos CIFS podem ser filtrados com base no estado de backup
do Mac habilitado ou desabilitado.
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Y Filtros

Avangados «

Tipo A

[] B Volume de dados
[J B35 Compartilhamento de dados
] : Sistema

Criptografia ~

[J Habilitado
[J Desabilitado

Redirecionamento de
pasta

[7] Habilitado
[J Desabilitado

Backup de Mac ~

[7] Habilitado
[] Desabilitado

Como gerenciar o redirecionamento de pasta em um
compartilhamento CIFS?

Observagdo: Os compartilhamentos do sistema ndo suportam criptografia, redirecionamento de
pasta e backup do Mac.

O redirecionamento de pasta permite redirecionar um caminho de uma pasta para outro local, e
esse caminho pode ser acessado de qualquer computador na rede.

1.
2.

No UMC, clique em Protocolos de acesso a arquivos > CIFS.

Pesquise ou navegue pelos servidores para listar os compartilhamentos.

Selecione o compartilhamento, clique no icone --- de Mais op¢des e selecione Habilitar
redirecionamento de pasta.

Clique em Confirmar.

Isso permite o redirecionamento de pasta no compartilhamento selecionado. Vocé pode seguir
o0 mesmo procedimento para desabilitd-lo. Essa acdo pode ser executada em varios
compartilhamentos ao mesmo tempo.

Vocé também pode gerenciar o redirecionamento de pasta usando a opgao Editar ao modificar o
compartilhamento.
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Como gerenciar o backup do Mac em um
compartilhamento CIFS?

Observagao: Os compartilhamentos do sistema nado suportam criptografia, redirecionamento de
pasta e backup do Mac.

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS.

2. Pesquise ou navegue pelos servidores para listar os compartilhamentos.

3. Selecione o compartilhamento, clique no icone --- de Mais op¢des e selecione Habilitar o
backup do Mac.

4. Clique em Confirmar.

Isso habilita o backup do Mac no compartilhamento selecionado. Vocé pode seguir o mesmo
procedimento para desabilitad-lo. Essa acdo pode ser executada em varios compartilhamentos
ao mesmo tempo.

Vocé também pode gerenciar o backup do Mac usando a opcdo Editar ao modificar o
compartilhamento.

Quais sao os diversos direitos e como gerencia-los nas
acoes CIFS?

Vocé pode gerenciar direitos de trustee no compartilhamento CIFS usando a opgdo Gerenciar
direitos.
1. No UMC, clique em Protocolos de acesso a arquivos > CIFS.

2. Pesquise ou navegue pelos servidores para listar os compartilhamentos.

3. Selecione o compartilhamento, clique no icone --- de Mais opc¢des e selecione Gerenciar
direitos.

4. Na pdgina Gerenciar direitos, use a caixa de sele¢do para gerenciar os direitos necessarios.

s R w c E M F A
[l
Direitos Descrigao
S - Supervisor Os usuarios tém todos os direitos sobre o arquivo ou diretério e

podem gerenciar o direito de controle de acesso.

R-Ler Os usuarios podem abrir e ler os arquivos no diretério.
W - Gravar Os usuarios podem abrir e gravar nos arquivos no diretorio.
C - Criar Os usuarios podem criar arquivos e subdiretérios e também podem

recupera-los ou restaura-los.
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Direitos Descrigao

E - Apagar Os usuarios podem apagar arquivos e diretérios e também podem

purgd-los ou apaga-los permanentemente.

M - Modificar Os usuarios podem modificar os metadados do arquivo ou diretdrio.

F - Verificagdo de Arquivos Os usuarios podem ver e pesquisar em nomes de arquivo e de

diretdrio na estrutura do sistema de arquivos.

A - Controle de Acesso Os usuarios podem adicionar e remover trustees e mudar os direitos

de trustee para arquivos e diretérios.

Como adicionar trustees para um compartilhamento CIFS?

. No UMC, clique em Protocolos de acesso a arquivos > CIFS.

. Pesquise ou navegue pelos servidores para listar os compartilhamentos.

. Selecione o compartilhamento, clique no icone --- de Mais op¢0es e selecione Gerenciar

direitos.

. Na pdgina Gerenciar direitos, clique em Adicionar trustee.

5. No assistente Adicionar trustee(s), navegue pela arvore de servidores e selecione os trustees ou

usuarios necessarios.

Adicionar Trustee(s)

Pesquise 0 usudrio, objetos ou grupos que vocé quer adicionar ao arquivo ou pasta.

Origem de Identidade | eDirectory v Tipo de Objeto | Todos os objetos v
Go treel71 A Usudrios L
> & 171 & Grupos

Vocé pode modificar o tipo de objeto usando o menu suspenso Todos os objetos.

. Clique em Confirmar.

Isso adiciona o(s) trustee(s) selecionado(s) ao volume. Para obter mais informacgées sobre
direitos herdados e direitos efetivos, consulte “O que sdo direitos herdados?” na pagina 131 e
“O que sdo direitos efetivos?” na pagina 131 em Capitulo 15, “Gerenciando direitos” na
pagina 127.

Qual é a limitagao de compartilhamento CIFS que um
servidor pode hospedar?

Um servidor pode hospedar até 65535 compartilhamentos CIFS.
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Como modificar um compartilhamento CIFS existente?

Vocé pode modificar o caminho de compartilhamento CIFS e a defini¢cdo de configuracdo de um
compartilhamento existente usando a opg¢ao Editar.

Observagao: A opgao Editar sé tem suporte em compartilhamentos personalizados.

1
2
3.
4

. No assistente Editar Compartilhamento > Caminho, navegue pela arvore do servidor para

6.

. No UMC, clique em Protocolos de acesso a arquivos > CIFS.

. Pesquise ou navegue pelos servidores para listar os compartilhamentos.

Selecione o compartilhamento, clique no icone --- de Mais Opg¢des e selecione Editar.

selecionar o novo caminho de compartilhamento e clique em Avancar.

Observagao: Apenas um caminho pode ser selecionado para um compartilhamento.

clique em Avangar.

Vocé pode gerenciar criptografia, redirecionamento de pasta e backup do Mac usando os
botdes de alternancia.

Na pdgina Resumo, verifique os detalhes e clique em Concluir.

Isso atualiza o caminho de compartilhamento CIFS selecionado e as defini¢des de configuragao.

O que sao arquivos abertos em um compartilhamento

CIFS?

. Na pégina Configuracdo, especifique o nome e o comentario do compartilhamento (opcional) e

Arquivos abertos sdo aqueles arquivos que sao deixados no estado aberto por uma conexao CIFS no
nivel de compartilhamento. Esses arquivos podem ser fechados manualmente.

Como ver os arquivos abertos em um compartilhamento

CIFS?

No UMC, clique em Protocolos de acesso a arquivos > CIFS.

Pesquise ou navegue pelos servidores para listar os compartilhamentos.

. Selecione o compartilhamento, clique no icone --- de Mais op¢des e selecione Arquivos

abertos.

Isso exibe a lista de arquivos abertos. Essa acdo é suportada em uma Unica selecdo de
compartilhamento. Vocé pode exibir os detalhes dos arquivos abertos, compartilhamentos
relacionados, usuarios e direitos atribuidos.
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Como fechar arquivos abertos de compartilhamentos
CIFS?

Vocé pode fechar todos os arquivos abertos com a op¢ao Fechar todos os arquivos abertos ou pode
fechar arquivos individuais ou arquivos em um compartilhamento CIFS usando a cruz . Essa opgao
permite gerenciar arquivos abertos em compartilhamentos CIFS de varios servidores ao mesmo
tempo.

Fechar todos os arquivos abertos

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS.

2. Pesquise ou navegue pelos servidores para listar os compartilhamentos.

3. Selecione o compartilhamento, clique no icone --- de Mais opc¢des e selecione Arquivos
abertos.

4. Para fechar todos os arquivos abertos de uma vez, clique no botdo Fechar todos os arquivos
abertos.

CIFS - Arquivos abertos Fechar todos os arquivos abertos
105 > VOLICLUSTERT

W/ Filtros

Total : Acesso desejad Acess " " 408550 N30 habilitad ] e 3
Avangados otal: 1item(ns)  Modos de acesso: 550 desejado ess0 de compartihamento €350 N30 habilitade Q C G m

Tipo x . o D Nome RO wR oA or ow 00

Essa acdo fecha todos os arquivos disponiveis na lista de arquivos abertos.

Fechar um arquivo aberto individual

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS.

2. Pesquise ou navegue pelos servidores para listar os compartilhamentos.

3. Selecione o compartilhamento, clique no icone --- de Mais op¢oes e selecione Arquivos
abertos.

4. Na pagina Arquivos abertos, selecione e clique no icone * de cruz para fechar um arquivo
individual.

©

25 sample.pdf (&)

H

Vocé pode fechar varios arquivos abertos ao mesmo tempo.

Quais sao os varios modos de acesso para arquivos
abertos?

Os detalhes da conexao CIFS incluem os modos de acesso nos quais o servidor CIFS abriu o arquivo
para o usudrio.

Modos de acesso: Acesso desejado ) Acesso de compartilhamento Acesso ndo habilitado
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Acesso Descricao Acesso Descrigao
desejado compartilh
ado

RD Direito de ler os dados do arquivo. DR O direito de ler os dados do arquivo é
negado.

WR Direito de gravar dados no arquivo. DW O direito de gravar dados no arquivo é
negado.

DA Direito de apagar o arquivo. DD O direito de apagar ou renomear o

arquivo é negado.
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Gerenciando conexoes CIFS (OES 24.3 ou
posterior)

Este capitulo consiste em perguntas frequentes para visualizar as conexdes CIFS, arquivos abertos,
compartilhamentos associados e equivaléncia de seguranca da conexdo.

+ “Como listar e visualizar as informagdes relacionadas as conexdes CIFS?” na pagina 189

+ “Como visualizar os arquivos abertos de uma conexao CIFS?” na pagina 190

+ “Como ver os compartilhamentos associados a uma conexao CIFS?” na pagina 190

+ “Como ver a equivaléncia de seguranca de uma conexdo CIFS?” na pagina 191

Como listar e visualizar as informacgoes relacionadas as
conexoes CIFS?

Para listar e visualizar as informag&es relacionadas a conexdes CIFS, execute o seguinte:

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS > Conexdes.
2. Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione Tipo de Servidor para listar os servidores associados a eles.
Selecione os servidores necessdrios na lista e clique em APLICAR.

Observagao: Quando o botdo ou o icone de exibicdo de arvore [:] é clicado, vocé ndo
pode executar outras a¢Oes fora da area de procura. Clique no mesmo botdo novamente para
fechar a area de exibicdo de arvore ou de procura.

Isso exibe a lista de conexdes CIFS disponiveis nos servidores selecionados.

3. Para visualizar as informac0es relacionadas a uma conexao CIFS, selecione uma conexdo e
cligue no icone Mais detalhes.
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opentext OES Unifie

CIFS - Mals detalhes

16

.
F
=]

Informaghes gerals Dados lidos/gravados
userfrus1@WZK19AD.COM
B
) Active Directory ¥ Supervisar 3.73MB
- Ler
- oes171
10.62.10.185 1 Loggedin
1o forir O de out. de 2024 111524 | OoMB
= Written
2N ’ ! ! : anga wax19aduseriny
= Compartihamentos N Asguives aberios
Tatal 1 Hemins) aQ c- B

Nome Caminho Criptografia Redirecicnamenta de pasta Backup de Mac Ogen files

HARED mediainss VOLICLUSTER

A pagina CIFS - Mais detalhes exibe as informacdes gerais, os dados gerenciados, os
compartilhamentos e os arquivos abertos da conexao CIFS.

Como visualizar os arquivos abertos de uma conexao CIFS?

Para visualizar os arquivos abertos de uma conexao CIFS, execute o seguinte:

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS > Conexdes.
2. Pesquise ou navegue pelos servidores para listar as conexdes.

3. Selecione uma conexdo e clique no icone Mais detalhes.
4

Na pagina CIFS - Mais detalhes, clique na guia Arquivos abertos.

« Compartihamentos [} Arquivos abertos
Total: 1itemi{ns) Modos de acesso:: ) Acessodesejade () Acesso de compartilhamento Acesso ndo habilitado Q (&R -
Nome Compartilhar Caminho Completo RD WR DA DR Dw oo
VOLICLUSTERT VOLICLUSTERT /media/nss/VOL1CLUSTER]

A pagina exibe a lista de arquivos abertos acessados pela conexao CIFS. Para obter mais
informacdes sobre os modos de acesso, consulte “Quais sdo os varios modos de acesso para
arquivos abertos?” na pagina 186.

Como ver os compartilhamentos associados a uma
conexao CIFS?

Para ver os compartilhamentos associados a uma conexdo CIFS, execute o seguinte:

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS > Conexdes.
2. Pesquise ou navegue pelos servidores para listar as conexdes.

3. Selecione uma conexdo e clique no icone Mais detalhes.
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4. Na pagina CIFS - Mais detalhes, cliqgue em Compartilhamentos.

[ Arquives sbertos

= Compartilhamentas

Total: 1 item{ns) a cv B

Backup de
Nome Caminho Criptog! di de pasta acM:: Open files

VOLISHARED /media/nss/VOLTCLUSTERT

A pagina exibe a lista de compartilhamentos acessados pela conexao CIFS.

Como ver a equivaléncia de seguran¢a de uma conexao
CIFS?

Para ver a equivaléncia de seguranca de uma conexao CIFS, execute o seguinte:

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS > Conexdes.
2. Pesquise ou navegue pelos servidores para listar as conexdes.

3. Selecione uma conexdo e clique no icone Mais detalhes.
4

. Na pdgina CIFS - Mais detalhes, clique em Exibir detalhes, adjacente ao campo de equivaléncia
de seguranca.

A pagina exibe a janela Equivaléncia de seguranga para: com os usudrios e detalhes do FQDN
para a conexao CIFS.
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2 5 Gerenciando usuarios invalidos

Este capitulo consiste em perguntas frequentes para exibir, adicionar, remover e atualizar usuarios
invalidos e usuarios bloqueados.

¢ “Como listar usudrios invalidos e usudrios bloqueados?” na pagina 193

¢ “Quem é um usudrio invalido?” na pagina 193

+ “Quem é um usudrio bloqueado?” na pagina 194

+ “Como adicionar um usudrio a lista de usuarios bloqueados?” na pagina 194

+ “Como desbloquear um usudrio invalido?” na pagina 194

+ “Como desbloquear um usudrio bloqueado?” na pagina 194

¢ “Como mudar um usudrio invalido para um usuario bloqueado?” na pagina 195

Como listar usudrios invalidos e usuarios bloqueados?

A guia Usuarios invalidos oferece suporte a apenas uma sele¢do de servidor. Se varios servidores
forem selecionados durante outras operacdes CIFS e vocé selecionar a guia Usuarios invalidos, uma
pagina vazia serd exibida.

CIFS

“% Compartihamentos & Conexes &8 Invalidusers T Contextos de usuirio

FILTROS Menhum filtro adicionado o PROCURAR

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS > Usudrios invalidos.
2. Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Clique em Procurar, selecione os servidores necessarios na arvore e clique em APLICAR.

Observagao: Quando o botao ou o icone de exibicdo de arvore [:] é clicado, vocé n3o
pode executar outras acées fora da drea de procura. Cliqgue no mesmo botdao novamente para
fechar a area de exibicdo de arvore ou de procura.

Isso exibe a lista de usuarios invdlidos e usuarios bloqueados no servidor selecionado.

Quem é um usuario invalido?

Um usuario invalido pode ser um usuario que ndo existe no eDirectory ou que foi adicionado por um
administrador a lista de usudrios invalidos. A solicitacdo de autentica¢do desse usudrio é ignorada
com base no periodo de tempo limite configurado. O periodo de tempo limite de um invalido é entre
0 e 525600 minutos.
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Quem é um usuario bloqueado?

Um usuario bloqueado é um usuario cuja solicitacdo de autenticacdo é ignorada permanentemente.
Desbloqueie o usuario bloqueado da lista para comecar a considerar as solicitacdes de autenticacao.

. \

Como adicionar um usuario a lista de usuarios
bloqueados?

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS > Usuarios invalidos.
2. Pesquise ou navegue no servidor para listar os usudrios invalidos.

3. Cliqgue em Bloquear usuario.

4. Especifique o nome de usuario e clique em Confirmar.

Isso adiciona o usuario a lista de usuarios bloqueados.

Como desbloquear um usuario invalido?

O desbloqueio de um usuario invalido permite que a solicitacdo de autenticacdo seja processada
para o usuario.

1. No UMC, cligue em Protocolos de acesso a arquivos > CIFS > Usuarios invalidos.

2. Pesquise ou navegue no servidor para listar os usudrios invalidos.

3. Selecione um usudrio invdlido, clique no icone --* de Mais op¢des e selecione Desbloquear.

Lando Invalid
@ Block user

©  Unblock

Isso desbloqueia o usuario invalido selecionado da lista. Vocé pode desbloquear varios usuarios
de uma vez.

Como desbloquear um usuario bloqueado?

O desbloqueio de um usuario bloqueado permite que a solicitacdo de autenticacdo seja processada
para o usuario.

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS > Usuarios invalidos.
2. Pesquise ou navegue no servidor para listar os usudrios bloqueados.

3. Selecione um usuario bloqueado e clique em Desbloquear.

Norris Blocked 0.0.0.0 &)

Isso desbloqueia o usudrio bloqueado selecionado da lista. Vocé pode desbloquear varios
usudrios de uma vez.
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Como mudar um usuario invalido para um usuario
bloqueado?

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS > Usuarios invalidos.
2. Pesquise ou navegue no servidor para listar os usudrios invalidos.

3. Selecione um usuario invalido e clique em Bloquear usuario.

Lando Invalid
@ Block user

Py
<

Unblock

Isso atualiza o usudrio invalido selecionado para um usuario bloqueado.
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Gerenciando o contexto do usuario (OES
24.3 ou posterior)

Este capitulo consiste em perguntas frequentes para exibir, adicionar e remover contextos de
usuario.

+ “Como listar os contextos do usudrio?” na pagina 197

+ “Como adicionar um contexto de usuario?” na pagina 197

+ “Como remover um contexto de usudrio?” na pagina 198

Como listar os contextos do usuario?

O contexto do usudrio é um contéiner do eDirectory em que o CIFS procura usudrios durante o login.

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS > Contextos de usuario.
2. Cligue no icone de pesquisa e especifique o nome do servidor.
ou

Cligue em Procurar e selecione Tipo de Servidor para listar os servidores associados aos pools.
Selecione os servidores necessdrios na lista e clique em APLICAR.

Observagao: Quando o botdo ou o icone de exibicdo de arvore [:] é clicado, vocé ndo
pode executar outras a¢Oes fora da area de procura. Clique no mesmo botdo novamente para
fechar a drea de exibicdo de arvore ou de procura.

Isso exibe a lista de contextos de usuario disponiveis nos servidores selecionados.

Como adicionar um contexto de usuario?

Adicionar um contexto de usuario permite que os usuarios no contéiner acessem o
compartilhamento.
1. No UMC, clique em Protocolos de acesso a arquivos > CIFS > Contextos de usuario.
2. Cliqgue em Adicionar contexto de usuario.

3. No assistente Adicionar contexto do usuario > Servidores, selecione os servidores na arvore de
diretdrios e clique em Avancar.

4. Na pdgina Contéineres, navegue pelo servidor para selecionar os contéineres e clique em
Avangar.

5. Na pagina Resumo, verifique os contéineres e servidores e clique em Concluir.

Isso adiciona o contexto do usudrio a lista. E possivel adicionar varios contextos de uma sé vez.
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Como remover um contexto de usuario?

A remogdo de um contexto de usuario restringe o acesso dos usudrios no contéiner ao
compartilhamento.

1. No UMC, clique em Protocolos de acesso a arquivos > CIFS > Contextos de usudrio.

2. Pesquise ou navegue pelos servidores para listar os contextos de usuario.

3. Selecione um contexto de usudrio e clique no icone [ - Remover.

Isso remove o contexto de usuario da lista. Vocé pode executar essa acdo em varias selecgdes.
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+ Capitulo 27, “Relatdrios de cluster” na pagina 201
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Relatorios de cluster

Um relatdrio de cluster ajuda a diagnosticar problemas com os nés e recursos do cluster.

+ “Como gerar um relatdrio de cluster?” na pdgina 201
+ “Como visualizar relatérios?” na pagina 201

+ “Falhas de relatério” na pagina 202

Como gerar um relatdrio de cluster?

1 Faca login no UMC com suas credenciais de administrador.
2 Clique em Clusters.

3 Selecione um cluster e, em seguida, selecione Executar relatério. Como alternativa, vocé pode
acessar essa op¢ao no painel clicando em Acées > Executar relatdrio.

O relatério inclui informacgGes sobre o cluster selecionado, como configuragdo atual do cluster,
nos do cluster, recursos do cluster, politicas de cada recurso do cluster e scripts de
carregamento, descarregamento e monitoramento, bem como grupos de exclusdo mutua de
recursos.

Como visualizar relatdrios?

1 Faca login no UMC com suas credenciais de administrador.
2 Cligue em Relatdrios.

3 Procure e selecione os objetos de cluster que vocé deseja exibir. Os relatérios sdo listados para
os objetos nos quais vocé gerou relatérios usando a op¢ao Executar relatério em Clusters.

4 As seguintes informacg6es sdo exibidas:

Nome da coluna Descricao

Status (codificagdo de cores) Status

Verde Disponivel: Os relatérios foram gerados com sucesso.

Azul Em andamento: A geragao de relatdrios foi acionada, mas ainda ndo

foi concluida.

Vermelho Falha: Falha na geragdo do relatério. Tente gerar o relatério depois
de algum tempo.

5 Selecione o objeto de cluster e clique em Abrir relatério. O relatdrio exibe o status do cluster, os
grupos de exclusdo mutua de recursos, as opgoes de cluster e os recursos do cluster.
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Falhas de relatoério

Ao executar um relatdrio em um cluster, se a gera¢do do relatdrio ndo for iniciada, pode ser devido
ao servico Redis ndo estar ativo.

Para verificar o status do servico, execute:
systemctl status redis@umc.service
Se o servigo estiver inativo, reinicie-o:
systemctl restart redis@umc.service

Depois de reiniciar o servico, execute o relatério novamente e verifique o status do relatério na
pagina Relatorios.
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X Solucao de problemas

+ “Problemas conhecidos” na pdagina 205

+ “Script de saude da UMC” na pdgina 206

+ “Mddulos de né ausentes” na pagina 208

+ “N3do é possivel conectar-se ao banco de dados” na pagina 209

+ “Aviso: O nome do host inserido esta incorreto” na pagina 209

+ “Problemas de volume” na pagina 209

+ “Falhas de login” na pagina 209

+ “Acdo a ser executada em caso de problemas relacionados ao cache” na pagina 210

+ “Problemas de cluster” na pdgina 210
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8 Solucao de problemas

Esta secdo apresenta as informagdes sobre alguns dos problemas presentes na solucdo de
problemas no UMC.

*

*

“Problemas conhecidos” na pdgina 205

“Script de saude da UMC” na pagina 206

“Mddulos de né ausentes” na pagina 208

“Nao é possivel conectar-se ao banco de dados” na pdgina 209

“Aviso: O nome do host inserido estd incorreto” na pdgina 209

“Problemas de volume” na pagina 209

“Falhas de login” na pagina 209

“Acao a ser executada em caso de problemas relacionados ao cache” na pdagina 210

“Problemas de cluster” na pagina 210

Problemas conhecidos

As conexdes ou compartilhamentos NCP ndo sado listados quando qualquer um dos servidores
virtuais selecionados esta inacessivel, offline ou em coma.

Para resolver esse problema, certifique-se de que os servidores virtuais associados as conexdes
ou compartilhamentos NCP estejam acessiveis e online antes de tentar lista-los.

Um contexto de nivel superior ndo pode ser adicionado, apesar da presenca de objetos de
usudrio em um nivel profundo. Como solugao alternativa, adicione qualquer outro
subcontéiner, como DC, O ou UQ, para incluir o contexto de usuario.

Na pagina Configurar > Servidores > Configuracdes do Servidor, as configuragdes sdo modificadas
para apenas um ou o primeiro servidor, mesmo que dois servidores sejam exibidos na se¢ao
FILTROS.

Se o registro DNS nao for atualizado com o nome do host para o endereco IP do servidor UMC,
o servidor UMC ndo sera listado na pagina de boas-vindas do OES. Para resolver esse problema,
adicione o endereco IP e 0 nome do host ao registro DNS.

Se o status de segurang¢a de uma subpasta NCP for atualizado, a pagina ndo exibird a lista de
subpastas. Vocé precisa atualizar manualmente a lista de seguranca da subpasta no UMC
usando o icone de atualizagdo para buscar a lista atualizada.

Se o servico CIFS ndo estiver disponivel no nd do cluster, o UMC ndo podera buscar as conexdes
no painel do cluster. O né esta esmaecido e nenhuma agdo pode ser executada no né por meio
do UMC.

Depois de colocar um recurso online ou offline, vocé precisa atualizar manualmente a tabela de
recursos para exibir o status atualizado.

A recuperacdo do arquivo falhara se um arquivo com o mesmo nome existir na pasta associada.
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+ A criagdo de um pool em um dispositivo compartilhado ndo sera permitida se a configuracao
nao estiver definida para cluster.

+ Se o0 objeto do pool ja existir, o ingresso do pool em um dominio do AD falhara. Limpe o objeto
no Active Directory e tente novamente.

+ Quando o botdo [==== ] ou 0 icone de exibicdo de arvore [:] é clicado, vocé ndo pode executar
outras acOes fora da area de procura. Clique no mesmo botdo novamente para fechar a drea de
exibicdo de arvore ou de procura.

+ Se vocé ndo puder navegar pelo UMC depois de efetuar login nele, verifique se as permissdes
de Comparacao, Leitura e Gravagao em Todos os Direitos de Atributos e a permissdo de Procura
em Direitos de Entrada estdo habilitadas no nivel da arvore para os usuarios com login efetuado.

+ Se atelado UMC ndo for exibida nem dimensionada corretamente no browser da Web, defina a
resolucdo do display como 1920 x 1080 ou 1920 x 927 e o nivel de zoom como 100%.

Script de saude da UMC

O script umcServiceHeal th verifica a salide do servidor UMC e de todos os servicos em execucdo
no servidor.

Sintaxe

umcServiceHealth [options]

Opgoes

Opg¢oes Descrigao

-h|--help Exibe a tela de ajuda.
-s|--service-check Verifica a saude dos servigos dependentes. Os servigos sao:

¢ apache2.service

+ postgresql.service

¢ ndsd.service

+ microfocus-umc-server.service
+ microfocus-umc-backend.service
+ docker.service

+ docker-edirapi.service

+ redis@umc.service

-e|--edirapi-check Verifica a saude do edirapi e do container do Identity Console
(identityconsole-oes).

-c|--cert-check Verifica a saude do certificado do servidor, exibindo detalhes como:

+ Data de expiracdo do certificado
¢ Detalhes da SAN de chave publica

+ Status da chave privada
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Opg¢oes

Descrigao

-u|--edirObj-check

-d|--db-check

-n|--nodeModule-check
-r|--redis-check

-a|--all-check

Verifica a saude do objeto umcConfig no contexto de seguranca do eDirectory.
Verifica a salide do banco de dados PostgreSQL (interno ou remoto).

Importante: umcServiceHealth.sh -dautofix - mencione que .sh ndo é
necessario. Ele sera limpo em breve.

Verifica a disponibilidade da pasta node_modules.
Verifica a saude do Redis.

Verifica a saude do servidor UMC e executa as outras verificagdes.

Autofix

O script autofix corrige automaticamente os problemas detectados sem sua intervencdo. Se um
problema for encontrado ao executar o script de saude, para resolvé-lo, execute o mesmo script com
a opc¢do autofix habilitada. Essa op¢do pode ser usada junto com:

+ --service-check
¢ —-db-check

+ --nodeModule-check

+ --all-check

O script de corre¢do automatica ndo resolve problemas relacionados a componentes criticos, como
o eDirectory e o certificado do servidor. Portanto, estas opgoes (--edirapi-check, --cert-
check e --edirObj-check) ndo sdo suportadas, pois exigem sua validagdo e intervengao para

uma resolucdo adequada.

Exemplos

+ Para verificar a saude dos servicos dependentes, execute o script:

umcServiceHealth -s

Exibe o status dos servicos dependentes neste servidor. O servico Apache esta inativo, ele exibe
o préprio estado e comando para reiniciar o servico. Como alternativa, vocé pode executar
novamente esse comando com autofix para resolver o problema.
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Figura 28-1 Script umcServiceHealth

vice is up and running

eaders module is enabled

e proxy http module is enablec

D on :
Script

Para corrigir o problema do Apache automaticamente, execute o script com a op¢do autoFix.
umcServiceHealth -sautofix

O servico Apache foi reiniciado com éxito.
+ Para verificar a saude do Redis, execute o script:
umcServiceHealth -r

Isso exibe as permissdes que o Redis tém nos arquivos de certificado e a satide dos
parametros no arquivo /etc/redis/umc.conf.

Para resolver os problemas do Redi s listados pelo script, reinstale o RPM microfocus-oes-
umc-server. Isso gera novamente o arquivo /etc/redis/umc.conf para corrigir os
problemas.

Modulos de né ausentes

Esse problema surge porque o médulo do né esta corrompido ou a pasta do no estd ausente.

Para resolver esse problema, execute o script de saude (umcServiceHealth) com a opcdo
autofix.

umcServiceHealth -nautofix
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Nao é possivel conectar-se ao banco de dados

No arquivo de status do UMC, um erro é registrado informando: “N&o é possivel conectar-se ao
banco de dados”.

Esse problema pode ocorrer se, na tela de login do UMC, o campo de nome da arvore estiver vazio
devido a ndo ser possivel obter os detalhes do banco de dados.

Execute o script de saude (umcServiceHeal th) para verificar o status e resolver o problema.

Aviso: O nome do host inserido esta incorreto

Durante a configuracdo do UMC, ao especificar os detalhes do banco de dados, um aviso é exibido
indicando que o nome do host esta incorreto. Esse problema surge devido a um registro DNS
incorreto, que impede que o banco de dados seja acessado. O arquivo y2log registra uma
mensagem informando: “Ndo foi possivel traduzir o nome do host para o
endereco™.

Para resolver esse problema, certifique-se de que o nome do host fornecido possa ser resolvido pelo
DNS.

Problemas de volume

Falhando ao listar pools ou volumes

Verifique se o servigo de backend esta funcionando corretamente. Use comando systemctl
status microfocus-umc-backend.service.

Nao é possivel executar operagoes de armazenamento como um
usuario equivalente a administrador

Tente executar /ForceSecurityEquivalenceUpdate do console do NSS.

Falha ao criar um volume com criptografia AES 256

Antes de criar um volume, execute /PoolIMediaUpgrade=pool_name /MediaType=AES por
meio do console NSS.

Falhas de login

Se vocé ndo conseguir fazer login no UMC, execute o script de saide (umcServiceHeal th) para
verificar o status dos servicos e resolver os problemas.

Como alternativa, vocé pode executar essas tarefas manualmente verificando os servicos do
contéiner edirapi, microfocus-umc-server e postgresql.
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Execute os seguintes comandos para verificar o status:

+ systemctl status docker-edirapi.service
+ systemctl status microfocus-umc-server.service

+ systemctl status postgresqgl.service
Execute os seguintes comandos para reiniciar os servigos:
systemctl restart docker.service

systemctl restart docker-edirapi.service

Acao a ser executada em caso de problemas relacionados
ao cache

Verifique se vocé limpou os cookies do browser ou execute as operagées do UMC em uma janela
privada.

Problemas de cluster

Falha ao renomear o pool de clusters ou volume

Vocé pode enfrentar um comportamento inconsistente ao renomear um pool de clusters ou volume.
Se vocé ndo conseguir listar pools ou volumes apds a renomeacao, abra o UMC de outra janela no
modo andnimo.

O status do cluster saudavel é Inativo ou Desconhecido

Se o status de um cluster saudavel for Inativo ou Desconhecido, aumente o valor de tempo
limite CLUSTER_LISTING_FAILURE_TIMEOUT = 2000 no arquivo Zopt/novel 1/umc/apps/
umc-server/prod.env. O valor padrdo é 2000 ms e, devido a laténcia da rede, talvez ndo seja
possivel recuperar o status correto do cluster. Além disso, se esse parametro estiver ausente no
arquivo prod.env, certifique-se de adiciona-lo para que o tempo limite de listagem do cluster
ocorra apds o tempo especificado.
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