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© 2011 Progress Software Corporation and/or its subsidiaries or affiliates. All rights reserved.  
These materials and all Progress® software products are copyrighted and all rights are reserved by 
Progress Software Corporation.  The information in these materials is subject to change without 
notice, and Progress Software Corporation assumes no responsibility for any errors that may 
appear therein.  The references in these materials to specific platforms supported are subject to 
change. 
 
Actional, Apama, Artix, Business Empowerment, Business Making Progress, DataDirect (and 
design), DataDirect Connect, DataDirect Connect64, DataDirect Technologies, DataDirect XML 
Converters, DataDirect XQuery, DataXtend, Dynamic Routing Architecture, EdgeXtend, 
Empowerment Center, Fathom, Fuse Mediation Router, Fuse Message Broker, Fuse Services 
Framework, IntelliStream, IONA, Making Software Work Together, Mindreef, ObjectStore, 
OpenEdge, Orbix, PeerDirect, POSSENET, Powered by Progress, PowerTier, Progress, Progress 
DataXtend, Progress Dynamics, Progress Business Empowerment, Progress Empowerment 
Center, Progress Empowerment Program, Progress OpenEdge, Progress Profiles, Progress 
Results, Progress Software Business Making Progress, Progress Software Developers Network, 
Progress Sonic, ProVision, PS Select, Savvion, SequeLink, Shadow, SOAPscope, SOAPStation, 
Sonic, Sonic ESB, SonicMQ, Sonic Orchestration Server, SpeedScript, Stylus Studio, Technical 
Empowerment,  WebSpeed, Xcalia (and design), and Your Software, Our Technology–Experience 
the Connection are registered trademarks of Progress Software Corporation or one of its affiliates 
or subsidiaries in the U.S. and/or other countries.  AccelEvent, Apama Dashboard Studio, Apama 
Event Manager, Apama Event Modeler, Apama Event Store, Apama Risk Firewall, AppsAlive, 
AppServer, ASPen, ASP-in-a-Box, BusinessEdge, Cache-Forward, CloudEdge, DataDirect Spy, 
DataDirect SupportLink, Fuse, FuseSource, Future Proof, GVAC, High Performance Integration, 
ObjectStore Inspector, ObjectStore Performance Expert, OpenAccess, Orbacus, Pantero, POSSE, 
ProDataSet, Progress Arcade, Progress CloudEdge, Progress Control Tower, Progress ESP Event 
Manager, Progress ESP Event Modeler, Progress Event Engine, Progress RFID, Progress RPM, PSE Pro, 
SectorAlliance, SeeThinkAct, Shadow z/Services, Shadow z/Direct, Shadow z/Events, Shadow 
z/Presentation, Shadow Studio, SmartBrowser, SmartComponent, SmartDataBrowser, SmartDataObjects, 
SmartDataView, SmartDialog, SmartFolder, SmartFrame, SmartObjects, SmartPanel, SmartQuery, 
SmartViewer, SmartWindow, Sonic Business Integration Suite, Sonic Process Manager, Sonic Collaboration 
Server, Sonic Continuous Availability Architecture, Sonic Database Service, Sonic Workbench, Sonic XML 
Server, The Brains Behind BAM, WebClient, and Who Makes Progress are trademarks or service marks of 
Progress Software Corporation and/or its subsidiaries or affiliates in the U.S. and other countries.  Java is a 
registered trademark of Oracle and/or its affiliates.  Any other marks contained herein may be trademarks of 
their respective owners. 
 
Third Party Acknowledgements: 
 
Progress Orbix v6.3.5 incorporates Jakarata-struts 1.0.2 from the Apache Software Foundation 
(http://www.apache.org).  Such Apache Technology is subject to the following terms and 
conditions:  The Apache Software License, Version 1.1 Copyright (c) 1999-2001 The Apache 
Software Foundation.  All rights reserved.  Redistribution and use in source and binary forms, with 
or without modification, are permitted provided that the following conditions are met:  1. 
Redistributions of source code must retain the above copyright notice, this list of conditions and the 
following disclaimer.  2. Redistributions in binary form must reproduce the above copyright notice, 
this list of conditions and the following disclaimer in the documentation and/or other materials 
provided with the distribution.  3. The end-user documentation included with the redistribution, if 
any, must include the following acknowledgment:  "This product includes software developed by 
the Apache Software Foundation (http://www.apache.org/)."  Alternately, this acknowledgment may 
appear in the software itself, if and wherever such third-party acknowledgments normally appear.  
4. The names "The Jakarta Project", "Struts", and "Apache Software Foundation" must not be used 
to endorse or promote products derived from this software without prior written permission.  For 
written permission, please contact apache@apache.org.  5. Products derived from this software 
may not be called "Apache", nor may "Apache" appear in their name, without prior written 
permission of the Apache Software Foundation.  THIS SOFTWARE IS PROVIDED ``AS IS'' AND 
ANY EXPRESSED OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED 
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE 
DISCLAIMED.  IN NO EVENT SHALL THE APACHE SOFTWARE FOUNDATION OR ITS 
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, 
EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, 
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PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR 
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, 
WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR 
OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED 
OF THE POSSIBILITY OF SUCH DAMAGE.  This software consists of voluntary contributions made by 
many individuals on behalf of the Apache Software Foundation.  For more information on the Apache 
Software Foundation, please see <http://www.apache.org/>. 
 
Progress Orbix v6.3.5 incorporates Jakarta-bcel 5.0 from the Apache Software Foundation 
(http://www.apache.org).  Such Apache Technology is subject to the following terms and conditions:  The 
Apache Software License, Version 1.1 Copyright (c) 2001 The Apache Software Foundation.  All rights 
reserved.  Redistribution and use in source and binary forms, with or without modification, are permitted 
provided that the following conditions are met:  1. Redistributions of source code must retain the above 
copyright notice, this list of conditions and the following disclaimer.  2. Redistributions in binary form must 
reproduce the above copyright notice, this list of conditions and the following disclaimer in the 
documentation and/or other materials provided with the distribution.  3. The end-user documentation 
included with the redistribution, if any, must include the following acknowledgment:  "This product includes 
software developed by the Apache Software Foundation (http://www.apache.org/)."  Alternately, this 
acknowledgment may appear in the software itself, if and wherever such third-party acknowledgments 
normally appear.  4. The names "Apache" and "Apache Software Foundation" and "Apache BCEL" must not 
be used to endorse or promote products derived from this software without prior written permission.  For 
written permission, please contact apache@apache.org.  5. Products derived from this software may not be 
called "Apache", "Apache BCEL", nor may "Apache" appear in their name, without prior written permission 
of the Apache Software Foundation.  THIS SOFTWARE IS PROVIDED ``AS IS'' AND ANY EXPRESSED 
OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF 
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED.  IN NO 
EVENT SHALL THE APACHE SOFTWARE FOUNDATION OR ITS CONTRIBUTORS BE LIABLE 
FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL 
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR 
SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER 
CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, 
OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE 
OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.  This software 
consists of voluntary contributions made by many individuals on behalf of the Apache Software Foundation.  
For more information on the Apache Software Foundation, please see <http://www.apache.org/>. 
 
Progress Orbix v6.3.5 incorporates Jakarat-regexp 1.2 from the Apache Software Foundation 
(http://www.apache.org).  Such Apache Technology is subject to the following terms and conditions:  The 
Apache Software License, Version 1.1 Copyright (c) 1999 The Apache Software Foundation.  All rights 
reserved.  Redistribution and use in source and binary forms, with or without modification, are permitted 
provided that the following conditions are met:  1. Redistributions of source code must retain the above 
copyright notice, this list of conditions and the following disclaimer.  2. Redistributions in binary form must 
reproduce the above copyright notice, this list of conditions and the following disclaimer in the 
documentation and/or other materials provided with the distribution.  3. The end-user documentation 
included with the redistribution, if any, must include the following acknowledgment:  "This product includes 
software developed by the Apache Software Foundation (http://www.apache.org/)."  Alternately, this 
acknowledgment may appear in the software itself, if and wherever such third-party acknowledgments 
normally appear.  4. The names "The Jakarta Project", "Jakarta-Regexp", and "Apache Software Foundation" 
and "Apache BCEL" must not be used to endorse or promote products derived from this software without 
prior written permission.  For written permission, please contact apache@apache.org.  5. Products derived 
from this software may not be called "Apache", nor may "Apache" appear in their name, without prior 
written permission of the Apache Software Foundation.  THIS SOFTWARE IS PROVIDED ``AS IS'' AND 
ANY EXPRESSED OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED 
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE 
DISCLAIMED.  IN NO EVENT SHALL THE APACHE SOFTWARE FOUNDATION OR ITS 
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, 
EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, 
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR 
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, 
WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR 
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OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED 
OF THE POSSIBILITY OF SUCH DAMAGE.  This software consists of voluntary contributions made by 
many individuals on behalf of the Apache Software Foundation.  For more information on the Apache 
Software Foundation, please see <http://www.apache.org/>. 
 
Progress Orbix v6.3.5 incorporates the Jakarta-log4j 1.2.6 from the Apache Software Foundation 
(http://www.apache.org).  Such Apache Technology is subject to the following terms and conditions:  The 
Apache Software License, Version 1.1 Copyright (c) 1999 The Apache Software Foundation.  All rights 
reserved.  Redistribution and use in source and binary forms, with or without modification, are permitted 
provided that the following conditions are met: 1. Redistributions of source code must retain the above 
copyright notice, this list of conditions and the following disclaimer.  2. Redistributions in binary form must 
reproduce the above copyright notice, this list of conditions and the following disclaimer in the 
documentation and/or other materials provided with the distribution.  3. The end-user documentation 
included with the redistribution, if any, must include the following acknowledgment:  "This product includes 
software developed by the Apache Software Foundation (http://www.apache.org/)."  Alternately, this 
acknowledgment may appear in the software itself, if and wherever such third-party acknowledgments 
normally appear.  4. The names "log4j" and "Apache Software Foundation" and "Apache BCEL" must not be 
used to endorse or promote products derived from this software without prior written permission.  For written 
permission, please contact apache@apache.org.  5. Products derived from this software may not be called 
"Apache", nor may "Apache" appear in their name, without prior written permission of the Apache Software 
Foundation.  THIS SOFTWARE IS PROVIDED ``AS IS'' AND ANY EXPRESSED OR IMPLIED 
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF 
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED.  IN NO 
EVENT SHALL THE APACHE SOFTWARE FOUNDATION OR ITS CONTRIBUTORS BE LIABLE 
FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL 
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR 
SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER 
CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, 
OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE 
OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.  This software 
consists of voluntary contributions made by many individuals on behalf of the Apache Software Foundation.  
For more information on the Apache Software Foundation, please see <http://www.apache.org/>. 
 
Progress Orbix v6.3.5 incorporates Ant 1.5 from the Apache Software Foundation (http://www.apache.org).  
Such technology is subject to the following terms and conditions: The Apache Software License, Version 1.1 
Copyright (c) 2000-2002 The Apache Software Foundation.  All rights reserved.  Redistribution and use in 
source and binary forms, with or without modification, are permitted provided that the following conditions 
are met:  1. Redistributions of source code must retain the above copyright notice, this list of conditions and 
the following disclaimer.  2. Redistributions in binary form must reproduce the above copyright notice, this 
list of conditions and the following disclaimer in the documentation and/or other materials provided with the 
distribution.  3. The end-user documentation included with the redistribution, if any, must include the 
following acknowledgment:  "This product includes software developed by the Apache Software Foundation 
(http://www.apache.org/)."  Alternately, this acknowledgment may appear in the software itself, if and 
wherever such third-party acknowledgments normally appear.  4. The names "Ant" and "Apache Software 
Foundation" and "Apache BCEL" must not be used to endorse or promote products derived from this 
software without prior written permission.  For written permission, please contact apache@apache.org.  5. 
Products derived from this software may not be called "Apache", nor may "Apache" appear in their name, 
without prior written permission of the Apache Software Foundation.  THIS SOFTWARE IS PROVIDED 
``AS IS'' AND ANY EXPRESSED OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, 
THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR 
PURPOSE ARE DISCLAIMED.  IN NO EVENT SHALL THE APACHE SOFTWARE FOUNDATION OR 
ITS CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, 
EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, 
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR 
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, 
WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR 
OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED 
OF THE POSSIBILITY OF SUCH DAMAGE.  This software consists of voluntary contributions made by 
many individuals on behalf of the Apache Software Foundation.  For more information on the Apache 
Software Foundation, please see <http://www.apache.org/>. 



Orbix 6.3.5 Technical Overview v 

 
Progress Orbix v6.3.5 incorporates Xalan-j 2.3.1 from the Apache Software Foundation 
(http://www.apache.org). Such Apache Technology is subject to the following terms and conditions: The 
Apache Software License, Version 1.1.  Copyright (c) 1999 The Apache Software Foundation.  All rights 
reserved.  Redistribution and use in source and binary forms, with or without modification, are permitted 
provided that the following conditions are met: 1. Redistributions of source code must retain the above 
copyright notice, this list of conditions and the following disclaimer.  2. Redistributions in binary form must 
reproduce the above copyright notice, this list of conditions and the following disclaimer in the 
documentation and/or other materials provided with the distribution.  3. The end-user documentation 
included with the redistribution, if any, must include the following acknowledgment:  "This product includes 
software developed by the Apache Software Foundation (http://www.apache.org/)."  Alternately, this 
acknowledgment may appear in the software itself, if and wherever such third-party acknowledgments 
normally appear.  4. The names "Xalan" and "Apache Software Foundation" and "Apache BCEL" must not 
be used to endorse or promote products derived from this software without prior written permission.  For 
written permission, please contact apache@apache.org.  5. Products derived from this software may not be 
called "Apache", nor may "Apache" appear in their name, without prior written permission of the Apache 
Software Foundation.  THIS SOFTWARE IS PROVIDED ``AS IS'' AND ANY EXPRESSED OR IMPLIED 
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF 
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED.  IN NO 
EVENT SHALL THE APACHE SOFTWARE FOUNDATION OR ITS CONTRIBUTORS BE LIABLE 
FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL 
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR 
SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER 
CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, 
OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE 
OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.  This software 
consists of voluntary contributions made by many individuals on behalf of the Apache Software Foundation.  
For more information on the Apache Software Foundation, please see <http://www.apache.org/>. 
 
Progress Orbix v6.3.5 incorporates the Xerces-c++ 2.4 from the Apache Software Foundation 
(http://www.apache.org). Such Apache Technology is subject to the following terms and conditions: The 
Apache Software License, Version 1.1.  Copyright (c) 1999-2001 The Apache Software Foundation.  All 
rights reserved.  Redistribution and use in source and binary forms, with or without modification, are 
permitted provided that the following conditions are met: 1. Redistributions of source code must retain the 
above copyright notice, this list of conditions and the following disclaimer.  2. Redistributions in binary form 
must reproduce the above copyright notice, this list of conditions and the following disclaimer in the 
documentation and/or other materials provided with the distribution.  3. The end-user documentation 
included with the redistribution, if any, must include the following acknowledgment:  "This product includes 
software developed by the Apache Software Foundation (http://www.apache.org/)."  Alternately, this 
acknowledgment may appear in the software itself, if and wherever such third-party acknowledgments 
normally appear.  4. The names "Xerces" and "Apache Software Foundation" and "Apache BCEL" must not 
be used to endorse or promote products derived from this software without prior written permission.  For 
written permission, please contact apache@apache.org. 5. Products derived from this software may not be 
called "Apache", nor may "Apache" appear in their name, without prior written permission of the Apache 
Software Foundation.  THIS SOFTWARE IS PROVIDED ``AS IS'' AND ANY EXPRESSED OR IMPLIED 
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF 
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED.  IN NO 
EVENT SHALL THE APACHE SOFTWARE FOUNDATION OR ITS CONTRIBUTORS BE LIABLE 
FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL 
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR 
SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER 
CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, 
OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE 
OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.  This software 
consists of voluntary contributions made by many individuals on behalf of the Apache Software Foundation.  
For more information on the Apache Software Foundation, please see <http://www.apache.org/>.  
 
Progress Orbix v6.3.5 incorporates xerces-j 2.5 from the Apache Software Foundation 
(http://www.apache.org). Such Apache Technology is subject to the following terms and conditions:  The 
Apache Software License, Version 1.1. Copyright (c) 1999-2002 The Apache Software Foundation.  All 
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rights reserved.  Redistribution and use in source and binary forms, with or without modification, are 
permitted provided that the following conditions are met: 1. Redistributions of source code must retain the 
above copyright notice, this list of conditions and the following disclaimer.  2. Redistributions in binary form 
must reproduce the above copyright notice, this list of conditions and the following disclaimer in the 
documentation and/or other materials provided with the distribution.  3. The end-user documentation 
included with the redistribution, if any, must include the following acknowledgment:  "This product includes 
software developed by the Apache Software Foundation (http://www.apache.org/)."  Alternately, this 
acknowledgment may appear in the software itself, if and wherever such third-party acknowledgments 
normally appear.  4. The names "Xerces" and "Apache Software Foundation" must not be used to endorse or 
promote products derived from this software without prior written permission.  For written permission, please 
contact apache@apache.org. 5. Products derived from this software may not be called "Apache", nor may 
"Apache" appear in their name, without prior written permission of the Apache Software Foundation.  THIS 
SOFTWARE IS PROVIDED ``AS IS'' AND ANY EXPRESSED OR IMPLIED WARRANTIES, 
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND 
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED.  IN NO EVENT SHALL THE APACHE 
SOFTWARE FOUNDATION OR ITS CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, 
INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT 
LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR 
PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF 
LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE 
OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF 
ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.  This software consists of voluntary contributions 
made by many individuals on behalf of the Apache Software Foundation.  For more information on the 
Apache Software Foundation, please see <http://www.apache.org/>. 
 
Progress Orbix v6.3.5 incorporates the Tomcat 4.0.4 from the Apache Software Foundation 
(http://www.apache.org).  Such Apache Technology is subject to the following terms and conditions: The 
Apache Software License, Version 1.1. Copyright (c) 1999, 2000 The Apache Software Foundation.  All 
rights reserved. Redistribution and use in source and binary forms, with or without modification, are 
permitted provided that the following conditions are met: 1. Redistributions of source code must retain the 
above copyright notice, this list of conditions and the following disclaimer.  2. Redistributions in binary form 
must reproduce the above copyright notice, this list of conditions and the following disclaimer in the 
documentation and/or other materials provided with the distribution.  3. The end-user documentation 
included with the redistribution, if any, must include the following acknowledgment:  "This product includes 
software developed by the Apache Software Foundation (http://www.apache.org/)."  Alternately, this 
acknowledgment may appear in the software itself, if and wherever such third-party acknowledgments 
normally appear.  4. The names "The Jakarta Project", “Tomcat” and "Apache Software Foundation" must 
not be used to endorse or promote products derived from this software without prior written permission.  For 
written permission, please contact apache@apache.org.  5. Products derived from this software may not be 
called "Apache", nor may "Apache" appear in their name, without prior written permission of the Apache 
Software Foundation.  THIS SOFTWARE IS PROVIDED ``AS IS'' AND ANY EXPRESSED OR IMPLIED 
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF 
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED.  IN NO 
EVENT SHALL THE APACHE SOFTWARE FOUNDATION OR ITS CONTRIBUTORS BE LIABLE 
FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL 
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR 
SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER 
CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, 
OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE 
OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.  This software 
consists of voluntary contributions made by many individuals on behalf of the Apache Software Foundation.  
For more information on the Apache Software Foundation, please see <http://www.apache.org/>. 
 
Progress Orbix v6.3.5 incorporates MCPP 2.6.4 from the MCPP Project.  Such technology is subject to the 
following terms and conditions:  Copyright (c) 1998, 2002-2007 Kiyoshi Matsui kmatsui@t3.rim.or.jp  All 
rights reserved. This software including the files in this directory is provided under the following license. 
Redistribution and use in source and binary forms, with or without modification, are permitted provided that 
the following conditions are met: 1. Redistributions of source code must retain the above copyright notice, 
this list of conditions and the following disclaimer. 2. Redistributions in binary form must reproduce the 
above copyright notice, this list of conditions and the following disclaimer in the documentation and/or other 
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materials provided with the distribution. THIS SOFTWARE IS PROVIDED BY THE AUTHOR ``AS IS'' 
AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE 
IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE 
ARE DISCLAIMED.  IN NO EVENT SHALL THE AUTHOR BE LIABLE FOR ANY DIRECT, 
INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, 
BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, 
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY 
OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING 
NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, 
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.  
 
Progress Orbix v6.3.5 incorporates Xalan c++ v1.7 from The Apache Software Foundation.  Such technology 
is subject to the following terms and conditions: The Apache Software License, Version 1.1 Copyright (c) 
1999-2004 The Apache Software Foundation.  All rights reserved. Redistribution and use in source and 
binary forms, with or without modification, are permitted provided that the following conditions are met: 1. 
Redistributions of source code must retain the above copyright notice, this list of conditions and the 
following disclaimer. 2. Redistributions in binary form must reproduce the above copyright notice, this list of 
conditions and the following disclaimer in the documentation and/or other materials provided with the 
distribution. 3. The end-user documentation included with the redistribution, if any, must include the 
following acknowledgment: "This product includes software developed by the Apache Software Foundation 
(http://www.apache.org/)." Alternately, this acknowledgment may appear in the software itself, if and 
wherever such third-party acknowledgments normally appear. 4. The names "Xalan" and "Apache Software 
Foundation" must not be used to endorse or promote products derived from this software without prior 
written permission. For written permission, please contact apache@apache.org. 5. Products derived from this 
software may not be called "Apache", nor may "Apache" appear in their name, without prior written 
permission of the Apache Software Foundation. THIS SOFTWARE IS PROVIDED ``AS IS'' AND ANY 
EXPRESSED OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED 
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE 
DISCLAIMED.  IN NO EVENT SHALL THE APACHE SOFTWARE FOUNDATION OR ITS 
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, 
EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, 
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR 
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, 
WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR 
OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED 
OF THE POSSIBILITY OF SUCH DAMAGE. 
==============================================================
====== 
This software consists of voluntary contributions made by many individuals on behalf of the Apache 
Software Foundation and was originally based on software copyright (c) 1999, Lotus Development 
Corporation., http://www.lotus.com.  For more information on the Apache Software Foundation, please see 
<http://www.apache.org/>. 
 
Progress Orbix v6.3.5 incorporates Tcl 8.4.15 from Regents of the University of California, Sun 
Microsystems, Inc., Scriptics Corporation, and other parties.  Such technology is subject to the following 
terms and conditions: This software is copyrighted by the Regents of the University of California, Sun 
Microsystems, Inc., Scriptics Corporation, and other parties. The following terms apply to all files associated 
with the software unless explicitly disclaimed in individual files. The authors hereby grant permission to use, 
copy, modify, distribute, and license this software and its documentation for any purpose, provided that 
existing copyright notices are retained in all copies and that this notice is included verbatim in any 
distributions. No written agreement, license, or royalty fee is required for any of the authorized uses. 
Modifications to this software may be copyrighted by their authors and need not follow the licensing terms 
described here, provided that the new terms are clearly indicated on the first page of each file where they 
apply. IN NO EVENT SHALL THE AUTHORS OR DISTRIBUTORS BE LIABLE TO ANY PARTY FOR 
DIRECT, INDIRECT, SPECIAL, INCIDENTAL, OR CONSEQUENTIAL DAMAGES ARISING OUT OF 
THE USE OF THIS SOFTWARE, ITS DOCUMENTATION, OR ANY DERIVATIVES THEREOF, EVEN 
IF THE AUTHORS HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGE. THE 
AUTHORS AND DISTRIBUTORS SPECIFICALLY DISCLAIM ANY WARRANTIES, INCLUDING, BUT 
NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A 
PARTICULAR PURPOSE, AND NON-INFRINGEMENT.  THIS SOFTWARE IS PROVIDED ON AN "AS 

http://www.apache.org/)�
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IS" BASIS, AND THE AUTHORS AND DISTRIBUTORS HAVE NO OBLIGATION TO PROVIDE 
MAINTENANCE, SUPPORT, UPDATES, ENHANCEMENTS, OR MODIFICATIONS. GOVERNMENT 
USE: If you are acquiring this software on behalf of the U.S. government, the Government shall have only 
"Restricted Rights" in the software and related documentation as defined in the Federal Acquisition 
Regulations (FARs) in Clause 52.227.19 (c) (2). If you are acquiring the software on behalf of the 
Department of Defense, the software shall be classified as "Commercial Computer Software" and the 
Government shall have only "Restricted Rights" as defined in Clause 252.227-7013 (c) (1) of DFARs. 
Notwithstanding the foregoing, the authors grant the U.S. Government and others acting in its behalf 
permission to use and distribute the software in accordance with the terms specified in this license. 
 
Progress Orbix v6.3.5 incorporates bzip2 1.0.2 from Julian Seward. Such Technology is subject to the 
following terms and conditions: This program, "bzip2" and associated library "libbzip2", are copyright (C) 
1996-2002 Julian R Seward.  All rights reserved. Redistribution and use in source and binary forms, with or 
without modification, are permitted provided that the following conditions are met: 1. Redistributions of 
source code must retain the above copyright notice, this list of conditions and the following disclaimer. 2.  
The origin of this software must not be misrepresented; you must not claim that you wrote the original 
software.  If you use this software in a product, an acknowledgment in the product documentation would be 
appreciated but is not required. 3. Altered source versions must be plainly marked as such, and must not be 
misrepresented as being the original software. 4. The name of the author may not be used to endorse or 
promote products derived from this software without specific prior written permission. THIS SOFTWARE IS 
PROVIDED BY THE AUTHOR “AS IS” AND ANY EXPRESS OR IMPLIED WARRANTIES, 
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND 
FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED.  IN NO EVENT SHALL THE AUTHOR 
BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR 
CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF 
SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS 
INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN 
CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING 
IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF 
SUCH DAMAGE. Julian Seward, Cambridge, UK.jseward@acm.org bzip2/libbzip2 version 1.0.2 of 30 
December 2001. 
 
Progress Orbix v6.3.5 incorporates zlib 1.2.3 from Jean-loup Gailly and Mark Adler. Such Technology is 
subject to the following terms and conditions: License /* zlib.h -- interface of the 'zlib' general purpose 
compression library version 1.2.3, July 18th, 2005 Copyright (C) 1995-2000 Jean-loup Gailly and Mark 
Adler.  This software is provided 'as-is', without any express or implied warranty.  In no event will the 
authors be held liable for any damages arising from the use of this software. Permission is granted to anyone 
to use this software for any purpose, including commercial applications, and to alter it and redistribute it 
freely, subject to the following restrictions: 1. The origin of this software must not be misrepresented; you 
must not claim that you wrote the original software. If you use this software in a product, an acknowledgment 
in the product documentation would be appreciated but is not required. 2. Altered source versions must be 
plainly marked as such, and must not be misrepresented as being the original software. 3. This notice may 
not be removed or altered from any source distribution. Jean-loup Gailly jloup@gzip.org Mark Adler 
madler@alumni.caltech.edu */ 
 
Progress Orbix v6.3.5 incorporates the MinML 1.7 from John Wilson.  Such Technology is subject to the 
following terms and conditions: Copyright (c) 1999, John Wilson (tug@wilson.co.uk).  All rights reserved.  
Redistribution and use in source and binary forms, with or without modification, are permitted provided that 
the following conditions are met: Redistributions of source code must retain the above copyright notice,, this 
list of conditions and the following disclaimer. Redistributions in binary form must reproduce the above 
copyright notice, this list of conditions and the following disclaimer in the documentation and/or other 
materials provided with the distribution. All advertising materials mentioning features or use of this software 
must display the following acknowledgement: This product includes software developed by John  
Wilson. The name of John Wilson may not be used to endorse or promote products derived from this 
software without specific prior written permission. THIS SOFTWARE IS PROVIDED BY JOHN WILSON 
"AS IS" AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, 
THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR 
PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL JOHN WILSON BE LIABLE FOR ANY DIRECT, 
INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, 
BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, 
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DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY 
OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING 
NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, 
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.  
 
Progress Orbix v6.3.5 incorporates JDOM vbeta9 from JDOM. Such Technology is subject to the following 
terms and conditions: LICENSE.txt, v 1.10 2003/04/10 08:36:05 jhunter Exp $ Copyright (C) 2000-2003 
Jason Hunter & Brett McLaughlin. All rights reserved. Redistribution and use in source and binary forms, 
with or without modification, are permitted provided that the following conditions are met:  1. 
Redistributions of source code must retain the above copyright notice, this list of conditions, and the 
following disclaimer.  2. Redistributions in binary form must reproduce the above copyright notice, this list 
of conditions, and the disclaimer that follows    these conditions in the documentation and/or other materials 
provided with the distribution.  3. The name "JDOM" must not be used to endorse or promote products 
derived from this software without prior written permission.  For written permission, please contact <license 
AT jdom DOT org>.  4. Products derived from this software may not be called "JDOM", nor may "JDOM" 
appear in their name, without prior written permission from the JDOM Project Management <pm AT jdom 
DOT org>.  In addition, we request (but do not require) that you include in the end-user documentation 
provided with the redistribution and/or in the software itself an acknowledgement equivalent to the 
following:  "This product includes software developed by the JDOM Project (http://www.jdom.org/)." 
Alternatively, the acknowledgment may be graphical using the logos available at 
http://www.jdom.org/images/logos.  THIS SOFTWARE IS PROVIDED ``AS IS'' AND ANY EXPRESSED 
OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF 
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED.  IN NO 
EVENT SHALL THE JDOM AUTHORS OR THE PROJECT CONTRIBUTORS BE LIABLE FOR ANY 
DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES 
(INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; 
LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON 
ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT 
(INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS 
SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.  This software consists of 
voluntary contributions made by many individuals on behalf of the JDOM Project and was originally created 
by Jason Hunter <jhunter AT jdom DOT org> and Brett McLaughlin <brett AT jdom DOT org>.  For more 
information on the JDOM Project, please see <http://www.jdom.org/>.  
 
Progress Orbix v6.3.5 incorporates OpenSSL 0.9.8i Copyright (c) 1998-2008 The OpenSSL Project 
Copyright (c) 1995-1998 Eric A. Young, Tim J. Hudson All rights reserved. Such Technology is subject to 
the following terms and conditions: The OpenSSL toolkit stays under a dual license, i.e. both the conditions 
of the OpenSSL License and the original SSLeay license apply to the toolkit.  See below for the actual license 
texts. Actually both licenses are BSD-style Open Source licenses. In case of any license issues related to 
OpenSSL please contact openssl-core@openssl.org.  OpenSSL License - Copyright (c) 1998-2008 The 
OpenSSL Project.  All rights reserved.  Redistribution and use in source and binary forms, with or without 
modification, are permitted provided that the following conditions are met: 1. Redistributions of source code 
must retain the above copyright notice, this list of conditions and the following disclaimer. 2. Redistributions 
in binary form must reproduce the above copyright notice, this list of conditions and the following disclaimer 
in the documentation and/or other materials provided with the distribution. 3. All advertising materials 
mentioning features or use of this software must display the following acknowledgment: "This product 
includes software developed by the OpenSSL Project for use in the OpenSSL Toolkit. 
(http://www.openssl.org/)" 4. The names "OpenSSL Toolkit" and "OpenSSL Project" must not be used to 
endorse or promote products derived from this software without prior written permission. For written 
permission, please contact openssl-core@openssl.org. 5. Products derived from this software may not be 
called "OpenSSL" nor may "OpenSSL" appear in their names without prior written permission of the 
OpenSSL Project. 6. Redistributions of any form whatsoever must retain the following acknowledgment: 
"This product includes software developed by the OpenSSL Project for use in the OpenSSL Toolkit 
(http://www.openssl.org/)" THIS SOFTWARE IS PROVIDED BY THE OpenSSL PROJECT ``AS IS'' AND 
ANY EXPRESSED OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED 
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE 
DISCLAIMED.  IN NO EVENT SHALL THE OpenSSL PROJECT OR ITS CONTRIBUTORS BE LIABLE 
FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL 
DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR 
SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER 
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CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, 
OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE 
OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE. This product 
includes cryptographic software written by Eric Young (eay@cryptsoft.com).  This product includes software 
written by Tim Hudson (tjh@cryptsoft.com). - Original SSLeay License - Copyright (C) 1995-1998 Eric 
Young (eay@cryptsoft.com) All rights reserved.  This package is an SSL implementation written by Eric 
Young (eay@cryptsoft.com). The implementation was written so as to conform with Netscapes SSL. This 
library is free for commercial and non-commercial use as long as the following conditions are aheared to.  
The following conditions apply to all code found in this distribution, be it the RC4, RSA, lhash, DES, etc., 
code; not just the SSL code.  The SSL documentation included with this distribution is covered by the same 
copyright terms except that the holder is Tim Hudson (tjh@cryptsoft.com). Copyright remains Eric Young's, 
and as such any Copyright notices in the code are not to be removed. If this package is used in a product, 
Eric Young should be given attribution as the author of the parts of the library used. This can be in the form 
of a textual message at program startup or in documentation (online or textual) provided with the package. 
Redistribution and use in source and binary forms, with or without modification, are permitted provided that 
the following conditions are met: 1. Redistributions of source code must retain the copyright notice, this list 
of conditions and the following disclaimer. 2. Redistributions in binary form must reproduce the above 
copyright notice, this list of conditions and the following disclaimer in the documentation and/or other 
materials provided with the distribution. 3. All advertising materials mentioning features or use of this 
software must display the following acknowledgement: "This product includes cryptographic software 
written by Eric Young (eay@cryptsoft.com)" The word 'cryptographic' can be left out if the routines from the 
library being used are not cryptographic related :-). 4. If you include any Windows specific code (or a 
derivative thereof) from the apps directory (application code) you must include an acknowledgement: "This 
product includes software written by Tim Hudson (tjh@cryptsoft.com)" THIS SOFTWARE IS PROVIDED 
BY ERIC YOUNG ``AS IS'' AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT 
NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A 
PARTICULAR PURPOSE ARE DISCLAIMED.  IN NO EVENT SHALL THE AUTHOR OR 
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, 
EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, 
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR 
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, 
WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR 
OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED 
OF THE POSSIBILITY OF SUCH DAMAGE. The licence and distribution terms for any publically 
available version or derivative of this code cannot be changed.  i.e. this code cannot simply be copied and put 
under another distribution licence [including the GNU Public Licence.] 
 
Progress Orbix v6.3.5 incorporates PCRE v7.8 from the PCRE Project. Such Technology is subject to the 
following terms and conditions:  
PCRE LICENCE  
------------ 
PCRE is a library of functions to support regular expressions whose syntax and semantics are as close as 
possible to those of the Perl 5 language. Release 7 of PCRE is distributed under the terms of the 
"BSD"licence, as specified below. The documentation for PCRE, supplied in the "doc" directory, is 
distributed under the same terms as the software itself. The basic library functions are written in C and are 
freestanding. Also included in the distribution is a set of C++ wrapper functions.  
THE BASIC LIBRARY FUNCTIONS 
--------------------------- 
Written by:       Philip Hazel 
Email local part: ph10 
Email domain:     cam.ac.uk 
University of Cambridge Computing Service, 
Cambridge, England. 
Copyright (c) 1997-2008 University of Cambridge 
All rights reserved. 
THE C++ WRAPPER FUNCTIONS 
------------------------- 
Contributed by:   Google Inc. 
Copyright (c) 2007-2008, Google Inc. 
All rights reserved. 
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THE "BSD" LICENCE 
----------------- 
Redistribution and use in source and binary forms, with or without modification, are permitted provided that 
the following conditions are met: Redistributions of source code must retain the above copyright notice, this 
list of conditions and the following disclaimer. Redistributions in binary form must reproduce the above 
copyright notice, this list of conditions and the following disclaimer in the documentation and/or other 
materials provided with the distribution. Neither the name of the University of Cambridge nor the name of 
Google Inc. nor the names of their contributors may be used to endorse or promote products derived from this 
software without specific prior written permission. THIS SOFTWARE IS PROVIDED BY THE 
COPYRIGHT HOLDERS AND CONTRIBUTORS "AS IS" AND ANY EXPRESS OR IMPLIED 
WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF 
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO 
EVENT SHALL THE COPYRIGHT OWNER OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, 
INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, 
BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, 
DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY 
OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING 
NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, 
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.  
 
Progress Orbix v6.3.5 incorporates IDL Compiler Front End 1 from Sun Microsystems, Inc.  Copyright 1992, 
1993, 1994 Sun Microsystems, Inc.  Printed in the United States of America.  All Rights Reserved.  Such 
technology is subject to the following terms and conditions: This product is protected by copyright and 
distributed under the following license restricting its use. The Interface Definition Language Compiler Front 
End (CFE) is made available for your use provided that you include this license and copyright notice on all 
media and documentation and the software program in which this product is incorporated in whole or part. 
You may copy and extend functionality (but may not remove functionality) of the Interface Definition 
Language CFE without charge, but you are not authorized to license or distribute it to anyone else except as 
part of a product or program developed by you or with the express written consent of Sun Microsystems, Inc. 
("Sun"). The names of Sun Microsystems, Inc. and any of its subsidiaries or affiliates may not be used in 
advertising or publicity pertaining to distribution of Interface Definition Language CFE as permitted herein.  
This license is effective until terminated by Sun for failure to comply with this license.  Upon termination, 
you shall destroy or return all code and documentation for the Interface Definition Language CFE. 
INTERFACE DEFINITION LANGUAGE CFE IS PROVIDED AS IS WITH NO WARRANTIES OF ANY 
KIND INCLUDING THE WARRANTIES OF DESIGN, MERCHANTIBILITY AND FITNESS FOR A 
PARTICULAR PURPOSE, NONINFRINGEMENT, OR ARISING FROM A COURSE OF DEALING, 
USAGE OR TRADE PRACTICE.  INTERFACE DEFINITION LANGUAGE CFE IS PROVIDED WITH 
NO SUPPORT AND WITHOUT ANY OBLIGATION ON THE PART OF Sun OR ANY OF ITS 
SUBSIDIARIES OR AFFILIATES TO ASSIST IN ITS USE, CORRECTION, MODIFICATION OR 
ENHANCEMENT. SUN OR ANY OF ITS SUBSIDIARIES OR AFFILIATES SHALL HAVE NO 
LIABILITY WITH RESPECT TO THE INFRINGEMENT OF COPYRIGHTS, TRADE SECRETS OR ANY 
PATENTS BY INTERFACE DEFINITION LANGUAGE CFE OR ANY PART THEREOF.  IN NO EVENT 
WILL SUN OR ANY OF ITS SUBSIDIARIES OR AFFILIATES BE LIABLE FOR ANY LOST REVENUE 
OR PROFITS OR OTHER SPECIAL, INDIRECT AND CONSEQUENTIAL DAMAGES, EVEN IF SUN 
HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. Use, duplication, or disclosure by 
the government is subject to restrictions as set forth in subparagraph (c)(1)(ii) of the Rights in Technical 
Data and Computer Software clause at DFARS 252.227-7013 and FAR 52.227-19. Sun, Sun Microsystems 
and the Sun logo are trademarks or registered trademarks of Sun Microsystems, Inc. SunSoft, Inc. 2550 
Garcia Avenue, Mountain View, California  94043 NOTE: SunOS, SunSoft, Sun, Solaris, Sun Microsystems 
or the Sun logo are trademarks or registered trademarks of Sun Microsystems, Inc.  
 
Progress Orbix v6.3.5 incorporates LibXML2 2.4.24 from Daniel Veillard.  Such Technology is subject to 
the following terms and conditions: Except where otherwise noted in the source code (trio files, hash.c and 
list.c) covered by a similar license but with different Copyright notices: Copyright (C) 1998-2002 Daniel 
Veillard. All Rights Reserved.  Permission is hereby granted, free of charge, to any person obtaining a copy 
of this software and associated documentation files (the "Software"), to deal in the Software without 
restriction, including without limitation the rights to use, copy, modify, merge, publish, distribute, 
sublicense, and/or sell copies of the Software, and to permit persons to whom the Software is furnished to do 
so, subject to the following conditions: The above copyright notice and this permission notice shall be 
included in all copies or substantial portions of the Software. THE SOFTWARE IS PROVIDED "AS IS", 
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WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED 
TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND 
NONINFRINGEMENT. IN NO EVENT SHALL THE DANIEL VEILLARD BE LIABLE FOR ANY 
CLAIM, DAMAGES OR OTHER LIABILITY, WHETHER IN AN ACTION OF CONTRACT, TORT OR 
OTHERWISE, ARISING FROM, OUT OF OR IN CONNECTION WITH THE SOFTWARE OR THE USE 
OR OTHER DEALINGS IN THE SOFTWARE. Except as contained in this notice, the name of Daniel 
Veillard shall not be used in advertising or otherwise to promote the sale, use or other dealings in this 
Software without prior written authorization from him.  
=== trio.c, trio.h: Copyright (C) 1998 Bjorn Reese and Daniel Stenberg. Permission to use, copy, modify, 
and distribute this software for any purpose with or without fee is hereby granted, provided that the above 
copyright notice and this permission notice appear in all copies. THIS SOFTWARE IS PROVIDED “AS IS” 
AND WITHOUT ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, WITHOUT LIMITATION, 
THE IMPLIED WARRANTIES OF MERCHANTIBILITY AND FITNESS FOR A PARTICULAR 
PURPOSE. THE AUTHORS AND CONTRIBUTORS ACCEPT NO RESPONSIBILITY IN ANY 
CONCEIVABLE MANNER. ==== triop.h: Copyright (C) 2000 Bjorn Reese and Daniel Stenberg. 
Permission to use, copy, modify, and distribute this software for any purpose with or without  
fee is hereby granted, provided that the above copyright notice and this permission notice appear in all 
copies.  THIS SOFTWARE IS PROVIDED ``AS IS'' AND WITHOUT ANY EXPRESS OR IMPLIED 
WARRANTIES, INCLUDING, WITHOUT LIMITATION, THE IMPLIED WARRANTIES OF 
MERCHANTIBILITY AND FITNESS FOR A PARTICULAR PURPOSE. THE AUTHORS AND 
CONTRIBUTORS ACCEPT NO RESPONSIBILITY IN ANY CONCEIVABLE MANNER.  
==== hash.c: Copyright (C) 2000 Bjorn Reese and Daniel Veillard. Permission to use, copy, modify, and 
distribute this software for any purpose with or without  fee is hereby granted, provided that the above 
copyright notice and this permission notice appear in all copies. THIS SOFTWARE IS PROVIDED ``AS IS'' 
AND WITHOUT ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, WITHOUT LIMITATION, 
THE IMPLIED WARRANTIES OF MERCHANTIBILITY AND FITNESS FOR A PARTICULAR 
PURPOSE. THE AUTHORS AND CONTRIBUTORS ACCEPT NO RESPONSIBILITY IN ANY 
CONCEIVABLE MANNER.  
===== list.c: Copyright (C) 2000 Gary Pennington and Daniel Veillard. Permission  
to use, copy, modify, and distribute this software for any purpose with or without fee is hereby granted, 
provided that the above copyright notice and this permission notice appear in all copies. THIS SOFTWARE 
IS PROVIDED ``AS IS'' AND WITHOUT ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, 
WITHOUT LIMITATION, THE IMPLIED WARRANTIES OF MERCHANTIBILITY AND FITNESS FOR 
A PARTICULAR PURPOSE. THE AUTHORS AND CONTRIBUTORS ACCEPT NO RESPONSIBILITY 
IN ANY CONCEIVABLE MANNER. ===  
triodef.h, trionan.c, trionan.h: Copyright (C) 2001 Bjorn Reese  Permission to use, copy, modify, and 
distribute this software for any purpose with or without fee is hereby granted, provided that the above 
copyright notice and this permission notice appear in all copies. THIS SOFTWARE IS PROVIDED ``AS IS'' 
AND WITHOUT ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, WITHOUT LIMITATION, 
THE IMPLIED WARRANTIES OF MERCHANTIBILITY AND FITNESS FOR A PARTICULAR 
PURPOSE. THE AUTHORS AND CONTRIBUTORS ACCEPT NO RESPONSIBILITY IN ANY 
CONCEIVABLE MANNER.  
==== triostr.c, triostr.h: Copyright (C) 2001 Bjorn Reese and Daniel Stenberg.  
Permission to use, copy, modify, and distribute this software for any purpose with or without fee is hereby 
granted, provided that the above copyright notice and this permission notice appear in all copies. THIS 
SOFTWARE IS PROVIDED ``AS IS'' AND WITHOUT ANY EXPRESS OR IMPLIED WARRANTIES, 
INCLUDING, WITHOUT LIMITATION, THE IMPLIED WARRANTIES OF MERCHANTIBILITY AND 
FITNESS FOR A PARTICULAR PURPOSE. THE AUTHORS AND CONTRIBUTORS ACCEPT NO 
RESPONSIBILITY IN ANY CONCEIVABLE MANNER. 
 
Progress Orbix v6.3.5 incorporates ICU library 2.6 from IBM.  Such Technology is subject to the following 
terms and conditions: Copyright (c) 1995-2009 International Business Machines Corporation and others. All 
rights reserved. Permission is hereby granted, free of charge, to any person obtaining a copy of this software 
and associated documentation files (the "Software"), to deal in the Software without restriction, including 
without limitation the rights to use, copy, modify, merge, publish, distribute, and/or sell copies of the 
Software, and to permit persons to whom the Software is furnished to do so, provided that the above 
copyright notice(s) and this permission notice appear in all copies of the Software and that both the above 
copyright notice(s) and this permission notice appear in supporting documentation. THE SOFTWARE IS 
PROVIDED "AS IS", WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED, INCLUDING 
BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A 
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PARTICULAR PURPOSE AND NONINFRINGEMENT OF THIRD PARTY RIGHTS. IN NO EVENT 
SHALL THE COPYRIGHT HOLDER OR HOLDERS INCLUDED IN THIS NOTICE BE LIABLE FOR 
ANY CLAIM, OR ANY SPECIAL INDIRECT OR CONSEQUENTIAL DAMAGES, OR ANY DAMAGES 
WHATSOEVER RESULTING FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN ACTION 
OF CONTRACT, NEGLIGENCE OR OTHER TORTIOUS ACTION, ARISING OUT OF OR IN 
CONNECTION WITH THE USE OR PERFORMANCE OF THIS SOFTWARE. Except as contained in this 
notice, the name of a copyright holder shall not be used in advertising or otherwise to promote the sale, use 
or other dealings in this Software without prior written authorization of the copyright holder. All trademarks 
and registered trademarks mentioned herein are the property of their respective owners. 
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1 Introduction 
CORBA makes software work together regardless of where it is located, what it 
is running on, or what language it is written in. Today, CORBA is mainstream 
technology even in traditionally conservative IT environments, including 
banking, insurance, utilities, manufacturing, and government. 

IONA Technologies built its business around CORBA. Orbix is the market-
leading implementation of the CORBA standard and has been in existence 
almost as long as CORBA. It enables applications to interoperate across 
network, language, CPU, and operating system boundaries. Beyond the 
implementation of the standard, it also provides enterprise-class features that 
reside at the core of thousands of distributed systems around the world. Orbix 
routinely handles integration and scalability problems in the most complex and 
largest systems.  

Between the extremes of everyday commercial data processing and hard 
realtime control applications, Orbix operates across the entire spectrum of 
computing tasks, from billing systems and multimedia news delivery to airport 
runway illumination and aircraft radio control. Most of the world’s telephone 
systems, as well as the truly mission-critical systems operated by the world’s 
biggest banks, are built on Orbix.  

Orbix has always been attractive to IT organizations in industries that need 
large, resilient systems to handle enormous peak volumes of data and service 
requests, while guaranteeing a high level of availability. Financial services 
companies constitute the most transaction-intensive industry in the world. For 
this reason, nearly 70% of the financial organizations listed in the Fortune 
Magazine Global 100 rely on Orbix. 

Orbix has also made impressive inroads in aerospace, government, high-tech 
manufacturing, and several other industries. More developers today have used 
Orbix than any other ORB. This creates a larger pool of experience on which 
development organizations can draw, and lowers recruiting and training costs. 

IONA’s dominance of the CORBA market positions us to provide the best and 
broadest support for CORBA implementations. IONA now offers five-year 
support up front. This means that your long-term deployment plans have the 
backing of IONA’s support services. IONA guarantees binary compatibility for 
future versions of Orbix 6, allowing an easy upgrade.  

IONA supports CORBA on more hardware and operating system platforms than 
any other CORBA vendor. IONA’s continuing support for the latest operating 
systems and compilers allows you to take advantage of the latest performance 
improvements in hardware. 
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2 Architecture 
Orbix includes an Object Request Broker (ORB) that presents an abstraction 
layer that relieves the programmer of dealing with many of the complexities of 
network programming, such as thread pool control, request dispatch, 
connection management, and so on. The ORB creates the illusion that all 
objects are local objects and accessible by way of an application’s native 
programming language.  

Orbix allows systems to communicate directly across a network, regardless of 
the programming languages used to create them, and regardless of the 
operating systems and platforms on which they run. Orbix is used to integrate 
applications written in languages such as Java, C++, C, Visual Basic, and 
COBOL, and runs on PCs, UNIX hosts, and mainframes. 

Orbix is built on IONA’s Adaptive Runtime Technology (ART). ART is a plug-in 
framework that delivers scalability, high performance, and flexibility to 
distributed enterprise applications, as illustrated in Figure 1. 

 
Figure 1: ART Plug-In Architecture 

 
Enterprise qualities of service are provided by way of a systems management, 
directory service, transaction service, security service and high availability 
services, all of which are built as ART plug-ins. Plug-ins can be linked directly 
with an application, loaded when an application starts up, or loaded on demand 
while the application is running.  

Orbix has been designed from the ground up to support enterprise-class 
distributed systems. Orbix provides major advances in scalability, performance, 
and deployment flexibility, thanks in part to its plug-in framework, which delivers 
greater flexibility and scalability to distributed applications than has ever before 
been possible. 

IONA also provides Enterprise Middleware Integration, Web services 
integration, J2EE integration and .NET integration through its Artix product 
range, which is based on the same ART plug-in framework as Orbix. 
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3 Features and Benefits 
Orbix is available in Standard and Enterprise editions. This section outlines the 
features and benefits that are new in Orbix 6.2 (see Table 1). It also provides a 
more detailed description of these features and all other features available in 
Orbix Standard (see subsection 3.2) and in Orbix Enterprise (see both 
subsection 3.2 and 3.3). 

3.1 What’s New in Orbix 6.2 
Features that are new in Orbix 6.2 are outlined in Table 1: 

Category Feature 

Configuration  Supports extensible configuration. Everything does not need to 
be configured up front when a system is first deployed. Domain 
functionality can be extended at a later stage by deploying, for 
example, a trading service, or adding or removing service 
replicas. 

High Availability   Slaves dynamically promoted to master. 

 Replication through Berkeley DB  

 Performance enhancements. 

Security Security service clustering: 
 Multiple security servers remove single point of failure through 

the automatic failover to backup servers 

 Load balancing—Improved scalability by spreading the load 
among a number of clustered security servers 

 Federation of IONA security servers—Allows single sign-on 
across different security domains.  

Enhanced ACL: 

 New option for centralized ACL policy definition.  

 Orbix Security Service can act as a security authorization policy 
server.  

 Existing support for local ACL maintained.  

 Support for allowing the authorization engine to be replaced with 
a custom ACL implementation.  
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 General security: 

 Automatic warnings on use of SSL certificates near their 
expiration date or that match user specified criteria. 

 Support for external bridging to a CSIv2 or Orbix security 
domain from a non-CORBA technology domain, such as an 
Artix environment. 

Management  Integration with Enterprise Management Systems: BMC Patrol, 
HP OpenView, and IBM Tivoli. 

 Client-side performance logging, which gives metrics on server 
availability and response time. 

 Orbix work queue instrumented and available in a managed 
entity (an MBean). 

 MBean monitoring plugin that gathers statistics for the log file on 
whatever is instrumented. 

General  Plug-in that compresses data before it is put on the wire, 
improving throughput and decreasing latency. 

 High availability, JMS, JMS Notification bridge and the firewall 
proxy service on IRIX. 

Platforms  AIX 5.2 and Visual Age 6.0. 

 Windows 2003, Visual C++ 6.0 and Visual Studio .NET 2003 
7.1. 

 Full enterprise support for Red Hat Linux Advanced Server (AS) 
3.0. 

 64-bit JVM support on Sun Solaris 9. 

 JDK 1.4.2. 

 Sun Studio 8. 

 HP-UX 11i on Itanium 

 

Table 1: New Features in Orbix 6.2 
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3.2 Orbix Standard 
Orbix Standard includes the following features, each of which is described in the 
subsections that follow: 

 Portable Object Adapter 

 Extensible Configuration 

 Secure Sockets Layer/Transport Level Security (SSL/TLS) 

 Smart Card Support 

 Event Service 

 Interoperable Naming Service and Load Balancing Extensions 

 Bidirectional GIOP 

 Compression Plug-in 

 Asynchronous Messaging Interfaces 

 CORBA Reflection and Dynamic Type Support 

 Configuration and Logging Interfaces 

 Persistent State Service 

 Code Generation Toolkit 

3.2.1 Portable Object Adapter 
Orbix servers use the Portable Object Adapter (POA). The POA is the CORBA-
standard way to write portable server code. The POA provides a flexible 
framework for mapping abstract CORBA objects to concrete programming 
language objects. You can select from a variety of POA policies that control the 
memory/speed trade-offs in highly scalable servers. For example, using POA 
policies you can: 

 Create server objects on demand. 

 Maintain a bounded cache of most-recently-used server objects. 

 Implement many CORBA objects of the same type with a single C++ or 
Java object in memory. 
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3.2.2 Extensible Configuration 
Orbix is deployed in very large complex production environments. The 
configuration needs of such environments are different from those needed in a 
development environment. Production environments are long lived and subject 
to change. Hardware might need to be added or removed for a variety of 
reasons. The system might need functional extensions and new Orbix services, 
such as trader or notification, may need to be added. Higher demands on 
availability and failover often require the addition of more replicas. Lastly, Orbix 
administrators need to be able to upgrade from previous versions of Orbix with 
minimal effort. The time slot available for changing a production system can be 
as short as two hours in the middle of the night. 

Orbix administrators are not CORBA developers and should not need to be 
familiar with the internals of Orbix configuration. The most frequent changes are 
small incremental changes to configuration domains. With Orbix 6.2, the Orbix 
configuration tool, itconfigure, supports extensible configuration. Everything 
does not need to be configured up front when a system is first deployed. 
Domain functionality can be extended at a later stage by deploying, for example, 
a trading service, or adding or removing service replicas. 

This new functionality is available in both graphical mode (see Figure 2) and 
from the command line. Administrators who manage hundreds or thousands of 
Orbix servers can use scripting tools to rollout configuration changes on a mass 
scale. 

 

Figure 2: Orbix Configuration GUI 

 



Orbix 6.3.5 Technical Overview 7 

3.2.3 Secure Sockets Layer/Transport Level Security 
(SSL/TLS) 

The Secure Sockets Layer (SSL) provides data security for applications that 
communicate across networks. SSL/TLS (Transport Layer Security) is a 
security protocol that sits in between various application protocols and transport 
level protocol, TCP/IP. 

CORBA applications communicate using the CORBA standard Internet Inter-
ORB Protocol (IIOP). This application-level protocol is layered above TCP/IP. 
SSL/TLS applications communicate using IIOP layered above SSL/TLS. 

The SSL/TLS protocol provides connection security that has three basic 
properties: 

 Authentication—The connection can be authenticated using asymmetric 
(public key) cryptography. SSL/TLS supports authentication based on RSA 
and DSS algorithms with X.509 certificates. 

 Privacy—The connection is private. During the initial handshake, public key 
encryption is used to define a symmetric secret session key. Symmetric 
cryptography is used for data encryption. 

 Integrity—The connection is reliable. Message transport includes a 
message integrity check, using a keyed Hashed Message Authentication 
Code (HMAC). Secure hash functions (for example, SHA-1 and MD5) are 
used for HMAC computations. 

 
 In addition, Orbix SSL/TLS features include: 

 Sophisticated, mechanism-neutral API based on CORBASEC Level 2 
interfaces. 

 Support for the OMG Common Secure Interoperability specification, version 
2 Level 0 (CSIv2) includes username/password authentication, identity 
propagation control fully integrated with the Orbix security server, and a 
single sign-on CORBA login service. 

 Separate Key Distribution Mechanism (KDM) component. The ORB can 
distribute pass-phrases to automatically launched server applications. The 
server uses these pass-phrases to decrypt the relevant private key. KDM 
communications are fully TLS secure (encryption, privacy and integrity are 
guaranteed). 

 An extensive X.509 C++ parsing API is supported, providing a complete IDL 
wrapping of X.509v3 certificates, and including X.509v3 extension support 
(note that use of this API is only required for advanced applications). 

 PKCS#12 container format support. 
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3.2.4 Smart Card Support 
Smart cards are used to store user credentials more securely than on a user’s 
machine. It is a stronger authentication mechanism because users must be in 
possession of a smart card, rather than a certificate stored on a computer disk 
(the smart card plugs into a USB port or is read through a reader attached to 
the serial port). When employees leave a company, they must return their smart 
cards, whereas a file-based private key could be copied and transferred to a 
home machine.  

A Java Orbix application can obtain credentials from a smart card as well as 
from a file. The API used is the standard JDK 1.4 JSSE API with cryptographic 
support provided in the JDK JCE interface. There are a number of 
implementations of the JCE modules that support cryptographic hardware 
devices available from third parties. This is designed for replaceability and 
allows customers to plug in any smart card that provides a JDK 1.3 or 1.4 JCE 
API-compliant wrapper. 

For C++ Orbix applications, use of the Microsoft Crypto API (MS CAPI) is 
supported through the Schannel toolkit. Microsoft Windows provides a Security 
Support Provider Interface (SSPI) for plugging security providers into the 
system. One of the standard Windows security providers, called Schannel, is a 
software implementation of the SSL/TLS security protocol.  

Schannel uses MS CAPI to implement cryptographic functionality required by 
the SSL/TLS protocol. Since practically all cryptographic hardware vendors 
make their devices available as a MS CAPI Cryptographic Service Provider 
(CSP), the use of Schannel enables access to a great many existing 
cryptographic devices, smart cards, cryptographic tokens, and so on. 

3.2.5 Event Service 
Orbix implements the CORBA Event Service specification, which defines an 
asynchronous model to supplement the synchronous request/response model 
normally used for communication between CORBA client and server 
applications. 

The CORBA event service introduces the concept of events to CORBA 
communications. An event originates at an event supplier and is transferred to 
any number of event consumers. Suppliers and consumers are completely 
decoupled: a supplier has no knowledge of the number of consumers or their 
identities, and consumers have no knowledge of which supplier generated a 
given event. 
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3.2.6 Interoperable Naming Service and 
Load Balancing Extensions 

Orbix supports the CORBA Interoperable Naming Service specification, a 
superset of the original CORBA Naming Service specification. The 
interoperable naming service adds some ease-of-use features and provides a 
standard URL format for CORBA object references, to simplify configuration 
and administration of CORBA services. 

3.2.7 Bidirectional GIOP 
The Orbix GIOP plug-in supports the CORBA standard for connection 
establishment between client and server. Typically, a client can open a 
connection to a server through a firewall, but it is not possible for the server to 
open a new connection back to the client in order to send a callback.   

Bidirectional GIOP is a simple and efficient solution to this problem. It allows 
connections from the client to the server to be reused for callbacks from the 
server to the client. It is applicable over any connection-oriented transport, such 
as IIOP, IIOP/TLS or SHMIOP.  

Orbix bidirectional GIOP is compatible with GIOP 1.2 (that is, it is not dependent 
on a GIOP 1.4 NegotiateSession message) and supports bidirectional 
invocations on Orbix 3 callback references.  

In bidirectional communications secured by TLS, the connections are validated 
by mutual authentication.  

3.2.8 Compression Plug-in 
The Orbix ZIOP compression plug-in provides optional compression of GIOP 
messages on the wire. Compressed and uncompressed transports can be 
mixed. This can provide significant performance improvements on low 
bandwidth networks. The performance improvements depend on the network as 
well as the message data. If, for example, the requests contain jpeg images, 
there will be virtually no compression, whereas with repetitive string data, there 
will be good compression. 

Compression can be configured per ORB as well as per binding (via proprietary 
ORB policies). The compression is done using a configurable compression 
library. The plug-in comes with support for gzip, pkzip, and pzip2 
compression algorithms. 



Orbix 6.3.5 Technical Overview 10 

3.2.9 Asynchronous Messaging Interfaces 
Orbix implements some key features of the CORBA Messaging specification 
from CORBA 3.0. Asynchronous Messaging Interfaces (AMI) enable clients to 
make type-safe, asynchronous invocations of normal CORBA operations. The 
IDL compiler generates an AMI stub from a normal synchronous interface, and 
clients can use the AMI stub to make a request and then do other work until the 
reply is ready. The ORB delivers the reply by invoking a client-supplied callback 
object. The client’s use of the AMI does not require any special support by the 
server that implements the original synchronous interface. 

3.2.10 CORBA Reflection and Dynamic Type Support 
Orbix 6.2 supports CORBA reflection. This is the ability to discover and 
dynamically invoke interfaces at runtime. CORBA provides reflection by way of 
its Dynamic Invocation Interface (DII), Dynamic Skeleton Interface (DSI), 
DynAny interface, CORBA reflection, and the Interface Repository (IFR). The 
DII and the IFR have been available since the first releases of the CORBA 
specification. The DSI and DynAny interfaces were introduced in CORBA 2.x, 
whereas CORBA reflection was invented by IONA and will become part of the 
CORBA specification sometime in 2005. 

Orbix, therefore, provides full support for handling data types that are not known 
at compile time. The IFR stores information about all CORBA types known to 
the system and can be queried at runtime. Orbix users can also choose to have 
their objects support runtime introspection by using the appropriate IDL 
compiler switches, thereby eliminating the need to run an instance of the IFR. 
Either way, client applications can construct requests based on the available 
runtime type information using the DII, and with the DSI, servers can implement 
“universal” objects that can implement any interface at runtime. 

The DynAny interface allows clients and servers to interpret or construct 
values based purely on runtime information, without any compiled-in data types. 
Together, these features are ideal for building generic object browsers, type 
repositories, or protocol gateways that map CORBA requests into some other 
middleware protocol. Interfaces discovered by way of the DynAny interface can 
also be dynamically modified; for example, by adding or removing interface 
methods. 

In addition, Orbix provides the CORBA reflection module, which provides IDL 
interfaces that allow objects to support runtime metadata queries. This module 
implements an XMLProvider interface, which has a single 
get_description operation that returns a string. Using this interface, a 
CORBA client application can directly query an object for its metadata, and the 
client can use regular XML parsing tools such as DOM or SAX to parse the 
returned XML-formatted metadata. A variant of the XMLProvider interface is 
currently being standardized by the OMG for inclusion into CORBA sometime in 
2005. 
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3.2.11 Configuration and Logging Interfaces 
Applications can store their own configuration information in configuration 
domains, and access them using IDL interfaces—thus taking advantage of the 
infrastructure Orbix provides for ORB configuration. 

Applications can also use IDL interfaces to log diagnostic messages to the 
logging subsystem. These messages are logged to whatever log-stream objects 
are registered with the ORB. Log streams for local output, file logging, and 
system logging (UNIX syslogd or Windows NT event logging service) are 
provided with Orbix. Application developers can also implement their own log 
streams to capture ORB and application diagnostics and send them to any 
desired destination. 

3.2.12 Persistent State Service 
Orbix includes an implementation of the Persistent State Service (PSS), a 
CORBA service that interposes a CORBA-based abstraction layer between a 
server and persistent data. The implementation of PSS is integrated with 
Berkeley DB, an efficient embedded database that is included with the ORB. 
Orbix uses PSS extensively in its internal operation. In addition, the PSS 
interface is available for use by applications. 

3.2.13 Code Generation Toolkit 
The Orbix developer kit includes a code generation toolkit for rapid application 
development. At the heart of this toolkit is an IDL compiler integrated with the 
Tcl scripting language. Out-of-the-box scripts can generate a complete and 
operational client/server application automatically from an IDL file. The toolkit 
also provides a useful debugging tool—you can use an auto-generated server 
to debug your client, and vice-versa. Advanced users can write their own code 
generation scripts to automate repetitive coding in a large application. 

The code generation toolkit is supplied with a set of ready-to-use code 
generation scripts. By simply running these scripts, you can do common tasks 
such as creating a complete client-server application from an IDL file, creating 
functions that print your IDL data types, and so on. The toolkit also includes 
libraries of Tcl procedures that enable you to create your own customized code-
generation scripts. 
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3.3 Orbix Enterprise 
Available in both C++ and Java for a variety of NT and UNIX platforms 
(including Linux), Orbix Enterprise is the most advanced CORBA product 
available today. In addition to all the features and benefits described above for 
Orbix Standard (see subsection 3.2), Orbix Enterprise also offers the following 
features and benefits: 

 Orbix management and administration tools. 

 Security. 

 High availability of Orbix services through replication clustering. 

 Advanced messaging architecture. 

 CORBA Object Transaction Service. 

 CORBA Trader Service. 

 IONA Firewall Proxy Service (FPS). 

3.3.1 Orbix Management and Administration Tools 
Orbix Enterprise provides easy to use management and administration tools 
that address the biggest system management problem facing enterprises that 
run large-scale, mission-critical systems. In such enterprises, operations groups 
must deal with hundreds or thousands of servers, many different operating 
systems, and an even greater number of different software vendors and 
products—while in a “must not fail” system environment.  

In addition, many organizations are contractually obliged to provide reports to 
customers proving compliance with service-level agreements. These reports 
are based on the data provided by the Orbix enterprise management tools. In 
addition, because Orbix is pervasive enough to give a system-wide view, these 
tools can help to identify bottlenecks in the overall system. And, the 
performance impact of using them is very low. 

System management capabilities in Orbix support test and debug, fine-tuning of 
applications, and operational control and support. Orbix management facilities 
provide mechanisms to set thresholds on critical system attributes in order to 
alert devices, system operators, or other software components of problems 
without requiring human intervention. 
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The Orbix management framework also provides for integration with the major 
third-party Enterprise Management Systems (EMS), such as IBM Tivoli, HP 
OpenView and BMC Patrol. This enables system administrators and production 
operators to monitor enterprise-critical applications from a single management 
console. 

In addition, Orbix provides management tools that you can be use to define and 
implement managed entities (MBeans) specific to your environment. 

All of this adds up to a management service that flexible and extensible enough 
to enable you to decide what is appropriate for your system. It includes the 
following major features: 

 Performance logging 

 Enterprise Management System integration 

 Management customization tools 

3.3.1.1 Performance Logging 
Orbix 6.2 introduces client-side and server-side performance logging. This gives 
metrics on server availability and response time. It does not require any 
changes to code. A simple configuration setting is all that is required to set this 
in action. 

Orbix 6.2 also includes a plug-in that monitors managed entities. It gathers 
statistics on whatever has been instrumented and stores them in the log file. For 
example, the Orbix work queue has been instrumented and its length can be 
monitored. In addition, any application-level managed entities can be monitored.  

3.3.1.2 Enterprise Management Systems Integration 
Orbix can be integrated with several Enterprise Management Systems (EMSs). 
These include BMC Patrol, HP OpenView, and IBM Tivoli. An integrated 
management system means that fault reports can be organized and correlated 
so that operators can find the cause of a problem, rather than being swamped 
by the symptoms.  

Having a single management console reduces the learning curve for the 
operations staff. In addition, an EMS helps by providing the automatic triggering 
of recovery actions when problems occur. And, an integrated EMS enables 
service-level agreement compliance to be monitored and the business impact of 
system problems to be analysed.  

Orbix EMS integration is based on a generic architecture for EMS systems 
integration. This provides abstract interfaces for the functions provided by the 
EMS, as shown in Figure 3. 
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Figure 3: Orbix Management Architecture 

 

In Figure 3, EMS components are shown in green. The IONA-supplied plug-ins, 
shown in purple, use abstract interfaces to monitor and log key system 
measurements to the log file. This information is then mapped to the 
requirements of the EMS; for example, Tivoli Resource Models. 

System management information for Orbix systems and applications is 
transferred to, for example, the Tivoli EMS, to inform the operations staff of 
significant events, including: 

 Whether a server is alive or dead (an event is posted when a server 
becomes inoperative). 

 Server metrics, including the number of invocations received, and average, 
maximum, and minimum response times (events can be generated when 
any of these parameters go out of specified bounds). 

 Perform actions on servers. By default, these actions include start, stop, 
and restart, but the list of possible actions is extensible. 
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The capabilities of Orbix management tools integrated with, for example, Tivoli 
include: 

 Setting thresholds. 

 Monitoring endpoints. 

 Detecting server crashes. 

 Detecting response time problems. 

 Viewing historical data. 

 Manual start and automatic restart of servers. 

 
In addition, IONA provides EMS installation utilities that help users to integrate 
an Orbix installation with, for example, Tivoli in a matter of hours. These 
installation utilities: 

 Create directories for configuration files, logs, and scripts. 

 Generate the configuration “glue” between Orbix and Tivoli. 

 Generate a package to install on the Tivoli server. 

 Instantiate sample monitoring profiles and task libraries with pre-filled 
arguments. 
 

3.3.1.3 Management Customization Tools 
Orbix provides APIs that let you define and implement managed entities specific 
to your environment. You can then register these with the Orbix management 
service, and monitor and access them through the IONA Administrator Web 
Console. This is an optional feature for deeper, more advanced management. 

The Orbix runtime provides managed entities that you can use without the need 
for coding; for example, out of the box, you can monitor application status and 
health, as well as such attributes as Orbix work queue length and server 
throughput. 
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3.3.2 Security  
The Orbix security architecture, shown in Figure 4 and Figure 5, supports 
several new Orbix security features that increase the security of the 
enterprise—and make life easier for developers, integrators, and users. User 
authentication is easier due to a choice of user/password-based authentication 
and X.509 certificate-based authentication, single sign-on and smart card or 
smart token support. Developers can implement application security more 
easily, thanks to new CORBA security features such parameterized ACLs and 
CSIv2. Integrators benefit from the Orbix Security Service, which makes it easy 
to integrate with arbitrary enterprise security solutions.  

In addition, Orbix enhances the security of the entire enterprise by providing 
support for strong authentication within the Orbix infrastructure itself.  
 

 

Figure 4: Architecture of Orbix CORBA server application that has been 
security enabled. 
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Figure 5: Architecture of IONA's Security Service, which is designed to 
integrate with your choice of enterprise security solution. 

 
The Orbix Security Service is a scalable, standards-based security 
implementation with the following features: 

 Unified security platform that works across various IONA products such as 
Orbix and Artix. 

 Integration with third-party enterprise security systems via pluggable 
enterprise security adapters. 

 Flat file and LDAP enterprise security adapters are provided out of the box. 

 Role-based access control. 

 Logging. 
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The Orbix Security Service provides an authentication service, an authorization 
service and a repository of user information and credentials. When it is 
deployed in standalone mode, all application types, including J2EE and CORBA 
applications, can call it remotely. 

The following security standards are supported by the Orbix Security Service: 

 Secure Sockets Layer / Transport Layer Security (SSL/TLS). 

 CCITT X.509, which governs the form of security certificates based on 
public (asymmetric) key systems. 

 OMG Common Secure Interoperability specification, version 2 (CSIv2). 

 Security Assertion Markup Language (SAML). 

 
The Orbix Security Service is designed to be integrated with third-party 
enterprise security solutions, to support customers who have already made a 
product choice or created their own authentication and authorization service. 

Orbix also provides the IONA Security Framework (iSF) server adapter software 
development kit (SDK). The iSF server adapter SDK supports the creation of 
new iSF server adapters to allow integration with arbitrary enterprise security 
systems. 

The following security features are also available in Orbix: 

 Clustered security service. 

 Federation of security server instances across different technology and 
security policy domains. 

 Centralized ACLs. 

 X.509-based authentication/authorization/SSO. 

 Username/password or token-based authentication/authorization/SSO. 

 Configuration repository authorization support.  

 Sophisticated parameterized ACL support. 

 CSIv2—providing industry standard secure interoperability and identity 
propagation. 

 Securing of additional Orbix infrastructure (CFR, information repository, and 
node daemon, as well as the activator, locator, security, management, and 
naming services). 

 Pluggable TLS toolkit provider support.  
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3.3.2.1 Clustered Security Service  
New in Orbix 6.2, multiple security servers can be deployed to remove any 
single points of failure through automatic failover to backup servers, over 
IIOP/TLS secured connections (see Figure 6). Orbix security supports load 
balancing across security server instances in a security service cluster. 

 

 

Figure 6: Orbix Security Service Cluster 

 
The example scenario shown in Figure 6 can be described as follows: 

1. The client contacts the login service to obtain a single sign-on (SSO) token. 
Because the client is configured to perform random load balancing, it 
chooses one of the login services at random and opens a connection to that 
service. The login service sends back an SSO token. 

2. The client invokes an operation on the server and sends the SSO token 
with the request. 



Orbix 6.3.5 Technical Overview 20 

3. The server authenticates the SSO token received from the client before 
allowing the client invocation to proceed. To authenticate the SSO token the 
server invokes on the security service cluster. If the server has an existing 
connection to a security service in the cluster, it reuses that connection. 
Otherwise, the server randomly selects a security service. 

The login service is co-located with security service instances by default, but 
can be deployed separately as shown in Figure 6, if additional flexibility is 
required.   

Security servers can be federated so that you only need to sign on once to have 
access to multiple security domains. 

3.3.2.2 Centralized ACLs 
Orbix 6.2 introduces a new option for centralized access control list (ACL) policy 
definition. By default, a secure Orbix application is configured to store its ACL 
locally. In large deployments, therefore, ACL files might be scattered over many 
hosts. From an administration point of view, however, it is often more 
convenient to gather ACL files onto a central host. Orbix 6.2 enables you to do 
just that. You can configure your secure applications to use such a centralized 
ACL repository. As a result, you can administer all of the ACL data in one place, 
making it easier to update and maintain. 

3.3.2.3 Replaceable ACL Engine 
The authorization engine can be replaced with a custom ACL implementation or 
with a third-party ACL engine such as Netegrity or Oblix. This custom ACL 
implementation can access IONA Security Service authentication information to 
make its access decisions. Support for replacing the ACL engine is available in 
for both local and centralized ACL modes. 

3.3.2.4 Single Sign-On 
Single sign-on (SSO) means that an application user needs to authenticate 
himself only once, even if the application spans security technology and security 
policy domains. SSO significantly increases the security of password 
deployment and usage, because the username and password information is 
visible only to the CORBA login service.  

Orbix SSO support is layered above CSIv2, and supports both username and 
password, and TLS X.509 client authentication. Clients can use SSO tokens to 
authentication with server applications, and TLS X.509 clients can authenticate 
themselves to servers that demand CSIv2 username and password 
authentication by obtaining an SSO token from the CORBA login service. 

CORBA clients can simply be configured to use SSO—no code changes are 
required. In addition, SSO token expiry and automatic refreshing of SSO tokens 
is handled in a manner transparent to the application, which avoids the need to 
write any application exception handling code. 
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3.3.2.5 Configuration Repository Authorization 
Configuration repository authorization support allows administrators to define 
ACLs for configuration scopes, thus preventing unauthorized users from reading 
and writing sensitive scopes. The hierarchical nature of the Orbix configuration 
scoping mechanism makes it easy to define ACLs for groups of related 
applications that share a parent configuration scope.  

CFR authorization is supported in a replicated CFR environment. 

3.3.2.6 ACL Extensions 
Orbix provides sophisticated parameterized ACL support. This means that 
access control can be based on the values of a parameter in a method call. 
Take, for example, a file server application that controls access to data on a 
machine. The user can ask for the data in a file by passing over the fully 
qualified name of the file. Access to the data can be controlled by first 
examining the directory in which the file resides. If the file resides in a restricted 
area, the call can be prohibited. 

Parameterized ACL is achieved by defining your own “action analyser” plug-ins. 
These plug-in objects determine what resources are being accessed and by 
what attempted actions. The ACL enforcement mechanism ensures that the 
user has the required access rights. This is a two-step process: 

1.   Determine the logical action(s) being carried out. 

2.   Apply the ACL engine to the logical action(s). 

Orbix ACLs also provide extensive wildcarding support for server names, 
interfaces, and operations. Applications can use the Orbix enhanced ACL 
support without changing any code. 

3.3.2.7 Shared Credentials Support 
Orbix supports shared credentials across multiple ORBs. This simplifies 
credential gathering for applications that use multiple ORBs or that use plug-ins 
that create internal ORBs. An application’s credentials can be shared across all 
ORBs that are configured to support credential sharing.  

3.3.2.8 CSIv2 Support 
The Common Secure Interoperability specification, version 2 (CSIv2) level 0 
enables interoperable TLS over IIOP/TLS authentication and delegation in the 
service context of General Inter-ORB Protocol (GIOP) request/reply messages, 
over a connection-based transport. CSIv2 is normally used in conjunction with 
SSL/TLS. It is possible to use it over insecure connections. This would not, 
however, normally be recommended for secure deployments. 

Orbix provides powerful control over all aspects of CSIv2, including policies that 
control the acceptance and transmission of propagated identities. 
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3.3.3 High Availability of Orbix Services through Replication 
Clustering 

One of the most powerful features in Orbix is its server clustering architecture. 
With server clustering, it is possible to group together multiple physical 
servers—each of which may be running on a different machine—into a single 
logical server. To clients using the server, the appearance is that of a single 
server process, but the Orbix infrastructure distributes invocations across the 
set of server processes in the cluster. 

Server clustering greatly improves the reliability of the system because the 
failure of one server in a cluster does not result in a loss of service—there is 
always another server available to take its place. The clustering mechanism is 
transparent to the application; when one of the servers in the cluster fails, the 
infrastructure detects the failure and automatically reroutes clients to another 
functioning server. As long as there are no transactions in progress on the 
server when it fails, the entire failover process is invisible to the application. 

Server clustering also dramatically improves the overall performance of the 
system because it provides load balancing. This ensures that no single server 
becomes a bottleneck in the system, and lets you take advantage of the 
processing power of multiple machines.  

Orbix provides several out-of-the box strategies that can be used to distribute 
client requests across the different servers in the cluster, including round robin, 
random distribution, and a feedback-driven method that routes new clients to 
the least-loaded server. These strategies can be applied on a per-service basis, 
which lets you employ different strategies for different applications. 

In addition to supporting the development of clustered applications, the ORB 
infrastructure itself uses clustering to achieve high availability. Each of the 
CORBA services, including the locator, naming service, trading service, and 
configuration repository, can be grouped into a server cluster.  

In Orbix 6.2, changes have been made at the Berkeley DB level. Berkeley DB 
has the ability to propagate replication data between different instances of the 
database. Orbix inherits this ability to replicate and propagates the data across 
the network through the PSS layer (see Figure 7). For the user this provides a 
dramatic performance improvement when slaves are being promoted to master. 
Unlike in previous Orbix releases, the database does not need to be opened, 
closed and recovered with each replication update on a slave replica. 
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Figure 7: Orbix Replication 

 

If the master fails, a slave is automatically promoted without the need to restart 
any services or make any changes to configuration. During the promotion 
period, write operations are blocked until a new master is chosen or until a 
configurable timeout occurs. Berkeley DB has an election protocol that 
guarantees that the most appropriate slave is promoted when the master fails. 
Berkeley DB can check which slave is most up to date. The most up-to-date 
slave is always elected first. If all slaves are at the same level, then they are 
promoted according to a priority setting. If no priorities are assigned, slaves are 
promoted randomly. 
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3.3.4 Advanced Messaging Architecture 
Orbix Enterprise includes implementations of both the CORBA Event Service 
and the CORBA Notification Service specifications. IONA’s implementation of 
these services provides both connection and event reliability. In addition, Orbix 
provides an implementation of the CORBA Telecom Log Service specification, 
and a bridge between the Java Messaging Service (JMS) and the CORBA 
Notification Service. These features are described in the following subsections. 

3.3.4.1 CORBA Notification Service 
The Orbix notification service supports event reliability and connection reliability, 
thus enabling channels to be configured to recover their state after process 
restart, and to provide highly reliable event delivery. The notification service has 
a built-in database (Berkeley DB), enabling persistence of the notification 
messages. Open Data Base Connectivity (ODBC) is not required. The Orbix 
notification service implementation provides twice the throughput of the ASP 6.0 
version. 

 Connection Reliability—Specifies whether or not the channel retains 
persistent information about all of its clients, including their filters and 
configured quality-of-service properties. By retaining this information, the 
channel’s state can be dynamically recreated upon restart. 

 Event Reliability—Specifies whether or not the channel stores a persistent 
copy of the event, so that it can guarantee delivery to all consumers even if 
the channel server fails. 

3.3.4.2 Multicast 
The notification service supports User Datagram Protocol (UDP) based IP 
multicast as an alternate plug-in transport layer (thus subsuming the 
functionality of OrbixTalk).  

A multicast group is the set of hosts that receive messages on a particular IP 
multicast address. A multicast group can span multiple networks. Hosts can join 
or leave multicast groups at any time. Adding hosts to a multicast group does 
not affect the number of messages sent over the network—a single message is 
sent regardless of the number of hosts in the multicast group. Thus the 
multicast transport service reduces the load on network resources and scales 
easily to large numbers of receivers. Because Orbix implements multicast as a 
plug-in, a single channel can support both IIOP and multicast messages. 
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3.3.4.3 CORBA Telecom Log Service 
IONA’s implementation of the CORBA Telecom Log Service is a high-
performance, distributed logging system that provides support for long-term 
event storage and playback of historical events (for example, by clients that 
connect to the service after events they are interested in have already been 
emitted). Telecom logging provides a mechanism for creating a persistent log of 
events in a distributed computing environment and allows for the recovery of 
events in the face of a catastrophic failure. 

When combined with the notification service, the telecom log service enables 
you to simply exchange an existing event or notification channel with a fully 
compatible logging version of the channel.  

3.3.4.4 Java Messaging Service and CORBA Notification Bridge 
The Java Message Service (JMS) is an enterprise-capable middleware 
component that provides the fundamental functions of message-oriented 
middleware (MOM). JMS support is built into Orbix, giving developers the ability 
to write applications that deliver high volumes of messages in a secure and 
reliable manner. 

Orbix provides a bridging mechanism between the CORBA notification service 
clients and JMS clients. This bridge allows notification service clients and JMS 
clients to exchange messages. Using the bridge, JMS publishers can forward 
messages to CORBA notification consumers and CORBA notification suppliers 
can forward messages to JMS subscribers.  

3.3.5 CORBA Object Transaction Service 
Transactions are an important programming paradigm for simplifying the 
construction of reliable and available applications, especially those that require 
concurrent access to shared data. Today it is widely accepted that transactions 
are the key to constructing reliable distributed applications. 

Orbix includes an implementation of the Object Transaction Service (OTS). 
IONA provides two varieties of the OTS, supporting single and multiple 
resources respectively. The single-resource OTS version supports transactional 
semantics for transactions that involve only one resource, for example, a single 
database. This version of OTS is bundled with Orbix Standard and Orbix 
Enterprise. The multiple-resource version supports transactions that span 
multiple resources and therefore require two-phase commit. The multiple-
resource version of OTS is a separately-orderable component. 

3.3.6 CORBA Trading Object Service 
Orbix Enterprise provides an efficient, robust, and complete implementation of 
the CORBA Trading Object Service specification. Orbix trader is the mechanism 
by which instances of a particular kind of service advertise themselves, and by 
which other objects can discover these services. In this way, Orbix trader 
supports the dynamic discovery of services as well as the ability to bind to these 
services at runtime. 
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3.3.7 IONA Firewall Proxy Service (FPS) 
J2EE application servers, and CORBA servers in the middle tier, use IIOP to 
communicate with services and resources, which means that IIOP-based 
messages need to traverse firewalls securely. Unfortunately, most TCP firewalls 
do not support IIOP traffic at the protocol proxy level. IONA’s Firewall Proxy 
Service (FPS) is a configurable proxy that is placed on a “bastion” host between 
the server and its clients, as shown in Figure 8.  

 

 

Figure 8: IONA Firewall Proxy Service 

Rather than opening a large range of dynamically allocated ports, the FPS 
allows an administrator to open a limited number of specific ports. 

FPS works by mapping interoperable object references (IORs) exposed to the 
external clients to those of the real CORBA servers. Only Portable Object 
Adapter (POA) based servers can be accessed through FPS. A server that uses 
FPS exchanges IOR template information with the service during a registration 
process that is initiated by the creation of a POA.  

When a server has registered with FPS, all IORs generated by that service point 
clients to proxies managed by FPS. FPS maintains a persistent store of 
registration information, such that when FPS initializes, it recreates the bindings 
for any server that registered with it during a previous execution. This assures 
that server registration is persistent across many executions of FPS.  

For performance reasons, the Firewall Proxy Service does not attempt any 
authorization or filtering of the messages. The Firewall Proxy Service supports 
IIOP traffic only. It does not support IIOP over SSL/TLS. 
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4 Support from IONA Professional 
Services and Partners 

IONA offers up-front support contracts with a duration ranging from one to five 
years for Orbix 6.2. With more customers and more systems in production than 
any other CORBA vendor, IONA offers the highest quality CORBA support in 
the industry. We provide technical support for Orbix 6.2 at three levels: 

 Standard—Expert technical help from IONA’s Technical Support Center, 
eight hours a day, five days a week. 

 Silver—Expert technical help from IONA’s Technical Support Center, 24 
hours a day, five days a week. 

 Gold—Expert technical help from IONA’s Technical Support Center, 24 
hours a day, seven days a week. 

 
In addition, IONA’s Professional Services and our Consulting Partners provide 
experienced developers, architects and project managers to assist with the 
architecture, design, development, integration, rollout, support and optimization 
of your Orbix 6.2 applications. No matter what your integration challenges are, 
IONA consultants can play any number of roles, on both short and long-term 
engagements, to help you get the most out of Orbix 6.2. 

Whether you are building a new application from the ground up, or working to 
improve an existing application, IONA consultants will keep your project on track 
by sharing their world-class expertise in areas such as: 

 Architecture. 

 Security. 

 Scalability/performance/throughput. 

 Systems management. 

 High availability and fault tolerance. 

 Server consolidation. 

 Interoperability with other middleware such as .NET, COM and J2EE. 

 Integration with the mainframe. 

 Migration from earlier versions of Orbix and from third-party ORBs. 

 
For an immediate impact on your project, we offer one-week assessments in 
any of the areas above that provide you with a specific set of steps to improve 
your application. 
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5 Conclusion 
Orbix provides all of these capabilities through modern, open, and entirely 
standards-based technologies. Orbix 6.2 continues to excel at meeting the 
needs of integration and development teams that need to integrate CORBA with 
other technologies, while meeting the most demanding scalability, reliability, and 
performance requirements. 

See www.iona.com for the current list of platforms supported by Orbix 6.2. 

http://www.iona.com/�
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Contact Details 
IONA Technologies PLC 
The IONA Building 
Shelbourne Road 
Dublin 4 
Ireland 
Phone:  ....................................... +353 1 637 2000 
Fax: ............................................ +353 1 637 2888 
 
IONA Technologies Inc. 
200 West St 
Waltham, MA 02451 
USA 
Phone:  ....................................... +1 781 902 8000 
Fax: ............................................ +1 781 902 8001 
 
IONA Technologies Japan Ltd 
Akasaka Sanchome Bldg 7/F 
3-21-16 Akasaka 
Minato-ku, Tokyo 
Japan 107-0052 
Phone:  ....................................... +813 3560 5611 
Fax: ............................................ +813 3560 5612 
 
Support:  ..................................... support@iona.com 
Training: ..................................... training@iona.com 
Orbix Sales:  ............................... sales@iona.com 
IONA’s FTP site  ......................... ftp.iona.com 
 
 
World Wide Web:  www.iona.com 
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