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NetIQ SecureLogin 9.1 enhances the product capability and resolves several previous issues. Many of these 
improvements were made in direct response to suggestions from our customers. We thank you for your time 
and valuable input. We hope you continue to help us ensure that our products meet all your needs. You can 
post feedback in the SecureLogin forum on our community website that also includes product information, 
blogs, and links to helpful resources. You can also share your ideas for improving the product in Ideas Portal.

If you have suggestions for documentation improvements, click comment on this topic at the bottom of any 
page in the HTML version of the documentation posted at the NetIQ SecureLogin documentation page.
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What’s New
SecureLogin Advanced Edition on Rancher
This release supports installing SecureLogin Advanced Edition (SLAE) on Rancher. 

For more information about installing SLAE on Rancher, see Installing Advanced Edition on Rancher.

Enhanced slAP Tool
With this release, the slAP tool is enhanced to delete all applications and logins without user confirmation. It is 
also enhanced to delete any specific application or credential based on application and credential ID.

For more information, see The slAP Syntax.
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https://community.microfocus.com/cyberres/netiq-access-management/securelogin
https://community.microfocus.com/cyberres/netiq-access-management/securelogin
https://www.microfocus.com/documentation/securelogin/9.1/pdfdoc/slae_installation_config_guide/slae_installation_config_guide.pdf#t4ivgk1kc4ew
https://www.microfocus.com/documentation/securelogin/9.1/pdfdoc/administration_guide/administration_guide.pdf#b9p6wix
https://www.microfocus.com/documentation/securelogin/


Integration with the AutoPass License Feature
You can now integrate SecureLogin with AutoPass License Server (APLS), a Micro Focus web-based solution 
with SecureLogin to organize and manage your product licenses, server users, and client users.

For more information about APLS, see AutoPass License Server.

For more information about how to integrate the APLS feature with SecureLogin, see Installing and Uninstalling 
SecureLogin with AutoPass License Feature.

Support for Connection Through Non-SSL Port
With this release, SecureLogin supports connection through a non-SSL port in AD and AD LDS mode. 

For more information about disabling SSL, see Disabling SSL in SecureLogin.

NOTE: Configuring SecureLogin in the non-SSL mode is not recommended.

Support for Windows 11
SecureLogin now supports Windows 11 21H2.

Resolved Issues
The following issues have been resolved in SecureLogin 9.1:

ID Module Description

201969 Client General SecureLogin UI does not close automatically. Now, the SecureLogin UI closes automatically 
after a specified period and keeps the credentials secure.

206177 Client General SecureLogin is unable to find any cached user data if the user is not logged in to a 
directory.

207387 Client General No additional details about the datastore connection are available.

208497 SSO Script In Username and Password options, SetPrompt does not correctly display the text.

209957 Client General SecureLogin 9.0 does not recognize special characters correctly when you type them in 
any language other than US English.

211309 Client General After upgrading SecureLogin from 8.7.1 to 9.0.0.1, logging in with smart card causes 
SecureLogin to crash.

NOTE: This defect also fixes the issue of high CPU utilization by the following preferences:

 Display user name on mouse over tray icon
 Display user name on taskbar

211320 Client General SecureLogin triggers a login attempt to eToken SafeNet Authentication Client during login.

210980 Client General  After upgrading SecureLogin from 8.8 to 9.0.1, SecureLogin start up displays 
Securelogin has no available datastores. Any change will not be 
saved.
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https://www.microfocus.com/documentation/securelogin/9.1/pdfdoc/administration_guide/administration_guide.pdf#apls
https://www.microfocus.com/documentation/securelogin/9.1/pdfdoc/installation_guide/installation_guide.pdf#InstallAPLS
https://www.microfocus.com/documentation/securelogin/9.1/pdfdoc/installation_guide/installation_guide.pdf#InstallAPLS
https://www.microfocus.com/documentation/securelogin/9.1/installation_guide/bh4geg7.html#t4kinr7k5ol1


Known Issue
The following issue is currently being researched for NetIQ SecureLogin 9.1:

SecureLogin Fails to Load on Windows 11 22H2 Machines
Issue: SecureLogin fails to load on Windows 11 22H2 machines both in upgrade and fresh install scenarios.

Workaround: No workaround is available.

Deprecation of Support
From the upcoming 9.x releases, 32-bit support will be deprecated in eDir and NDS modes. 

System Requirements
For information about hardware requirements, supported operating systems, and browsers, see NetIQ 
SecureLogin System Requirements.

Installing or Upgrading NetIQ SecureLogin 9.1
After purchasing SecureLogin 9.1, download the software and the license from the Software License and 
Download (https://sld.microfocus.com/) portal. For information about how to download the product from this 
portal, watch the following video:

http://www.youtube.com/watch?v=esy4PTVi4wY

For information about how to install or upgrade, see SecureLogin 9.1 Installation Guide.

Supported Upgrade Paths
To upgrade to NetIQ SecureLogin 9.1, you must be on one of the following versions of SecureLogin: 

 9.0
 9.0.0 Patch 1
 9.0.0 Patch 2
 9.0.0 Patch 3
 9.0.1
 9.0.1 Patch 1
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https://www.microfocus.com/documentation/securelogin/9.1/pdfdoc/system-requirements/system-requirements.pdf#secureloginsysreq
https://www.microfocus.com/documentation/securelogin/9.1/pdfdoc/system-requirements/system-requirements.pdf#secureloginsysreq
https://sld.microfocus.com/
https://sld.microfocus.com/
http://www.youtube.com/watch?v=esy4PTVi4wY
https://www.microfocus.com/documentation/securelogin/9.1/pdfdoc/installation_guide/installation_guide.pdf#front


Contacting Micro Focus
For specific product issues, contact Micro Focus Support at https://www.microfocus.com/support-and-
services/.

Additional technical information or advice is available from several sources:

 Product documentation, Knowledge Base articles, and videos: https://www.microfocus.com/support-and-
services/

 The Micro Focus Community pages: https://www.microfocus.com/communities/

Legal Notice
For information about legal notices, trademarks, disclaimers, warranties, export and other use restrictions, 
U.S. Government rights, patent policy, and FIPS compliance, see https://www.microfocus.com/about/legal/.

© Copyright 2023 Micro Focus or one of its affiliates
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https://www.microfocus.com/support-and-services/
https://www.microfocus.com/support-and-services/
https://www.microfocus.com/support-and-services/
https://www.microfocus.com/support-and-services/
https://www.microfocus.com/communities/
https://www.microfocus.com/en-us/legal
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