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NetIQ SecureLogin 9.1.2 enhances the product capability and resolves several previous issues. Many of these 
improvements were made in direct response to suggestions from our customers. We thank you for your time 
and valuable input. We hope you continue to help us ensure that our products meet all your needs. You can 
post feedback in the SecureLogin forum on our community website that also includes product information, 
blogs, and links to helpful resources. You can also share your ideas for improving the product in Ideas Portal.

If you have suggestions for documentation improvements, click comment on this topic at the bottom of any 
page in the HTML version of the documentation posted at the NetIQ SecureLogin documentation page.

 “What’s New?” on page 1
 “Resolved Issues” on page 2
 “Known Issues” on page 2
 “System Requirements” on page 3
 “Installing or Upgrading NetIQ SecureLogin 9.1.2” on page 3
 “Supported Upgrade Paths” on page 3
 “Contacting Micro Focus” on page 3
 “Legal Notice” on page 4

What’s New?
This release includes the following enhancements:

Support for Windows 11 22H2 with 3DES Encryption and JSSO Provisioned 
Applications
SecureLogin now supports Windows 11 22H2 machines with 3DES encryption and JSSO provisioned 
applications.

Improved Single Sign-On to Web Pages In Internet Explorer
From this release, SecureLogin installer adds the IESSOBHO registry key and the default value set is 0. It is not 
required to enable the Internet Explorer Add-on as Secure Login Windows process, SLwinsso.exe provides 
Single Sign-on (SSO) capability in Internet Explorer.
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https://community.microfocus.com/cyberres/netiq-access-management/securelogin
https://community.microfocus.com/cyberres/netiq-access-management/securelogin
https://www.microfocus.com/documentation/securelogin/


NOTE: Irrespective of value set to the IESSOBHO registry key, Internet Explorer SSO Browser Helper Object is 
not installed. For more information, see “Unable to Enable or Disable the Plugin In Internet Explorer” on 
page 3.

Support for Internet Explorer Compatibility Mode on Microsoft Edge Browser
SecureLogin facilitates single sign-on to sites that work in Internet Explorer compatibility mode on Microsoft 
Edge browser.

Resolved Issues
The following issues have been resolved in SecureLogin 9.1.2:

Known Issues
The following issues are currently being researched for SecureLogin 9.1.2:

SecureLogin Does Not Support TLSv1.3
Issue: SecureLogin does not support TLSv1.3.

Workaround: Enable TLSv1.2.

Single Sign-on Assistant 3.4.1 Is Not Supported In Mozilla Firefox
Issue: The latest release of Single Sign-on Assistant 3.4.1 is not supported in Mozilla Firefox.

Workaround: Use Single Sign-On Assistant 3.3.5 or below.

ID Module Description

215171 Client General SecureLogin crashes when using applications with embedded browser during text or 
checkbox or combo interaction.

224002 Client General HTML basic authentication events are not logged in the Windows application event log.

242053 Client General User is prompted twice for the credentials during the first login to a web application.

250033 Client General SecureLogin with Windows Hello for Business crashes in Windows 11 22H2.

255003 Client General SecureLogin displays different broker messages after successful authentication in 
Windows 11.

270003 SSO Script The screen detection is slow during the first attempt to click Change password.

355032 Client General Setting HideAdvanced and DisableCancel registry key does not have any impact.

374040 Client General There is a delay of about 7-8 seconds while launching the second terminal. 

375033 Client General After upgrading SecureLogin 9.1.0.1, credentials are populated with additional characters.

374073 Client General After upgrading SecureLogin to 9.1.0.1, -121 Broker_Preference_Data_corrupt 
error is displayed during startup or restarting SecureLogin.
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Smartcard Integration Is Not Supported on Windows 11 22H2
Workaround: No workaround available. 

Unable to Enable or Disable the Plugin In Internet Explorer
Issue: After upgrading from 9.x to 9.1.2, Internet Explorer SSO Add-on is not installed. This does not allow you 
to enable or disable the extension or plugin.

NOTE: If you are on Windows 10, SLwinsso.exe handles the single sign-on for the Internet Explorer web 
pages instead of the Internet Explorer Browser Helper Object. Therefore, the plugin cannot be enabled or 
disabled. This does not impact the SSO functionality.

Workaround No workaround available.

System Requirements
For information about hardware requirements, supported operating systems, and browsers, see NetIQ 
SecureLogin System Requirements.

Installing or Upgrading NetIQ SecureLogin 9.1.2
After purchasing SecureLogin 9.1, download the software and the license from the Software License and 
Download (https://sld.microfocus.com/) portal.

For information about how to install or upgrade, see SecureLogin 9.1 Installation Guide.

Supported Upgrade Paths
To upgrade to SecureLogin 9.1.2, you must be on one of the following versions of SecureLogin: 

 9.1
 9.0
 9.0.1
 8.8.1

Contacting Micro Focus
For specific product issues, contact Micro Focus Support at https://www.microfocus.com/support-and-
services/.

Additional technical information or advice is available from several sources:

 Product documentation, Knowledge Base articles, and videos: https://www.microfocus.com/support-and-
services/

 The Micro Focus Community pages: https://www.microfocus.com/communities/
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https://www.microfocus.com/documentation/securelogin/9.1/pdfdoc/system-requirements/system-requirements.pdf#secureloginsysreq
https://www.microfocus.com/documentation/securelogin/9.1/pdfdoc/system-requirements/system-requirements.pdf#secureloginsysreq
https://www.microfocus.com/support-and-services/
https://www.microfocus.com/support-and-services/
https://www.microfocus.com/support-and-services/
https://www.microfocus.com/support-and-services/
https://www.microfocus.com/communities/
https://sld.microfocus.com/
https://sld.microfocus.com/
https://www.microfocus.com/documentation/securelogin/9.1/pdfdoc/installation_guide/installation_guide.pdf#front


Legal Notice
Copyright 2014 - 2023 Open Text

The only warranties for products and services of Open Text and its affiliates and licensors (“Open Text”) are as 
may be set forth in the express warranty statements accompanying such products and services. Nothing herein 
should be construed as constituting an additional warranty. Open Text shall not be liable for technical or 
editorial errors or omissions contained herein. The information contained herein is subject to change without 
notice.

For additional information, such as certification-related notices and trademarks, see https://
www.microfocus.com/en-us/legal (https://www.microfocus.com/en-us/legal).
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