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NetIQ Corporation recommends the fully tested and certified platforms described in this page. Issues that can 
be reproduced on the certified and the supported platforms will be prioritized and fixed according to standard 
defect-handling policies. For more information about support polices, see Support Policies.

For more information about SecureLogin, see NetIQ SecureLogin Overview Guide.

This document provides the minimum requirements to install SecureLogin. Ensure that you review these 
requirements before installation, particularly those related to the operating system.

IMPORTANT: In the preceding table, Certified includes the versions that are tested and supported. Whereas, 
Supported includes the versions that are not tested but are expected to work.

Disk 
Space

128 MB

NOTE: An additional 55 MB is required for temporary files that is deleted after installation is complete.

Operating 
System

Certified:

 Windows 11 22H2
 Windows 11 21H2
 Windows 10 22H2
 Windows 10 21H2
 Windows 10 21H1 (May update - 2021)
 Windows 8.1 (32-bit and 64-bit)
 Windows Server 2022
 Windows Server 2019
 Windows Server 2016
 Windows Server 2012 R2

Latest versions of service packs for the 
certified operating systems.

For SecureLogin Advanced Edition: Windows 
10 only.

Supported:

 Windows 10 Version 1909 (November 2019 
Update)

 Windows 10 Version 1809 (October 2018 Update)
 Windows 10 Anniversary Update (32-bit and 64-bit)
 Windows 10 Creators Update (32-bit and 64-bit)
 Windows 10 Fall Creators Update (32-bit and 64-

bit)
 Windows 10 Version 1803 (April 2018 Update)
 Windows 10 (32-bit and 64-bit)
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https://www.microfocus.com/support-and-services/product-support-lifecycle-policy/
https://www.microfocus.com/documentation/securelogin/9.1/pdfdoc/overview_guide/overview_guide.pdf#bookinfo
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) and 
Terminal 
Servers

Certified:

 Citrix Virtual Apps and Desktops 7 1906
 Citrix Workspace App 1906

Supported:

 Citrix Workspace App 1904 or later for Wind
 Citrix XenApp 7.18 and later

 Directory Certified:

 Active Directory installed on Windows 
Server 2022

 Active Directory installed on Windows 
Server 2019

 Active Directory installed on Windows 
Server 2016

 eDirectory 9.2

Supported:

 Active Directory installed on Windows 2008 
2012 R2, or 2016

 eDirectory v9.1.2 and later installed on Wind
SUSE Linux Enterprise System (SLES)

 eDirectory 9.0 and later installed on Open 
Enterprise Server, Windows, or SLES

NOTE: SecureLogin can be installed on any LDAP v
compliant directory.

Browsers Certified:

 Chrome Version 118.0.5993.89 (64-bit)
 Mozilla Firefox 88.0, ESR 78.10
 Microsoft Edge Chromium- 

118.0.2088.69 (64bit)
 Microsoft EdgeHTML 18 and later

Supported:

 Chrome 60 and later
 Internet Explorer 11.0
 Mozilla Firefox 60 and later
 Microsoft Edge Chromium 44 and later
 Microsoft EdgeHTML 17 and later

Others Certified:

 .NET framework 4.8
 Java 1.8
 Smartcard Middleware

 ActivClient 7.1
 Microsoft Smart Card Base 

Cryptographic Service Provider 
(CSP) Minidriver

 Advanced Authentication 6.4.1
 Client for Open Enterprise Server 2 SP5 

(IR2)
 NICI 3.0.3
 Java 1.8 and Java 11 for Java Single Sign-

on APIs

Supported:

 .NET framework 4.0 and later
 Java 1.7
 Smartcard Middleware

 ActivClient 7.x
 Advanced Authentication 6.2.x and later
 Client for Open Enterprise Server 2 SP4 (IR11

later
 NMAS 8.8.8.x

Requirements for SecureLogin Advanced Edition

 A one-node Kubernetes cluster (version 1.19) 
 RAM: 8 GB
 Processor: Dual core CPU
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Legal Notice
For information about legal notices, trademarks, disclaimers, warranties, export and other use restrictions, U.S. 
Government rights, patent policy, and FIPS compliance, see https://www.microfocus.com/about/legal/.

© Copyright 2023 Micro Focus or one of its affiliates.
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