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Mobilkezelés a ZENworks 
Configuration Managementtel
A mobileszközök kezelése és biztonságának garantálása nagy kihívást jelenthet a megfelelő 
eszközök hiányában. Ezért tartjuk kiemelten fontosnak egyre több mobilfelügyeleti funkció 
beépítését ZENworks Configuration Management (ZCM) megoldásunkba. 

Gyors áttekintés
	■ �Növelje meg a végpontok láthatóságát, és 

egyszerűsítse a felügyeletet.

	■ �Erősítse meg a mobileszközök biztonságát az 
eszközök kiterjedtebb ellenőrzésével. 

	■ �Növelje a számítógépes rendszerek 
termelékenységét egységesített, identitásalapú, 
integrált felügyelettel.

	■ �Csökkentse a költségeket.

Kiemelt termékfunkciók
Vegye át hibrid végponti környezetének irányí-
tását az OpenText™ ZENworks Configuration 
Managementtel, ahol egyetlen webalapú 
felügyeleti konzolon kezelheti vállalati és a 
saját maga által hozott (BYO) eszközeit a PC-
alapú ügyfélkezelés és mobileszköz-kezelés 
egyesítésével.

Főbb előnyök
Az OpenText™ Egyesített végpontmenedzs-
ment szemlélete részeként a ZENworks 
Configuration Management egyesített eszköz-
kezelő platformján a mobilkezelést is zökke-
nőmentesen integrálja. Ugyanarról a konzolról, 
ugyanúgy, azonos infrastruktúra használatával 
kezelheti összes mobileszközét, laptopját és 
asztali számítógépét.

	■ Növelje meg a végpontok láthatóságát, 
és egyszerűsítse a felügyeletet egyetlen 
felületen, ahonnan összes eszközét 
kezelheti.

	■ Egy új mobilfelügyeleti megoldással 
csökkentheti költségeit azáltal, hogy 
nem kell új licenceket vásárolnia, új 
rendszereket implementálnia vagy 
átképeznie az informatikai személyzetet.

	■ Növelje a mobileszközök biztonságát az 
eszközök kiterjedtebb ellenőrzésével és 
elérhetőségével. 

	■ Növelje az informatikai rendszer 
termelékenységét az összes iOS, Android, 
ActiveSync, Windows, MacOS és Linux 
rendszerű végponti eszközének egységes, 
identitásalapú, integrált kezelésével.

Főbb funkciók
Biztonság és irányítás valamennyi 
mobileszközéhez
A ZENworks Configuration Managementtel 
összes mobileszközét is ugyanarról a köz-
ponti helyről teheti biztonságossá, ahonnan 
valamennyi asztali számítógépét és laptopját. 
Egyes biztonsági szolgáltatások különböző 
eszköztípusokon és az operációs rendszerek 
különböző verzióiban eltérőek lehetnek.

	■ Mobilbiztonsági szabályzatokkal 
kényszerítheti a jelszavak korlátozásait, 
bonyolultságát, a titkosítási beállításokat, 
képernyőzárakat és az eszköz inaktivitási 
beállításait.

	■ Implementáljon iOS, Android 
és ActiveSync eszközvezérlési 
szabályzatokat, beleértve bizonyos 
funkciók elérhetőségének korlátozását 
vagy engedélyezését a felhasználók 
mobileszközein. Az eszköz típusától 
függően ez magában foglalhatja az eszköz 
kameráinak, böngészőinek és hangvezérlő 
asszisztensének irányítását.

	■ Távolról zárolhatja az elveszett vagy 
ellopott eszközöket, és engedélyezheti 
a felhasználók számára az eszközök 
feloldását az előre beállított jelszavakkal.

	■ Elvégezheti az elveszett vagy ellopott, 
teljes körűen felügyelt vagy ActiveSync-
eszközök teljes törlését.

	■ Apple Device Enrolment Programme 
(DEP) támogatása az iOS-eszközök 
ellenőrzésének bővítéséhez MDM-ben 

való regisztrációval és az MDM zárolási 
profiljainak kényszerítésével.

	■ Android Enterprise munkahelyi profilok 
egyszerű használata és biztonsági 
fejlesztések, többek között a személyes 
felhasználói adatok és a vállalati adatok 
elkülönítése, a vállalati adatok távoli 
törlése, vállalati adatok kiszivárgásának 
megakadályozása, nem hivatalos 
és ismeretlen forrásból származó 
alkalmazások blokkolása, munkahelyi 
alkalmazáshasználat és runtime-
engedélyek teljes ellenőrzése, munkahelyi 
alkalmazásonkénti jelszószabályzatok 
és vállalati adatok megfelelőségi 
szabályzatokon alapuló, korlátozott 
elérése.

	■ Az iOS aktiválási zár megkerülési kódjainak 
kezelése és használata az iOS-eszközök 
sikeres alaphelyzetbe állításához és újbóli 
kiosztásához a régebbi felhasználók, 
többek között a korábbi alkalmazottak 
hitelesítő adatainak ismerete nélkül.



Az összes mobileszköz egyszerű 
kezelése
A ZENworks Configuration Management le-
hetővé teszi összes mobileszközének egyet-
len konzolról való kezelését szerepkör-alapú 
felügyelet, konfigurációs profilok és az adott 
eszköztől függő funkciók használatával. 

	■ Ha úgy kívánja, az Android- és 
iOS-eszközöket teljes egészében 
felügyelt eszközökként regisztrálhatja, 
és engedélyezheti a szabályzatok 
kényszerítését, lehetővé teheti az 
alkalmazások telepítését és kezelését, 
az eszközkészlet adatainak gyűjtését, 
valamint az Exchange ActiveSync-funkciók 
engedélyezését.

	■ Előre kioszthatja az iOS rendszerű 
mobileszközök felügyeleti profiljait az 
Apple DEP-eszközökhöz, vagy nem DEP-
eszközök esetén integrációt építhet ki az 
iOS Configuratorral.

	■ Egyszerűbbé teheti egyszerre több vállalati 
tulajdonú iOS-eszköz kiosztását a DEP 
vagy az Apple Configurator használatával.

	■ Bizonyos alkalmazásfunkciók, például a 
Wi-Fi- és a VPN-hozzáférés felügyeletének 
lehetővé tételéhez vagy korlátozásához 
konfigurációs profilokat oszthat ki a teljes 
körűen kezelt iOS-eszközökhöz.

	■ Android Enterprise for Work személyes 
(BYOD) profilokkal különálló és 
biztonságos munkaterületeket 
hozhat létre a felhasználók Android-
eszközein, hogy anélkül kezelhesse 
ezeket a munkaterületeket, hogy a 
felhasználókat korlátozná az eszközeik 
személyes alkalmazásainak és adatainak 
használatában.

	■ Meghívólevelet konfigurálhat és küldhet 
az Android-felhasználóknak, hogy 
egyszerűen tudják regisztrálni eszközeiket 
a ZCM-ben.

	■ Mobil megfelelőségi szabályzatokat hozhat 
létre a munkahelyi Android-profilokban 
regisztrált Android-eszközökhöz, és a ZCM 
megfelelőségi irányítópultjáról figyelheti 
ezeknek az eszközöknek a megfelelőségi 
állapotát.

Mobileszközök adatainak láthatóvá 
tétele
A ZENworks Configuration Management kész-
letkeretrendszerével automatikusan gyűjtheti 
a felhasználói mobileszközök hardverattribú-
tumainak és telepített alkalmazásainak adatait.

	■ A ZCM készülékfrissítési ütemezésének 
részeként ütemezheti a mobileszközök 
készletgyűjtését.

	■ Adatokat gyűjthet az iOS-eszközök 
felügyelt és nem felügyelt alkalmazásairól.

	■ Gyűjtheti az Android-eszközök munkahelyi 
Android-profiljaihoz tartozó felügyelt és 
rendszeralkalmazások adatait.

	■ Használjon standard ZCM-
készletjelentéseket a környezetében 
lévő mobileszközök adatainak 
megtekintéséhez.

	■ Hozzon létre és tekintsen meg az 
egyes mobileszközein alapuló egyedi 
készletjelentéseket.

	■ Tekintse meg, melyek azok az alkalmazá-
sok, amelyek hozzá vannak rendelve egy 
eszközhöz, de még nincsenek telepítve.

	■ Megnézheti, mennyi van használatban 
az Apple Volume Purchase Programme-
ben (VPP) megvásárolt licencei közül, és 
hogy még hány darab érhető el, valamint 
a felhasználónkénti és eszközönkénti 
licenchasználatot.

Mobilalkalmazások terjesztésének és 
vezérlésének egyszerűsítése
A meglévő ZENworks csomagfunkcióval 
különböző mobileszköz-felhasználók és 
felhasználói csoportok számára telepíthet 
iOS-alkalmazásokat, Android Enterprise al-
kalmazásokat és iOS konfigurációs profilokat. 
Ezek az alkalmazás- és profilcsomagok ma-
gukban foglalják az alkalmazások és profilok 
mobileszközére való telepítéséhez és azok 
kezeléséhez szükséges összes konfigurációs 
beállítást és telepítési útmutatót. 

	■ Előre konfigurálhatja a ZENworks 
használatával kiosztott, felügyelt 
alkalmazásokat.

	■ App Store-csomagokat hozhat létre az 
Apple App Store alkalmazás-áruházban 
elérhető, ingyenes alkalmazások 
kiosztásához.

	■ Az Apple VPP keretében vásárolt 
alkalmazások teljes körűen felügyelt 
iOS-eszközökre telepítéséhez és azok 
kezeléséhez iOS-csomagokat hozhat létre.

	■ Android Enterprise for Work-
profilcsomagokat hozhat létre, 
engedélyezheti a vállalati alkalmazások 
automatikus előzetes konfigurálását, 
a vállalati alkalmazások biztonságos 
munkaterületre telepítését és az egyes 
alkalmazás-paraméterek egyszerű 
kezelését.

	■ Natív VPP-integrációval oszthatja ki a VPP 
keretében vásárolt alkalmazásai licenceit.

	■ Meglévő csomag-munkafolyamatokkal 
egyszerűen visszaszerezheti és újra 
hozzárendelheti iOS VPP-alkalmazásait.

	■ Kezelheti és ellenőrizheti nyilvános 
és privát Android Work-alkalmazásait 
a felhasználók eszközein, miközben 
személyes alkalmazásaikat továbbra is 
ők irányítják.

	■ Üzenetek megjelenítése nélkül küldheti 
le belső fejlesztésű Android Work-
alkalmazásait az eszközökre, vagy 
a felügyelt Google Play áruházban 
elérhetővé teheti azokat a felhasználók 
számára letöltésre.

	■ Automatikusan konfigurálhatja 
Android Work-alkalmazásainak 
URL-/portbeállításait, e-mail-címeit, 
kiszolgálóadatait, bejelentkezési neveit és 
más beállításait, így nem kell megtanítania 
a felhasználóknak, hogyan telepítsék első 
alkalommal az alkalmazásokat.

Tudjon meg többet:
www.microfocus.com/products/
zenworks/configuration-management/
www.opentext.com

Rendszerkövetelmények
�Részletes termékleírások és 
rendszerkövetelmények:  
www.microfocus.com/products/
zenworks/configuration-management/
system-requirements/.
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