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Challenge

Introduce password self-service to 50,000+ 
users to relieve helpdesk traffic and save costs 
while enhancing security

Products and Services

NetIQ Self Service Password Reset (SSPR) 

Success Highlights

•	 �Significant cost savings with 75% reduction in 
password-related helpdesk queries

•	 Auto-synchronization between  
NetIQ eDirectory by OpenText™ and  
NetIQ AD Bridge by OpenText™

•	 User flexibility and autonomy

•	 Enhanced security

Pôle emploi
NetIQ Self Service Password Reset provides 
significant cost savings with 75% reduction in 
password-related helpdesk queries, and brings 
autonomy and flexibility to 50,000+ users.

Who is Pôle emploi?
Pôle emploi is the primary public operator  
for the French employment market. As part  
of its public service mission, it pays benefits 
to job seekers, assists them in their search  
for work, and meets the recruitment needs  
of companies. Pôle emploi relies on nearly 
900 local agencies.

The pole-emploi.fr website receives 42 million  
visits per month.

Introducing SSPR to Relieve 
Helpdesk and Save Costs
Pôle emploi is a historical Novell customer 
with a lot of in-house experience, so when its 

password management solution was reaching 
its end of life, the team looked to the current 
OpenText™ Cybersecurity offering and found 
NetIQ Self Service Password Reset (SSPR) 
by OpenText™. Mr. Fabrice Caron, IT Manager 
with Pôle emploi, explains further: “Most 
of our 50,000+ employees used to involve 
our helpdesk for password issues. This is a 
service that we outsource, and so there is 
a direct cost associated with using it. Our 
main objective in deploying NetIQ SSPR was 
to make our users autonomous. We want to 
offer them a similar user experience to what 
they know with online banking or retail sites.”

Following a successful Proof-of-Concept, 
NetIQ SSPR was implemented, alongside 
effective user training to support adoption 
of the new tool. Training was important, 
as by then, users were in the habit of just 
contacting the helpdesk with any password 
issues. After six months, benefits became 
clear to all users, and they realized the 
flexibility NetIQ SSPR offers, such as 
additional functionality allowing users  
to manage their passwords outside the  
Pôle emploi network. As a result, they 
can change their password off-line and, 
when connected again, NetIQ SSPR will 
synchronize accordingly.

“Introducing [NetIQ] SSPR to 
manage our passwords has 
reduced password-related calls 
to our helpdesk by 75 percent, 
which means a considerable cost 
saving for us. The ease of use 
and flexibility has convinced our 
users to adopt this new solution.”

Fabrice Caron
IT Manager
Pôle emploi 

https://www.pole-emploi.fr
https://www.microfocus.com/en-us/cyberres/identity-access-management/password-reset


75% Reduction in Password-Related  
Helpdesk Queries
In the past, a lot of users didn’t realize their 
password was about to expire which caused 
a lot of issues. “We now use [NetIQ] SSPR to 
email users up to five times to warn them of 
their upcoming password expiry so that they 
have ample opportunity to change it,” says 
Fabrice Caron. The helpdesk is still involved 
occasionally in password management 
and the team wanted to find out if there is 
a way to keep new passwords completely 
confidential, even from helpdesk staff.  
NetIQ SSPR enables the new password to be 
sent to the user via email or SMS without the 
helpdesk agent seeing this information,  

for enhanced security. This is the next step  
in implementing NetIQ SSPR functionalities.

Fabrice Caron concludes: “Introducing 
[NetIQ] SSPR to manage our passwords 
has reduced password-related calls to our 
helpdesk by 75 percent, which means a 
considerable cost saving for us. The ease of 
use and flexibility has convinced our users to 
adopt this new solution. This was particularly 
clear during the COVID-19 pandemic when 
we suddenly had many more remote workers 
who seamlessly transitioned and managed 
their own password issues without increasing  
the burden on our helpdesk.”

“Our main objective in deploying [NetIQ] SSPR 
was to make our users autonomous. We want 
to offer them a similar user experience to what 
they know with online banking or retail sites.” 
Fabrice Caron
IT Manager 
Pôle emploi Connect with Us

www.opentext.com

OpenText Cybersecurity provides comprehensive security solutions for companies and partners of all sizes. From prevention, detection and response to recovery, investigation and compliance,  
our unified end-to-end platform helps customers build cyber resilience via a holistic security portfolio. Powered by actionable insights from our real-time and contextual threat intelligence,  
OpenText Cybersecurity customers benefit from high efficacy products, a compliant experience and simplified security to help manage business risk.

768-000085-003 | O | 11/23 | © 2023 Open Text

https://www.opentext.com
https://www.linkedin.com/showcase/9022/
https://twitter.com/OpenTextSec



Accessibility Report



		Filename: 

		7680085-en.pdf






		Report created by: 

		Sar Dugan


		Organization: 

		





 [Personal and organization information from the Preferences > Identity dialog.]


Summary


The checker found no problems in this document.



		Needs manual check: 0


		Passed manually: 3


		Failed manually: 0


		Skipped: 1


		Passed: 28


		Failed: 0





Detailed Report



		Document




		Rule Name		Status		Description


		Accessibility permission flag		Passed		Accessibility permission flag must be set


		Image-only PDF		Passed		Document is not image-only PDF


		Tagged PDF		Passed		Document is tagged PDF


		Logical Reading Order		Passed manually		Document structure provides a logical reading order


		Primary language		Passed		Text language is specified


		Title		Passed		Document title is showing in title bar


		Bookmarks		Passed		Bookmarks are present in large documents


		Color contrast		Passed manually		Document has appropriate color contrast


		Page Content




		Rule Name		Status		Description


		Tagged content		Passed		All page content is tagged


		Tagged annotations		Passed		All annotations are tagged


		Tab order		Passed		Tab order is consistent with structure order


		Character encoding		Passed		Reliable character encoding is provided


		Tagged multimedia		Passed		All multimedia objects are tagged


		Screen flicker		Passed		Page will not cause screen flicker


		Scripts		Passed		No inaccessible scripts


		Timed responses		Passed		Page does not require timed responses


		Navigation links		Passed manually		Navigation links are not repetitive


		Forms




		Rule Name		Status		Description


		Tagged form fields		Passed		All form fields are tagged


		Field descriptions		Passed		All form fields have description


		Alternate Text




		Rule Name		Status		Description


		Figures alternate text		Passed		Figures require alternate text


		Nested alternate text		Passed		Alternate text that will never be read


		Associated with content		Passed		Alternate text must be associated with some content


		Hides annotation		Passed		Alternate text should not hide annotation


		Other elements alternate text		Passed		Other elements that require alternate text


		Tables




		Rule Name		Status		Description


		Rows		Passed		TR must be a child of Table, THead, TBody, or TFoot


		TH and TD		Passed		TH and TD must be children of TR


		Headers		Passed		Tables should have headers


		Regularity		Passed		Tables must contain the same number of columns in each row and rows in each column


		Summary		Skipped		Tables must have a summary


		Lists




		Rule Name		Status		Description


		List items		Passed		LI must be a child of L


		Lbl and LBody		Passed		Lbl and LBody must be children of LI


		Headings




		Rule Name		Status		Description


		Appropriate nesting		Passed		Appropriate nesting







Back to Top


