ArcSight ESM Express
All-in-One SIEM Appliance

Simplified Deployment through a Unified Appliance

Micro Focus® Security ArcSight ESM Express appliance is an easy-to-deploy SIEM tool in an appliance form factor. Downloadable report packs give you powerful yet simple audit reports, compliance dashboards, and security snapshots—reducing the time and effort required to keep your business protected.

Highlights

■ All-in-one SIEM appliance for universal log management, compliance, and event management
■ Collect, store, and analyze your security events through a single appliance
■ Analyze billions of security events from firewall, IPS, endpoint, apps, and flows
■ Built-in optional audit reports to assist in compliance
■ Detect suspicious and malicious behavior missed by your point security devices
■ Combat APTs, malware attacks, and insider threats
■ Protection against zero-day threats

Answer Who Did What? Where? When?
Analyze and correlate security events from all security devices, applications, and infrastructure items. Combining the analytics with a pre-built rule set of ArcSight ESM Express to report and alert on the events that matter to you. The user data correlated with other security events helps you answer questions such as who did What? Where? When?

Flexible Deployment Options to Scale Linearly
Get started with an entry-level SIEM solution with your most critical device and scale as you learn more about the security analytics. The SKUs start from 250 EPS sustained to all the way up to 2,500 EPS sustained. You can scale by simply adding license keys on your appliance. ArcSight ESM Express can be deployed in modular architecture starting with 250 EPS and in multiples of 50 EPS. This gives you flexibility to use only the capacity you need.

Additional Use Cases Widen Your Security Net
Building your SIEM solution shouldn’t be a puzzle, so we’ve taken care of it for you. ArcSight ESM Express includes access to ArcSight Marketplace with trusted and certified security packages. The ArcSight security use cases are constantly updated so that you can focus on your business and not the latest threats.
Compliance Reporting for Multiple Regulations
ArcSight ESM Express is compatible with ArcSight Compliance Insight Package (CIP) and can be used to deliver a set of common compliance monitoring controls that can be applied to multiple regulations including Sarbanes-Oxley, PCI DSS, FISMA, ISO 27000, NERC, and HIPAA.

Built-In Dashboards for Real-Time Security Analytics
You can get built-in reports for malware activity, firewall, IPS, endpoint logs, and user activity. These dashboards help you understand the threats and risks that enable you to make smart decisions about where to focus your security team’s time and attention. Also included are dashboards that monitor critical infrastructure, such as Cisco appliances, Microsoft Windows, and Linux servers to quickly report on business critical infrastructure.

Why Micro Focus Enterprise ArcSight
ArcSight SIEM is the industry’s leading SIEM solution. Scalable, powerful and simple to use, it delivers fast, accurate threat detection. Developed by security professionals for security experts, ArcSight’s flexibility and fast time-to-security-value make it ideal for security operations of any size, from small groups up to the most sophisticated SOCs in the world.