ZENworks Suite

Do more, spend less. A complete end-to-end management and protection suite, the Micro Focus ZENworks Suite simplifies and enhances what you can do in your IT environment. Manage and protect devices, virtualize applications, and cut down on license creep, all from one pane of glass.

Product Overview
ZENworks Suite combines the tools you need to manage and protect your IT environment, and do it from one place. In addition to the complete ZENworks platform—Micro Focus ZENworks Asset Management, Micro Focus ZENworks Configuration Management, Micro Focus ZENworks Endpoint Security Management, Micro Focus ZENworks Full Disk Encryption and Micro Focus ZENworks Patch Management—you also get two additional products. Micro Focus Application Virtualization improves your workforce’s flexibility, allowing users to get to their applications wherever they are, and the Incident Management edition of Micro Focus Service Desk ensure you can keep organized and responsive to user needs. Between these seven products, you will have everything you need to manage and protect your environment, all from one solution.

Key Benefits
ZENworks Suite is not just a management suite, and it’s not just a protection suite—you get everything you need in one box:

- **Service Desk, Incident Management Version** gives you the ability to do more with less. Service Desk helps ensure you’re managing your service requests in a timely manner, keeping up with your committed service levels, and keeping your organization running like a finely tuned machine.

- **Application Virtualization** is a standalone product that makes it easy to virtualize a host of common applications. Your users can get to the applications they need from wherever they are.

- **ZENworks Asset Management** helps you track and manage the contracts, software and hardware assets within your environment. See how many licenses and machines your employees use so you can stop paying for those you don’t use.

- **ZENworks Configuration Management** manages the lifecycle of your current and future assets, with full support for Windows and Linux systems, regardless of where users work or what devices they use. Identity-based management simplifies the manage-by-policy system, greatly boosting user productivity and reducing IT effort.

- **ZENworks Endpoint Security Management** is much more than a firewall. It allows you to take control of client security wherever users are. You get a firewall strong enough to protect government computers and the ability to ensure the safe use of removable storage and the tools to define and enforce encryption policies to deliver secure data.

- **ZENworks Full Disk Encryption** not only lets you encrypt a hard drive, but lets you do it from wherever you are. Your IT staff can manage all encrypted devices from a web-based console while still providing automated data protection that completely locks out threats.

System Requirements
ZENworks Patch Management lets you set patch policies so all your endpoints have the right patches at the right time. This results in patch application that is up to 13 times faster than manual processes. You can monitor patch compliance and automatically apply updates and patches to meet predefined standards (Patch subscription not included).

Key Features
ZENworks Suite offers numerous capabilities, ranging from application virtualization to endpoint security. All of the products can save you money with features like hands-off management, policy-based management, automated patching and more. Below are just a few features ZENworks Suite offers:

- **Hands-off automated management.** If you’ve got a far-flung IT environment, it isn’t practical for you to drive or fly somewhere every time you need to manage someone’s device.

- **Keep the workforce productive.** One of the biggest challenges for IT is to do the work, but to stay out of users’ way. ZENworks Suite lets you give users the flexibility they want so they can work wherever they are. All constituent products are focused on this goal, with Application Virtualization and Configuration Management at the forefront of the suite.

- **Protection for IT.** Flexibility shouldn’t come at the expense of security. Keep malware, spyware and viruses from getting to your endpoints as effectively as you keep unauthorized users out. Keep people from tunneling through your firewall to steal information, and prevent the loss of data if a device is lost or stolen.

The synergies between all of the products’ features are too many to name, but all the features are focused on a single goal: to keep your IT environment accessible for users and protected from those who would cause harm. Give your users the flexibility they want and maintain the protection you need.