
Challenge

• Find a cost-effective and user-friendly alternative to hardware token 

multi-factor authentication (MFA)

Result

• Reduced MFA management and costs 

• Popular with end users – working to extend MFA to the application-level 

User-friendly solution

Link to Carante Groep Case Study

Challenge

• Automate a manual and time-consuming user access audit process 

to enable more frequent and thorough access auditing activity 

Result

• 6+ weeks timesaving per access audit cycle

• Improved audit participation rates and user feedback

• Unified IAM strategy, ensuring continued compliance

Link to Medica Case Study

Case Studies
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Real-time Policy 
Enforcement and Zero 

Trust

CIAM improves 
patient experience

Fine-grained access 
controls

Protecting data entry points
Govern Access across 

Enterprise Data

Simplify access request and 
approval

Enforce least privilege

Monitor privileged 

sessions

Real-Time Risk 
Monitoring

Credential discovery and 

management
Advanced Integrations for 

UEBA Risks

Centralized Delegated 
Administration

Universal Policy 
Administration

Streamlined Audit and 
Compliance
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https://www.microfocus.com/media/case-study/carante-groep-cs.pdf
https://www.microfocus.com/media/case-study/medica-cs.pdf
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HITECH

Automate onboarding of new clinicians and 

patients with identity lifecycle management

Ensure that only the right people have access 

to EHRs through automated Governance

Confirm claimed identities through multifactor 

and passwordless technologies

Improve patient outcome through fast user 

switching at kiosk stations

Offer your patients secure access to their 

ePHI through a secure access gateway

NetIQ Identity Governance offers an analytics engine to protect EHRs from improper access

NetIQ Advanced Authentication offers a standards- based framework with the most native integrations to match 

your authentication needs

NetIQ Access Manager protects any digital resource against unauthorized access with identity-based access 

controls

NetIQ SecureLogin offers single sign-on and fast user switching for your clinician kiosks

NetIQ Identity Manager automates identity lifecycle management for all your clinicians and patients 




