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Fortify Weblnspect

Fortify Weblnspect is a dynamic application security testing (DAST) tool that identifies
application vulnerabilities in deployed web applications and services. Available as a standalone
testing tool, as an enterprise platform, or even as a SaaS offering, Fortify Weblnspect forms

the heart of the industry’s most comprehensive and accurate dynamic analysis solution.

The product is easily deployable in enterprise
environments, has exhaustive REST APIs to
benefit integration and has the flexibility to
manage security risks either through intuitive
Ul or run completely via automation.

What’s New

- Engine 5.1 updates include Macro Recorder
improvements, a Fortify on Demand
by OpenText feedback loop improving
coverage, improved Single Page Application
(SPA) framework coverage, and a repository
for scans of benchmark applications like
WebGoat, DVWA, and more.

« SPA Detection is automatic by default,
supporting these common frameworks:
Angular, AngularJS, React, GWT, Vue,
Dojo, and Backbone.

« OpenSSL Preview provides a simple
solution for environments where SSL is
being restricted either by registry or group
policy. It also provides TLS 1.3 support.

« Redundant Page Detection allows for
reduced scan times. The similarity
threshold is set at 95% by default based
off scans of real apps in collaboration
with Fortify on Demand, but this can be
adjusted according to user preferences.

« Fortify ScanCentral by OpenText DAST
now uses concurrent Weblnspect licenses.
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- The Macro Recorder is now on by default
across all areas of Fortify Weblnspect by
OpenText. The updated recorder delivers
an improved experience when recording
both login and workflow macros.

Did You Know?

« Some of the largest customers have opted
for complete automation of their DAST
solution, integrating Fortify Weblnspect
within their build pipeline. Some of the
customers have started using Selenium
scripts (web browser automation scripts)
to automate the scan of their applications.

« Visual Studio Team Services extension
allows triggering of a Weblnspect scan
from within VSTS.

- Fortify Weblnspect provides a license-free
interactive visualization tool called Site
Explorer, which replaces static PDF reports

for remediation among developers. The tool

can be distributed to any individual within
your organization and is not dependent on
Fortify Weblnspect licenses.

« Many important product usage tips

are available via Fortify Unplugged Videos.
Additionally important tools and integrations

can be accessed via the Fortify Marketplace.

» Subscribe to the Fortify Product
Announcement board today to stay up
to date on what’s new with our products!

What’s New

®

“Dynamic analysis
complements static analysis
by helping us to find
even more vulnerabilities
during the development
phase of our products.”

“[Fortify] Weblnspect does
an excellent job scanning
web applications for us.”

Information Security Engineer
Finance Industry

OpenText Cybersecurity provides comprehensive security solutions for companies and partners of all sizes. From prevention, detection and response to recovery, investigation and compliance,
our unified end-to-end platform helps customers build cyber resilience via a holistic security portfolio. Powered by actionable insights from our real-time and contextual threat intelligence,
OpenText Cybersecurity customers benefit from high efficacy products, a compliant experience and simplified security to help manage business risk.
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https://www.youtube.com/channel/UCUDKcm1wIfE6EWk_SyK0D4w/featured
https://marketplace.microfocus.com/fortify
https://community.microfocus.com/t5/Fortify-Product-Announcements/bd-p/Fortify_PA
https://community.microfocus.com/t5/Fortify-Product-Announcements/bd-p/Fortify_PA
https://www.gartner.com/reviews/market/application-security-testing/vendor/micro-focus/product/micro-focus-fortify-webinspect/review/view/1137884 



