Micro Focus is aware that unauthorised individuals and organizations impersonating Micro Focus
have contacted other companies, presenting false purchases or false purchase orders. These scams
have become more sophisticated and can appear legitimate, using our company name, logos,
letterhead, websites, employee names, and falsified employee signatures to obtain goods that we
did not order.

In particular, please note the following:

e Official communication from us comes from Micro Focus-verifiable email addresses ending
in @microfocus.com. Verify the sender by hovering over the name or double-click on the
display name to verify the email address;

e Be cautious if the email or person portending to come from Micro Focus has a sense of
urgency to rush you into action;

e Verify if links within an email are valid. Hover over them to see where they take you;

e Be careful and do not click on unknown attachments;

e Check for spelling mistakes and if the signature and contact details look legitimate; and

¢ |f you become aware of a potential fraud involving Micro Focus, please consider reporting
the matter to relevant law enforcement and email compliance @microfocus.com as soon as
possible.
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